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1.
Introduction
Following is copied from the agreement of the RAN2#65bis meeting.

Issue 4: UE processing optimizations (MAC, RLC)?

=>Improvements can be considered at MAC and RLC levels

When 4 carriers are configured and MIMO is configured simultaneously, the peak data rate will be fourfold from 21 Mbps to 84 Mbps. Therefore, improvements seem to have to be considered for MAC reordering, which is still FFS, and something to change for RLC(i.e. de-ciphteing)  to optimize UE processing time.
Thus, we would like to examine the way to optimize UE processing time at MAC and RLC levels.
2.
Discussion
Assume that multiple MAC PDUs are handled in one TTI and extended TSN size is used.

Originally, De-ciphering entity is located in RLC layer when RLC AM or UM mode is used. In the MAC layer, data blocks with consecutive TSNs through each HARQ processes are delivered to reassembly entity. If the received TSN does not follow the TSN of the last in-sequence received MAC-ehs PDU and T1_TSN has not received  during T1 timer is running, stored MAC-ehs PDUs in reordering buffer are delivered to upper layer and then are de-ciphered in RLC layer at a time.

Therefore, the number of RLC AMD or UMD PDUs, which have to be delivered to upper layer and de-ciphered after T1 timer is expired, will increase, which causes that the amount of bursty data to be de-ciphered will be increased.
Therefore, processing re-ordering functionality with de-ciphering helps UE to reduce the amount of burst data to be de-ciphered in RLC layer, which cause reduced L2 processing time.

So, we propose to use MAC de-ciphering based on the TSN.

2.1
MAC de-ciphering architecture based on the TSN

Originally, ciphering function is processed based on Sequence Number for each radio bearers in RLC layer.

However, as mentioned above, we would like to use MAC de-ciphering instead of RLC de-ciphering.

Let’s see the proposed MAC architecture for de-ciphering in the figure 1.

Proposed ciphering architecture is based on queue ID instead of RB ID. HFN is also increased if TSN is rolled up.
If we use this proposed ciphering architecture, we have several benefits as listed follow.

·  Layer 2 processing time will be reduced.

·  RLC control PDU (i.e RLC Status PDU) can be ciphered, which cause reinforced security.
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Figure 1. UE side MAC architecture
Reordering & De-ciphering entity is responsible for organising received reordering PDUs according to the received TSN and for de-ciphering unacknowledged/acknowledged mode data. Data blocks with consecutive TSNs are de-ciphered and delivered to reassembly entity upon reception. 
3.
Proposal

It is proposed to use MAC de-ciphering based on the TSN.

















































































































































































































































































































































































































































































_1302440783.vsd

