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Discussion and Decision
1. 
Introduction
During RAN2 65bis an LS was received from RAN3 in [1] asking RAN2 about the feasibility of Rel-9 UE to:
· read the (E)CGI and CSG ID in the connected mode.

· report back to the source the (E)CGI, and possibly the CSG ID, in the connected mode.

There was already discussion on reading and reporting of E-CGI during last meeting and then email discussion [section 2.1 of email discussion [2]] but CSG ID reporting was not discussed. In this contribution we analyse impact of above requirement to the UE and propose reply to RAN3 on reporting of CSG ID. 

2. Discussion
It was discussed in the last RAN2 meeting about the need of reporting the E-CGI in connected mode. There was also some discussion about which entity (UE or Network) will perform first access control. One of the options discussed was that if UE is capable of reading the CSG ID broadcasted from the target cell and comparing it with its allowed CSG list and then report cells [all cells or allowed cells is still FFS].

On the need of reporting back the CSG ID to the network, we think this information is static and in UMTS, a HNB has one cell and one CSG ID and this static mapping can be easily configured in the network between E-CGI and CSG ID. Therefore we feel that there is no need for UE to report such a static configuration as network can easily retrieve this information. In addition, RAN3 requirement is not very strict and asks RAN 2 only if possibly CSG ID could be reported.

Both Cell ID and CSG ID are broadcasted in SIB3 for UMTS and SIB1 for LTE, so if UE can read E-CGI then it can also read CSG ID and can perform initial access control. But reporting the CSG ID (27 bits) will require additional Information Element with 27 bits in RRC: MR message.
Also there could be a security risk associated with UE informing the target CSG ID. A rogue UE can send CSG ID read from neighbouring system information without having any entry in its Allowed CSG list or an old CSG ID where it knew access was allowed earlier. Any access control performed based on CSG ID reported by the UE will result in unauthorised access by these kind of UEs. We think SA3 should be involved into the discussions on the need of CSG ID reporting by UE.
Proposal 1: it is proposed that UE shall not report target cell CSG ID to the network. The reason being security risk associated with UE informed CSG ID, increased message size and no strong requirement from RAN3.
At the same time, we think it is useful to read the CSG ID and check if the target CSG ID is in its allowed CSG list.

Proposal 2: UE shall read CSG ID and perform initial access check.
3. Conclusion

Proposal 1: it is proposed that UE shall not report target cell CSG ID to the network. The reason being security risk associated with UE informed CSG ID, increased message size and no strong requirement from RAN3.
Proposal 2: UE shall read CSG ID and perform initial access check.
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