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1          Introduction
During intra-LTE handover and inter-RAT handover from LTE with IMS emergency call, the following functions need to be performed either by the source eNodeB or by the Target Network:

· The source eNodeB needs to determine whether the target network/cell supports IMS emergency call.
· The target network/cell needs to perform emergency bearer prioritisation  

· Depending on the operator’s policy and local regulation, it may require emergency call to be handover to a target cell which is in the handover restriction list of the UE. 
This paper analyses all the handover scenarios and see whether there is any impact to the RAN specifications based on the above points.  The security aspect of the handover in limited service mode is discussed in [5].  For normal service state UE, the normal security procedures will be used for emergency call. 
2         Discussion
2.1
Intra-LTE X2 handover with IMS Emergency call
2.1.1 Determination of target cell support of IMS emergency call

The source eNodeB needs to determine whether the target cell supports IMS emergency call.  As there is no change of the MME, the MME is considered to support IMS emergency call.
The IMS emergency call capability of the target cell can be made available via SON or pre-provisioning.  In the SON case, there are 3 options to pass the target cell capability to the source eNodeB:

1. The source eNodeB can be obtained the target cell capability via the X2 Setup procedure to the source eNodeB. The target cell capability can be updated via eNB Configuration Update procedure.  The neighbour information is passed between eNodeB in the X2 Setup Request/Response and eNB Configuration Update message.
2. At every X2 handover, the source eNodeB can attempt the X2 handover to find out the capability of the target cell
3. At the first X2 handover to a target cell, the source eNodeB can find out the capability of the target cell and store the capability of the target cell

With options 1 and 3, the source eNodeB can decide whether to handover to the target LTE cell based on this or prioritise the handover strategy to bias towards overlay GERAN or UTRAN. These options need to be discussed in RAN 3.  
Conclusion#1: On the determination of emergency call support of the target cell during X2 handover, there is no additional requirement needed for RAN 2 but possibly some RAN 3 impact. 
2.1.2 Handover to target cell in Handover Restriction List
The source eNodeB may require handover to a target cell in the handover restricted list if there is no suitable target to handover to.  Depending on local regulation and operator’s policy, the handover to a restricted target cell may be allowed and this is indicated to the source eNodeB by MME.  As currently captured in [1] Annex D Section 5.9.2.x6, when the source eNodeB selects a Target cell is in handover restriction list, all non-emergency bearers will be released by the source eNodeB:

<<

(Handover execution) – the source eNodeB would not include non-emergency bearers in the handover request to the target eNodeB if the target is on the Handover Restricted List.  The source eNodeB sends a Bearer Release Request to the MME for the bearers that were not included in the Handover Request.  If the target eNodeB was not restricted all bearers, were included in the Handover Request.  If the target eNodeB can not accept all bearers, it needs to consider the emergency bearer QoS when selecting bearers to accept.
>>

This highlighted sentence seems to imply that the bearer release is done after the handover preparation phase and before the handover execution phase.  This is one option.  Alternatively, the bearer release can be done before Handover Request is sent.  The third option is to let the target eNodeB release the non-emergency bearers using E-RAB not admitted list. A quick analysis is below:
1. Source eNodeB releases the non-emergency bearer after the handover preparation and before the handover execution
· Incur handover execution delay

· Timeout on the dedicated preamble assigned by the target eNodeB

· Bearers are released before the handover is completed

2. Source eNodeB releases the non-emergency bearer before the X2 Handover Request

· Incur handover delay

· Bearers are released before the handover is completed
· Probably the cleanest approach especially when it comes to SRVCC (see later section on SRVCC to UTRAN/GERAN)

3. Target eNodeB releases the non-emergency bearers using the E-RAB not admitted list

· Burden target network with unnecessary bearers.  In S1 handover (See section 2.2), target MME in restricted area has to “handle” the bearers that will subsequently be released during the handover procedure.
It is thus proposed that RAN 2 discusses the above options.
Proposal#1: It is proposed that RAN2 discusses the different options for releasing of non-emergency bearer during X2 handover to target cell in handover restriction list and feedback to SA2 if considered necessary.
2.1.2.1 Security

In the security aspect for the handover to a target cell in the handover restriction list, it is proposed that the existing security keys are continued in the target cell.  The ciphering and integrity protection algorithms may be reselected depending on the target cell capability.

Proposal#2: In the case when the handover is to a target cell in the handover restricted list, it is proposed that the existing security keys are continued in the target cell both for X2 and S1 handover. No Stage 3 impact is identified.
2.1.3 Emergency Bearer Prioritisation 
Upon receiving the Handover Request, the target eNodeB needs to take into consideration the emergency bearer QoS indicator (e.g. the ARP) when determining which bearers to reject in case of congestion.  This mechanism is already in place in the current RAN specification.

Conclusion#2: On emergency bearer prioritisation for X2 and S1 handover in case of congestion, there is no further RAN specification impact identified.

2.2
Intra-LTE S1 handover with IMS Emergency call

2.2.1 Determination of target cell support of IMS emergency call
Again, the source eNodeB needs to determine whether the eNodeB and EPC node of the target cell support IMS emergency call.

As there is no X2 interface, the source eNodeB has to attempt the handover and find out whether the target eNodeB and MME accept the handover.  It is assumed here that there is mechanism between the source eNodeB and target network to handle this. This may need to be discussed in SA2.
Conclusion#3: For S1 handover and other inter-RAT handover, it is assumed here that there is mechanism between the source eNodeB and target network to handle the failure case where IMS emergency call is not supported in the target network. This will be defined in SA2 and is not expected to impact RAN 2 but possibly some RAN 3 impact (e.g. failure cause).
2.2.2 Handover to target cell in Handover Restriction List
Like in the X2 handover, the source eNodeB may require handover to a target cell in the handover restricted list if there is no suitable target to handover to.  Again in [1], it is stated that the bearer release of non-emergency bearers are done after handover preparation and before handover execution:

Step 2 (Handover Required) – if the target eNodeB is restricted, the source eNodeB only includes emergency bearers.


Step 5 (Handover Request Ack) – when considering which bearers to allow, the target eNodeB needs to consider the ARP value reserved for emergency bearer.


Step 9 (Handover Command) – if the Handover Command was received from a restricted target, the source eNodeB can request the MME to release the non-emergency bearers.
The similar proposal as in the X2 handover needs to be applied here as well.

Proposal#3: It is proposed that RAN2 discusses the different options for releasing of non-emergency bearer during S1 handover to target cell in handover restriction list (as captured in Section 2.1.2) and feedback to SA2 if considered necessary.

2.2.3 Emergency Bearer Prioritisation 
Upon receiving the Handover Request, the target eNodeB needs to take into consideration the emergency bearer QoS indicator (e.g. the ARP) when determining which bearers to reject.  This mechanism is already in place in the current RAN specification.  Hence no further RAN work is identified.
2.3
Inter-RAT EUTRAN to UTRAN handover with IMS Emergency call
2.3.1 Determination of target cell support of IMS emergency call
The source eNodeB needs to determine whether the RNC and SGSN of the target UTRAN cell support IMS emergency call.

In Rel-9, SGSN may support IMS emergency call.  Hence IMS Emergency call may continue in the target UTRAN cell.
The source eNodeB just has to attempt the handover and find out whether the target UTRAN cell and SGSN accept the handover.  It is assumed that there will be a mechanism between the source eNodeB/MME and target network to handle the handover failure of IMS emergency call.  Hence, Conclusion#3 applies here as well.
2.3.2 Handover to target cell in Handover Restriction List
If the target UTRAN cell is in the handover restriction list, the non-emergency bearers needs to be released like in the case of X2 or S1 handover. The handling of handover restriction list during EUTRAN to UTRAN handover is currently not captured in SA2 specification.  Also, Proposal#1 on bearer release affects here as well.  
2.3.2.1 Security

In the security aspect for the handover to a target UTRAN cell in the handover restriction list, it is proposed that the existing security keys are continued in the target UTRAN cell.  The ciphering and integrity protection algorithms may be reselected depending on the target cell capability.

Proposal#4: In the case when the handover is to a target UTRAN cell in the handover restricted list, it is proposed that the existing security keys are continued in the target UTRAN cell.

2.3.3 Emergency Call Prioritisation
UTRAN already supports emergency call. The target RNC needs to take into consideration the emergency bearer QoS indicator (e.g. the ARP) for the IMS Emergency Call when determining which bearers to reject. This mechanism is already in place in the current RAN specification. Hence no further RAN work is required.

Conclusion#4: On emergency bearer prioritisation for EUTRAN to UTRAN handover in the case of congestion, there is no further RAN specification impact.

2.3.4 SRVCC handover to UTRAN

If handover for IMS emergency call is not possible, the source eNodeB may have to initiate a SRVCC for the emergency call if the UE and the MME supports SRVCC.   From normal SRVCC operation, the procedure is transparent to the eNodeB except that it knows whether SRVCC operation is possible on the UE and the MME and eNodeB will indicate to the MME with an explicit indication when SRVCC is initiated.  Hence it can be concluded that there is no additional RAN impact to support SRVCC IMS emergency call apart from the security aspect for UE in limited service state as discussed in [4].
Conclusion#5: For SRVCC handover from EUTRAN to UTRAN, it can be concluded that there is no additional RAN impact to support SRVCC IMS emergency call apart from the security aspect for UE in limited service state as discussed in [4].
2.4
Inter-RAT EUTRAN to GERAN handover with IMS Emergency call
2.4.1 SRVCC handover to GERAN

According to [1] Section 5.2.4, GERAN support for IMS emergency services will not be supported in Release 9.  GERAN supports CS emergency call only.  Hence, to handover to GERAN, SRVCC needs to be used as reported in TR23.870 [2]. From normal SRVCC operation, the procedure is transparent to the eNodeB except that it knows whether SRVCC operation is possible on the UE and the MME and will indicate to the MME with an explicit indication when SRVCC is initiated.  Hence it can be concluded that there is no additional RAN impact to support SRVCC IMS emergency call apart from the security aspect for UE in limited service state as discussed in [4].
Conclusion#6: For SRVCC handover from EUTRAN to GERAN, it can be concluded that there is no additional RAN impact to support SRVCC IMS emergency call apart from the security aspect for UE in limited service state as discussed in [4].

2.4.2 Handover to target cell in Handover Restriction List
If the target GERAN cell is in the handover restriction list, the non-emergency bearers needs to be released like in the case of X2 or S1 handover. Proposal#1 affects here as well. 

2.4.2.1 Security

In the security aspect for the handover to a target GERAN cell in the handover restriction list, it is proposed that the existing security keys are continued in the target GERAN cell.  The ciphering and integrity protection algorithms may be reselected depending on the target cell capability.

Proposal#5: In the case when the handover is to a target GERAN cell in the handover restricted list, it is proposed that the existing security keys are continued in the target GERAN cell.

2.5
Inter-RAT EUTRAN to HRPD handover with IMS Emergency call
In the optimized handover case, when an emergency call is established in LTE, the context for the emergency call is established in the HRPD access prior to handover using maintenance procedures over the S101 interface between the MME and HRPD Access network.  Hence the UE will know whether the HRPD supports IMS emergency call. However, the eNodeB does not know whether the HRPD access network supports IMS emergency call prior to the handover.

Like in other inter-RAT handover (e.g. EUTRAN to UTRAN handover), the source eNodeB will attempt the handover and find out whether the handover is successful upon receiving the Downlink S1 CDMA Tunnelling message.  Hence, Conclusion#3 applies here as well.
2.6
Inter-RAT EUTRAN to CS 1X handover with IMS Emergency call

CS 1X does not support IMS emergency call but supports CS emergency call.  Hence, to handover to CS 1X, SRVCC needs to be used. From normal SRVCC operation, the procedure is transparent to the eNodeB except that it knows whether SRVCC operation is possible on the UE and the.  Hence we believe that there is no additional RAN impact to support SRVCC IMS emergency call.
Conclusion#7: For SRVCC handover from EUTRAN to CS1X, it can be concluded that there is no additional RAN impact to support SRVCC IMS emergency call.
2.7
Tracking Area Update for UE in Limited Service State
It is currently captured in [1] that the UE performs tracking area update as normal for UE in limited service state. In RRC_IDLE, it is to allow the UE in limited service state to receive emergency call back.  In RRC_CONNECTED, it is mainly to keep the existing procedure as it is so that no special handling is required for UE in limited service state.  These have no impact to RAN 2. 
Conclusion#8: It can be concluded that there is no RAN 2 impact for tracking area update of UE in limited service state.
3 Conclusion
In this paper, we have analysed the handover scenarios with the 3 points mentioned in the introduction.  The followings are the proposals and conclusions:
Conclusion#1: On the determination of emergency call support of the target cell during X2 handover, there is no additional requirement needed for RAN 2 but possibly some RAN 3 impact. 

Proposal#1: It is proposed that RAN2 discusses the different options for releasing of non-emergency bearer during X2 handover to target cell in handover restriction list and feedback to SA2 if considered necessary.

Proposal#2: In the case when the handover is to a target cell in the handover restricted list, it is proposed that the existing security keys are continued in the target cell both for X2 and S1 handover. No Stage 3 impact is identified.
Conclusion#2: On emergency bearer prioritisation for X2 and S1 handover in case of congestion, there is no further RAN specification impact identified.

Conclusion#3: For S1 handover and other inter-RAT handover, it is assumed here that there is mechanism between the source eNodeB and target network to handle the failure case where IMS emergency call is not supported in the target network.  This will be defined in SA2 and is not expected to impact RAN 2 but possibly some RAN 3 impact (e.g. failure cause).
Proposal#3: It is proposed that RAN2 discusses the different options for releasing of non-emergency bearer during S1 handover to target cell in handover restriction list (as captured in Section 2.1.2) and feedback to SA2 if considered necessary.

Proposal#4: In the case when the handover is to a target UTRAN cell in the handover restricted list, it is proposed that the existing security keys are continued in the target UTRAN cell.

Conclusion#4: On emergency bearer prioritisation for EUTRAN to UTRAN handover in the case of congestion, there is no further RAN specification impact.

Conclusion#5: For SRVCC handover from EUTRAN to UTRAN, it can be concluded that there is no additional RAN impact to support SRVCC IMS emergency call apart from the security aspect for UE in limited service state as discussed in [4].

Conclusion#6: For SRVCC handover from EUTRAN to GERAN, it can be concluded that there is no additional RAN impact to support SRVCC IMS emergency call apart from the security aspect for UE in limited service state as discussed in [4].

Proposal#5: In the case when the handover is to a target GERAN cell in the handover restricted list, it is proposed that the existing security keys are continued in the target GERAN cell.

Conclusion#7: For SRVCC handover from EUTRAN to CS1X, it can be concluded that there is no additional RAN impact to support SRVCC IMS emergency call

Conclusion#8: It can be concluded that there is no RAN 2 impact for tracking area update of UE in limited service state.
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