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1. Introduction

For LTE Rel-8, it was agreed not to support inbound CSG handover. For LTE Rel-9, in order to support inbound CSG mobility, it is necessary to decide which entity performs access control during HO process. 

Before detailed discussion, we should consider basic architecture and procedure to support inbound CSG handover. In SA2, the following Rel-8 baseline architecture for HeNB approved [1]. Based on the Rel-8 RAN and CT architecture and assumptions, 3 variants exist as follows:
· variant 1: with dedicated HeNB GW

· variant 2: without HeNB GW

· variant 3: with HeNB GW for c-plane

Inbound mobility supported solution was also discussed in SA2#71 [2], but there are still two solutions (i.e. source eNB based and MME based) in SA2 TR. In addition, HeNB GW based solution is also not excluded. Since mobility is tightly related with RAN2 topic, RAN2 also should consider inbound CSG mobility supported solution.
In this document, we propose to discuss which entity should perform access control based on the baseline architecture variants. We also propose to send LS to SA2 and RAN3 in order to decide the baseline architecture for HeNB considering RAN2 discussion.
2. Discussion
There are the following alternatives which entity performs access control to support inbound CSG handover from SA2 approved solutions [2].
· Alternative 1: source eNB performs access control
· Alternative 2: MME performs access control
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Figure 1 Alternative 1: source eNB performs access control
For Alt.1, eNB would be required to manage the allowed CSG list to perform access control at eNB. Thus the allowed CSG list shall be transferred from MME to eNB. This approach has benefit that handover process is faster than other Alternatives if the best CSG cell is not allowed, since eNB itself can perform both access control and re-evaluating another cell reported by UE. However, security should be considered in this case, since handling the part of user’s subscription data (i.e. the allowed CSG list) at eNB may not completely secure since eNB is the termination of network.
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Figure 2 Alternative 2: MME performs access control
Alt.2 doesn’t need additional signaling to transmit the allowed CSG list to other entities since MME has the allowed CSG list. Possible drawback will be handover process delay, if the requested CSG cell from source eNB is not included in the allowed CSG list. In this case, MME shall send HO reject message to source eNB, then eNB might evaluate another cell based on UE reported cell list information. However, the delay might not be a big problem.
Based on above discussion, Alt.1 is not preferred to perform access control because it is undesirable that the user’s subscription data is located in unsecure node. Thus MME is preferred to perform access control.
Conclusion 1: MME is preferred to perform access control than source eNB.

In addition, another alternative can be considered if it is decided to include HeNB GW in the architecture for HeNB 

· Alternative 3: HeNB GW performs access control
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Figure 3 Alternative 3: HeNB GW performs access control
For Alt.3, HeNB GW has the allowed CSG list as same as MME in order to perform access control. Possible drawback is that HO process would be more delayed than Alt.2 if the requested CSG cell from source eNB is not included in the allowed CSG list. In this case, HeNB GW shall send HO reject message to source eNB via MME, then eNB might evaluate another cell based on UE reported cell list information. 
Compared with Alt.2 and Alt.3, there is not really so much difference. Only for HO process delay, Alt.2 would be a little faster than Alt.3. From resource management perspective, an MME might have  heavy load to manage resource of several HeNBs if there is a multitude of HeNBs under the MME. To reduce the load of resource management for MME, it is better that HeNB GW manage the resource of several HeNBs instead of MME. In that case, it also would be better that HeNB GW manage not only admission control but also access control. If HeNB GW performs access control, this has another merit that HO process of Alt.3 can be shortened than Alt.2 in the case of CSG-CSG handover under one HeNB GW.
Conclusion 2: It would be better that HeNB GW perform both access control and admission control if it is decided to include HeNB GW in the architecture for HeNB 

3. Conclusion

In this document, we propose to discuss which entity should perform access control based on the baseline architecture variants. 

Conclusion 1: MME is preferred to perform access control than source eNB.

Conclusion 2: It would be better that HeNB GW perform both access control and admission control if it is decided to include HeNB GW in the architecture for HeNB 

We also propose to send LS to SA2 and RAN3 to decide the baseline architecture for HeNB considering RAN2 discussion.
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