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1.  Introduction
At RAN2 #64bis, coincidental occurrence of re-establishment and reconfiguration was discussed based on [1]. This paper looks further into this topic, and proposes some solutions to allow recovery from possible state mismatch between the UE and eNB.
2. Discussion
2.1
Problem

A radio link failure can occur while RRC connection reconfiguration procedure is ongoing from the eNB perspective. If this occurs the eNB does not know if the current configuration of the UE is before or after the reception of the outstanding reconfiguration procedure. This is shown in Fig.1.
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Fig.1  RLF leading to state mismatch.

If the outstanding reconfiguration was concerning handover, the network would be able to detect which case had occurred based on the source PCI, C-RNTI and shortMAC-I as included in the RRCReestablishmentRequest. The problem is when the reconfiguration was not concerning handover, but was e.g., to setup a new DRB. In this case, the network cannot determine whether the new DRB has been setup in the UE or not, resulting in a state mismatch.
2.2
Solutions

Several solutions can be considered to recover from possible state mismatch caused by this event.

· Option 1:
The eNB sends an RRCReestablishmentReject if an RRCReestablishmentRequest was received during an outstanding reconfiguration procedure.
This will work and is already supported with the current specifications, but it will provide a sub-optimal user experience because a NAS level re-establishment procedure will need to occur, causing longer interruption. Moreover, this will incur additional signalling and processing in the network, involving also the core network. It should also be noted that when the NAS recovery solution was discussed, CT1 and SA2 have expressed in an LS sent to RAN2 in [2] and [3] respectively, that any failure in AS should be handled by AS as much as possible. Hence, being limited to this option is unacceptable.

· Option 2:
Include the RRC-TransactionIdentifier of last successfully processed message in RRCReestablishmentRequest.

· 2a:
Use the last 2 bits of RRCReestablishmentRequest (no spare).

· 2b:
Use only 1 bit (LSB of RRC-TransactionIdentifier) in RRCReestablishmentRequest (1 bit spare).

· 2c:
Reduce shortMAC-I to 15 bits, and include RRC-TransactionIdentifier using 2 bits (1 bit spare).
This would be the cleanest and best performing option, since the eNB is informed of the configuration set in the UE at the earliest possible instance. This will allow the eNB to optimise the configuration to be signalled after successful re-establishment. A drawback is that this will use the last 2 bits of RRCReestablishmentRequest. However, changes in future releases are still possible using the spare leg at the UL-CCCH-MessageType level and at the critical extensions level within the RRCReestablishmentRequest. Even then, one might argue that running out of spares already in Rel-8 is too risky, considering that the size limitation will likely not change in future and that no fields can be omitted. If this is a serious concern, option 2b or 2c can be considered. However, since option 2c requires confirmation with SA3 and given the late stage in Rel-8, option 2b might be the preferable option.
· Option 3
Include the RRC-TransactionIdentifier of last successfully processed message in RRCReestablishmentComplete.

This is similar to option 2, and allows the eNB to determine the configuration set in the UE prior to sending the post re-establishment reconfiguration to re-enable the DRBs. A benefit of this option is that it does not take up the last 2 bits of RRCReestablishmentRequest. However, this would be less efficient than option 2, because option 2 allows the eNB more time to prepare the RRCReconfiguration message, i.e., transmission of the subsequent RRCReconfiguration would be delayed with option 3.
From the above discussion, option 2 seems to be desirable.
Proposal 1:
Include the RRC-TransactionIdentifier of last successfully processed message in RRCReestablishmentRequest (option 2). Whether to adopt option 2a, 2b or 2c can be discussed.

2.3
Further consideration
If neither option 2 nor 3 above is acceptable, other approaches should be considered.

In [1] a proposal was made such that the UE would ignore removal of an unknown bearer or measurement “identity”. The proposal focused on removal, and not addition or modification, since if the UE received a command to add an “identity” which has already been setup, it was thought that the UE would consider this as modification of the corresponding entry. However, during the discussion, it was identified that drb-ToAddModList contains several fields that are mandatory present at setup, but “not present” at modification. These fields are:
· eps-BearerIdentity (cond DRB-Setup): mandatory at DRB setup, otherwise not present;
· pdcp-Config (cond PDCP): mandatory at DRB setup, optional (need ON) at handover and re-establishment, otherwise not present;
· logicalChannelIdentity (cond DRB-Setup): mandatory at DRB setup, otherwise not present;
If any of these fields appear in a modification of a bearer, the UE will be unable to comply with the reconfiguration, and hence is required (assuming security is active) to perform a re-establishment according to 5.3.5.5. This causes an infinite loop of reconfigurations, unless the network aborts the loop with an RRCReestablishmentReject, or it can guess that the UE must have received the addition and hence the network ceases attempting the reconfiguration. This will require complex eNB implementation and remains sub-optimal or unreliable.

To avoid this infinite loop, alternatively, the eNB could remove the corresponding bearer immediately after re-establishment. The bearer can be setup again by another reconfiguration if still required. This has some consequences to the U-plane behaviour: the U-plane could start queuing traffic on the bearer as soon as it is established, and hence, deleting and re-establishing the bearer would cause the queued traffic to be lost, requiring application level re-transmissions. However, this would still be better than tearing down all the bearers and re-establishing by a NAS procedure, as done with option 1. In order to allow this type of removal, the UE must ignore removal of a bearer which has not been setup, as a safety to cover the case when the previous reconfiguration was in fact not received. To mandate this behaviour in the UE, the following note can be added in 5.3.10.2:
	5.3.10.2
DRB release

The UE shall:

1>
if the received radioResourceConfigDedicated includes the drb-ToReleaseList:

2>
for each drb-Identity value included in the drb-ToReleaseList that is part of the current UE configuration (DRB release):

3>
release the PDCP entity;

3>
release the RLC entity;

3>
release the DTCH logical channel;

2>
indicate the release of the DRB(s) and the eps-BearerIdentity of the released DRB(s) to upper layers;
NOTE:
The UE shall ignore any drb-Identity values included in the drb-ToReleaseList that is not part of the current UE configuration.


With regards to measurement configuration, duplicate addition of measId, measObjectId or reportConfigId is not a problem since this will always be treated as a modification, i.e., no parameters have the attribute “not present” at modification. However, for removal, the UE will be unable to comply with the reconfiguration and will initiate the re-establishment procedure, if an unknown “identity” was told to be removed. This can be easily improved by adopting the same behaviour as for bearer removal. Taking measId removal in 5.5.2.2 for example, the following changes can be made to the specification:
	5.5.2.2
Measurement identity removal

The UE shall:

1>
for each measId value included in the measIdToRemoveList that is part of the current UE configuration in varMeasConfig:

2>
remove the entry, from the parameter measIdList within VarMeasConfig, with the corresponding measId value;

2>
remove the entry within the VarMeasReports for this measId, if included;

2>
reset the periodical reporting timer or timer T321, whichever one is running, as well as associated information (e.g. timeToTrigger) for this measId;
NOTE:
The UE shall ignore any measId values included in the measIdToRemoveList that is not part of the current UE configuration in varMeasConfig.


Similar changes can be made to sub-clauses 5.5.2.4 (measObjectId removal) and 5.5.2.6 (reportConfigId removal).

As these will improve robustness of the RRC protocol while requiring only minor changes, it is proposed that these UE behaviours are mandated. In any case, the behaviour with regards to bearers and measurements should be aligned.
Proposal 2:
The UE shall ignore removal of an unknown “identity” (i.e., drb-Identity, measId, measObjectId and reportConfigId) if received by an RRCReconfiguration, i.e., the UE processes the message as if this “identity” was not received.

3. Conclusions
The followings were proposed:
Proposal 1:
Include the RRC-TransactionIdentifier of last successfully processed message in RRCReestablishmentRequest (option 2). Whether to adopt option 2a, 2b or 2c can be discussed.

Proposal 2:
The UE shall ignore removal of an unknown “identity” (i.e., drb-Identity, measId, measObjectId and reportConfigId) if received by an RRCReconfiguration, i.e., the UE processes the message as if this “identity” was not received.

A CR is prepared in R2-091416 (based on option 2b) to capture these proposals.
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