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1
Introduction

For ETWS duplicate detection, RRC retains a record of Message Identifier and Serial Number parameters for SIB 10 and SIB 11. Currently, it is not clear how long the UE should retain these values. This Tdoc discusses the issue. 
2
Discussion
An ETWS capable UE stores the parameters Message Identifier and Serial Number for SIB 10 and SIB 11 for use in duplicate detection. The parameters are stored when there is no value already stored or when the value received is different from the currently stored value. 
It seems sensible that stored parameter values are declared invalid after a period of time, and deleted from storage; otherwise there is a risk that a UE may reject ETWS notification for unrelated events e.g. days later. Currently it is not clear what rules should be applied regarding the removing of these parameters. There is an existing requirement that a UE regards system information as invalid three hours after it has been received, however, ETWS notification parameters are received independently of the normal system information reception process and if the existing rule is to be applied to these parameters then perhaps this should be clarified.

The assumption made here is that the UE should declare the parameters invalid and delete them from storage in order to remove the possibility of them being applied to a separate ETWS event, for example days later, rather than short term optimisation of UE duplicate detection and UEs experiencing temporary loss of coverage. 

The following options are identified as candidates:

a. It is left to implementation how long the parameters are retained before being removed from storage.

b. The UE retains the parameter values for a time indicated in the standard.

c. The eNB signals a validity time to the UE, for example in SIB10 and SIB 11. 
Signalling a validity time, in SIB 10 and SIB 11, would provide flexibility at the expense of signalling overhead. The validity time could, for example, be based on the product of the Number of Repetitions and the Repetition Period signalled to the eNB as part of the notification. However, it is suggested that it is not clear that flexibility in validity timing is required. The requirement is believed to be the prevention of long term retention of redundant information not short term optimisation of UE behaviour and consequently, it could be viewed that a signalling a validity time on an event basis is unnecessarily complex and inefficient.
Leaving validity timing to implementation removes the issue from standardisation but could lead to variability between implementations. However, if the objective is simply to prevent long term retention of the parameters, then variability could be acceptable provided that the stored values are not discarded too early. If this option were adopted it is suggested that a note could be added to [1] indicating that the UE should not retain the parameters indefinitely. A draft CR to do this is attached for information.
Specifying a validity time in the standard would result in uniform behaviour, however, it requires that a validity time is identified by the standardisation procedure. It is suggested that the three hours, counting from the time the parameter was stored, that has been adopted as a validity time for system information could also be adopted for the Message Identifier and Serial Number parameters. It is noted that validity timing, of this form, for the ETWS parameters would be independent of validity timing for system information because the reception and storage of SIB10 and SIB11 is independent of the reception and storage of other system information. 
If this option were to be adopted then it is suggested that the stored values of Message Identifier and Serial Number should be updated every time the parameters are received rather than the first time a new value is currently received, as is currently specified. This would result in the parameters being deleted three hours after repetition was completed rather than from when it begins. A draft CR to do this is attached for information. It has been assumed that there is no need to test the removal of the parameters and this is reflected in the text used in the example CR.
No strong preference between options a. and b. is given here and it is proposed that RAN2 selects between:
P1:
The validity time for the SIB 10 and SIB11 parameters Message Identifier and Serial Number is left to implementation.

Or:

P2:
The validity time for the SIB 10 and SIB 11 parameters Message Identifier and Serial Number is fixed in the standard [1] and the parameter values are deleted from storage at the expiration of the validity time after the values have been stored. The validity time could be three hours.

3
Conclusion
This Tdoc has discussed the issue of Mobility Information and Serial Number validity. It is proposed that RAN2 choose between: 
P1:
The validity time for the SIB 10 and SIB11 parameters Message Identifier and Serial Number is left to implementation.

Or:

P2:
The validity time for the SIB 10 and SIB 11 parameters Message Identifier and Serial Number is fixed in the standard [1] and the parameter values are deleted from storage at the expiration of the validity time after the values have been stored. The validity time could be three hours.

Draft CRs for the two cases are attached.
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