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1. Introduction

This document discusses the security parameters issue (issue 73/74) resulting from the review of the PDU specification.  
2. Discussion 
2.1 Keychangeindicator (issue 73)

The issue is that if the keychangeindicator should be included in case of an SMC? The conference call conclusion is: 
<CC-Result: Although reflecting current status, defer to the next meeting, as there may be further changes for idle to active following inter-RAT re-selection>
As stated in 9.1.2 of [1], for the case of idle mode mobility from UTRAN to E-UTRAN, UE may has cached context and mapped context simultaneously. MME shall indicate the UE whether the KASME or KSGSN is to be used in NAS SMC procedure. The keychangeindicator should be mandatory present in HO procedure because KeNB re-keying procedure and connected mode mobility procedure all use HO procedure. But the AS SMC is only used for the initial security activation procedure. In AS SMC, UE can use the Key which indicated in the NAS message. So the indicator is not needed in AS SMC.
Proposal1: the keychangeindicator is not needed in SMC case.
2.2 NCC (issue 74)

According to [2], the eNB and UE only use KeNB in the initial security activation procedure i.e. no {NH, NCC} pair is used as SA3 see no security requirement (following answer B). And the UE shall initialize the NCC associated with keNB to zero when an initial AS security context needs to be established. As stated in 7.2.4.5 of [1], there is no NCC to be transfered in SMC procedure. So the NCC is not needed in SMC case, and the text description in 5.3.4.3 of [3] (store the nextHopChainingCount value received by the SecurityModeCommand message) should be deleted also.
Proposal2: the NCC is not needed in SMC case.
Proposal3: the text description in 5.3.4.3 (store the nextHopChainingCount value received by the SecurityModeCommand message) should be deleted.
3. Conclusion 
In this contribution we discuss the security parameters issue resulting from the review of the PDU specification and propose that:

Proposal1: the keychangeindicator is not needed in SMC case.
Proposal2: the NCC is not needed in SMC case.
Proposal3: the text description in 5.3.4.3 (store the nextHopChainingCount value received by the SecurityModeCommand message) should be deleted.
The corresponding CR is provided in [4].
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