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1
Introduction

This document compared the configuration failure while RRC establishment/re-establishment with RRC connection reconfiguration, and gives some proposals about these cases.
2
Observation
In Section 5.3.5.5 UE’s behavior when reconfiguration failures is as follow:
	5.3.5.5
Reconfiguration failure
The UE shall:

1>
if the UE is unable to comply with (part of) the configuration included in the RRCConnectionReconfiguration message: 

2>
continue using the configuration used prior to the reception of RRCConnectionReconfiguration message;

2>
if security has not been activated:

3>
perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause ‘other’;

2>
else:

3>
initiate the connection re-establishment procedure as specified in 5.3.7, upon which the connection reconfiguration procedure ends.

NOTE 1:
The UE may apply above failure handling also in case there is an ASN.1 violation in the RRCConnectionReconfiguration message. 

NOTE 2:
If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/ failure.


In this section, UE will initiate the connection re-establishment procedure when reconfiguration failure but security has been activated, while in the section 5.3.3( RRC connection establishment) and 5.3.7 (RRC connection re-establishment), there is no description about the treatment of configuration failure .
For RRC connection reconfiguration not including mobilityControlInformation the AS layer related IE is measurementConfiguration and radioResourceConfiguration. To our understanding configuration failure most likely result from IE radioResourceConfiguration. And it is also the main IE within RRC connection setup/re-estaslishment messages (see table 1).
	RRCConnectionReconfiguration
	RRCConnectionSetup
	RRCConnectionReestablishment

	measurementConfiguration
	rrc-TransactionIdentifier
	rrc-TransactionIdentifier

	mobilityControlInformation
	radioResourceConfiguration
	radioResourceConfiguration

	nas-DedicatedInformationList
	
	nextHopChainingCount

	radioResourceConfiguration
	
	

	securityConfiguration
	
	

	nas-SecurityParamToEUTRA
	
	


Table 1
In table2 the difference between RRC connection reconfiguration and RRC connection setup/re-establishment message is high lighted in yellow which mainly refers to IE drb-ToAddModifyList because only SRB1 will be established/resumed during RRC connection setup/re-establishment procedure.
	Message
IE maybe used
	RRCConnectionReconfiguration
	RRCConnectionSetup
	RRCConnectionReestablishment

	srb-ToAddModifyList
	√
	√
	√

	drb-ToAddModifyList
	√
	X
	X

	drb-ToReleaseList
	√
	X
	X

	mac-MainConfig
	√
	√
	√

	sps-Configuration
	√
	√
	√

	physicalConfigDedicated
	√
	√
	√


Table 2
And in table 3 the common part between SRB-ToAddModifyLis and DRB-ToAddModifyList  is high lighted in green.

	SRB-ToAddModifyList
	DRB-ToAddModifyList

	
	eps-BearerIdentity

	srb-Identity
	drb-Identity

	
	pdcp-Configuration

	rlc-Configuration
	rlc-Configuration

	
	logicalChannelIdentity

	logicalChannelConfig
	logicalChannelConfig


                                   Table 3
From the comparision listed in table1/2/3, we find most part of the radio resource configuraiton is the same between RRC connection reconfiguration and RRC connection setup/re-establishment except for few IEs e.g. pdcp-Configuration. And we believe the failure cases happen to RRC connection reconfiguration procedure could also happen to RRC connection setup/re-establishment procedure. Otherwise you have to assume that normal RRC connection reconfiguration failure mainly result from the few additional IE in RRC connection reconfiguration message. And now there is no procedure text describe what UE should do if similar configuration failure happens to RRC connection setup/re-establishment procedure.
Proposal: to add UE’s behaviour for dealing with configuration failure for RRC connection setup/re-establishment procedure
For RRC conneciton setup case if configuration failure happens RRC connection setup procedure should be aborted. and upper layer should be told that RRC connection can’t be established.
For RRC connection re-establishment case if configuration failure happens UE can either choose select a suitable cell once again to re-establish RRC connection or simply go to IDLE state. In current RRC specification RRC connection re-establishment procedure is used to resume most of the abnormal RRC procedure. If it is used also for failure case of itself it may result in a deadlock situation. And repeated RRC connection re-establishment may introduce too much delay for user. So we prefer alternative 2 i.e. UE goes to IDLE directly after local releasing.
Proposal 2: For RRC conneciton setup case if configuration failure happens RRC connection setup procedure should be aborted. and upper layer should be told that RRC connection can’t be established.

Proposal 3:  For RRC connection re-establishment case if configuration failure happens UE abort RRC connection re-establishment procedure and go to IDLE state. 
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<Cut until the next modified section>
5.3.3
RRC connection establishment

<Ommited part>
5.3.3.4
Reception of the RRCConnectionSetup by the UE
NOTE:
Prior to this, lower layer signalling is used to allocate a C-RNTI. For further details see TS 36.321 [6];

The UE shall:

1>
establish SRB1 in accordance with the received radioResourceConfiguration and as specified in 5.3.10;

1>
if stored, discard the Inter-frequency priority information and the Inter-RAT priority information provided by dedicated signalling using idleModeMobilityControlInfo;

1>
stop timer T300;

1>
stop timer T302, if running;
1>
stop timer T303, if running;

1>
stop timer T305, if running;

1>
stop timer T320, if running;

1>
enter RRC_CONNECTED state;

1>
stop the cell re-selection procedure;

1>
set the content of RRCConnectionSetupComplete message as follows:

2>
set the selectedPLMN-Identity to the PLMN selected by upper layers [TS 23.122, TS 24.008] from the PLMN(s) included in the plmn-IdentityList in SystemInformationBlockType1, in the cell where the RRC connection was established;

2>

if upper layers provide the ‘Registered MME’, set the registeredMME as follows:

3>
if the PLMN identity of the ‘Registered MME’ is different from the PLMN selected by the upper layers:

4>
include the plmnIdentity in the registeredMME and set it to the value of the PLMN identity in the ‘Registered MME’ received from upper layers;

3> set the mmegi and the mmec to the value received from upper layers;

2>
set the nas-DedicatedInformation to include the information received from upper layers;

2> submit the RRCConnectionSetupComplete message to lower layers for transmission, upon which the procedure ends.
5.3.3.x
Configuration failure after reception of the RRCConnectionSetup  by the UE
The UE shall:
1> If the UE is unable to comply with (part of) the configuration included in the RRCConnectionSetup message:


2> stop timer T300, if running;
2>
reset MAC, release the MAC configuration and re-establish RLC for SRB1

2>
inform upper layers about the failure to establish the RRC connection, upon which the procedure ends..
<Cut until the next modified section>
5.3.7
RRC connection re-establishment

<Ommited part>
5.3.7.5
Reception of the RRCConnectionReestablishment by the UE
NOTE:
Prior to this, lower layer signalling is used to allocate a C-RNTI. For further details see TS 36.321 [6];

The UE shall:

1>
stop timer T301;

1>
re-establish PDCP for SRB1;

1>
re-establish RLC for SRB1;
1>
resume SRB1 after reconfiguring it in accordance with the received radioResourceConfiguration as specified in 5.3.10;

1>
update the KeNB key based on the KASME key to which the current KeNB is associated, using the nextHopChainingCount value indicated in the RRCConnectionReestablishment message, as specified in [32];
1>
store the nextHopChainingCount value;

1>
derive the KRRCint key associated with the previously configured integrity algorithm, as specified in [32];
1>
derive the KRRCenc key and the KUPenc key associated with the previously configured ciphering algorithm, as specified in [32];
1>
configure lower layers to activate integrity protection using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply ciphering using the previously configured algorithm, the KRRCenc key and the KUPenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
perform the measurement related actions as specified in 5.5.6.1;

1>
send the RRCConnectionReestablishmentComplete message as specified in 5.3.7.6;
5.3.7.x
Configuration failure after reception of the RRCConnectionReestablishment by the UE
The UE shall:

1> If the UE is unable to comply with (part of) the configuration included in the RRCConnectionReestablishment message:


     2> perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause ‘RRC connection failure’.
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