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1 Introduction 

This document proposes a modification of how the RRCConnectionReconfiguration information is included the HANDOVER COMMAND message defined in section 10.2.2 of TS 36.331. 
The proposed modification is intended to simplify e-NB’s implementation. 

2 Discussion 
Context 
 TS 36.331 states that the Target-eNB generates the entire RRCConnectionReconfiguration message. This message is further included as a transparent container in the HANDOVER COMMAND (10.2.2) received by the Source-eNB
In other words, Source-eNB does not compile (not decode/not encode) the RRCConnectionReconfiguration message, but just takes it out from the HANDOVER COMMAND and sends it to UE.
Issue

However, the RRC message is to be sent as DL-DCCH-Message. Current description of ASN.1 means that the Source-eNB must decode the RRCConnectionReconfiguration message in HANDOVER COMMAND and re-compile it as DL-DCCH-Message.
Possible Source-eNB behaviour as per current specification

There have 2 possibilities if the specification is kept as it is: 
· option 1: Source-eNB decodes the message twice for HANDOVER COMMAND + RRCConnectionReconfiguration and re-encodes the RRC message once.

· option 2: Source-eNB retrieves the encoded RRCConnectionReconfiguration and concatenates some bits for DL-DCCH-MessageType on the top of the encoded RRCConnectionReconfiguration. 
Both options have drawbacks, 

In option 1, the Source-eNB needs additional deconding/reencoding steps. 

In option 2, the Source-eNB needs a bit handling (a bit-shit-processing will be needed in order to align the encoded data), and this is preferable to avoid such special handling for a specific case. 

Instead, it proposed to implement the solution below.

Proposal 1
It is proposed that the handoverCommandMessage IE in the HANDOVER COMMAND message received by the Source-eNB is to be defined as DL-DCCH-Message in order to avoid additional effort by the Source-eNB because the Target-eNB can generate the entire DL-DCCH-Message as an RRC message.

Annex proposal

Not strictly related to the above proposal, we also propose here to finalize the clean-up of the RRC spec regarding the usage of the terminology “HANDOVER COMMAND” (along with R2-085458 submitted in this meeting for 36.300). When received by the UE, the “handover command” should not be referred to as such. We have a preference for “handover message”.  The corresponding TP is given in section 4. 

3 Text Proposal for proposal 1
------- Start of modified section

10.2.2 
HANDOVER COMMAND

E-UTRA RRC handover command

Transfer characteristics: tbs

HandoverCommand message
-- ASN1START

HandoverCommand ::=




SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




handoverCommand-r8




HandoverCommand-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

HandoverCommand-r8-IEs ::=


SEQUENCE {


handoverCommandMessage



OCTET STRING (CONTAINING DL-DCCH-Message),


nonCriticalExtension



SEQUENCE {}






OPTIONAL

}

-- ASN1STOP

	HandoverCommand field descriptions

	handoverCommandMessage

Target eNB generates the entire DL-DCCH-Message including RRCConnectionReconfiguration message as signalled to the UE.


------ End of modified section
4 Text Proposal for Annex Proposal

------- Start of modified section

5.3
Connection control

5.3.1
Introduction

5.3.1.1
RRC connection control

RRC connection establishment involves the establishment of SRB1. E-UTRAN completes RRC connection establishment prior to completing the establishment of the S1 connection, i.e. prior to receiving the UE context information from the EPC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the E-UTRAN may configure the UE to perform measurement reporting. However, the UE only accepts a handover message when security is activated.

Upon receiving the UE context from the EPC, E-UTRAN activates security (both ciphering and integrity protection) using the initial security activation procedure. The RRC messages to activate security (command and response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate security is not ciphered, while the subsequent messages (e.g. used to establish radio bearers) are both integrity protected and ciphered.

After having initiated the initial security activation procedure, E-UTRAN initiates the establishment of SRB2 and of radio bearers carrying user data (DRBs), i.e. E-UTRAN may do this prior to receiving the confirmation of the initial security activation from the UE. In any case, E-UTRAN will apply both ciphering and integrity protection for the RRC connection reconfiguration messages used to establish SRB2 and DRBs. E-UTRAN should release the RRC connection if the initial security activation and/ or the radio bearer establishment fails (i.e. security activation and DRB establishment are triggered by a joint S1-procedure, which does not support partial success).

For SRB2 and for DRBs, security is always activated from the start, i.e. the E-UTRAN does not establish these bearers prior to activating security.

------ End of modified section
------- Start of modified section

5.3.1.3
Connected mode mobility

In RRC_CONNECTED, the network controls UE mobility, i.e. the network decides when the UE shall move to which cell (which may be on another frequency or RAT). The network triggers the handover procedure e.g. based on radio conditions, load. To facilitate this, the network may configure the UE to perform measurement reporting (possibly including the configuration of measurement gaps). The network may also initiate handover blindly, i.e. without having received measurement information from the UE.

For mobility within E-UTRA, handover is the only procedure that is defined. Before sending the handover message to the UE, the source eNB prepares one or more target cells. The target eNB generates the message used to perform the handover, i.e. the message including the AS-configuration to be used in the target cell. The source eNB transparently (i.e. does not alter values/ content) forwards the handover message/ information received from the target to the UE. When appropriate, the source eNB may initiate data forwarding for (a subset of) the radio bearers.

After receiving the handover message, the UE attempts to access the target cell at the first available RACH occasion, i.e. the handover is asynchronous. Consequently, when allocating a dedicated preamble for the random access in the target cell, E-UTRA shall ensure it is available from the first RACH occasion the UE may use. Upon successful completion of the handover, the UE sends a message used to confirm the handover.

After the successful completion of handover, PDCP SDUs may be re-transmitted in the target cell. This only applies for radio bearers carrying user data and using RLC-AM mode. The further details are specified in [8].

After the successful completion of handover, the SN and the HFN are reset except for the radio bearers carrying user data and using RLC-AM mode (for which both SN and HFN continue). The further details are specified in [8].

Editor's note:
W.r.t. handover there is one UE behaviour regardless of the handover procedures used within the network (e.g. whether the handover includes X2 or S1 signalling procedures).

The source eNB should, for some time, maintain a context to enable the UE to return in case of handover failure. After having detected handover failure, the UE attempts to resume the RRC connection either in the source or in another cell using the RRC re-establishment procedure. This connection resumption succeeds only if the accessed cell is prepared, i.e. concerns a cell of the source eNB or of another eNB towards which handover preparation has been performed.
------ End of modified section
5 Conclusion
It is proposed that RAN2 agrees in the proposal below and corresponding TP: 

 Proposal

It is proposed that the handoverCommandMessage IE in the HANDOVER COMMAND message received by the Source-eNB is to be defined as DL-DCCH-Message in order to avoid additional effort by the Source-eNB because the Target-eNB can generate the entire DL-DCCH-Message as an RRC message.






































































































































































































































































