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1. Overall Description

RAN2 has discussed the work split between RAN2 and RAN3 on RRC container vs. X2/S1 at RAN2#63bis meeting and agreed that the following rules to define a parameter in RRC container are needed for the clearer work split between RAN2 and RAN3.
Only if a parameter meets following two rules, it should be defined in RRC container. If a parameter violates any of rules, then it should be defined in X2 and S1 application protocol.

- Rule 1: In case of S1 HO, the parameter which is transparent to MME can be defined in the RRC Container.

- Rule 2: Considering S1 HO, if the same parameter is available both in source eNB and in MME and both source eNB and MME can provide the parameter, the parameter which is created in AS layer can be defined in the RRC Container. Thus if MME provides the parameter in the S1: Handover Request message, this parameter cannot be defined in the RRC Container.

Furthermore, recently a few security related parameters (i.e, KeNB*, NCC, UE Security Capability and Short MAC-I) have been discussion both in RAN2 and RAN3 and RAN2 would like to clarify where they should be defined. 

In case of S1 handover, if source eNB provides KeNB* and corresponding NCC to MME on S1 layer, MME can decide to forward either the KeNB* or the NH with corresponding NCC value to target eNB. Thus KeNB* and NCC violates Rule 1 and it should be defined in X2/S1 application protocol.
For UE security capability, both source eNB and source MME can provide this information to target eNB. However, as UE security capability is created on NAS layer, it should be provided by MME. Thus it violates Rule 2 and should be defined in X2/S1 application protocol.

As Short MAC-I meets both Rules above, it is defined in RRC Container.
Further examples are shown in the table below;

	Parameter
	RRC Container
	S1/X2 AP
	Reason

	UE Aggregate Maximum Bit Rate
	
	X
	Against Rule 2

	Handover Restriction List
	
	X
	Against Rule 2

	UE security capability
	
	X
	Against Rule 2

	UE radio access capability
	X
	
	

	QCI
	
	X
	Against Rule 2

	AS configuration
	X
	
	

	NCC
	
	X
	Against Rule 1

	KeNB*
	
	X
	Against Rule 1

	Short MAC-I
	X
	
	

	MIB/SIB2
	X
	
	


RAN2 would like to capture these rules and examples in the TS 36.300 unless RAN3 has concerns. The CR is attached.
2. Actions to RAN3:

RAN2 kindly ask RAN3 to provide feedback if RAN3 has any concern. Otherwise please take into account this decision in the future work.
3. Date of Next TSG-RAN WG2 Meetings:

RAN2#64
10 -14 Nov 208

Prague Czech Republic


