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1 Introduction

According to the discussion and decision of R2-085318, the following text proposals are provided.
Note that for proposal 9 in R2-085318, after some offline discussion, it seems that more consideration time is needed, so we withdraw proposal 9.
2 Text Proposal to 36.331
Start of 1st modification:
4.3.2
Services expected from lower layers

In brief, the following are the main services that RRC expects from lower layers:

-
PDCP: integrity protection and ciphering

-
RLC: Reliable and in-sequence transfer of information, without introducing duplicates and with support for segmentation and concatenation 

Further details about the services provided by Packet Data Convergence Protocol layer (e.g. integrity and ciphering) are provided in [8]. The services provided by Radio Link Control layer (e.g. the RLC modes) are specified in [7]. Further details about the services provided by Medium Access Control layer (e.g. the logical channels) are provided in [6]. The services provided by physical layer (e.g. the transport channels) are specified in [3].
End of 1st modification
Start of 2nd modification:
5.2.2.3
System information required by the UE

The UE shall

1>
ensure having a valid version, as defined below, of (at least) the following system information, also referred to as the ‘required’ System Information: 

2>
if in RRC_IDLE:
3>
the MasterInformationBlock and SystemInformationBlockType1 messages as well as SystemInformationBlockType2 through SystemInformationBlockType8, depending on support of the concerned RATs;

2>
if in RRC_CONNECTED:
3>
the MasterInformationBlock, the SystemInformationBlockType1 and the SystemInformationBlockType2 messages as well as SystemInformationBlockType8, depending on support of CDMA2000;
2>
if requested by upper layers or camped on a cell which CSG ID is part of UE’s white list:

3>
the SystemInformationBlockType9 in addition to the above system information required for RRC_IDLE and RRC_CONNECTED;
2>
if the UE is ETWS capable:
3>
the SystemInformationBlockType10 and the SystemInformationBlockType11 in addition to the above system information required for RRC_IDLE and RRC_CONNECTED;
1>
consider any stored system information to be invalid if it was received more than 3 hours ago;

1>
consider any stored system information to be invalid if the value tag included in the SystemInformationBlockType1 message transmitted on BCCH is different from the one of the stored system information;

End of 2nd modification
Start of 5th modification:
5.3.1.2 Security
…

For each radio bearer an independent counter (COUNT) is used as input for ciphering. For SRBs, the same COUNT is used as input for integrity protection. It is not allowed to use the same COUNT value more than once for a given security key. In order to limit the signalling overhead, individual messages/ packets include a short sequence number (SN). In addition, an overflow counter mechanism is used: the hyper frame number (HFN). The HFN needs to be synchronized between the UE and the eNB. The eNB is responsible for avoiding reuse of the COUNT with the same RB identity and with the same AS base-key, e.g. due to the transfer of large volumes of data, release and establishment of new RBs. In order to avoid such re-use, the eNB may e.g. use different RB identities for successive RB establishments, trigger an intra cell handover or an RRC_CONNECTED to RRC_IDLE to RRC_CONNECTED transition.
End of 5th modification
Start of 7th modification:
5.4.1
Introduction

The general principles of connected mode mobility are described in 5.3.1.3. In case of mobility to CDMA2000, the eNB decides when to move to the other RAT while the target RAT determines to which cell the UE shall move.

For inter RAT mobility from E-UTRA a single procedure is defined that supports both handover and cell change order possibly with network assistance (NACC).

The general principles of the security handling upon connected mode mobility are described in 5.3.1.2.

NOTE
The mobility procedures between E-UTRA and UTRAN are based on the assumption that handover to E-UTRA is performed only after integrity protection has been activated in UTRAN
End of 7th modification
Start of 11th modification:
6.3.2
Radio resource control information elements

–
AntennaInformation

The IE AntennaInformation is used to specify the antenna configuration to be applied by the UE.

AntennaInformation information elements
-- ASN1START

AntennaInformationCommon ::=

SEQUENCE {


antennaPortsCount




ENUMERATED {an1, an2, an4, spare1}

}
AntennaInformationDedicated ::=
SEQUENCE {


transmissionMode




ENUMERATED {












tm1, tm2, tm3, tm4, tm5, tm6,












tm7, spare1}, 

codebookSubsetRestriction


CHOICE {



n2TxAntenna






BIT STRING (SIZE (6)),



n4TxAntenna






BIT STRING (SIZE (64)),


...


}

OPTIONAL 
-- Need OP

}

-- ASN1STOP

End of 11th modification
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