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When performing the RRCConnectionReestablishment procedure to the same eNB, the procedure seems to always result in a change of C-RNTI (the temporary C-RNTI assigned in msg2 becomes the permanent C-RNTI upon completion of the procedure), which may not be necessary, and may add needless complexity in both the UE and the eNB. It imposes a restriction on how the eNB manages its C-RNTI space, by forcing it to always change C-RNTIs in the case of connection re-establishment (but not in case of intra-eNB handover, which is inconsistent). 
It is proposed to either:

Alternative 1: Add a new, 1-bit-long IE to the RRCConnectionReestablishment to indicate to the UE whether or not to resume using the same C-RNTI that was included in the matching RRCReestablishmentConnectionRequest message.

Alternative 2: Add the already defined newUE-Identity IE (in use when the MobilityControlInformation is included RRCConnectionReconfiguration message) to the RRCConnectionReestablishment message as an optional IE.
Text  Proposal

****************************Alternative 1:  Change 1 of 2 *************************
5.3.7.5
Reception of the RRCConnectionReestablishment by the UE


The UE shall:

1>
if the keepUE-Identity is set to ‘keepYES’:

2>
resume using the C-RNTI used in the IE ue-Identity of the matching RRCConnectionReestablishmentRequest;

1>
else:

2>
start using the C-RNTI allocated by lower layers as detailed in TS 36.321 [6];
1>
Stop timer T301;

1>
resume SRB1 after reconfiguring it in accordance with the received radioResourceConfiguration and as specified in 5.3.10;

Editor's note:
It has been agreed that the procedure is the same irrespective of whether the UE returns to the same cell. So, e.g. the UE always derives a new AS base-key (KeNB)

1>
configure lower layers to re-activate integrity protection using the previously configured algorithm immediately, i.e. integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply ciphering using the previously configured algorithm immediately, i.e. ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
send the RRCConnectionReestablishmentComplete message as specified in 5.3.7.6;

1>
Resume the RRC connection with the restriction that the use of all radio bearers other than SRB1 is suspended until a subsequent RRCConnectionReconfiguration message is received;

Editor's note:
A subsequent RRC connection reconfiguration procedure is used to re-activate the measurements. The concerned RRCConnectionReconfiguration message can, for the RLC/MAC & measurement configuration, either apply delta or full signalling. In case of ‘full signalling’ the UE completely deletes the existing configuration and replaces this with the newly received configuration. The use of ‘full signalling’ for PDCP is FFS, but should be aligned with what is agreed for handover. Upon successful connection re-establishment, the UE applies the same rules to the measurement configuration as defined for the case of handover.
*****************************Alternative 1:  Change 2 of 2 *************************
–
RRCConnectionReestablishment
The RRCConnectionReestablishment message is used to resolve contention and to establish SRBs.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReestablishment message
-- ASN1START

RRCConnectionReestablishment ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReestablishment-r8

RRCConnectionReestablishment-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishment-r8-IEs ::= SEQUENCE {


radioResourceConfiguration


RadioResourceConfigDedicated,


nextHopChainingCount



NextHopChainingCount,

keepUE-Identity





ENUMERATED {keepNO, keepYES}


nonCriticalExtension



SEQUENCE {}






OPTIONAL

}

-- ASN1STOP

	RRCConnectionReestablishment field descriptions

	radioResourceConfiguration

Only SRB1 configuration information is applicable (modification, i.e., delta signalling)

	nextHopChainingCount

Parameter NCC: See TS 33.401 [32]

	keepUE-Identity 

Indicates whether the UE resumes using its previous C-RNTI.


Editor's note:
For this message specific HARQ operation applies, i.e., only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

*****************************Alternative 2:  Change 1 of 2 *************************
5.3.7.5
Reception of the RRCConnectionReestablishment by the UE

NOTE:
Prior to this, lower layers allocate a C-RNTI. For further details see TS 36.321 [6];

The UE shall:

1>
if newUE-Identity is included: 
2>
set the C-RNTI to the value of the newUE-Identity;

1>
else:

2>
start using the C-RNTI allocated by lower layers as detailed in TS 36.321 [6];
1>
Stop timer T301;

1>
resume SRB1 after reconfiguring it in accordance with the received radioResourceConfiguration and as specified in 5.3.10;

Editor's note:
It has been agreed that the procedure is the same irrespective of whether the UE returns to the same cell. So, e.g. the UE always derives a new AS base-key (KeNB)

1>
configure lower layers to re-activate integrity protection using the previously configured algorithm immediately, i.e. integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply ciphering using the previously configured algorithm immediately, i.e. ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
send the RRCConnectionReestablishmentComplete message as specified in 5.3.7.6;

1>
Resume the RRC connection with the restriction that the use of all radio bearers other than SRB1 is suspended until a subsequent RRCConnectionReconfiguration message is received;

Editor's note:
A subsequent RRC connection reconfiguration procedure is used to re-activate the measurements. The concerned RRCConnectionReconfiguration message can, for the RLC/MAC & measurement configuration, either apply delta or full signalling. In case of ‘full signalling’ the UE completely deletes the existing configuration and replaces this with the newly received configuration. The use of ‘full signalling’ for PDCP is FFS, but should be aligned with what is agreed for handover. Upon successful connection re-establishment, the UE applies the same rules to the measurement configuration as defined for the case of handover.

*****************************Alternative 2:  Change 2 of 2 *************************
–
RRCConnectionReestablishment
The RRCConnectionReestablishment message is used to resolve contention and to establish SRBs.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReestablishment message
-- ASN1START

RRCConnectionReestablishment ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReestablishment-r8

RRCConnectionReestablishment-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishment-r8-IEs ::= SEQUENCE {


radioResourceConfiguration


RadioResourceConfigDedicated,


nextHopChainingCount



NextHopChainingCount,

newUE-Identity





C-RNTI







OPTIONAL,

nonCriticalExtension



SEQUENCE {}






OPTIONAL

}

-- ASN1STOP

	RRCConnectionReestablishment field descriptions

	radioResourceConfiguration

Only SRB1 configuration information is applicable (modification, i.e., delta signalling)

	nextHopChainingCount

Parameter NCC: See TS 33.401 [32]

	newUE-Identity
C-RNTI value assigned to the UE.


Editor's note:
For this message specific HARQ operation applies, i.e., only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.
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