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1 Introduction

In this contribution, we provide several corrections to TS 36.331. All of these corrections are small or editorial.
2 Discussion
2.1 Issue1
[Current text]
4.3.2
Services expected from lower layers

In brief, the following are the main services that RRC expects from lower layers:

-
PDCP: integrity protection and ciphering

-
RLC: Reliable and in-sequence transfer of information, without introducing duplicates and with support for segmentation and concatenation 

Further details about the services provided by Packet Data Convergence Control layer (e.g. integrity and ciphering) are provided in [8]. The services provided by Radio Link Control layer (e.g. the RLC modes) are specified in [7]. Further details about the services provided by Medium Access Control layer (e.g. the logical channels) are provided in [6]. The services provided by physical layer (e.g. the transport channels) are specified in [3]. 

Analysis: We believe the yellow highlighted part is an editorial error.
Proposal 1: Replace the highlighted part with “Protocol”.
2.2 Issue2

[Current text]
5.2.2.3
System information required by the UE

The UE shall

1>
ensure having a valid version, as defined below, of (at least) the following system information, also referred to as the ‘required’ System Information: 

2>
if in RRC_IDLE:
3>
the MasterInformationBlock and SystemInformationBlockType1 messages as well as SystemInformationBlockType2 through SystemInformationBlockType8, depending on support of the concerned RATs, and SystemInformationBlockType9;

2>
if in RRC_CONNECTED:
3>
the MasterInformationBlock, the SystemInformationBlockType1 and the SystemInformationBlockType2 messages as well as SystemInformationBlockType8, depending on support of CDMA2000, and SystemInformationBlockType9;
2>
if the UE is ETWS capable:
3>
the SystemInformationBlockType10 and the SystemInformationBlockType11 in addition to the above system information required for RRC_IDLE and RRC_CONNECTED;
Analysis: We think support of CSG is an optional function to UE, so SIB9 should be acquired only when UE support CSG feature.

Proposal 2: Add “depending on support of the CSG feature” after “SystemInformationBlockType9”.
2.3 Issue3

[Current text]
5.2.2.9
Actions upon reception of SystemInformationBlockType2
Upon receiving SystemInformationBlockType2, the UE shall:

1>
if a (UE specific) paging cycle was received (signalling details FFS):

Editor's note:
It is FFS is the UE specific DRX value is signalled by NAS or AS.
2>
Apply the lowest of the paging cycle and the defaultPagingCycle included in the radioResourceConfigCommon;
1>
else:

2>
Apply the defaultPagingCycle included in the radioResourceConfigCommon;
1>
if the IE mbsfn-SubframeConfiguration is included:

2>
consider that no other DL assignments occur in the MBSFN subframes indicated in the IE mbsfn-SubframeConfiguration:

1>
TBS
Analysis: We believe UE specific paging cycle is allocated by NAS, as the same way as UTRAN, so this issue can be closed.
Proposal 3: Clarify that UE specific paging cycle is allocated by NAS.
2.4 Issue4

[Current text]
5.2.3
Acquisition of an SI message

When acquiring an SI message, the UE shall:

1>
determine the start of the SI-window for the concerned SI message as follows:

2>
for the concerned SI message, determine the number n which corresponds to the order of entry in the list of SI messages configured by schedulingInformation in SystemInformationBlockType1;

2>
determine the integer value x = (n – 1)*w, where w is the si-WindowLength;

2>
the SI-window starts at the subframe #a, where a = x mod 10, in the next radio frame for which SFN mod T = FLOOR(x/10), where T is the si-Periodicity of the concerned SI message;

Analysis: The yellow highlighted word “next” may lead to some misinterpretation, so we propose to remove it.

Proposal 4: Remove the highlighted part.
2.5 Issue5

[Current text]
5.3.1.2
Security

For each radio bearer an independent counter (COUNT) is used as input for ciphering. For SRBs, the same COUNT is used as input for integrity protection. Except for identical re-transmissions, it is not allowed to use the same COUNT value more than once for a given security key. In order to limit the signalling overhead, individual messages/ packets include a short sequence number (SN). In addition, an overflow counter mechanism is used: the hyper frame number (HFN). The HFN needs to be synchronized between the UE and the eNB. The eNB is responsible for avoiding reuse of the COUNT with the same RB identity and with the same AS base-key, e.g. due to the transfer of large volumes of data, release and establishment of new RBs. In order to avoid such re-use, the eNB may e.g. use different RB identities for successive RB establishments, trigger an intra cell handover or an RRC_CONNECTED to RRC_IDLE to RRC_CONNECTED transition.

Analysis: RAN2 has agreed that we will not introduce identical re-transmissions, so we propose to remove it.

Proposal 5: Remove the highlighted part.
2.6 Issue6

[Current text]
5.3.1.3
Connected mode mobility

After receiving the handover command, the UE attempts to access the target cell at the first available RACH occasion, i.e. the handover is asynchronous. Consequently, when allocating a dedicated preamble for the random access in the target cell, E-UTRA shall ensure it is available from the first RACH occasion the UE may use. Upon successful completion of the handover, the UE sends a handover confirmation.

Analysis: In RAN2#63 meeting, UP has agreed to support dedicated preamble usage in designated PRACH occasion, so we propose to revise the highlighted description.

Proposal 6: Replace the yellow highlighted part by “the first available occasion among the allocated PRACH resource, if any”. Replace the pink highlighted part by “E-UTRA shall ensure it is available at the time that UE may use”.
2.7 Issue7

[Current text]
5.4.1
Introduction

The general principles of connected mode mobility are described in 5.3.1.3. In case of mobility to CDMA2000, the eNB decides when to move to the other RAT while the target RAT determines to which cell the UE shall move.

For inter RAT mobility from E-UTRA a single procedure is defined that supports both handover and cell change order possibly with network assistance (NACC).

The general principles of the security handling upon connected mode mobility are described in 5.3.1.2.

NOTE
The E-UTRA procedures are based on the assumption that handover to E-UTRA is performed only after integrity protection has been activated in UTRAN

Analysis: The sentence is only intented for procedure between E-UTRA and UTRAN, so we propose to revise it.

Proposal 7: Replace the yellow highlighted part by “The mobility procedures between E-UTRA and UTRA”.

2.8 Issue8

[Current text]
5.4.2.2
Initiation

The RAN using another RAT initiates the Handover to E-UTRA procedure, in accordance with the specifications applicable for the other RAT, by sending the RRCConnectionReconfiguration message via the radio access technology from which the inter-RAT handover is performed.

E-UTRAN applies the procedure as follows:

-
to activate ciphering, possibly using NULL algorithm, if not yet activated in the other RAT;

-
to establish SRB1, SRB2 and one or more DRBs i.e. at least the DRB associated with the default EPS bearer is established;

Analysis: SRB2 is only optional, so it’s not necessary to always configure it.

Proposal 8: Replace the yellow highlighted part by “possibly SRB2”.

2.9 Issue9

[Current text]
5.4.2.5
T304 expiry (handover to E-UTRA failure)

The UE shall:

1>
Upon T304 expiry (handover to E-UTRA failure): 

2>
reset MAC;
2>
perform the actions defined for this failure case as defined in the specifications applicable for the other RAT;
Analysis: We think before UE return to original RAT, it’s necessary to reset all other protocol entities of E-UTRA, not only MAC entity.

Proposal 9: Add “and all others protocol entities for E-UTRA” after the yellow highlighted part.

2.10 Issue10

[Current text]
	sib-MappingInfo

List of the SIBs mapped to this SystemInformation message.There is no mapping information of SIB2; it is always present in the first SystemInformation message listed in the schedulingInformation list.


Analysis: The yellow highlighted part is not appropriate. For example, if the first SI contains only SIB2, then how should we fill out the first entry in sib-MappingInfo? To cope with this case, we propose to always have SIB2 info in the first entry in sib-MappingInfo.
Proposal 10: Replace the yellow highlighted part by “The mapping information of SIB2 is always present in the first SystemInformation message listed in the schedulingInformation list.
2.11 Issue11

[Current text]
6.3.2
Radio resource control information elements

–
AntennaInformation

The IE AntennaInformation is used to specify the antenna configuration to be applied by the UE.

AntennaInformation information elements
-- ASN1START

AntennaInformationCommon ::=

SEQUENCE {


antennaPortsCount




ENUMERATED {an1, an2, an4, spare1}

}
AntennaInformationDedicated ::=
SEQUENCE {


transmissionMode




ENUMERATED {












tm1, tm2, tm3, tm4, tm5, tm6,












tm7, spare2, spare1}, 

codebookSubsetRestriction


CHOICE {



n2TxAntenna






BIT STRING (SIZE (6)),



n4TxAntenna






BIT STRING (SIZE (64)),


...


}

OPTIONAL 
-- Need OP

}

-- ASN1STOP

Analysis: With the yellow highlighted part, the total value is 9 rather than 8. So this should be removed.
Proposal 11: Remove the yellow highlighted part.

2.12 Issue12

[Current text]
6.3.4
Mobility control information elements

…
–
CellReselectionInfoCommon
The IE CellReselectionInfoCommon is used %% 

CellReselectionInfoCommon information element
-- ASN1START

CellReselectionInfoCommon ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS

}

-- ASN1STOP

	CellReselectionInfoCommon field descriptions

	%fieldIdentifier%




–
CellReselectionInfoServingCell
The IE CellReselectionInfoServingCell is used %% 

CellReselectionInfoServingCell information element
-- ASN1START

CellReselectionInfoServingCell ::=
SEQUENCE {


-- Enter the IEs here.
















   FFS

}

-- ASN1STOP

	CellReselectionInfoServingCell field descriptions

	%fieldIdentifier%




Analysis: The two listed IE definitions are useless, we propose to remove them.

Proposal 12: Remove listed 2 IE definitions.
3 Conclusion

We propose the proposed proposals.

The corresponding text proposal is provided in chapter 5.
4 Reference

[1] TS 36331 v830
5 Text Proposal to 36.331
Start of 1st modification:
4.3.2
Services expected from lower layers

In brief, the following are the main services that RRC expects from lower layers:

-
PDCP: integrity protection and ciphering

-
RLC: Reliable and in-sequence transfer of information, without introducing duplicates and with support for segmentation and concatenation 

Further details about the services provided by Packet Data Convergence Protocol layer (e.g. integrity and ciphering) are provided in [8]. The services provided by Radio Link Control layer (e.g. the RLC modes) are specified in [7]. Further details about the services provided by Medium Access Control layer (e.g. the logical channels) are provided in [6]. The services provided by physical layer (e.g. the transport channels) are specified in [3].
End of 1st modification
Start of 2nd modification:
5.2.2.3
System information required by the UE

The UE shall

1>
ensure having a valid version, as defined below, of (at least) the following system information, also referred to as the ‘required’ System Information: 

2>
if in RRC_IDLE:
3>
the MasterInformationBlock and SystemInformationBlockType1 messages as well as SystemInformationBlockType2 through SystemInformationBlockType8, depending on support of the concerned RATs, and SystemInformationBlockType9, depending on support of CSG feature;

2>
if in RRC_CONNECTED:
3>
the MasterInformationBlock, the SystemInformationBlockType1 and the SystemInformationBlockType2 messages as well as SystemInformationBlockType8, depending on support of CDMA2000, and SystemInformationBlockType9, depending on support of CSG feature;
End of 2nd modification
Start of 3rd modification:
5.2.2.9
Actions upon reception of SystemInformationBlockType2
Upon receiving SystemInformationBlockType2, the UE shall:

1>
if a (UE specific) paging cycle was received from higher layer:


End of 3rd modification
Start of 4th modification:
5.2.3
Acquisition of an SI message

When acquiring an SI message, the UE shall:

1>
determine the start of the SI-window for the concerned SI message as follows:

2>
for the concerned SI message, determine the number n which corresponds to the order of entry in the list of SI messages configured by schedulingInformation in SystemInformationBlockType1;

2>
determine the integer value x = (n – 1)*w, where w is the si-WindowLength;

2>
the SI-window starts at the subframe #a, where a = x mod 10, in the radio frame for which SFN mod T = FLOOR(x/10), where T is the si-Periodicity of the concerned SI message;
End of 4th modification
Start of 5th modification:
5.3.1.2 Security
…

For each radio bearer an independent counter (COUNT) is used as input for ciphering. For SRBs, the same COUNT is used as input for integrity protection. It is not allowed to use the same COUNT value more than once for a given security key. In order to limit the signalling overhead, individual messages/ packets include a short sequence number (SN). In addition, an overflow counter mechanism is used: the hyper frame number (HFN). The HFN needs to be synchronized between the UE and the eNB. The eNB is responsible for avoiding reuse of the COUNT with the same RB identity and with the same AS base-key, e.g. due to the transfer of large volumes of data, release and establishment of new RBs. In order to avoid such re-use, the eNB may e.g. use different RB identities for successive RB establishments, trigger an intra cell handover or an RRC_CONNECTED to RRC_IDLE to RRC_CONNECTED transition.
End of 5th modification
Start of 6th modification:
5.3.1.3
Connected mode mobility
…

After receiving the handover command, the UE attempts to access the target cell at the first available RACH occasion among the allocated PRACH resource if any, i.e. the handover is asynchronous. Consequently, when allocating a dedicated preamble for the random access in the target cell, E-UTRA shall ensure it is available at the time that the UE may use. Upon successful completion of the handover, the UE sends a handover confirmation.
End of 6th modification
Start of 7th modification:
5.4.1
Introduction

The general principles of connected mode mobility are described in 5.3.1.3. In case of mobility to CDMA2000, the eNB decides when to move to the other RAT while the target RAT determines to which cell the UE shall move.

For inter RAT mobility from E-UTRA a single procedure is defined that supports both handover and cell change order possibly with network assistance (NACC).

The general principles of the security handling upon connected mode mobility are described in 5.3.1.2.

NOTE
The mobility procedures between E-UTRA and UTRAN are based on the assumption that handover to E-UTRA is performed only after integrity protection has been activated in UTRAN
End of 7th modification
Start of 8th modification:
5.4.2.2
Initiation

The RAN using another RAT initiates the Handover to E-UTRA procedure, in accordance with the specifications applicable for the other RAT, by sending the RRCConnectionReconfiguration message via the radio access technology from which the inter-RAT handover is performed.

E-UTRAN applies the procedure as follows:

-
to activate ciphering, possibly using NULL algorithm, if not yet activated in the other RAT;

-
to establish SRB1, possibly SRB2 and one or more DRBs i.e. at least the DRB associated with the default EPS bearer is established;
End of 8th modification
Start of 9th modification:
5.4.2.5
T304 expiry (handover to E-UTRA failure)

The UE shall:

1>
Upon T304 expiry (handover to E-UTRA failure): 

2>
reset MAC and all others protocol entities for E-UTRA;

2>
perform the actions defined for this failure case as defined in the specifications applicable for the other RAT.
End of 9th modification
Start of 10th modification:
6.2.2
Message definitions

…

–
SystemInformationBlockType1
SystemInformationBlockType1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information.

Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

Editor's note
RAN1 has agreed (R2-080475) that DL RX Tx power should be indicated on BCCH mapped to DL-SCH. FFS in which SIB and SI this should be provided

SystemInformationBlockType1 message
-- ASN1START

SystemInformationBlockType1 ::=

SEQUENCE {


cellAccessRelatedInformation

SEQUENCE {



plmn-IdentityList




PLMN-IdentityList,



trackingAreaCode




TrackingAreaCode,



cellIdentity





CellIdentity,



cellBarred






ENUMERATED {barred, notBarred},



intraFrequencyCellReselection

BOOLEAN




OPTIONAL,
-- Cond CellBarred



cellReservationExtension


ENUMERATED {reserved, notReserved},



csg-Indication





BOOLEAN


},


cellSelectionInfo




SEQUENCE {



q-Rxlevmin






INTEGER (-70..-22),



q-Rxlevminoffset




INTEGER (1..8)


OPTIONAL
-- value range FFS

},



















   -- need FFS

frequencyBandIndicator



INTEGER (1..64),


schedulingInformation



SchedulingInformation,


tdd-Configuration




TDD-Configuration


OPTIONAL,


si-WindowLength





ENUMERATED {











ms1, ms2, ms5, ms10, ms15, ms20, 












ms40, spare1},

systemInformationValueTag


INTEGER (0..31),


nonCriticalExtension



SEQUENCE {}






OPTIONAL

}

PLMN-IdentityList ::=




SEQUENCE (SIZE (1..6)) OF SEQUENCE {


plmn-Identity






PLMN-Identity,


cellReservedForOperatorUse



ENUMERATED {reserved, notReserved}

}

SchedulingInformation  ::= SEQUENCE (SIZE (1..maxSI-Message)) OF SEQUENCE {


si-Periodicity





ENUMERATED {












rf8, rf16, rf32, rf64, rf128, rf256, rf512,












spare1, ...},


sib-MappingInfo





SIB-MappingInfo

}

SIB-MappingInfo  ::= SEQUENCE (SIZE (1..maxSIB)) OF SIB-Type

-- ASN1STOP

	SystemInformationBlockType1 field descriptions

	cellReservedForOperatorUse

As defined in TS 36.304 [4]

	trackingAreaCode

Common TAC for all the PLMNs listed

	cellBarred

‘Barred’ means barred for all calls, as defined in TS 36.304 [4]

	intraFrequencyCellReselection

FFS if needed

	cellReservationExtension

As defined in TS 36.304 [4]

	csg-Indication

If set to TRUE the UE is only allowed to access the cell if the tracking area identity matches an entry in the ‘white list’ that the UE has stored

	q-Rxlevmin

Actual value Qrxlevmin = IE value * 2   

RSRP [dBm]

FFS within cellSelectionInfo

	q-Rxlevminoffset

Actual value Qrxlevminoffset = IE value * 2   [dB]

FFS within cellSelectionInfo

	frequencyBandIndicator

Defined in [36.101].

	schedulingInformation



	si-Periodicity

Periodicity of the SI-message in radio frames, such that rf8 denotes 8 radio frames, rf16 denotes 16 radio frames, and so on.

	sib-MappingInfo

List of the SIBs mapped to this SystemInformation message. The mapping information of SIB2 is always present in the first SystemInformation message listed in the schedulingInformation list.

	si-WindowLength

Common SI scheduling window for all SIs. Unit in milliseconds, where ms1 denotes 1 millisecond, ms2 denotes 2 milliseconds and so on. 

	systemInformationValueTag

Common for all SIs


	Conditional presence
	Explanation

	CellBarred
	The IE is mandatory present if the IE cellBarred is set to TRUE; otherwise the IE is not needed.


End of 10th modification
Start of 11th modification:
6.3.2
Radio resource control information elements

–
AntennaInformation

The IE AntennaInformation is used to specify the antenna configuration to be applied by the UE.

AntennaInformation information elements
-- ASN1START

AntennaInformationCommon ::=

SEQUENCE {


antennaPortsCount




ENUMERATED {an1, an2, an4, spare1}

}
AntennaInformationDedicated ::=
SEQUENCE {


transmissionMode




ENUMERATED {












tm1, tm2, tm3, tm4, tm5, tm6,












tm7, spare1}, 

codebookSubsetRestriction


CHOICE {



n2TxAntenna






BIT STRING (SIZE (6)),



n4TxAntenna






BIT STRING (SIZE (64)),


...


}

OPTIONAL 
-- Need OP

}

-- ASN1STOP

End of 11th modification
Start of 12th modification:
6.3.4 Mobility control information elements
…









	

	











	

	



End of 12th modification
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