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Discussion and Proposal

At the last RAN2#63 meeting in Jeju, it was agreed how to calcurate a short MAC-I from a MAC-I.
During the RRC connection re-establishment, following parameters are needed to generate MAC-I, which are IP key, IP algorithm, COUNT, BEARER, DIRECTION and the concatenated parameter.

The concatenated parameter includes three parameters which shall be concatenated with ASN.1 encoded;
1) CellIdentity of the current cell,

2) PhysicalCellIdentity of the cell the UE was connected to prior to the failure

3) C-RNTI that the UE had in the cell it was connected to prior to the failure

But the concatenation order is not clear specified so that we’d like to propose to make it clear. Our proposal is to contatenate these with above listed order.

TP is attached based on this consideration with some editorial corrections..
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5.3.7.4
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1>
set the IE ue-Identity as follows:
2>
set the c-RNTI to the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the cellIdentity to the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the shortMAC-I to the 16 least significant bits of the MAC-I calculated:

3>
over the concatenation of the ASN.1 encoded CellIdentity of the current cell, PhysicalCellIdentity of the cell the UE was connected to prior to the failure and C-RNTI that the UE had in the cell it was connected to prior to the failure with this order;

3>
with the integrity protection key and integrity protection algorithm that was used in the cell the UE was connected to prior to the failure; and

3>
with all input bits for COUNT, BEARER and DIRECTION set to binary ones.

1>
set the IE reestablishmentCause as follows:
2>
if the re-establishment procedure was initiated due to reconfiguration failure as specified in 5.3.5.5 (the UE is unable to comply with the reconfiguration):
3>
set the reestablishmentCause to the value ‘reconfigurationFailure’;

2>
else if the re-establishment procedure was initiated due to handover failure as specified in 5.3.5.6 (intra-LTE handover failure) or 5.4.3.5 (inter-RAT mobility from EUTRA failure):
3>
set the reestablishmentCause to the value ‘handoverFailure’;

2>
else:
3>
set the reestablishmentCause to the value ‘otherFailure’;

The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.
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–
ReestablishmentInfo
The ReestablishmentInfo IE contains information needed for the RRC connection re-establishment.

ReestablishmentInfo information element
-- ASN1START

ReestablishmentInfo ::=



SEQUENCE {


sourcePhysicalCellIdentity

PhysicalCellIdentity,


sourceShortMAC-I




BIT STRING (SIZE (16)),
 

...

}

-- ASN1STOP

	ReestablishmentInfo field descriptions

	sourcePhysicalCellIdentity

Contains the physical cell identity of the source cell.

	sourceShortMAC-I

Field description is the same as shortMAC-I 


