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1. Introduction

In the past RAN2 discussion, RAN2 agreed 11bits as the size of RLC LI field assuming 2047 octets is sufficient for an expected IP packets [1]

 REF _Ref209447609 \r \h 
[2]. On the other hand, the maximum PDCP/RLC SDU size is not defined. We propose to discuss the maximum PDCP SDU size for both control plane data and user plane data. We also discussed how we conclude them.

2. Discussion
2.1. Maximum PDCP SDU size

Currently, there is no upper limit for PDCP SDU size defined in L2 specification. However, if there is no limitation, it would impact on RLC behaviour and security algorithm specification:

Impact on RLC behaviour

As specified at 4.2.1.2.2, 4.2.1.3.2 in TS 36.322, UM and AM RLC segments RLC SDU based on the scheduling result from lower layer

-
segment and/or concatenate the RLC SDUs so that the UMD PDUs fit within the total size of RLC PDU(s) indicated by lower layer at the particular transmission opportunity notified by lower layer;

If the scheduling result indicates that more than 2047 octets are allocated to a Radio Bearer mapped on RLC AM or UM, the RLC entity delivers the RLC SDU without segmentation even if the size of RLC SDU is more than 2047 octets. Since LI field can not address more than 2047 octets, this may cause an unexpected behaviour. For example, if an RLC entity has several RLC SDUs larger than 2047 octets and if MAC allocates 10240 octets to the radio bearer, the RLC entity will deliver the RLC SDUs larger than 2047 octets without segmentation since such large RLC PDU ‘fits’ within the allocated scheduling. In this case it is unexpected which value the RLC entity will indicate in the LI field. One possibility would be that RLC entity performs the segmentation based on LI field size boundary (i.e. 2047 octets) as well as the segmentation to fit RLC PDU within the allocated scheduling for the radio bearer. This introduces additional behaviour to RLC. Another approach would be just to discard the SDU from upper layer at the transmitter side if its size is more than 2047 octets. Anyway, some modification is necessary in order to support RLC SDUs larger than 2047octets.

Possible impact on security algorithm

KASUMI and SNOW3G ciphering (f8) and integrity (f9) algorithm in Release7 have an upper limit for the input bit stream (20,000 bits = 2500 octets) [3]

 REF _Ref209628462 \r \h 
[4]. Although it is not clear that the upper limit is also specified for SNOW3G, AES algorithms in Release 8 LTE, we assume the maximum size of the input bit stream will be defined similarly. Therefore, the maximum PDCP SDU size may impact on security algorithm specification. It should be noted that maximum size of input bit stream may have impact on implementation of ciphering and integrity.

In order to conclude if such modification is needed or not, it is necessary to conclude if the maximum size of RLC SDU of both control plane data and user plane data is still less than 2047 octets. Note that concluding the maximum RLC SDU size means to conclude maximum PDCP SDU size since a RLC SDU consists of a PDCP SDU and a fixed size part, which is PDCP header and MAC-I for control plane. i.e. 5 octets for control plane, 1 or 2 octets for user plane.

Proposal 1: The  maximum PDCP SDU size both for control plane data and user plane data should be specified; especially, it should be concluded if the maximum PDCP SDU size is less than 2042 octet for control plane and 2045 octet for user plane.

2.2. The way forward on the maximum PDCP SDU size

In this section, we discuss how 3gpp can conclude the maximum PDCP SDU size. RAN2 need to discuss it separately for control plane data and user plane data since the SDU is generated different layer/network entity.

PDCP SDU for control plane data

PDCP SDU for control plane data is a RRC message. This is including a RRC message carrying a NAS PDU. The maximum size of a RRC message not including a NAS PDU could be solely concluded and taken care of in RAN2. However, we need to consult with CT1/SA2 for the size of RRC messages carrying a NAS PDU.

Recently, CT1 has made 2 agreements regarding this topic:

· CT1 agreed to specify 65536 octets for the upper range of size field for ESM container in EMM message (9.9.3.12 in TS 24.301). That means it is not prohibited to generate a very large NAS PDU although actual a NAS PDU may not be so large in practice.

· CT1 agreed to adopt an approach to send multiple NAS PDUs to support a smart multiple EPS bearer setup procedure [5]
However, it is not clear how large the possible maximum NAS PDUs in a single RRC message will be. Therefore, we propose:

Proposal 2: To send a LS to CT1 asking the possible maximum size of NAS PDUs in a single RRC message, showing that RAN2 is concerned about Layer2 processing if the total size of a RRC message including the NAS part is more than 2042 octets.

PDCP SDU for user plane data

A PDCP SDU for user plane data is a data packet forwarded from/to PDN GW. It would be better if the maximum size of a PDCP SDU is aligned with the maximum SDU size of the bearer on the network side (S1 bearer, S5/S8 bearer). This will avoid unnecessary segmentation. Therefore, we propose to send a LS to RAN3/SA2 to ask for the possible maximum SDU size supported by bearers on the network side. Note that in PS service in UMTS, a SDU size (‘Maximum SDU size’, configurable range is up to 1500 octet for PDP type IP) was negotiated per PDP context; the network is allowed to drop packets which are larger than that the maximum SDU size [6]. We assumed that a similar value would be defined for EPS service.

Proposal 3: To send a LS to SA2/RAN3 asking for the possible maximum SDU size of bearers on the network side, showing that RAN2 assumes a maximum SDU size for the radio bearer is aligned to the maximum SDU size of bearers on the network side and to show that RAN2 is concerned about Layer2 processing if the SDU size is larger than 2045 octets.

3. Conclusion
In this document, we discuss the possible impact by the maximum PDCP/RLC SDU size. We propose:

Proposal 1: The  maximum PDCP SDU size both for control plane data and user plane data should be specified; especially, it should be concluded if the maximum PDCP SDU size is less than 2042 octet for control plane and 2045 octet for user plane.

Proposal 2: To send a LS to CT1 asking the possible maximum size of NAS PDUs in a single RRC message, showing that RAN2 is concerned about Layer2 processing if the total size of a RRC message including the NAS part is more than 2042 octets.

Proposal 3: To send a LS to SA2/RAN3 asking for the possible maximum SDU size of bearers on the network side, showing that RAN2 assumes a maximum SDU size for the radio bearer is aligned to the maximum SDU size of bearers on the network side and to show that RAN2 is concerned about Layer2 processing if the SDU size is larger than 2045 octets.
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