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1
Introduction

At RAN2#63 text describing UE behaviour in relation to the partitioning of contention RA preambles into sets supporting smaller and larger uplink allocations was added to [1]. The text included the parameter MESSAGE_SIZE_GROUP_A but no discussion was held or decision made regarding how the value of this parameter is made known to the UE.
2
Discussion
When the contention RA preambles in a cell are partitioned into two groups, group A and group B, a UE that is making a contention RA decides from which group it should select a signature based on two parameters, MESSAGE_SIZE_GROUP_A and PARTITION_PATHLOSS_THRESHOLD. If the UE has a potential message size, including MAC headers and control elements, that is greater than MESSAGE_SIZE_GROUP_A and if the pathloss that it measures is less than PARTITION_PATHLOSS_THRESHOLD then it can select preambles from group B that triggers the allocation of the larger capacity uplink grant otherwise it selects the partition that triggers the allocation of the smaller capacity uplink grant.
It is understood that the partitioning of contention RA preambles offers the potential for UEs that are in good radio conditions to send some DTCH or DCCH data e.g. measurement reports directly on the allocation received in the RA response thereby reducing delay and PDCCH load.
So far no decision has been made regarding how the value of MESSAGE_SIZE_GROUP_A should be identified to the UE.  Two options appear to be available:
1. The message has a fixed value that is specified in the standards. In this case a size of 56 bits appears to be an obvious choice.
2. The message size is dynamic within a range of values and signalled in SI-2 with the pathloss threshold.

In case (2), setting the parameter in SI-2 should be possible with a small overhead, present only when the preambles are partitioned. An example text proposal for [1] is contained in the Annex. If there is no partitioning then no additional overhead is added other than that already agreed for partitionPLThreshold. If partitioning is made and a default value, say 56 bits, is used then one bit is likely to be added. If a non default value is specified then, for example, a 3 bit size field can provide eight additional values which, with no omissions, from consecutive values in table 7.1.7.2-1 from [2] would enable transport block sizes up to 208 bits, higher if omissions were made.
It is assumed here that for transmissions relating to CCCH, the UE should estimate the size of msg3 taking account of the size of the CCCH MAC SDU and the associated MAC sub-header. For R8 this will give a message size of 56 bits or less. It is also assumed that in all other cases, the size of msg 3 should be estimated based on the size of the CRNTI MAC control element, any pending BSR or PHR  MAC control elements, the associated MAC sub-headers and the size of buffered data plus associated MAC sub-headers. This implies that where there is no buffered data e.g. in some DL_data cases, the msg3 estimate is unlikely to exceed 56 bits, but where there is data buffered, e.g. handover and UL_data, the msg3 estimate is likely to exceed 56 bits.
Option 1 MESSAGE_SIZE_GROUP_A fixed in the standard:

In this case, particularly if the threshold value is set to 56 bits, there would appear to be a natural subdivision of RA partition use by cause. CCCH (RRC Connection Request and RRC Connection Reconfiguration Request) and DL_data together with all access causes for UEs in poor radio conditions would be mapped to group A and UL_data and contention based handover causes in good radio conditions would be mapped to group B.
Whilst the grant associated with group A could be greater than 56 bits, and this might be utilised by UEs sent to the partition by the pathloss threshold, there does not appear to be a good case for the setting of a larger grant.

If, in later releases, the size of the CCCH messages were increased or additional MAC control elements were introduced then it could be necessary to increase the size of MESSAGE_SIZE_GROUP_A. It does not seem that fixing the threshold value to 56 bits in R8 precludes the introduction of a larger value in later releases or the introduction of a flexible threshold value. Earlier release UEs may select the partition offering the larger grant unnecessarily, but the number of occasions where this would happen could be small dependent on the change in message threshold size.

Option 2 MESSAGE_SIZE_GROUP_A is flexible and signalled on SI-2:

The use of a flexible message size may offer some security regarding future changes in minimum RA message size. Unlike option 1, option 2 incurs a signalling overhead, but it appears that this overhead need only apply when the contention signatures are partitioned and could be small.

The primary difference with option 1 appears to be the way in which RA cause could be mapped to groups A and group B. If the cell can support a higher capacity to the cell edge then setting a flexible size for the parameter could enable some of the UL_data cases to be mapped to group A utilising the smaller grant, and some of the UL_data cases being mapped to group B utilising a larger grant. There would be some inefficiency because CCCH and no data cases would receive a larger grant in group A than they require but this would presumably be offset by the gain of offering two grant sizes for data transfer.

If the above is a realistic scenario that it is felt should be met in R8 then possibly this would justify the adopting of flexible MESSAGE_SIZE_GROUP_A, if not then possibly option 1 is acceptable for R8. No strong preference is expressed here.

3
Conclusion

This Tdoc has identified two ways forward for the setting of the RA parameter MESSAGE_SIZE_GROUP_A. It is proposed that RAN2 should discuss and decide between:
Proposal 1:
The value assigned to MESSAGE_SIZE_GROUP_A is fixed and defined in the standard. Its value should be set to 56 bits.

Proposal 2:
The value assigned to MESSAGE_SIZE_GROUP_A is flexible and specified in SI-2. Values would need to be decided.
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Annex:

It is suggested that a flexible parameter range for MESSAGE_SIZE_GROUP_A could be provided in the following way:

–
RACH-ConfigCommon
The IE RACH-ConfigCommon is used to specify the generic random access parameters.

RACH-ConfigCommon information element
-- ASN1START

RACH-ConfigCommon ::=

SEQUENCE {


preambleInformation




SEQUENCE {



numberOfRA-Preambles



ENUMERATED {













n4, n8, n12, n16 ,n20, n24, n28,













n32, n36, n40, n44, n48, n52, n56,













n60, n64}


DEFAULT n64,



sizeOfRA-PreamblesGroupA


ENUMERATED {













n4, n8, n12, n16 ,n20, n24, n28,













n32, n36, n40, n44, n48, n52, n56,













n60, n64}


OPTIONAL


},


powerRampingParameters



SEQUENCE {



powerRampingStep




ENUMERATED {dB0, dB2,dB4, dB6},

 -- default FFS


preambleInitialReceivedTargetPower
ENUMERATED {













dBm-120, dBm-118, dBm-116, dBm-114, dBm-112, 













dBm-110, dBm-108, dBm-106, dBm-104, dBm-102, 













dBm-100, dBm-98, dBm-96, dBm-94, 













dBm-92, dBm-90}

DEFAULT dBm-104


},


ra-SupervisionInformation


SEQUENCE {



preambleTransMax




ENUMERATED {













n1, n2, n3, n4, n5, n6, n7,
n8, n10, 













spare7, spare6, spare5, spare4, spare3, 













spare2, spare1},

 

--  default FFS


ra-ResponseWindowSize



ENUMERATED {













sf2, sf3, sf4, sf5, sf6, sf7, 













sf8, sf10},





-- default FFS


mac-ContentionResolutionTimer

ENUMERATED {













sf8, sf16, sf24, sf32, sf40, sf48,













sf56, sf64}





-- default FFS


},


maxHARQ-Msg3Tx





INTEGER (1..8),






-- default FFS



partitionInformation



SEQUENCE {



partitionPLThreshold



INTEGER (0)

OPTIONAL,


-- range FFS



messageSizeThreshold



ENUMERATED {












x1, x2, x3, x4, x5, x6,













x7, x8} 
DEFAULT 56

}

OPTIONAL

...

}

-- ASN1STOP

	RACH-ConfigCommon field descriptions

	numberOfRA-Preambles

Number of non-dedicated random access preambles [36.321]. Value is an integer. Default value is 64. Value n4 corresponds to 4, n8 corresponds to 8 and so on.

	sizeOfRA-PreamblesGroupA

Size of the random access preambles group A [36.321]. Value is an integer. If the parameter is not signalled, the value is equal to numberOfRA-Preambles. Value n4 corresponds to 4, n8 corresponds to 8 and so on.

	powerRampingStep

Parameter: POWER_RAMP_STEP [36.321]. Value in dB. Default value is [FFS]. Value dB0 corresponds to 0 dB, dB2 corresponds to 2 dB and so on.

	preambleInitialReceivedTargetPower

Parameter: PREAMBLE_INITIAL_RECEIVED_TARGET_POWER [36.321]. Value in dBm. Default value is -104 dBm. Value dBm-120 corresponds to -120 dBm, dBm-118 corresponds to -118 dBM and so on.

	preambleTransMax

Parameter: PREAMBLE_TRANS_MAX [36.321]. Value is an integer. Default value is [FFS]. Value n1 corresponds to 1, n2 corresponds to 2 and so on.

	ra-ResponseWindowSize

Duration of the RA response window [RA_WINDOW_BEGIN — RA_WINDOW_END] [36.321]. Value in subframes. Default value is [FFS]. Value sf2 corresponds to 2 subframes, sf3 corresponds to 3 subframes and so on.

	mac-ContentionResolutionTimer

Parameter: Contention Resolution Timer [36.321]. Value in subframes. Default value is [FFS]. Value sf8 corresponds to 8 subframes, sf16 corresponds to 16 subframes and so on.

	maxHARQ-Msg3Tx

Parameter: max-HARQ-Msg3-Tx [36.321], used for contention based random access. Value is an integer. Default value is [FFS].

	partitionPLThreshold

Parameter PARTITION_PATHLOSS_THRESHOLD [36.321]. Value range and step size are [FFS].

	messageSizeThreshold
Parameter MESSAGE_SIZE_GROUP_A [36.321].


