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1.  Introduction
In RAN2 #62bis, RAN2 agreed to include a 2-bit cause value in the RRCConnectionReestablishmentRequest message. This paper summarises the offline discussion that took place during RAN2 #63 regarding the cause value definition.
2. Discussion
2.1
Cases leading to initiation of re-establishment procedure

According to the current agreements, RRC connection re-establishment is triggered when any of the following occurs:
1. Reconfiguration failure is detected (unsupported configuration);

2. Integrity failure is detected (This was agreed in RAN2 #63);

3. Intra-LTE handover failure is detected (T304 expiry);

4. Inter-RAT handover (from EUTRA) failure is detected (T304 expiry);

5. Radio link failure is detected (T310 expiry);

6. Random access failure is detected (T312 expiry);

7. RLC failure is detected (max number of retransmissions is reached for an AM bearer);

2.2
Offline discussion summary
During the offline discussion the following comments were received:
1. Reconfiguration failure is detected (unsupported configuration);

· In this case, the eNB should avoid repeating the same reconfiguration, and try to resume the previous configuration. Since the handling is different from other cases, this can be a candidate for a dedicated cause value. However, this should be a rare occurence (this should basically be network implementation error).
2. Integrity failure is detected (This was agreed in RAN2 #63);

· This would occur either due to 1) COUNT desynchronisation, 2) KeNB desynchronisation, or 3) security attack.

· 1) In case of COUNT desynchronisation, since the COUNT is reset at re-establishment, this problem should be recovered by the re-establishment.

· 2) In case of KeNB desynchronisasion, since the short MAC-I will fail, the network would send a Reject. This will make the UE enter idle mode. The UE can perform a new RRC connection establishment, and if there was still security problem remaining, the SMC procedure will fail. This should trigger the UE to perform re-authentication by the NAS layer.

· 3) In case DL integrity failure was caused by security attack, the re-establishment procedure should succeed normally, unless the re-establishment procedure is also attacked.

This seems to imply that there is no need for the network to treat this case differently compared to other cases.

3. Intra-LTE handover failure is detected (T304 expiry);

· It would be beneficial for the operator to be able to collect statistics on this case, so that handover parameters can be tuned. It would be beneficial to collect statistics about which cell the UE is likely to appear after handover failure for a particular source-target relation. Although this can be achieved by logging the RRCConnectionReestablishmentRequest messages received and determining whether the corresponding UE was given a handover command within certain time prior to the re-establishment based on the PCI and C-RNTI, this can take some effort. This would be much easier if the cause value indicates handover failure.
4. Inter-RAT handover (from EUTRA) failure is detected (T304 expiry);

· Similar as for 3.

5. Radio link failure is detected (T310 expiry);

· This would be due to poor DL radio quality. The network would try to re-establish connection as normal. It might be useful to be able to collect statistics about which cell a UE is likely to appear after an RLF. Such statistics can be used to tune the handover parameters. However, there seems to be no strong need to distinguish this case from others.

6. Random access failure is detected (T312 expiry);

· This would be due to poor DL or UL radio quality. The re-establishment handling would be the same as 5. There seems to be no strong need to distinguish this case from others.
7. RLC failure is detected (max number of retransmissions is reached for an AM bearer);

· This would be due to poor DL or UL radio quality. The re-establishment should normally recover the connection. Since this is a rare scenario, no specific cause seems to be necessary for this case.

This implies that the following cause values can be good candidates:
· reconfiguration failure (excluding mobility cases)

· handover failure (including both intra-LTE and inter-RAT)
· other failure
· 1 reserved value

3. Conclusions
As a result of the offline discussion during RAN2 #63, the following re-establishment cause values are suggested for the RRCConnectionReestablishmentRequest:

· reconfiguration failure (excluding mobility cases)

· handover failure (including both intra-LTE and inter-RAT)
· other failure
· 1 reserved value
A text proposal is provided below, based on the version in [1].
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Text proposal
Beginning of text proposal
5.3.7.4
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1>
set the IE ue-Identity as follows:
2>
set the c-RNTI to the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the cellIdentity to the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the authenticationCode to a MAC-I calculated over:

3>
the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);

3>
the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases)
3>
the identity of the target cell (details FFS)
1>
set the IE reestablishmentCause as follows:
2>
if the re-establishment procedure was initiated due to reconfiguration failure that does not involve mobility:
3>
set the reestablishmentCause to the value ‘reconfigurationFailure’;
2>
else if the re-establishment procedure was initiated due to handover (including both intra-EUTRA and inter-RAT):
3>
set the reestablishmentCause to the value ‘handoverFailure’;
2>
else:
3>
set the reestablishmentCause to the value ‘otherFailure’;
Editor's note:
SA3 indicated that a size of around 16 may be used for the MAC-I i.e. using truncation (see R2-081917).
The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.

Next modified section
–
ReestablishmentCause
The IE ReestablishmentCause is used to indicate the reason for an attempt at connection reestablishment.
ReestablishmentCause information element
-- ASN1START

ReestablishmentCause ::=


ENUMERATED {











reconfigurationFailure, handoverFailure,










otherFailure, spare1}
-- ASN1STOP

	ReestablishmentCause field descriptions

	ReestablishmentCause

Indicates the failure cause that triggered the re-establishment procedure.


End of text proposal
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