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1. Introduction

In the RAN2#62bis meeting, it was concluded that RAN2 should focus on requirements for ETWS before discussion on detailed ETWS mechanism. Thus RAN2 need to consider what requirements are remained to be discussed in RAN2. This contribution discusses the following four requirements and proposes that RAN2 should discuss them to have a consensus for ETWS requirement.
· The time requirement for the security information for the primary notification
· UE mode which should be supported to receive ETWS primary and the secondary notifications
· UE connectivity during ETWS transmission
2. Discussion
2.1. The time requirement for the security information for the primary notification
SA2 has already agreed that the security information does not always have to be sent together with the primary notification in [1]. This means delayed security is ok. On the other hand, it is not clear whether the security information itself has a strict time requirement or not. In other words, it is not clear whether the security information should also be delivered within 4 sec?) as RAN2 already asked SA1/SA2/CT1 in [2]. In general, it would be good to have 4sec requirement for the security information since the notice of false alarm (i.e. unauthorized eNB send faked one) after the reception of the primary notification causes unnecessary confusion for users. However, this means that RAN2 needs to specify special handling for system information delivery (e.g. system information change during modification period), since it’s clear that system information has to be used for security information for the primary notification due to limited message size of paging. Before RAN2 starts discussion on possible modification to system information delivery mechanism, it should be clarified if security should be delivered within 4 sec. Therefore, RAN2 should discuss this issue based on LS response from SA2. On the other hand, there are other issues which are concluded without waiting for SA2. For example, it’s possible to conclude how to transmit the secondary notification independently of this issue since it was agreed that the secondary notification is delivered by system information without strict time requirement. Therefore, we propose to conclude other remaining issues like detailed secondary notification delivery mechanism before LS response from SA2.
Conclusion 1: RAN2 should discuss whether the security information should have the time requirement based on LS from SA2. We also propose to conclude other remaining issues like detailed secondary notification delivery issue mechanism before LS response from SA2.
2.2. UE mode which should be supported to receive ETWS primary and the secondary notifications
SA1 decided that ETWS is only required to idle mode UE in Rel-8. However, SA1 also said if other WGs have reached different conclusion, their feedback will have to be incorporated in SA1 documentation. This section discusses RAN2 impacts to support connected UE.

In our understanding, SA1’s decision is due to SA1 assumption that the connected mode UE can not be supported in Rel-8 due to technical reason as stated in [3]. From RAN2 current specs, difference between idle mode and connected mode is quite small for paging and system information, since both of idle mode and connected mode need to receive paging and system information. Therefore, we don’t see technical problem to support ETWS for both idle and connected UE. Only what connected UE needs additionally is that the UEs having ETWS capability should read paging occasion at least once per paging DRX cycle to meet 4sec requirement for the primary notification as discussed in last RAN2 meeting.

Conclusion 2: Both of idle mode and connected mode UEs could be supported to receive ETWS primary and the secondary notifications from RAN2 perspective
2.3. UE connectivity during ETWS transmission
This section discusses how much UE connectivity should be considered, when ETWS is initiated.
For the primary notification, this issue is related to assumptions on how ETWS is used. If only big disaster is informed by ETWS, no need to support UE connectivity during the primary notification transmission because it’s clear that to notify UEs of a coming disaster is much more important than to keep UE connectivity. If small disaster is also informed, UE connectivity would be required during the primary notification transmission because it would not be urgent for many UEs to receive information of a small disaster. Thus whether it is needed to support UE connectivity during the primary notification transmission is related to the above assumptions on how ETWS is used. In order to decide mechanism to transmit the primary notification, RAN2 would need to have assumption on it.
In case only for big disaster, we see no need to receive unicast and ETWS simultaneously in the secondary notification. If the primary notification indicates the big disaster, UE should focus to receive ETWS. 

In case small disaster is also used, for the secondary notification, it should be considered whether UE can receive unicast and ETWS simultaneously taking account of connected mode UE. Assuming that the secondary notification is provided from the beginning of next modification period as normal system information change, the secondary notification delivery would not have impact to idle mode UE, since UE behaviour is same as normal system information change. For connected mode UE, how UE receives the secondary notification in addition to unicast data should be clarified. The secondary notification would have no impact on unicast transmission since it is provided as same as normal system information. For example, one ETWS message (i.e. 1230bytes) can be delivered to UE by using segmentation in RRC level as provided in [4]. In this case, UE behaviour for the secondary notification is identical to UE behaviour for relatively big system information (e.g. NCL). Thus the secondary notification transmission would have no impact on unicast transmission.
As other aspect, RAN2 needs to consider how non-ETWS capable UEs should be handled. This is also related with assumption on how ETWS is used.
Conclusion 3: UE connectivity during the primary notification transmission is related to the assumptions on how ETWS is used. In order to decide mechanism to transmit the primary notification, RAN2 would need to have assumption on it.
Conclusion 4: The secondary notification would have no impact on unicast transmission.
Conclusion 5: How non ETWS capable UEs should be handles depends on the assumptions on how ETWS is used.
3. Conclusion

This contribution discussed the following three aspects for ETWS and proposed that RAN2 should discuss them to have a consensus for ETWS requirement.

· The time requirement for the security information for the primary notification
· UE mode which should be supported to receive ETWS the primary and the secondary notifications
· UE connectivity during ETWS transmission

Based on discussion for above aspects, we reached the following conclusions for the ETWS based on discussion in this document. We proposed RAN2 discusses following conclusions and uses further works for ETWS.
Conclusion 1: RAN2 should decide whether the security information should have the time requirement based on LS from SA2. We also propose to conclude other remaining issues like detailed secondary notification delivery issue mechanism before LS response from SA2.
Conclusion 2: Both of idle mode and connected mode UEs could be supported to receive ETWS the primary and  the secondary notifications from RAN2 perspective
Conclusion 3: UE connectivity during the primary notification transmission is related to the assumptions on how ETWS is used.

Conclusion 4: The secondary notification would have no impact on unicast transmission.

Conclusion 5: The issue for the behaviour of non ETWS capable UEs depends on the assumptions on how ETWS is used.
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