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1 Introduction and Proposal
At RAN2#63 it was agreed that the “short MAC-I” included in the RRC Connection Reestablishment Request message shall be calculated, with the integrity protection key and integrity protection algorithm that was used in the cell the UE was connected to prior to the failure, over the Cell Identity of the current cell, the Physical Cell Identity of the cell the UE was connected to prior to the failure and the C-RNTI that the UE had in the cell it was connected to prior to the failure.
All other input bits, i.e., COUNT, BEARER and DIRECTION, shall be set to binary ones.
It is proposed to capture the agreements in TS 36.331 with the text proposal provided in section 3.
2 References

[1] R2-083795, “Miscellaneous corrections and clarifications” (draft CR to TS 36.331 covering RAN2_62bis agreements), Rapporteur.
3 Text Proposal to TS 36.331 [1]
<FIRST SECTION>
5.3.7.4
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1>
set the IE ue-Identity as follows:
2>
set the c-RNTI to the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the cellIdentity to the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the shortMAC-I to the 16 least significant bits of the MAC-I calculated:

3>
over the concatenation of the ASN.1 encoded CellIdentity of the current cell, PhysicalCellIdentity of the cell the UE was connected to prior to the failure and C-RNTI that the UE had in the cell it was connected to prior to the failure;

3>
with the integrity protection key and integrity protection algorithm that was used in the cell the UE was connected to prior to the failure; and

3>
with all input bits for COUNT, BEARER and DIRECTION set to binary ones.






The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.

<NEXT SECTION>
–
ReestabUE-Identity
The IE ReestabUE-Identity is used to identify the UE in the contention based access at RRC connection re-establishment.

ReestabUE-Identity information element
-- ASN1START

ReestabUE-Identity ::=



SEQUENCE {


c-RNTI







C-RNTI,


physCellIdentity




PhysicalCellIdentity,


shortMAC-I






BIT STRING (SIZE (16))




 
}

-- ASN1STOP

	ReestabUE-Identity field descriptions

	shortMAC-I

Field description is FFS.

	physCellIdentity 

The Physical Cell Identity of the cell the UE was connected to prior to the failure.
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