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Discussion and decision
1.  Introduction
In RAN2 #62bis, RAN2 agreed to include a 2-bit cause value in the RRCConnectionReestablishmentRequest message. This paper discusses the possible cause values that can be indicated and proposes that “integrity failure” and “reconfiguration failure” each gets a dedicated cause value.
2. Discussion
According to the current agreements, RRC connection re-establishment is triggered when any of the following occurs:
1. Radio link failure is detected (T310 expiry);

2. Random access failure is detected (T312 expiry);

3. RLC failure is detected (max number of retransmissions is reached for an AM bearer);

4. Intra-LTE handover failure is detected (T304 expiry);

5. Inter-RAT handover (from EUTRA) failure is detected (T304 expiry);

6. Reconfiguration failure is detected (unsupported configuration);

7. Integrity failure is detected (This is not agreed yet, but a number of companies have expressed preference towards triggering re-establishment in the email discussion on this topic).
Since there are 7 different cases, not all of these events can be explicitly indicated by the 2-bit cause value. In mapping the 7 cases to the 4 potential cause values, the following strategy can be considered:
· A separate cause value should be given to the case that would require special handling of the re-establishment request. For the re-establishment case, the response message can either be RRCConnectionReestablishment or RRCConnectionReestablishmentReject. Hence, for example, if the response message should potentially be RRCConnectionReestablishmentReject (under certain rules, e.g., after counting consecutive attempts), then a separate cause value for such a case can be useful.
· A separate cause value should be given to the case that would be beneficial from logging or performance monitoring purposes. This can be used to detect potential problems in the system and improve the system. (The potential response to the re-establishment request can be the same as other cases.)
· All other cases that can be handled in the same manner can be given the same cause value.

Looking at the 7 cases, it seems that cases 1-5 are due to poor radio quality, in principle. However, cases 6 and 7 are different. In case 6 (reconfiguration failure), the eNB should try to resume the previous configuration, as something was wrong in the preceding reconfiguration. In case 7 (integrity failure), the eNB can possibly try to recover the connection at first, but if this is unsuccessful, the eNB can release the connection. Hence, the following mapping is proposed:
· “integrity failure”
This is used when re-establishment is triggered due to integrity failure on the DL (case 7);

· “reconfiguration failure”
This is used when re-establishment is triggered due to reconfiguration failure, that does not involve mobility (case 6);

· “other failure”
This is used for all other cases (cases 1-5).
This leaves one cause value to be unused, which can be reserved for Rel-8.
3. Conclusions
The following cause values were proposed for the RRCConnectionReestablishmentRequest:

· integrity failure
· reconfiguration failure (excluding mobility cases)

· other failure
· 1 reserved value
A text proposal is provided below, based on the version in [1].
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Text proposal
Beginning of text proposal
5.3.7.4
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1>
set the IE ue-Identity as follows:
2>
set the c-RNTI to the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the cellIdentity to the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the authenticationCode to a MAC-I calculated over:

3>
the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);

3>
the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases)
3>
the identity of the target cell (details FFS)
1>
set the IE reestablishmentCause as follows:
2>
if the re-establishment procedure was initiated due to integrity check failure on the DL:
3>
set the reestablishmentCause to the value ‘integrityFailure’;
2>
else if the re-establishment procedure was initiated due to reconfiguration failure that does not involve mobility:
3>
set the reestablishmentCause to the value ‘reconfigurationFailure’;
2>
else:
3>
set the reestablishmentCause to the value ‘otherFailure’;
Editor's note:
SA3 indicated that a size of around 16 may be used for the MAC-I i.e. using truncation (see R2-081917).
The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.

Next modified section
–
ReestablishmentCause
The IE ReestablishmentCause is used %%

ReestablishmentCause information element
-- ASN1START

ReestablishmentCause ::=


ENUMERATED {











integrityFailure, reconfigurationFailure,










otherFailure, spare1}
-- ASN1STOP

	ReestablishmentCause field descriptions

	ReestablishmentCause

Indicates the failure cause that triggered the re-establishment procedure.


End of text proposal
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