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“I’ve seen them all, and man, they’re all the same.”
—Paul Simon, “The Myth Of Fingerprints”(1986)
1. Introduction

This document contains an analysis of various scenarios as they relate to detection of home eNode Bs, with particular reference to the concept of a “fingerprint” mechanism.
2. Discussion

In any scenario, the performance of a detection procedure can be evaluated on several grounds.  Power consumption is an obvious concern; if the UE searches extensively for home eNode Bs that are not there to be found (e.g., a UE with access to only a single home eNode B searching routinely even though it is physically distant from that cell).  On the other hand, when a usable home eNode B is present, the importance of rapid detection depends on the scenario; a “true” home user, or a user who receives lower billing on home eNode Bs due to using non-operator backhaul, should find the usable cell as quickly as possible, while in other situations, there may be no compelling reason for the UE to prefer a home eNode B, and it merely needs to be detected eventually by some method.

A short summary of these criteria might be that the UE should search as often as necessary to locate home eNode Bs that are both available (the UE is part of the CSG) and preferred (from the user perspective), but no more often than necessary; and that home eNode Bs that are available but not preferred can be treated with less urgency.

In the following subsections, we consider specific deployment scenarios from this perspective.
2.1.
“WLAN-like” home eNB

The nominal scenario that seems to be widely assumed in discussions of the home eNode B work item might be called “WLAN-like”, in the sense that it involves a base station in private hands, offering service specifically for one customer or a small group.  The restriction on users is enforced at the AS level with a CSG (we consider the open case in section 2.2 below).

This is, of course, the situation where a “fingerprint” mechanism is at its strongest; in general, the UE “wants” to discover a specific home eNode B, about which it has almost complete prior knowledge, and which is known in advance to be both available and preferred.  In the particularly plausible case that home eNode Bs are sequestered on a particular frequency, UEs searching for a home eNode B of this sort can lower the priority of that frequency unless they find a “fingerprint match”.
There are, of course, some complications, especially if users are presumed to be allowed to relocate their own home eNode Bs (limiting the value of positioning information in the fingerprint) and if the surrounding network is subject to frequent deployment changes or uses SON features (which could interfere with use of information about specific neighbouring macrocells).  To some extent, such complications could be seen as corner cases not requiring optimisation, but it is important that a UE’s algorithm for detecting its own home eNode B must work somehow even in these exceptional cases—at worst, the user could be forced through a manual search.  Any case that is common enough to make a manual search an unreasonable burden for the user must be addressed by some automatic means.
In the aggregate, this scenario is a strong argument for a fingerprint mechanism, and it is expected to be sufficiently common as a “typical” scenario that it militates for specified behaviour to support the fingerprint mechanism (e.g., transmission of specified parameters early in the system-information cycle to support efficient detection of a fingerprint match).  Since some of the situations that would cause the fingerprint mechanism to fail could be reasonably common, however, some discussion may be required as to whether these problems should be catered for beyond “let the user do a manual search”.
2.2.
Open home eNB

Although open home eNode Bs are not given specific consideration in Rel-8, future releases can still be expected to contain them, and these open home eNode Bs will of course encounter Rel-8 UEs; thus the scenario needs some consideration from a future-proofing point of view.

One plausible use case for open home eNode Bs in deployment is a scenario in which an operator would prefer to encourage users to camp on home eNode Bs when they are available, with incentives such as preferential billing.  In this scenario, a user’s “own” home eNode B might still be identifiable in the access stratum (e.g., by reuse of the “CSG ID” field for open cells, or based on the GCI), but it does not need to be stringently prioritised over other home eNode Bs for discovery purposes; any available (open) home eNode B is preferred (although the user’s own cell might well be “more preferred” once it was discovered).  Other variants of the scenario could arise in “public hotspot” situations, in which UEs should prefer to use an open home eNode B if one is available, although it may not be one they have previously encountered.

In a deployment of this nature, a fingerprint mechanism can work to allow a UE to discover its “own” home eNode B, or (if the mechanism has a sufficiently long memory) to rediscover previously seen home eNode Bs, but it clearly cannot assist the UE in discovering an entirely new home eNode B.  In this scenario, it seems clearly beneficial for macrocells to give a UE some assistance in discovering nearby home eNode Bs, such as the “CSG layer” indicator that has been previously discussed for the inter-frequency neighbour list (and is proposed for introduction in [1]).
2.3.
Campus scenario
A campus deployment could be either open or closed at the AS level, the latter case presumably consisting of a single CSG used by many (not necessarily contiguous) eNode Bs.  The discovery issues are similar in either case to those described in Section 2.2; a UE may be able to “fingerprint” particular cells within the campus, but it is not likely to be able to maintain separate fingerprints for all the cells, and in any case it is likely to take a considerable time to encounter all the cells and discover appropriate fingerprints.
It seems likely that UEs authorised to use a campus deployment would prefer it whenever it was available, so that they should treat any campus cell as if it were “their own” home eNode B—that is, any campus cell is “preferred” in the sense described above.

In the absence of signalling on the macro layer to indicate the presence of the campus deployment specifically (vs. simply indicating the existence of a home eNode B layer), there is probably no perfect solution to this scenario.  A “loose” fingerprint mechanism, most likely with positioning as one component of the fingerprint, could be one important ingredient in a reasonable solution; another is for the macro layer to indicate at least the existence of the home eNode B layer, so that a UE looking for a specific campus deployment can at least restrict its search efforts to areas where there are some home eNode Bs.  In addition, a network that was aware of the deployment could use dedicated frequency priorities to “encourage” UEs that were known to have access to the campus to search the appropriate frequency.
2.4.
Commercial hotspot
The “commercial hotspot” deployment model, best known from worldwide chains of coffee shops, has significant similarities to the campus scenario of Section 2.3, but with the added complication that the “campus” is highly noncontiguous and the user population of any given cell unstable.  In addition, this scenario clearly separates the concepts of “available” and “preferred” home eNode Bs: A UE that could have access to the hotspot does not necessarily prefer to use it over other cells.

These properties make fingerprints almost totally unusable for such deployments; a UE does not in general have any advance knowledge of the “home” eNode B for which it is searching, and a discovery regime that causes all UEs to spend resources on a routine search for CSGs whenever they are potentially in the presence of a commercial hotspot is clearly undesirable.
In sum, commercial-hotspot deployments should generally rely on a manually triggered search.  Indeed, it might be desirable in these deployments for the hotspot to be deployed on an unadvertised home-eNode B-only frequency layer.
3. Conclusion
This document was intended primarily to anchor discussion to certain deployment scenarios, and we do not propose to draw any binding technical conclusions.  To summarise the analysis above, however, we offer the following list of “best approaches” to the scenarios discussed:
· “WLAN-like” home eNB: Fingerprint mechanism, ideally combined with advertising of the CSG frequency on the macro layer.
· Open home eNB: Advertising of CSG frequency on the macro layer to aid discovery (potentially leading to preferential reselection behaviour).

· Campus deployment: Various solutions, including special fingerprint mechanisms, advertising of the CSG frequency on the macro layer, and intelligent use of dedicated priorities.

· Commercial hotspot: Manual search only; CSG frequency probably not advertised on the macro layer.
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