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1
Introduction
In both UMTS and LTE, we seem to be heading to towards a solution in which:

1) Home-cells are using separate indication that they are a home-cell (i.e. Layer-1 identity or otherwise)
2) By default a UE is not allowed to attempt a LAU/TAU on a home cell unless the user triggers the UE to perform a LAU/TAU, or the UE knows it is allowed access based on some whitelist.
One key aspect is how the UE builds/obtains this whitelist. For this UMTS and LTE seems to be close to taking different routes. 
In this contribution we describe our understanding of these two routes, and give some charateristics of each solution. 

The main target with this contribution is to highlight the risk of UMTS and LTE taking different routes, and questioning whether this is really preferable/acceptable, or whether it would be better to ensure that the same solution is selected for both cases thus e.g. easing maintenance.

2
Proposed solution for UMTS
For UMTS, a “local whitelist updating” solution was proposed in [1]. Our understanding of this proposal is reflected in figure 1:
[image: image1.wmf]CN

Home

-

NB

cell2

UE

1

Home

-

NB

cell1

2

2

3

whitelist

4










Figure 1: 
Proposed UMTS solution

Step1:
Home owner informs the network operator that a visiting friend is from now on allowed on its home-NB (e.g. by indicating IMSI to CN via WebPage)

Step2:
The visiting friend triggers his UE to scan for any home-cells around. UE will diplay the text string broadcast by any home-cell in the area.

Step3:
Visiting friend selects home-cell to attempt TAU on.

Step4:
If TAU succeeds, the UE will store the cell id in his cell-id whitelist

From then on, whenever this cell become the best cell, the UE will know it is allowed to perform a TAU to this cell.

The cell-id will be removed from the cell-id whitelist when a subsequent TAU is attempted by this UE on this home-cell which is rejected.

This sequence seems to work for the case of a single home-basestation. The procedure is simple and requires no updates to NAS signalling between UE and SGSN. Still of course a mechanism will have to be introduced by which the home-owner can inform the network that from now on a certain IMSI is allowed.

Potential drawbacks of this solution might be that:

· A TAU reject normally means that the UE is not allowed to attempt a registration on the same TA within 12 or 24 hours. What should happen if the UE is allowed to another home-NB under the same TA  (i.e. different CSG) ?
· If the visiting friend is no longer in the neighbourhood of the home-cell when his “allowance” is removed, he will not get the TAU reject potentially for a long time. Then the whitelist might incorrectly store this CSG-entry for a long time.

· This solution is probably not so easy to use in an office/campus environment. i.e. the user would have to manually trigger TAU for every cell on the campus/office. It might be possible to come up with AS solutions to alleviate this restriction.
3
Agreed solution for LTE
The LTE solution was specified already quite some time ago, mainly based on operator input that it was important to support also the campus/office case with CSG-cells scattered all over the country.

Figure 2 indicates the agreed solution for LTE as reflected in 36.300:
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Figure 2: 
Agreed LTE solution
Step1:
Home owner informs the network operator that a visiting friend is from now on allowed on its home-NB (e.g. by indicating IMSI to CN via WebPage)

Step2:
Higher layers inform the UE to update its CSG-whitelist. 

From then on the UE knows it is allowed to any cells belonging to this CSG, including the cell from the home-owner.

It should be noted that LTE also needs to support a scenario similar to the UMTS sequences, where the CSG whitelist is not “pre-loaded”. E.g. when the visiting friend is not in coverage of a macro cell inbetween the home-owner configuring access allowance and the UE being in cell coverage of the home-cell, also the LTE user will manually have to trigger the TAU. However still the difference will be that rather than filling the whitelist with the cell-id of the cell where the TAU is performed succesfully, the whitelist will again be filled with CSG entries delivered by higher layers.
All in all this mechanism is similar to the proposed UMTS mechanism but:
· will typically avoid any action from the user (i.e. visiting friend is not required to trigger any action/select cell when he is in macro coverage)

· allows the network to inform the UE about a much wider accessibility than only the current cell

However it is true that this solution will require support from NAS or another higher layer protocol for CSG whitelist management.
4
Concusion

As can be seen, the above solutions are highly similar but also deviate on essential parts. 

We think it would be preferable to have consistency in the solutions developed for UMTS and LTE. This for reasons of easier maintenance of the specification, but also for reasons of consistent user experience (e.g. CSG’s extending over UMTS and LTE cells).
We would like to ask RAN2’s guidance of whether it is important that the solutions for whitelist management are consistent in LTE and UMTS.

If consistency is considered important and a CSG whitelist approach is selected, it is proposed to sent an LS to CT1 (copy RAN, CT, SA1, SA2) and ask them to ensure that the necessary actions are taken within the Rel-8 time frame, which is amongst others to decide whether the downloading is performed by NAS or another higher layer protocol, and if NAS is selected, finalise the stage-3 details.
If consistency is considered important and a CSG cell-id whitelist approach is selected, it is proposed to update 36.300 and sent an LS to CT1 (copy RAN, CT, SA1, SA2) to inform them about our decision.
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