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1.  Introduction
This paper clarifies the relationship between the establishmentCause and access barring control, and proposes the hierarchy in setting the establishmentCause value. The control flow of access class barring is further clarified and a text proposal for TS 36.331 is presented.
2. Discussion
2.1
Recap of current agreements

In RAN2#62, the establishmentCause values were defined [1]:

· emergency
· highPriorityAccess
· mt-Access

· mo-Signalling
· mo-Data
Moreover, in the following LTE RRC ad hoc, access barring control for signalling traffic was agreed [2, 3], resulting in the following parameters for access control:

· accessBarringForEmergencyCalls

· accessBarringForSignalling – This includes accessProbabilityFactor and accessBarringTime applicable for AC 0-9, and accessClassBarringList applicable for AC 11-15.

· accessBarringForOriginatingCalls – This includes accessProbabilityFactor and accessBarringTime applicable for AC 0-9, and accessClassBarringList applicable for AC 11-15.

2.2
Relationship between establishmentCause and access control
The establishmentCause is mainly for the network to differentiate the subsequent action upon receiving the RRCConnectionEstablishmentRequest. For example, the establishmentCause can be used to perform CAC. On the other hand, the access barring control should be able to prioritise access of certain types of traffic, e.g., emergency calls and high priority calls (AC 11-15 calls). An RRC connection request can be classified by the attributes:

· Whether the connection request is of emergency type or not;
· Whether the connection request is of AC 11-15 or not;
· Whether the connection request is for MT or MO;
· Whether the connection request is for signalling or data.
Hence, in principle, this leads to 16 different types. These different types should be carefully mapped to the five establishmentCause values and the applicable access barring control should be clarified. In doing so the following considerations can be applicable:
· Any emergency calls should get the highest priority, both in terms of access barring and CAC. Although for emergency call-back the establishmentCause of e.g. ‘mt-Access’ can be considered so that the request is never barred, this is not desirable considering CAC. The eNB should always be able to detect emergency calls from the establishmentCause, so that the eNB can prioritise CAC. As such, the establishmentCause for any emergency type should be ‘emergency’. (Note that it is anyway questionable if there exists any emergency types of MT signalling/ data or MO signalling. If such calls exist, the same access control as for emergency MO data should apply.)
· For a UE making a non-emergency call with valid AC 11-15, it can be questioned whether the establishmentCause for MT signalling/ data should be ‘mt-Access’ or ‘highPriorityAccess’. If the establishmentCause was set to ‘mt-Access’ the eNB cannot distinguish whether the UE is of AC 11-15 or not. This may not be preferable from CAC perspective. However, the eNB should still be able to determine MO or MT e.g., by collating the UE ID (i.e., S-TMSI). As such, setting ‘highPriorityAccess’ seems to be more informative.
· For a UE performing MO signalling with valid AC 11-15, it can be questioned whether the establishmentCause should be ‘mo-Signalling’ or ‘highPriorityAccess’. If the establishmentCause was set to ‘mo-Signalling’ the eNB cannot distinguish whether the UE is of AC 11-15 or not. This may not be preferable from CAC perspective. On the other hand, if ‘highPriorityAccess’ is used, the eNB cannot distinguish whether the request was of signalling or data, which is also not preferable from CAC. However, it is likely that any MO requests from a UE having AC 11-15 should be prioritised over MO signalling/ data of non AC 11-15 UEs. As such, ‘highPriorityAccess’ should be used for this case.
Table 1 summarises the establishmentCause to be used for each case and the applicable access control.
Table 1  Establishment cause and applicable access control.

	Emergency or not
	UE has valid AC 11-15
	MT/ MO
	Signalling/ data
	establishmentCause
	Applicable access control

	Emergency

(AC 10)
	Yes

(AC 11-15)
	MT
	signalling
	Should not exist?

(If these exist, handling should be the same as for emergency MO data below.)

	
	
	
	data
	

	
	
	MO
	signalling
	

	
	
	
	data
	emergency
	accessBarringForEmergencyCalls and accessBarringForOriginatingCalls (accessClassBarringList part only)

	
	No

(AC 0-9)
	MT
	signalling
	Should not exist?

(If these exist, handling should be the same as for emergency MO data below.)

	
	
	
	data
	

	
	
	MO
	signalling
	

	
	
	
	data
	emergency
	accessBarringForEmergencyCalls

	Non- emergency
	Yes

(AC 11-15)
	MT
	signalling
	highPriorityAccess
	no barring

	
	
	
	data
	highPriorityAccess
	no barring

	
	
	MO
	signalling
	highPriorityAccess
	accessBarringForSignalling (both accessClassBarringList and APF)

	
	
	
	data
	highPriorityAccess
	accessBarringForOriginatingCalls (both accessClassBarringList and APF)

	
	No

(AC 0-9)
	MT
	signalling
	mt-Access
	no barring

	
	
	
	data
	mt-Access
	no barring

	
	
	MO
	signalling
	mo-Signalling
	accessBarringForSignalling (APF part only)

	
	
	
	data
	mo-Data
	accessBarringForOriginatingCalls (APF part only)


2.3
Hierarchy in setting establishmentCause
From the above analysis, the following hierarchy can be extracted in setting the establishmentCause:

1. Emergency or not

2. High priority access or not
3. MT signalling/ data or not

4. MO signalling or not

Figure 1 illustrates this hierarchy.
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Fig.1  Establishment cause hierarchy.

2.4
Access control clarification
The access control flow can now be clarified as in Fig.2 and 3.
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Fig.2  Access control - emergency and mt-Access (incl. highPriorityAccess) part.


 
[image: image6.emf]establishing connection 

for MO signalling?

UE has valid

AC11-15?

accessBarringFor

Signallingpresent?

T305 running?

start T305

yes

yes

yes

no

‘

barred

’

for all

valid AC11-15

not barred barred

else

no

yes

yes

no

no

accessClassBarringList

in accessBarringFor

Signalling?

rand <

accessProbabilityFactor

in accessBarringFor

Signalling?

UE has valid

AC11-15?

accessBarringFor

OriginatingCallspresent?

T303 running?

start T303

yes

yes

no

‘

barred

’

for all

valid AC11-15

not barred barred

else

no

yes

yes

no

no

accessClassBarringList in 

accessBarringFor

OriginatingCalls?

rand <

accessProbabilityFactor

in accessBarringFor

OriginatingCalls?

no

1


Fig.3  Access control - mo-Signalling and mo-Data (incl. highPriorityAccess) part.

2.5
Further issues
Although the access control has been clarified in conjunction with the establishmentCause, the following issues can be considered further.

· 
· How should the case of MO signalling (attach or TAU) with active flag be handled. The establishmentCause and the applicable access control should be clarified.

· Whether AC 11-15 barring check can be removed in case of ‘emergency’. This check can be useful if AC 11-15 calls should be prioritised over emergency calls. However, it is questionable whether such use case is really relevant.

For these issues SA2, CT1 and RAN3 can be consulted.

3. Conclusions
The relationship between establishmentCause and access barring control has been clarified. The following hierarchy in setting the establishment cause was proposed:

1. Emergency or not

2. High priority access or not

3. MT signalling/ data or not

4. MO signalling or not

It is proposed that RAN2 endorses this hierarchy and confirms with SA2, CT1 and RAN3. It is also proposed to consult SA2, CT1 and RAN3 on the following issues:
· 
· How should the case of MO signalling (attach or TAU) with active flag be handled. The establishmentCause and the applicable access control should be clarified.

· Whether AC 11-15 barring check can be removed in case of ‘emergency’. This check can be useful if AC 11-15 calls should be prioritised over emergency calls. However, it is questionable whether such use case is really relevant.

A text proposal for TS 36.331 is provided below to reflect these aspects in access control. In the text proposal, the following corrections were also incorporated.
· The optional presence of accessBarringForSignalling and accessBarringForOriginating parameters were not properly captured. This is now corrected.
· The three IEs accessBarringInformation, accessBarringForSignalling and accessBarringForOriginatingCalls were indicated as “OP”. However, these should be “OD” as absence of these parameters shall implicitly indicate alleviation of access barring.
· Some editorial corrections.
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Text proposal

Beginning of text proposal
5.3.3.2
Initiation

The UE initiates the procedure when upper layers request establishment of an RRC connection while the UE is in RRC_IDLE state.

Upon initiation of the procedure, the UE shall:

1>
if SystemInformationBlockType2 includes the accessBarringInformation:

2>
if the UE is establishing the RRC connection for emergency calls:
3>
if the accessClassBarringForEmergencyCalls is set to FALSE:

4>
consider access to the cell as not barred;

3>
else if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11]:

NOTE 1:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.
4>
if the accessBarringInformation includes accessBarringForOriginatingCalls, and for all of the valid Access Classes for the UE, the accessClassBarring in the accessClassBarringList contained in accessBarringForOriginatingCalls is set to TRUE:

5>
consider access to the cell as barred;

4>
else:
5>
consider access to the cell as not barred;

3>
else:

4>
consider access to the cell as barred;

2>
else if the UE is establishing the RRC connection for 
mobile terminating access:
3>
consider access to the cell as not barred;
2>
else if the UE is establishing the RRC connection for 
mobile originating signalling:
3>
if the accessBarringInformation includes accessBarringForSignalling:
4>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11], and

4>
for at least one of these Access Classes the accessClassBarring in the accessClassBarringList contained in accessBarringForSignalling is set to FALSE:

5>
consider access to the cell as not barred;

4>
else:

5>
if T305 is running:
6>
consider access to the cell as barred;
5>
else:
6>
draw a random number, ‘rand’, uniformly distributed in the range: 0 ≤ rand < 1

6>
if ‘rand’ is lower than the value indicated by accessProbabilityFactor included in accessBarringForSignalling:

7>
consider access to the cell as not barred;

6>
else:

7>
consider access to the cell as barred;

3>
else:
4>
consider access to the cell as not barred;
2>
else:
3>
if the accessBarringInformation includes accessBarringForOriginatingCalls:
4>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11], and
4>
for at least one of these Access Classes the accessClassBarring in the accessClassBarringList contained in accessBarringForOriginatingCalls is set to FALSE:

5>
consider access to the cell as not barred;

4>
else:

5>
if T303 is running:
6>
consider access to the cell as barred;

5>
else:
6>
draw a random number ‘rand’ uniformly distributed in the range: 0 ≤ rand < 1

6>
if ‘rand’ is lower than the value indicated by the accessProbabilityFactor included in accessBarringForOriginatingCalls:

7>
consider access to the cell as not barred;

6>
else:

7>
consider access to the cell as barred;

3>
else:
4>
consider access to the cell as not barred;
1>
else:

2>
consider access to the cell as not barred;

1>
If access to the cell, as specified above, is not barred:

2>
stop acting on Paging messages;

2>
apply the default configuration applicable for the antennaInformation as specified in 9.2.3, until explicitly receiving a configuration;

2>
initiate transmission of the RRCConnectionRequest message in accordance with 5.3.3.3;

2>
start timer T300

NOTE 2:
Upon initiating the connection establishment procedure, the UE is not required to ensure it maintains up to date system information applicable only for UEs in RRC_IDLE state. However, the UE needs to perform system information acquisition upon re-selection.

1>
else:

2>
if the UE is not establishing the RRC connection for emergency calls:
3>
if the UE is establishing the RRC connection for 
mobile originating signalling:
4>
if T305 is not running:
5>
draw a random number ‘rand’ that is uniformly distributed in the range 0 ≤ rand < 1;
5>
start timer T305 with a timer value calculated as follows, using the accessBarringTime included in accessBarringForSignalling:
T305= (0.7 + 0.6 * rand) * accessBarringTime
3>
else:

4>
if T303 is not running:
5>
draw a random number ‘rand’ that is uniformly distributed in the range 0 ≤ rand < 1;
5>
start timer T303 with a timer value calculated as follows, using the accessClassBarringTime included in accessBarringForOriginatingCalls:
T303= (0.7+ 0.6 * rand) * accessBarringTime
2>
inform upper layers about the failure to establish the RRC connection, upon which the procedure ends.

Next modified section
–
SystemInformationBlockType2
The IE SystemInformationBlockType2 contains radio resource configuration information that is common for all UEs.

NOTE 1:
UE timers and constants related to functionality for which parameters are provided in another SIB are included in the corresponding SIB.

NOTE 2:
It is FFS whether Uplink EARFCN should be moved to SIB 1. This relates to the discussion on UE capability for variable TX-RX frequency separation.

SystemInformationBlockType2 information element
-- ASN1START

SystemInformationBlockType2 ::=

SEQUENCE {


accessBarringInformation


SEQUENCE {



accessBarringForEmergencyCalls

BOOLEAN,



accessBarringForSignalling


AccessClassBarringInformation
OPTIONAL,
-- Need OD


accessBarringForOriginatingCalls
AccessClassBarringInformation
OPTIONAL
-- Need OD

}

OPTIONAL,
















-- Need OD

radioResourceConfigCommon


RadioResourceConfigCommonSIB,


ue-TimersAndConstants



UE-TimersAndConstants,


frequencyInformation



SEQUENCE {



ul-EARFCN






INTEGER (0..maxEARFCN)


OPTIONAL,
-- Need OP



ul-Bandwitdh





ENUMERATED {












n6, n15, n25, n50, n75, n100, spare10, 













spare9, spare8, spare7, spare6, spare5, 













spare4, spare3, spare2, spare1},



additionalSpectrumEmission


INTEGER (0..31)


},


...

}

AccessClassBarringInformation ::=
SEQUENCE {


accessProbabilityFactor



ENUMERATED {











p00, p05, p10, p15, p20, p25, p30, p40,











p50, p60, p70, p75, p80, p85, p90, p95},


accessBarringTime




ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},


accessClassBarringList



AccessClassBarringList
}
AccessClassBarringList ::=


SEQUENCE (SIZE (5)) OF SEQUENCE {


accessClassBarring




BOOLEAN

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this system information block are FFS.

	SystemInformationBlockType2 field descriptions

	accessBarringForEmergencyCalls

Access class barring for AC 10.

	accessBarringForSignalling
Access class barring for mobile originating signalling

	accessBarringForOriginatingCalls
Access class barring for mobile originating calls

	accessProbabilityFactor

If the random number drawn by the UE is lower than this value, access is allowed. Otherwise the access is barred.

	accessBarringTime

Mean access barring time in seconds.

	accessClassBarringList

Access class barring for AC 11-15. First in the list is for AC 11, second in the list is for AC 12, and so on

	ul-EARFCN

Default value determined from default TX-RX frequency separation defined in [36.101]

	ul-Bandwidth

Parameter: Uplink bandwidth [36.101]. Value n6 corresponds to 6 resource blocks, n15 to 15 resource blocks and so on

	additionalSpectrumEmission

Defined in [36.101]


Next modified section
7.3 Timers

	Timer
	Start
	Stop
	At expiry

	T300

	Transmission of RRCConnectionRequest (possibly following T302 expiry)
	Reception of RRCConnectionSetup or RRCConnectionReject message as well as cell re-selection 
	Go to RRC_IDLE

	T301
	Transmission of RRCConnectionReestabilshmentRequest
	Reception of RRCConnectionReestablishment or RRCConnectionReestablishmentReject message as well as when the selected cell becomes unsuitable
	Go to RRC_IDLE

	T302
	Reception of RRCConnectionReject including the IE ‘Wait time’
	Upon cell re-selection
	Transmit a new RRCConnectionRequest message. Start T300

	T303
	Access barred due to accessProbabilityFactor while performing RRC connection establishment for mobile originating calls
	Upon entering RRC_CONNECTED, upon 

cell re-selection and upon receiving SystemInformationBlockType2  including a value of the accessProbabilityFactor or accessBarringTime in accessBarringForOriginatingCalls different from the stored value
	None

	T304
	Reception of RRCConnectionReconfiguration message including the MobilityControl Information
	Criterion for successful handover completion is met
	Consider handover to have failed and perform re-establishment on the ‘best cell’ (details FFS)

Start T311

	T305
	Access barred due to accessProbabilityFactor while performing RRC connection establishment for mobile originating signalling
	Upon entering RRC_CONNECTED, upon cell re-selection and upon receiving SystemInformationBlockType2 including a value of accessProbabilityFactor or accessBarringTime in accessBarringForSignalling different from the stored value
	None

	T310
	Upon detecting physical layer problems
	Upon recovery from physical layer problems, upon triggering the handover procedure and upon T312 expiry
	Start T311

Stop T312, if running

	T311
	Upon T304 expiry, upon T310 expiry and upon T312 expiry
	Reception of RRCConnectionReestablishment or RRCConnectionReestablishmentReject message. Selection of an E-UTRA cell using another RAT.
	Enter RRC_IDLE

	T312
	Upon receiving a Random Access  problem indication from MAC
	Upon receiving an indication from MAC about Random Access problem recovery and upon T310 expiry
	Start T311

Stop T310, if running

	T320
	Upon receiving IE Cell re-selection priority expiry timer
	Upon entering RRC_CONNECTED
	Specified in [4], i.e. discard the Inter-frequency and inter-RAT priority information


End of text proposal
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