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Discussion and decision
1 Introduction

This document discusses the failure handling, focussing on the reconfiguration procedure and proposes to specify that the whenever the UE does not manage to complete the procedure successfully, it performs the re-establishment procedure. Furthermore, this paper discusses the interactions between the handover and the reconfiguration procedures.
2 Discussion
2.1 Failure handling
During the RRC Ad Hoc meeting, the failure of the reconfiguration procedure has been discussed. Several questions were raised:

· Are there realistic error cases that realistically can happen in a properly operating network

· If not, do we anyhow need to specify UE behaviour upon failure in order to improve robustness of the system

Some considerations:

· It seems desirable to specify a procedure which UE shall apply in case of a failure e.g. protocol error, not supported configuration (even though this concerns incorrect network implementation):
· The UE either completes the procedure succesfully OR

· The UE executes the failure procedure

· No detailed requirement should be specified regarding in which cases the UE shall apply the failure procedure

· In alignment with handlover failure, the re-establishment procedure seems a suitable candidate for the failure procedure

· In order to simplify the handover failure (i.e. the reverting), it would be desirable to clarify that delta signalling does not apply for the physical layer configuration 

· Upon connection establishment, E-UTRAN should be able to minimise the likelyhood of failure e.g. by assigning a basic or default configuration in the connectionSetup message. The same is assumed to apply during the first phase of the connection i.e. prior to initial security activation
· Upon connection establishment, it is impossible to use the re-establishment (only after security activation). Also, it seems difficult to provide diagnostics info in a subsequent connection establishment attempt due to size limitations
Proposal 1
Remove the RRCConnectionReconfigurationtFailure message
Proposal 2
In case the UE does not manage to complete the reconfiguration succesfully e.g. due to a protocol error, not supported configuration, the UE shall apply the connection re-establishment procedure

Proposal 3
In order to simplify the handling upon handover (i.e. the reverting), clarify that during connection re-establishment delta signalling does not apply for the physical layer configuration

Proposal 4
For connection establishment a similar handling seems less essential i.e. E-UTRAN is assumed to assign a basic or default configuration in the connectionSetup message

2.2 Interaction reconfiguration and handover procedure

The reconfiguration procedure and the handover procedure are intertwined as shown in the following figure.
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Figure 1: Actions specified in reconfiguration and handover 

The current structure shows there are a number of problems that may need further consideration:
· Some handover actions e.g. synchronisation are performed in the middle of the IE processing i.e. when it is not clear that the UE accepts the entire configuration

· The current way actions are specified implies that there is a need for several ‘jumps’ between procedures/ sections
Some considerations:

· The reverting to the previous configuration as done upon handover failure seems more appropriate to cover in the reconfiguraiton procedure i.e. it does not just cover the handover related part of the configuration

· When re-establishment is applied upon reconfiguration failure, there may be a possiblility to combine the failure handling

· One possible solution would be to do without a seperate handover sub-procedure, however we should note that we also need to cover the handover to E-UTRA case

Attached is a text proposal showing what an integrated procedure also covering handover to E-UTRA case would look like. In this proposal the handover actions other than the processing of the handover related information elements are moved to the reconfiguration procedure. This way the procedural specification is considered most aligned to what we do for other IEs e.g. the measurementConfiguration
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Figure 2: Flow of actions when handover integrated in reconfiguration
Proposal 5
RAN2 is requested to further discuss the procedure organisation and to decide whether to merge the procedures or just to move some actions between the handover and reconfiguration procedure
3 Conclusion & recommendation
This paper includes the following proposals, that RAN2 is requested to conclude:

Proposal 1
Remove the RRCConnectionReconfigurationtFailure message

Proposal 2
In case the UE does not manage to complete the reconfiguration succesfully e.g. due to a protocol error, not supported configuration, the UE shall apply the connection re-establishment procedure

Proposal 3
In order to simplify the handling upon handover (i.e. the reverting), clarify that during connection re-establishment delta signalling does not apply for the physical layer configuration

Proposal 4
For connection establishment a similar handling seems less essential i.e. E-UTRAN is assumed to assign a basic or default configuration in the connectionSetup message

Proposal 5
RAN2 is requested to further discuss the procedure organisation and to decide whether to merge the procedures or just to move some actions between the handover and reconfiguration procedure

4 References

[1] 
TS 36.300 E-UTRA RRC specification v820

5 Text proposal (Annex)
Start of 1st modification:
5.3.5
RRC connection reconfiguration

5.3.5.1
General
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Figure 5.3.5.1-1: RRC connection reconfiguration, successful
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Figure 5.3.5.1-2: RRC connection reconfiguration, failure

The purpose of this procedure is to modify an RRC connection, e.g. to establish/ modify/ release RBs, to perform handover, to configure/ modify measurements. As part of the procedure, NAS dedicated information may be transferred from E-UTRAN to the UE. 

5.3.5.2
Initiation

E-UTRAN may initiate the RRC connection reconfiguration procedure to a UE in RRC_CONNECTED. E-UTRAN applies the procedure as follows:

-
the mobilityControlInformation is included only when AS-security has been activated;

-
the establishment of RBs (other than SRB1, that is established during RRC connection establishment) is included only when AS-security has been activated;

5.3.5.3
Reception of the RRCConnectionReconfiguration by the UE

The UE shall:

1>
If the RRCConnectionReconfiguration message includes the radioResourceConfiguration: 

2>
perform the Radio resource configuration procedure as specified in 5.3.9;
1>
If the RRCConnectionReconfiguration message includes the ue-RelatedInformation:

2>
set the C-RNTI to the value of the newUE-Identity, if received;

1>
If the RRCConnectionReconfiguration message includes the mobilityControlInformation: 

2>
perform the handover procedure as specified in 5.3.6;

NOTE 1:
Security reconfiguration only applies in case of a handover and hence is specified in the corresponding section.

1>
If the RRCConnectionReconfiguration message includes the nas-DedicatedInformation: 

2>
Forward the nas-DedicatedInformation to upper layers;

1>
If the RRCConnectionReconfiguration message includes the measurementConfiguration:

2>
perform the Measurement configuration procedure as specified in 5.5.2;

NOTE 2:
If the RRCConnectionReconfiguration message includes the establishment of radio bearers others than SRB1, the UE may start using these radio bearers immediately, i.e. there is no need to wait for an outstanding acknowledgment of the SecurityModeComplete message.

1>
If the UE successfully completes all the procedures invoked by the RRCConnectionReconfiguration message:

2>
perform the actions related to the transmission of the RRCConnectionReconfigurationComplete message as specified in 5.3.5.4.

2>
the procedure ends.
1>
else:

2>
revert back to the configuration used prior to the reception of the RRCConnectionReconfiguration message;
NOTE 3:
If one or more procedure fails, the UE rejects all procedures invoked by the RRCConnectionReconfiguration message i.e. including the ones it is able to complete successfully.

2>
initiate the connection re-establishment procedure as specified in 5.3.7, upon which initiation the procedure ends.


5.3.5.4
Actions related to transmission of RRCConnectionReconfigurationtComplete message
The UE shall 

1>
submit the RRCConnectionReconfigurationComplete message to lower layers for transmission using the new configuration.





5.3.6
Handover

NOTE:
The UE should perform the handover as soon as possible following the reception of the RRC message triggering the handover, which could be before confirming successful reception (HARQ and ARQ) of this message.

5.3.6.1
Reception of the handover command

The UE shall:

1>
start timer T304;

1>
stop timer T310, if running;

1>
if the eutra-CarrierFreq is included:

2>
consider the target cell to be one on the frequency indicated by the eutra-CarrierFreq with a physical cell identity indicated by the targetCellIdentity;

1>
else:

2>
consider the target cell to be one on the current frequency with a physical cell identity indicated by the targetCellIdentity;

1>
if the dl-Bandwidth is included:

2>
for the target cell, apply the downlink bandwidth indicated by the dl-Bandwidth;

1>
else:

2>
for the target cell, apply the same downlink bandwidth as for the current cell;

1>
if the ul-Bandwidth is included:

2>
for the target cell, apply the uplink bandwidth indicated by the ul-Bandwidth;

1>
else:

2>
for the target cell, apply the same uplink bandwidth as for the current cell;

1>
synchronise to the DL of the target cell;
1>
 configure lower layers in accordance with the received radioResourceConfigCommon;

Editor's note:
It has been agreed that the UE is not required to determine the SFN of the target cell by acquiring system information from that cell.

1>
If the RRCConnectionReconfiguration message includes the securityConfiguration: 

2>
apply the AS-derived keys associated with the AS-base key indicated by the keyIndicator;

2>
configure lower layers to apply the indicated integrity protection algorithm immediately, i.e. the new algorithm shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

2>
configure lower layers to apply the indicated ciphering algorithm immediately, i.e. the new algorithm shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

Editor’s note
The handling of the radio configuration is covered by the general reconfiguration procedure. It has been agreed that the configuration used in the target cell may either be specified as a delta to the one used in the serving cell or by providing the full configuration (signalling details are FFS)

Editor’s note
Currently it is specified that the keyIndicator always needs to be provided upon handover as a result of which the securityConfiguration becomes mandatory in case of handover. If however the securityConfiguration would be optional in case of handover, the case the IE is not included needs to be covered also.

1>
reset MAC and re-establish RLC for all RBs that are established;

1>
indicate the occurrence of handover to PDCP;

NOTE:
The handling of the radio bearers after the successful completion of handover, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in [8].

5.3.6.2
Successful handover completion

1>
If MAC successfully completes the random access procedure: 

2>
stop timer T304;

2>
continue to the connection reconfiguration procedure;

Editor's note:
So far no need has been identified for including handover related RRC information in the RRCConnectionReconfigurationComplete message (as would be specified in this section)

5.3.6.3
T304 expiry (handover failure)

The UE shall:

1>
If T304 expires (handover failure): 

2>
perform the reconfiguration failure procedure as specified;

2>
start timer T311;

2>
reset MAC and re-establish RLC for all RBs that are established;

NOTE
Following T304 expiry dedicated preambles, if provided within the DedicatedRandomAccessParams, are not available for use by the UE anymore. 

2>
select a suitable cell in accordance with the cell selection process as specified in [4];

2>
revert back to the configuration used in the source cell (details are FFS);

Editor's note:
The UE ignores the configuration received in the message triggering the handover and applies the source cell configuration e.g. C-RNTI. Further details are FFS, i.e. which part of the configuration is restored (e.g. upper parts of L2) and what part of the configuration is cleared (e.g. parts of/ complete L1-configuration)

2>
Upon selecting an E-UTRA cell while T311 is running:

3>
stop timer T311;

3>
initiate the connection re-establishment procedure as specified in 5.3.7, upon which initiation the procedure ends.

2>
Upon selecting an inter-RAT cell while T311 is running:

3>
perform the actions upon moving from RRC_CONNECTED to RRC_IDLE as specified in 5.3.11.

Editor's note:
The actions the UE shall perform upon T311 expiry are assumed to be covered by 5.3.10.5 i.e. it is assumed that there is no need to specify these requirements in this section also.

5.3.7
RRC connection re-establishment

5.3.7.1
General
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Figure 5.3.7.1-1: RRC connection e-establishment, successful
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Figure 5.3.7.1-2: RRC connection re-establishment, failure

The purpose of this procedure is to re-establish the RRC connection, which involves the resumption of SRB1 operation and the re-activation of security. 

A UE in RRC_CONNECTED, for which security has been activated, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds only if the concerned cell is prepared i.e. has a valid UE context. In case E-UTRAN accepts the re-establishment, SRB1 operation resumes while the operation of other radio bearers remains suspended. If security has not been activated, the UE does not initiate the procedure but instead moves to RRC_IDLE directly.
E-UTRAN applies the procedure as follows:

-
to reconfigure SRB1 and to resume data transfer only for this RB;

-
to re-activate security without changing algorithms.

5.3.7.2
Initiation

The UE shall only initiate the procedure when security has been activated. The UE initiates the procedure when one of the following conditions is met:

1>
upon re-entry of the service area after having detected radio link failure, in accordance with 5.3.10; or

1>
upon handover failure, in accordance with 5.3.6.3; or

1>
when lower layers detect problems, as specified in TS 36.322 [7].

Upon initiation of the procedure, the UE shall:

Editor's note::
It is FFS if, considering the different triggering conditions for this procedure,  the start of T311 as well as the cell selection aspects are best specified as part of the re-establishment procedure. For the case of lower layer failure, the start of T311 and cell selection (if applicable) is missing.

1>
start timer T301;

1>
initiate transmission of the RRCConnectionReestablishmentRequest message in accordance with 5.3.7.3;

5.3.7.3
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1>
set the IE ue-Identity as follows:
2>
set the c-RNTI to the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the cellIdentity to the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the authenticationCode to a MAC-I calculated over:

3>
the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);

3>
the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases)
3>
the identity of the target cell (details FFS)
Editor's note:
SA3 indicated that a size of around 16 may be used for the MAC-I i.e. using truncation (see R2-081917).
The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.

5.3.7.4
Reception of the RRCConnectionReestablishment by the UE

NOTE:
Prior to this, lower layers allocate a C-RNTI. For further details see TS 36.321 [6];

The UE shall:

1>
Stop timer T301;

1>
resume SRB1 after reconfiguring it in accordance with the received radioResourceConfiguration and as specified in 5.3.9;

Editor's note:
It has been agreed that the procedure is the same irrespective of whether the UE returns to the same cell. So, e.g. the UE always derives a new AS base-key (KeNB)

1>
configure lower layers to re-activate integrity protection using the previously configured algorithm immediately, i.e. integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply ciphering using the previously configured algorithm immediately, i.e. ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
send the RRCConnectionReestablishmentComplete message as specified in 5.3.7.5;

1>
Resume the RRC connection with the restriction that the use of all radio bearers other than SRB1 is suspended until a subsequent RRCConnectionReconfiguration message is received;

Editor's note:
A subsequent RRC connection reconfiguration procedure is used to re-activate the measurements. The concerned RRCConnectionReconfiguration message can, for the RLC/MAC & measurement configuration, either apply delta or full signalling. In case of ‘full signalling’ the UE completely deletes the existing configuration and replaces this with the newly received configuration. The use of ‘full signalling’ for PDCP is FFS, but should be aligned with what is agreed for handover. Upon successful connection re-establishment, the UE applies the same rules to the measurement configuration as defined for the case of handover.

5.3.7.5
Actions related to transmission of RRCConnectionReestablishmentComplete message

The UE shall set the contents of the RRCConnectionReestablishmentComplete message as follows:

1>
FFS (To be specified)

5.3.7.6
Expiry of T301 or selected cell no longer suitable

The UE shall:

1>
if timer T301 expires; or

1>
if the selected cell becomes no longer suitable according to the cell selection criteria as specified in [4], the UE shall:

2>
perform the actions upon moving from RRC_CONNECTED to RRC_IDLE as specified in 5.3.11.

Editor's note:
It is up to upper layers to take further action. To facilitate this, the cause of the release may need to be indicated to upper layers.
5.3.7.7
Reception of RRCConnectionReestablishmentReject by the UE

Upon receiving the RRCConnectionReestablishmentReject message, the UE shall:

1>
perform the actions upon moving from RRC_CONNECTED to RRC_IDLE as specified in 5.3.11.

Editor's note:
It is up to upper layers to take further action. To facilitate this, the cause of the release may need to be indicated to upper layers.

Start of 2nd modification:
6.2.1
General message structure

–
UL-DCCH-Message
The UL-DCCH-Message class is the set of RRC messages that may be sent from the UE to the E‑UTRAN on the uplink DCCH logical channel.

-- ASN1START

UL-DCCH-Message ::= SEQUENCE {


message




UL-DCCH-MessageType

}

UL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



measurementReport





MeasurementReport,



rrcConnectionReconfigurationComplete
RRCConnectionReconfigurationComplete,




rrcConnectionReestablishmentComplete
RRCConnectionReestablishmentComplete,



rrcConnectionSetupComplete



RRCConnectionSetupComplete,



rrcStatus







RRCStatus,



securityModeComplete




SecurityModeComplete,



securityModeFailure





SecurityModeFailure,



ueCapabilityInformation




UECapabilityInformation,


ulInformationTransfer




ULInformationTransfer,



spare7 NULL, spare6 NULL, spare5 NULL, spare4 NULL,



spare3 NULL, spare2 NULL, spare1 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Editor's note:
One bit reserved (c1 CHOICE) for possible message class extension (FFS).

6.2.2
Message definitions























	

	



6.3.2
Radio resource control information elements

–
RadioResourceConfiguration
The IE RadioResourceConfiguration is used to setup/modify/release RBs, to setup/modifiy transport channel configurations and to setup/modify physical channels

RadioResourceConfiguration information element
-- ASN1START

RadioResourceConfiguration ::=

SEQUENCE {


srb-ToAddModifyList




SRB-ToAddModifyList


OPTIONAL,


drb-ToAddModifyList




DRB-ToAddModifyList


OPTIONAL,


drb-ToReleaseList




DRB-ToReleaseList


OPTIONAL,


transportChannelConfig



CHOICE {



explicit





TransportChannelConfiguration,




default






NULL


}

OPTIONAL,















-- Cond Setup

physicalConfigDedicated



PhysicalConfigDedicated

OPTIONAL


-- Cond Misc
}

RB-MappingInfo ::=




SEQUENCE {


ul-LogicalChannel-Identity


INTEGER (1),







-- range FFS

dl-LogicalChannel-Identity


INTEGER (1)








-- range FFS
}

SRB-ToAddModifyList ::=



SEQUENCE (SIZE (1..2)) OF SEQUENCE {


srb-Identity





INTEGER (1..2),


rlc-Configuration




CHOICE {



explicit






RLC-Configuration,



default







NULL


}

OPTIONAL,















 -- Cond Setup

logicalChannelConfig



CHOICE {


explicit






LogicalChannelConfig,



default







NULL


}

OPTIONAL















 -- Cond Setup
}

DRB-ToAddModifyList ::=



SEQUENCE (SIZE (1..maxDRB)) OF SEQUENCE {


eps-BearerIdentity




INTEGER (1),







-- range FFS

drb-Identity





INTEGER (1),







-- range FFS

pdcp-Configuration




PDCP-Configuration

OPTIONAL,

 
-- Cond Setup


rlc-Configuration




RLC-Configuration

OPTIONAL,

 
-- Cond Setup

rlc-ReestablishmentRequest


ENUMERATED {true}

OPTIONAL,

 
-- Cond Reconf

rb-MappingInfo





RB-MappingInfo


OPTIONAL,

 
-- Cond Setup

logicalChannelConfig



CHOICE {


explicit






LogicalChannelConfig,



default







NULL


}

OPTIONAL














 
-- Cond Setup
}

DRB-ToReleaseList ::=



SEQUENCE (SIZE (1..maxDRB)) OF SEQUENCE {


drb-Identity





INTEGER (1)








-- range FFS
}

-- ASN1STOP

	RadioResourceConfiguration field descriptions

	rlc-Configuration

SRB choice indicates whether the RLC configuration is set to the values signalled explicitly or to the values defined in the default RLC configuration table for SRB1. The default choice is only applicable for SRB1.

	transportChannelConfiguration

The default transport channel configuration is specified in 9.2.1.1 and applies only when the IE is included in the RRCConnectionSetup and RRCConnectionReestablishment messages as well as in the RRCConnectionReconfiguration when only SRB1 is (being) established

	logicalChannelConfig

The default logical channel configuration is specified in 9.2.1.1 and applies only when the IE is included in the RRCConnectionSetup and RRCConnectionReestablishment messages as well as in the RRCConnectionReconfiguration when SRB1 or SRB2 is (being) established


	Conditional presence
	Explanation

	Misc
	The IE is mandatory present upon connection establishment, handover and connection re-establishment; otherwise the IE is optionally present, continue.

	Setup
	The IE is mandatory present if the corresponding SRB/DRB is being setup; otherwise the IE is optionally present, continue.

	Reconf
	The IE is optionally present if the corresponding DRB is being reconfigured; otherwise the IE is not needed.


Text proposal illustrating Reconfiguration procedure with related handover actions included (as in fig. 2)
5.3.5
RRC connection reconfiguration

5.3.5.1
General
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Figure 5.3.5.1-1: RRC connection reconfiguration, successful
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Figure 5.3.5.1-2: RRC connection reconfiguration, failure

The purpose of this procedure is to modify an RRC connection, e.g. to establish/ modify/ release RBs, to perform handover, to configure/ modify measurements. As part of the procedure, NAS dedicated information may be transferred from E-UTRAN to the UE. 

5.3.5.2
Initiation

E-UTRAN may initiate the RRC connection reconfiguration procedure to a UE in RRC_CONNECTED. In case the message is send across the E-UTRA radio interface, E-UTRAN applies the procedure as follows:

-
the mobilityControlInformation is included only when AS-security has been activated;

-
the establishment of RBs (other than SRB1, that is established during RRC connection establishment) is included only when AS-security has been activated;

In case the message is send via another RAT, E-UTRAN applies the procedure as follows:

-
to activate ciphering, possibly using NULL algorithm, if not yet activated in the other RAT ;

-
to establish SRB1, SRB2 and one or more DRBs i.e. at least the DRB associated with the default EPS bearer is established;

-
mobilityControlInformation, radioResourceConfiguration and securityConfiguration and ue-RelatedInformation are always included while nas-DedicatedInformation is not included;

5.3.5.3
Reception of the RRCConnectionReconfiguration by the UE

The UE shall:

1>
If the RRCConnectionReconfiguration message includes the radioResourceConfiguration: 

2>
perform the Radio resource configuration procedure as specified in 5.3.9;
1>
If the RRCConnectionReconfiguration message includes the ue-RelatedInformation:

2>
set the C-RNTI to the value of the newUE-Identity, if received;

1>
If the RRCConnectionReconfiguration message includes the mobilityControlInformation: 

2>
perform the handover procedure as specified in 5.3.6;

NOTE 1:
Security reconfiguration only applies in case of a handover and hence is specified in the corresponding section.

1>
If the RRCConnectionReconfiguration message includes the nas-DedicatedInformation: 

2>
Forward the nas-DedicatedInformation to upper layers;

1>
If the RRCConnectionReconfiguration message includes the measurementConfiguration:

2>
perform the Measurement configuration procedure as specified in 5.5.2;

NOTE 2:
If the RRCConnectionReconfiguration message includes the establishment of radio bearers others than SRB1, the UE may start using these radio bearers immediately, i.e. there is no need to wait for an outstanding acknowledgment of the SecurityModeComplete message.

1>
If the UE successfully completes all the procedures invoked by the RRCConnectionReconfiguration message:

2>
perform the actions related to the transmission of the RRCConnectionReconfigurationComplete message as specified in 5.3.5.4.

2>
If the RRCConnectionReconfiguration message includes the mobilityControlInformation:
3>
stop timer T310 and T312, if running;

3>
reset MAC and re-establish RLC for all RBs that are established;

3>
indicate the occurrence of handover to PDCP;

NOTE 3:
The handling of the radio bearers after the successful completion of handover, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in [8].

3>
synchronise to the DL of the target cell;
3>
If the RRCConnectionReconfiguration message was received via another RAT (handover to E-UTRA)
4>
start timer T30x;

3>
else (handover within E-UTRA)
4>
start timer T304;

3>
If MAC successfully completes the random access procedure: 

4>
stop timer T304 or T30x, whichever one is running;

3>
the procedure ends.
1>
else:

2>
If the RRCConnectionReconfiguration message was received via another RAT (handover to E-UTRA):
3>
act in accordance with the specifications applicable for the other RAT for this failure case;

2>
else:
3>
initiate the connection re-establishment procedure as specified in 5.3.7, upon which initiation the procedure ends.

NOTE 4:
If one or more procedure fails, the UE rejects all procedures invoked by the RRCConnectionReconfiguration message i.e. including the ones it is able to complete successfully.


5.3.5.4
Actions related to transmission of RRCConnectionReconfigurationtComplete message
The UE shall 

1>
submit the RRCConnectionReconfigurationComplete message to lower layers for transmission using the new configuration.

5.3.5.5
T304 expiry (handover failure)

The UE shall:

1>
If T304 expires (handover failure): 

2>
start timer T311;

2>
reset MAC and re-establish RLC for all RBs that are established;

NOTE
Following T304 expiry dedicated preambles, if provided within the DedicatedRandomAccessParams, are not available for use by the UE anymore. 

2>
select a suitable cell in accordance with the cell selection process as specified in [4];

2>
revert back to the configuration used in the source cell (details are FFS);

Editor's note:
The UE ignores the configuration received in the message triggering the handover and applies the source cell configuration e.g. C-RNTI. Further details are FFS, i.e. which part of the configuration is restored (e.g. upper parts of L2) and what part of the configuration is cleared (e.g. parts of/ complete L1-configuration)

2>
Upon selecting an E-UTRA cell while T311 is running:

3>
stop timer T311;

3>
initiate the connection re-establishment procedure as specified in 5.3.7, upon which initiation the procedure ends.

2>
Upon selecting an inter-RAT cell while T311 is running:

3>
perform the actions upon moving from RRC_CONNECTED to RRC_IDLE as specified in 5.3.11.

Editor's note:
The actions the UE shall perform upon T311 expiry are assumed to be covered by 5.3.10.5 i.e. it is assumed that there is no need to specify these requirements in this section also.

5.3.5.6
T30x expiry (Handover to E-UTRA failure)
The UE shall:

1>
If T30x expires (handover failure): 

2>
reset MAC and re-establish RLC for all RBs that are established;

2>
act in accordance with the specifications applicable for the other RAT for this failure case;





5.3.6
Handover

NOTE:
The UE should perform the handover as soon as possible following the reception of the RRC message triggering the handover, which could be before confirming successful reception (HARQ and ARQ) of this message.

5.3.6.1
Reception of the handover related parameters
The UE shall:



1>
if the eutra-CarrierFreq is included:

2>
consider the target cell to be one on the frequency indicated by the eutra-CarrierFreq with a physical cell identity indicated by the targetCellIdentity;

1>
else:

2>
consider the target cell to be one on the current frequency with a physical cell identity indicated by the targetCellIdentity;

1>
if the dl-Bandwidth is included:

2>
for the target cell, apply the downlink bandwidth indicated by the dl-Bandwidth;

1>
else:

2>
for the target cell, apply the same downlink bandwidth as for the current cell;

1>
if the ul-Bandwidth is included:

2>
for the target cell, apply the uplink bandwidth indicated by the ul-Bandwidth;

1>
else:

2>
for the target cell, apply the same uplink bandwidth as for the current cell;


1>
 configure lower layers in accordance with the received radioResourceConfigCommon;

Editor's note:
It has been agreed that the UE is not required to determine the SFN of the target cell by acquiring system information from that cell.

1>
If the RRCConnectionReconfiguration message includes the securityConfiguration: 

2>
apply the AS-derived keys associated with the AS-base key indicated by the keyIndicator;

2>
configure lower layers to apply the indicated integrity protection algorithm immediately, i.e. the indicated integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

2>
configure lower layers to apply the indicated ciphering algorithm immediately, i.e. the indicated ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

Editor’s note
The handling of the radio configuration is covered by the general reconfiguration procedure. It has been agreed that the configuration used in the target cell may either be specified as a delta to the one used in the serving cell or by providing the full configuration (signalling details are FFS)

Editor’s note
Currently it is specified that the keyIndicator always needs to be provided upon handover as a result of which the securityConfiguration becomes mandatory in case of handover. If however the securityConfiguration would be optional in case of handover, the case the IE is not included needs to be covered also.
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