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1
Introduction
At the last RAN2 adhoc meeting the topic of connection reconfiguration failure and handover failure was discussed ([2], [3]). In particular the requirement of reverting back to the old UE configuration was addressed. For HO failure an option to avoid the requirement of reverting back at HO was presented, and a solution how to implement the requirement if considered necessary by RAN2 was included as well. In case of reconfiguration failure it was discussed that after reverting back even the failure message to the eNB might fail and it was proposed how to handle this situation.
In the discussion companies had different opinions so that no clear agreement could be reached. This contribution addresses this topic again and discusses reconfiguration failure handling as well as HO failure handling.
2
Discussion

2.1 Review

For HO failure it is agreed that the UE shall perform the re-establishment procedure with the configuration before reception of the reconfiguration msg. In [2] an alternative was presented which avoids the need for reverting back to the old configuration by applying the UE configuration only at the point of successful HO. But this would require some relaxations on the requirements of handling RRCConnectionReconfiguration in order to allow feasible implementations. For the case that reverting back is agreed a UE variable VarSourceCellConfiguration which includes the configuration of the measurements, security and radio resources (Radio Bearers) used in the source cell was proposed.

In general if not all procedures invoked by the RRCConnectionReconfiguration message can be completed successfully a failure message shall be sent. In [3] it was discussed that undoing changes in particular at the physical layer might cause difficulties. It was therefore proposed to perform RRCConnectionReconfiguration failure handling by not requiring reverting back to old configuration as the case when this happens seems to be either NW or UE error. Instead at RRCConnectionReconfiguration failure UE attempts to send RRCConnectionReconfiguration failure message normally and if that is not successful the UE would go to IDLE state and indicate the error situation to upper layers.
In the discussion of these contributions the feasibility of storing only parts of the configuration, i.e. not to store physical layer configuration, was debated. Concerning the RRCConnectionReconfiguration message there was no clear agreement which procedures of this message other than mobility can fail, respectively how likely these cases are. No other failure than HO failure has been identified so far. It was therefore questioned if a failure message is needed at all. In principle reverting back due to these other reconfiguration failures could be avoided in the UE by checking the reconfiguration before applying it. However concerns were raised on this proposal.
Additionally there were discussion whether also normal RRCConnectionReconfiguration failure handling would be based on the RRC re-establishment procedure i.e. similar to normal – Then one could make the RRCR failure handling similar to one used in the HO case and some complexity would removed. 
2.2 Failure message and restoring old configuration
a) Failure handling by RRCConnectionReconfigurationFailure message:
From the discussion we understood that it is important to agree if we want the RRCConnectionReconfigurationFailure message only for the mobility procedure or also for all other procedures in the reconfiguration message. 
To answer this we should distinguish between reconfiguration errors (due to parameter setting) and a HO failure due to radio conditions (T304 expiry). There is no need to distinguish reconfiguration errors in mobilityControlInformation and other reconfiguration elements. Clearly a T304 expiry will result in a re-establishment procedure. A failure message will not be needed in this case. Therefore the failure message might only be needed for the reconfiguration errors. Although we can assume that these errors are very rare some indication to the eNB is preferred in our opinion. To simplify the UE behaviour the UE shall not be required to revert back to the old configuration but just send the failure message to the eNB. Relying on the old configuration with the intention to continue the service can not be seen as a proof solution as the error will be based on wrong UE or eNB implementation.
It shall be mentioned that using this error specific message will allow for diagnostic information in addition in further releases, if required.

We like to note that if a reconfiguration procedure fails the failure message shall be sent immediately. In particular the HO procedure shall not be executed if the failure has been detected before. We propose to add a Note to clarify this.
b) Failure handling by RRC Connection Re-establishment procedure:

As the procedure for RRC Connection Reconfiguration failure and HO failure (T304 timeout) seems to be quite similar due to reverting back to old configuration, it could be preferable to align these procedures to simplify specifications/implementations for the failure cases which should not be driving factor in standardization. One should remember that currently RRC Connection Reconfiguration failure differs significantly due to possible physical layer reverting when compared to HO failure (T304 timeout), but we would like to align these procedures and we see it beneficial to use RRC re-establishment procedure even for normal RRC Connection Reconfiguration procedure. So this would mean that the UE would follow very similar back to old configuration as used in normal T304 timeout case i.e. UE would get physical layer configuration via BCCH instead of reverting to configuration used in the source cell.

If this RRC re-establishment is not seen as valid alternative then we would like to repropose our thinking that in order to simplify the UE behaviour the UE shall not be required to revert back to the old configuration but just send the failure message to the eNB, as proposed in a).
c) Handling of HO failure:
In case of a HO failure the UE shall revert back, as specified. As described in [2] a UE variable VarSourceCellConfiguration shall store the old configuration without the physical layer configuration. The UE will get the physical layer configuration via BCCH. 
d) Definition of old-cell configuration:

If re-establishment is agreed we need to define the old-cell configuration the UE should use. To our understanding it includes:

· Measurement Configuration prior to reception of HO COMMAND

· RLC/MAC/PDCP bearer configuration prior to reception of HO COMMAND

· Security Configuration

· C-RNTI needs to be remembered but no need to apply in L1/MAC (used in re-establishment procedure)

But it does not include following:

· RLC/MAC buffer statuses / segmentation information i.e. MAC/RLC was reset and reverting back to old cannot be part of it

· May not (up to UE implementation) include measurements done before the error
2.3 Random Access procedure

Another point that seems to need clarification is whether the RA procedure is part of the mobility reconfiguration procedure. From the discussion at the last RAN2 meeting it seems that according to the current model sending of the RRCConnectionReconfigurationComplete message will only trigger the RA procedure. So the RA procedure itself cannot be considered being part of the reconfiguration procedure.
In principle we can think of 2 options.

a) RA is part of the reconfiguration procedure. The RRCConnectionReconfigurationComplete message will then be sent to the TeNB after successful reconfiguration including HO execution. The duration of this procedure depends on how fast HO can be performed.

b) RA is not part of the reconfiguration procedure. One could think that the reconfiguration procedure ends as soon as all reconfigurations excluding RA have been completed successfully. However, as the RRCConnectionReconfigurationComplete message has to be sent to the TeNB successful HO to the TeNB including RA is required to end the procedure. The duration is then the same as in option a). If there was a error in a part of RRCConnectionReconfiguration message triggering HO the UE would send RRCConnectionReconfigurationFailure message to the SeNB.
In our opinion RA is always part of the reconfiguration procedure as the RRCConnectionReconfigurationComplete message has to be sent to the TeNB upon successful HO.
3
Conclusion
Proposal 1a: RRCConnectionReconfiguration failure case is based on similar failure handling as for T304 expiry i.e. RRC re-establishment. Proposal 1a is our preferred solution. Only if this is not agreeable proposal 1b shall be applied.
Proposal 1b: At RRCConnectionReconfiguration failure the UE shall not be required to revert back to the old configuration but just send the failure message to the eNB
Proposal 2a: If 1b is chosen then add a Note to clarify that if a reconfiguration procedure fails the failure message shall be sent immediately.
Proposal 3: In case of a HO failure (T304 expiry) the UE shall revert back to the old configuration not including physical layer configuration as it is acquired from the BCCH and start RRC re-establishment i.e. no change to the current specification.
Proposal 4: Confirm that in case mobilityControlInformation is included Random Access is part of the reconfiguration procedure.

Proposal 5: Old configuration in case of RRCR or HO failure includes: Measurement configuration, RLC/MAC/PDCP bearer configurations and security configuration. UE should also memorize C-RNTI for re-establishment procedure. Old configuration does not include RLC/MAC buffer/segmentation information due to RLC reset. As well as RoHC state is reset. UEs are also allowed to keep performed measurements to speed up collecting good quality measurement information. 
Beginning of Text Proposal
5.3.5
RRC connection reconfiguration

5.3.5.1
General
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Figure 5.3.5.1-1: RRC connection reconfiguration, successful
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Figure 5.3.5.1-2: RRC connection reconfiguration, failure

The purpose of this procedure is to modify an RRC connection, e.g. to establish/ modify/ release RBs, to perform handover, to configure/ modify measurements. As part of the procedure, NAS dedicated information may be transferred from E-UTRAN to the UE. 

5.3.5.2
Initiation

E-UTRAN may initiate the RRC connection reconfiguration procedure to a UE in RRC_CONNECTED. E-UTRAN applies the procedure as follows:

-
the mobilityControlInformation is included only when AS-security has been activated;

-
the establishment of RBs (other than SRB1, that is established during RRC connection establishment) is included only when AS-security has been activated;

5.3.5.3
Reception of the RRCConnectionReconfiguration by the UE

The UE shall:

1>
If the RRCConnectionReconfiguration message includes the radioResourceConfiguration: 

2>
perform the Radio resource configuration procedure as specified in 5.3.9;
1>
If the RRCConnectionReconfiguration message includes the ue-RelatedInformation:

2>
set the C-RNTI to the value of the newUE-Identity, if received;

1>
If the RRCConnectionReconfiguration message includes the mobilityControlInformation: 

2>
perform the handover procedure as specified in 5.3.6;

NOTE 1:
Security reconfiguration only applies in case of a handover and hence is specified in the corresponding section.

1>
If the RRCConnectionReconfiguration message includes the nas-DedicatedInformation: 

2>
Forward the nas-DedicatedInformation to upper layers;

1>
If the RRCConnectionReconfiguration message includes the measurementConfiguration:

2>
perform the Measurement configuration procedure as specified in 5.5.2;

NOTE 2:
If the RRCConnectionReconfiguration message includes the establishment of radio bearers others than SRB1, the UE may start using these radio bearers immediately, i.e. there is no need to wait for an outstanding acknowledgment of the SecurityModeComplete message.

1>
If the UE successfully completes all the procedures invoked by the RRCConnectionReconfiguration message:

2>
perform the actions related to the transmission of the RRCConnectionReconfigurationComplete message as specified in 5.3.5.4.

2>
the procedure ends.
1>
else:

2>
revert back to the configuration used prior to the reception of the RRCConnectionReconfiguration message. This includes measurement configuration, RLC/MAC/PDCP bearer configurations, security configuration and C-RNTI. The UE shall not revert back to the physical layer configuration;
NOTE 3:
If one or more procedure fails, the UE rejects all procedures invoked by the RRCConnectionReconfiguration message i.e. including the ones it is able to complete successfully.

2>
perform the actions related to the transmission of the RRCConnectionReestablishmentRequest message as specified in 5.3.7.3.
Next subclause




Next subclause
5.3.7.2
Initiation

The UE shall only initiate the procedure when security has been activated. The UE initiates the procedure when one of the following conditions is met:

1>
upon re-entry of the service area after having detected radio link failure, in accordance with 5.3.10; or
1> upon reconfiguration error in the RRCConnectionReconfiguration message, in accordance with 5.3.5.3; or
1>
upon handover failure, in accordance with 5.3.6.3; or

1>
when lower layers detect problems, as specified in TS 36.322 [7].

Upon initiation of the procedure, the UE shall:

Editor's note::
It is FFS if, considering the different triggering conditions for this procedure,  the start of T311 as well as the cell selection aspects are best specified as part of the re-establishment procedure. For the case of lower layer failure, the start of T311 and cell selection (if applicable) is missing.

1>
start timer T301;

1>
initiate transmission of the RRCConnectionReestablishmentRequest message in accordance with 5.3.7.3;

Next subclause
–
UL-DCCH-Message
The UL-DCCH-Message class is the set of RRC messages that may be sent from the UE to the E‑UTRAN on the uplink DCCH logical channel.

-- ASN1START

UL-DCCH-Message ::= SEQUENCE {


message




UL-DCCH-MessageType

}

UL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



measurementReport





MeasurementReport,



rrcConnectionReconfigurationComplete
RRCConnectionReconfigurationComplete,




rrcConnectionReestablishmentComplete
RRCConnectionReestablishmentComplete,



rrcConnectionSetupComplete



RRCConnectionSetupComplete,



rrcStatus







RRCStatus,



securityModeComplete




SecurityModeComplete,



securityModeFailure





SecurityModeFailure,



ueCapabilityInformation




UECapabilityInformation,


ulInformationTransfer




ULInformationTransfer,



spare6 NULL, spare5 NULL, spare4 NULL,



spare3 NULL, spare2 NULL, spare1 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Editor's note:
One bit reserved (c1 CHOICE) for possible message class extension (FFS).

Next subclause






















	

	



Next subclause
11.2
Processing delay requirements for RRC procedures

The UE performance requirements for RRC procedures are specified in the following table, by means of a value N: 

N = the number of 1ms subframes from the end of reception of the E-UTRAN -> UE message on the UE physical layer up to when the UE -> E-UTRAN response message shall be ready for transmission on the transport channel with no access delay other than the TTI-alignment (e.g. excluding delays caused by scheduling, the random access procedure or physical layer synchronisation).
	Procedure title:
	E-UTRAN -> UE
	UE -> E-UTRAN
	N
	Notes

	RRC Connection Control Procedures

	RRC connection establishment


	RRCConnectionSetup
	RRCConnectionSetupComplete
	[3-10 FFS]
	

	RRC connection release
	RRCConnectionSetupRelease
	
	NA


	

	RRC connection re-configuration (radio resource configuration)


	RRCConnectionReconfiguration
	RRCConnectionReconfigurationComplete
	[3-10 FFS]
	

	RRC connection re-configuration (measurement configuration)


	RRCConnectionReconfiguration
	RRCConnectionReconfigurationComplete
	[3-10 FFS]
	

	RRC connection re-configuration (intra-LTE mobility)


	RRCConnectionReconfiguration
	RRCConnectionReconfigurationComplete
	[3-10 FFS]
	

	RRC connection re-establishment


	RRCConnectionReestablishment
	RRCConnectionReestablishmentComplete
	[3-10 FFS]
	

	Initial security activation
	SecurityModeCommand
	SecurityModeCommandComplete/SecurityModeCommandFailure
	[3-10 FFS]
	

	Initial security activation + RRC connection re-configuration (RB establishment)
	SecurityModeCommand, RRCConnectionReconfiguration
	RRCConnectionReconfigurationComplete
	[FFS]
	The two DL messages are transmitted in the same TTI

	Paging
	Paging
	
	NA
	

	Inter RAT mobilty

	Handover to E-UTRA
	RRCConnectionReconfiguration (sent by other RAT)
	RRCConnectionReconfigurationComplete
	NA
	

	Handover from E-UTRA
	MobilityFromEUTRACommand
	
	NA
	

	Handover from E-UTRA to CDMA2000
	HandoverFromEUTRAPreparationRequest (CDMA 2000)
	
	NA
	Used to trigger the handover preparation procedure with a CDMA2000 RAT.

	Measurement procedures

	Measurement Reporting
	
	MeasurementReport
	NA
	FFS

	Other procedures

	UE capability transfer
	UECapabilityEnquiry
	UECapabilityInformation
	[3-10 FFS]
	


Editor's note:
For the initial RRC connection establishment when the UE does not have any ongoing data transmissions, a very tight requirement on N shall be defined.

Editor's note:
It is FFS if this section should include performance requirements for the acquisition of system information.

Editor's note:
There may be a need to define the assumption regarding the RACH procedure as well as the exact point when the UL message is considered as ready for transmission

End of Text Proposal
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