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1 Introduction

This paper summarises the detailed review of the RRC connection control section, which were initially collected by an e-mail activity. This document includes an updated overview, including the results of the RAN2#61bis meeting. This detailed issue list can be used as input for the further work on this section.
2 Discussion
2.1 Overview of open issues
A status column has been added to reflect whether the open issue has been resolved, whether some further action is still required (e.g. to capture the proposal) or whether the issue still requires further study.

The intention is to remove in a following version of this overview the issues for which status is currently indicated to be resolved.

	No
	Section
	Description
	Proposal/ result
	Status

	1. 
	5
	The procedure specification does not follow a uniform sub-clause structure
	Nw initiated procedure

1. General

2. Initiation

3. Reception of the initial message (by UE)

· Includes specific failure cases related to message content (if any i.e. network should behave correctly)

· Separate clauses may be defined e.g. for expiry of a timer

4. Actions related to transmission of succesful response message

5. Actions related to transmission of failure message

UE initiated procedure

1. General

2. Initiation
· Includes Actions related to transmission of the request message
3. Reception of the succesful response message (by UE)

· Includes specific failure cases related to message content (if any i.e. network should behave correctly)

· Separate clauses may be defined e.g. for expiry of a timer

4. Actions related to transmission of a confirmation message (by the UE)
5. Actions related to transmission of failure message
6. Reception of the unsuccesful response message (by UE)
	To be done

	2. 
	5
	No need has been clearly identified regarding the use of diagnostics information in failure messages
	Keep as is i.e. no explicit statements e.g. in 5.1.2 
Some concerns were expressed about removing this option <source Ericsson>
	Resolved

	3. 
	5
	The ASN.1 names have to be used both for messages and IEs/ fields
	Some conventions need to be agreed (Methodology annex)

For values: use e.g. ‘true’
	Resolved

	4. 
	5.3
	Clarify the UE action regarding the ‘RRC transaction identity’ received in DL messages. Clarify the UE does not use this IE e.g. to reject transactions <source Broadcom>
	Clarify the UE (only) uses this IE to set the value of the corresponding IE in the response message
	Resolved

	5. 
	5.3
	33.abc includes a local authentication (counter check) procedure between eNB and UE. Should that be included in RRC specification <source Broadcom>
	Separate proposal required to introduce the procedure (SA3 agreed the need for such a procedure and defined the procedure outline)
	To be done

	6. 
	5.3
	The UE actions upon entering idle mode from connected mode is partly described in several places within 5.3 <source Ericsson>
	Add a sub-clause (e.g. within 5.3.8)  “Actions when entering idle mode from connected mode” and refer to this when applicable (e.g. specific cases or to clear variables)
	Resolved

	7. 
	5.3.1.2
	It is FFS whether or not the same key can be used for the encryption of RRC signalling and of user data
	RAN2 should ask SA3
	To be done (RAN2)

	8. 
	5.3.1.2
	It is unclear if AS or NAS is handling the key derivation upon connection establishment and handover (i.e. both  NAS and AS parameters are used) <source Broadcom>
	Clarify that RRC handles the derivation of the AS base-key and AS-derived keys i.e. by clarifying the input parameters (i.e. how they are obtained) and by reference to the applicable procedures add references to corresponding section in 33.abc
	FFS

	9. 
	5.3.1.2
	Dummy algorithm/ key is applicable to ciphering only. Also, did SA3 indicate which option applies (i.e. dummy algorithm or keys)
	Our understanding is that SA3 assumes that only a dummy ciphering algorithm will used i.e. no need for a ‘dummy key’. Instead of dummy, we should align to SA3 terminology and use ‘NULL’ <source Ericsson> (or 128-EEA0 to be more precise) <source Alcatel-Lucent>
	Resolved

	10. 
	5.3.1.2
	RRC is based on the assumption that security is always activated even in case of UICC-less emergency calls. This requires a dummy/ NULL integrity protection algorithm <source ASUSTeK>
	SA3 may need to be informed about the need to support a NULL integrity protection algorithm for UICC-less emergency calls
	To be done (RAN2)

	11. 
	5.3.1.2
	Inputs to KeNB derivation upon Idle to active and Handover
	Clarify that the current status is that both for idle to active and handover no additional AS-information needs to be transferred for key derivation
Still under discussion (Although no AS- parameters are assumed to be needed)
	FFS

	12. 
	5.3.1.2
	SA3 assumes that if integrity protection fails for a number of successive times there will be a limited number of retransmissions the ’radio level attachment procedure/ will have to be restarted (see R2-080661)
	It is unclear what is required: 1) a mechanism in PDCP to detect this, 2) a recovery procedure e.g. intra-cell handover, re-establishment, active-idle-active transition or re-attach? If existing procedures are re-used, only an additional trigger is required 
	FFS

	13. 
	5.3.1.2
	Key change is based on intra cell handover. No need has been identified for any changes compared to the normal procedure
	Remove ‘based’ and the editors note suggesting the procedure may be different from the normal handover procedure. There will be a contribution on this <source Alcatel-Lucent>
	FFS

	14. 
	5.3.1.2
	Note 2 talks about quick repleat initiated by RRC. Is this still up to date?
	Remove the mention of quick repeat from RRC (to reflect the latest agreements):

We agreed not to include additional features in the specification for quick repeat. This implies that: 1) the eNB (not the UE) could apply quick repeat using regular RLC AM, 2) the use of RRC quick repeat is excluded (i.e. this would require the UE to discard an RRC message having the same transaction identity)
	Resolved

	15. 
	5.3.1.3
	FFS if source eNB may add information to the handover message e.g. SFN related information
	Source adds no information. Agree that target indicates the ‘Dedicated preamble end time’ by referring to the SFN in the source (requires some level of SFN synchronisation)
	Resolved

	16. 
	5.3.2.3
	Nothing is mentioned about when the UE should start acquiring the updated system information <source Ericsson?
	Clarify that the UE starts acquiring from the start of the next modification period
	Resolved

	17. 
	5.3.2.3-PDU
	Supported UE Identities within Paging record. ASN.1 does not reflect current SA2 status i.e. includes TMSI
	Update to align with what SA2 indicated in R2-080490 i.e. that S-TMSI and IMSI are agreed and that it is FFS  if IMEI and TMSI, possibly with LAC/ LAI need to be supported
	Resolved

	18. 
	5.3.2.3-PDU
	Paging cause values
	There has been an E-mail discussion on this topic
	FFS

	19. 
	5.3.3.2
	Ed: Use ‘signalling connection’ consistently i.e. that is what upper layers initiate establishment of/ upon release is indicated to us
	Resolved based on contribution to RAN2#61bis meeting (Infinenon)
	Resolved

	20. 
	5.3.3.2
	Editorial: rephrase to ‘consider access to be barred/ not barred’
	
	Resolved

	21. 
	5.3.3.2
	Use numbers with the notes
	
	Resolved

	22. 
	5.3.3.2
	Value of α is FFS
	Use 0.3
	Resolved

	23. 
	5.3.3.2
	UE behaviour upon failure to transmit the connection request message is FFS
	Depends on the failure handling e.g. whether to have an RRC supervision timer or apply T310, started upon a failure indication by MAC. Discussed as part of the multi-layer RACH modelling
	FFS

	24. 
	5.3.3.2
	Upon starting T303, the procedure does not really end
	Although T303 is running, connection establishment ends. No changes are needed <source ASUSTeK>
	Resolved

	25. 
	5.3.3.2
	See 7.3: Should T303 be stopped when the value of the IE Access barring for mobile terminating calls and/ or the IE Access class barring changes <source ASUSTeK>
	-
	FFS

	26. 
	5.3.3.3
	Set the ‘initial UE identity’ to the value of the variable is not entire correct ie. the detailed signalling of the UE identity is not be the same in Msg3 and Msg4
	Resolved based on contribution to RAN2#61bis meeting (Alcatel-Lucent)
	Resolved

	27. 
	5.3.3.3
	Variable UE_CONTENTION_RESOLUTION_IDENTITY is not included in section 7.1 <source Broadcom>
	Not needed anymore i.e. see previous issue
	Resolved

	28. 
	5.3.3.3
	How to ensure the encoding of the MAC control element
	No further specification needed anymore i.e. see previous issues
	Resolved

	29. 
	5.3.3.3
	How is the UE selecting the release of the RRC CONNECTION REQUEST message i.e.how does E-UTRAN indicate its release: via system information and/ or dedicated signalling <source Broadcom>
	- (general issue for critically extended UL messages)
	FFS

	30. 
	5.3.3.3
	RRC CONNECTION REQUEST contents: Establishment cause
	There has been an E-mail discussion on this topic
	FFS



	31. 
	5.3.3.3
	RRC CONNECTION REQUEST. 2nd editors note is obsolete i.e. separate IEs have been created <source Broadcom>
	Remove 2nd editors note 
	Resolved

	32. 
	5.3.3.5
	RRC CONNECTION SETUP contents: RadioResourceConfiguration

It is FFS whether to use a specific version of the IE allowing only SRB1 configuration
	During RAN2#61bis as a general principle it was agreed not to create special IE versions
	Resolved

	33. 
	5.3.3.5
	Description of RRC CONNECTION SETUP & REJECT indicates that the messages are used to resolve contention which is no longer true <source Broadcom>
	Handled in separate TP on multi-layer RACH modelling
	Resolved

	34. 
	5.3.3.5
	Use of default configurations (other than one default RLC configuration) is FFS
	During RAN2#61bis it was agreed to use default configurations only for SRBs and to extend this to the logical and transport channel configuration
	Resolved

	35. 
	5.3.3.5
	It is FFS when the UE shall include the IE ‘Selected PLMN identity’ and what the exact coding is i.e. whether a reference is used/ affects RRC CONNECTION SETUP COMPLETE contents
	Always include the Selected PLMN identity in the RRC connection setup complete, coded as an index pointing to the PLMN identity in System information (see 2.3)

The need for the selected PLMN identity in case of a service request was questioned. It was suggested to include it if provided by upper layers (as for the other NAS information) <source Alcatel-Lucent>
	FFS?

	36. 
	5.3.3.5
	When T303 is running, 5.3.3.5 does not apply <source Ericsson>
	RRC connection establishment may succeed even though T303 is running e.g. upon emergency access, so no change is needed
	Resolved

	37. 
	5.3.3.6
	T300 functionality may be  moved to MAC
	Handled in separate TP on multi-layer RACH modelling
	Resolved

	38. 
	5.3.3.8
	It is FFS how to specify the use of backoff in case of RRC connection request retry i.e. MAC and/ or RRC
	Related to the discussion on multi-layer RACH modelling i.e. there will still be retries by RRC upon wait timer expiry
	FFS

	39. 
	5.3.3.9
	The need for a definite reject i.e. no AS- retries is FFS (could be modelled by making IE wait time optional or by a value of 0)

A definite reject could result in an immediate re-attempt from NAS which may be undesirable

Affects RRC CONNECTION REJECT contents
	Add the definite reject, as in UTRA (i.e. using value 0). To what extend do we really need to specify AS- NAS interaction i.e. also when access is barred AS will indicate failure while it is left up to implementation when NAS initiates a retry (and e.g. whether UE-AS provides additional information to UE-NAS to facilitate this).

Alternative could be not to specify the immediate retry upon expiry of the wait timer (as done for the barring timer) to have one common behaviour for all IE values <source NEC>
	FFS

	40. 
	5.3.4.3
	Do we need to clarify further the conditions for succesfully completing the initial setup of the security configuration?
	Remove this entirely i.e have IP failure as the only realistic failure case for which we specify the UE behaviour (note: configuration of inappropriate algorithms is ‘invalid network behaviour’)
	Resolved

	41. 
	5.3.4.3
	It is unclear which algorithm to use (in the first >1) <source Ericsson>
	Add clarification with reference to the received securityControlInformation 
	Resolved

	42. 
	5.3.4.3
	There is a need to clarify when “AS-security has been activated”, since this is referred to in e.g. 5.3.5.2 <source Ericsson>
	Clarify that in the successful case (UE returns complet) message, the UE shall consider that AS security has been activated
	Resolved

	43. 
	5.3.4.3
	SECURITY MODE COMMAND contents: security configuration, algorithms
	IP & ciphering algorithm: add the algorithms currently agreed in SA3


	Resolved

	44. 
	5.3.4.3
	SECURITY MODE COMMAND contents: any other parameter needed e.g. to facilitate key derivation
	The current status is that no additional AS-parameters are needed (note this procedure is used for idle to active only). (For re-establishment and handover no additional parameters are needed either, concerns other messages)
	Resolved

	45. 
	5.3.5
	Should the option to transfer NAS dedicated information be kept
	FFS (seperate discussion ongoing on AS/ NAS interaction)
	FFS

	46. 
	5.3.5.3
	In case of handover, the handling of the radioResourceConfiguration is also covered in 5.3.6.2 <source Ericsson>
	Cover the entiere handling of the radioResourceConfiguration in 5.3.9 and reflect any conditions in 5.3.5.2 (e.g. full signalling applicable only in case of initial establishment and handover)
	Resolved

	47. 
	5.3.5.3
	The measurement configuration procedure should be performed after the handover procedure <source Ericsson>
	Revert the order of the 3rd 1> and the 4th 1>
	Resolved

	48. 
	5.3.5.3
	The sending of the failure message and the reverting back does/ may not apply in case of handover failure
	Refer to the handover failure subclause for the case of handover
	Resolved

	49. 
	5.3.5.3
	The final 2> is just a clarification of the previous 2>
	Change in to a note e.g. The UE either accepts or rejects the entire message, even if it is able to succesfully completes some parts
	Resolved

	50. 
	5.3.5.3
	The handling of the ue-RelatedInformation is missing <source Ericsson>
	Add e.g. allocation of a new C-RNTI
	Resolved

	51. 
	5.3.5.4
	This subclause does not seem needed
	Handle as part of the first issue on the general procedure structure
	Resolved

	52. 
	5.3.6
	The note indicates that the UE may not deliver the HARQ ACK. This was questioned but there was no explicit agreement to require the UE to ensure the HARQ ACK delivery
	No change
	Resolved

	53. 
	5.3.6.1
	The use of the received mobilityControlInformation is missing <source Ericsson>
	Add procedure text related to received physicalCellIdentity, frequency information, PRACH-configuration, new C-RNTI etc 
	Resolved

	54. 
	5.3.6.1
	The sentence ‘synchronise to the DL of the target cell, as indicated’ is unclear <source Ericsson>
	Change to: synchronise to the DL of the target cell that is indicated
	Resolved

	55. 
	5.3.6.1
	It is FFS if RL failure monitoring applies for the target cells radio link while T304 is running
	Resolved as part of the discussion on HO failure (no)
	Resolved

	56. 
	5.3.6.1
	It is FFS if the handling of the dedicated preambles and its expiry time should be moved to MAC
	Moved to MAC
	Resolved

	57. 
	5.3.6.1
	Signalling details regarding dedicated pre-amble and its end time are FFS
	See previous issue
	Resolved

	58. 
	5.3.6.2
	The condition for succesful handover completion is FFS
	Resolved as part of the discussion on HO failure (A3/A6)
	Resolved

	59. 
	5.3.6.2
	Most of the actions mentioned can only be listed in the section upon handover completion if success is determined by reception of msg2 (option a)

In case of option b (acknowledgement of handover complete msg)  all the actions described here (except for PDCP notification of handover) should be in section 5.3.6.1 <source Broadcom>
	Resolved as part of the discussion on HO failure (covered in the further update)
	Resolved

	60. 
	5.3.6.2
	Security configuration : key indicator (included upon handover within E-UTRA)

Indicates whether the UE should use the keys associated with latest available Kasme (details FFS i.e. whether we use a number or a single bit)
	Single bit seems sufficient. However, there is a proposal to use of a 3b KSI, not only at handover <source Ericsson>
	FFS

	61. 
	5.3.6.2
	It is unclear for which RBs the reset of RLC and MAC applies. Also, is the reset defined i.e. is there a clause to reference in the concerned specs? <source Ericsson>
	Clarify that RLC reset is done for each RB (including SRBs)

Include references to RLC and MAC subclauses, if defined
	Resolved

	62. 
	5.3.6.2
	No handover specific contents has been identified for the Reconfiguration complete message
	Remove the related sentences (may add editors note)
	Resolved

	63. 
	5.3.6.2
	RRC CONNECTION RECONFIGURATION message; it may not be so easy to derive the condition from the message contents, so maybe the IE securityConfiguration should just be optional (editors note)
	Simplify the condition as follows: the is IE optional in case of handover (IE networkControlledMobility is included) and not needed otherwise

Reflect the condition that E-UTRAN needs to include the securityconfiguration upon inter RAT handover in the procedural section
	To be done

	64. 
	5.3.6.2
	RRC CONNECTION RECONFIGURATION message: both the Integrity protection and the ciphering algorithm IEs should be optional i.e. it should be possible to change each algorithm independantly upon handover <source ASUSTeK>
	Change both to optional
	Resolved

	65. 
	5.3.6.3
	In case the the random access procedure may end (e.g. due to maximum preamble transmissions) prior to T304 expiry, the UE behavior needs to be specified for this case (source: ASUSTeK)
	Assumed not to be applicable i.e. no RL failure handling during T304. To be confirmed as part of the final discussion on multi-layer RACH handling (i.e. related to MAC failure indication)
	FFS

	66. 
	5.3.6.3
	It is FFS if timer T311 should be started upon T304 expiry
	Resolved as part of the discussion on HO failure (yes)
	Resolved

	67. 
	5.3.6.3
	The details of how the UE selects the best available cell upon handover failure as well as upon other radio link failure cases are FFS
	A base-line text was agreed during RAN2#61bis. It is still FFS if constraints will be specified regarding how long the UE shall refrain from considering other RATs
	FFS

	68. 
	5.3.6.3
	It is FFS if upon handover failure the UE reverts back to the configuration used prior to handover
	Resolved as part of the discussion on HO failure (UE reverst back)
Further details are FFS, i.e. which part of the configuration is restored (e.g. upper parts of L2) and what part of the configuration is cleared (e.g. parts of/ complete L1-configuration
	FFS

	69. 
	5.3.6.2
	RRC RECONFIGURATION contents: MobilityControlnformation/ RadioResourceConfiguration

It is FFS which L1 parameters are included in the physical configuration and which are included in the mobility control information
	There is a need to agree some high level general principles e.g:

- Broadcast parameters are included in the mobility control information
	FFS

	70. 
	5.3.6.2
	RRC RECONFIGURATION contents: the message does not include the agreed option that the E-UTRAN can request the UE to reset an individual RB <source Ericsson>
	
	To be done

	71. 
	5.3.7.2
	It is unclear what happens if lower layer failure occurs prior to security activation (source: ASUSTeK)
	It should be clarified that re-establishment is not applied but that the UE moves to idle
	Resolved

	72. 
	5.3.7.2
	It is FFS how to set the re-establishment identity upon handover failure

Whether to use the C-RNTI used in the source cell
Whether to use the Physical layer cell identity of the source cell

Background: There is not yet an agreement that the UE reverts back to the old configuration..
	Resolved as part of the discussion on HO failure (UE applies identities used in source cell)
	To be done (i.e. add clarification in 5.3.6.3)

	73. 
	5.3.7.2
	It is FFS how the MAC-I is calculated
	S3-080226 indicates that the MAC is a trucation of a regular MAC-I calculated of the Old CRNTI and Source cell id. The MAC is based on the RRC integrity protection key and algorithm agreed between UE and source eNB.

It is still FFS which target cell identity to use (i.e. whether to use GCI)
	FFS

	74. 
	5.3.7.2
	It is FFS if the MAC and RLC are reset for DRBs also
	Resolved as part of the discussion on HO failure (Yes)
	Resolved

	75. 
	5.3.7.2
	It is FFS if, considering the different triggering conditions for this procedure,  the start of T311 as well as the cell selection aspects are best specified as part of the re-establishment procedure
	Re-establishment procedure only starts after the UE has found a suitable cell. However, the timer should also cover the search for a suitable cell 
	Resolved

	76. 
	5.3.7.2
	UE behaviour upon failure to transmit the re-establishment request message is FFS
	See corresponding issue for connection request
	FFS

	77. 
	5.3.7.3
	Set the ‘Re-establishment UE identity’ to the value of the variable is not entire correct ie. the detailed signalling of the UE identity is not be the same in Msg3 and Msg4
	Following agreement on inter-layer interaction of contention resolution identity, explicit assignment of IEs needs to be re-introduced
	Resolved

	78. 
	5.3.7.3
	RRC RE-ESTABLISHMENT REQUEST contents: It if FFS if additional information needs to be included, e.g. if the UE identity is sufficiently unique to perform contention resolution
	Remove
	Resolved

	79. 
	5.3.7.5
	It is FFS if the RRC CONNECTION RE-ESTABLISHMENT message is integrity protected
	Resolved during RAN2#61bis (no)
	Resolved

	80. 
	5.3.7.5
	Editorial: Reference xxx needs updating
	Refer to 5.3.9
	Resolved

	81. 
	5.3.7.5
	The details of how the RBs are resumed are FFS. Also the handling of the measurement configuration is FFS
	Partly resolved during RAN2#61bis, as reflected in editors note
	FFS,

To be done

	82. 
	5.3.7.5
	There is no mention of the handling of the IE ‘radioresourceconfiguration” e.g. whether this is a full configuration of delta <source Broadcom>
	Some further study may be needed on how to introduce this e.g. an IE indicating whether the UE shall consider the received configuration as full or delta?
	FFS

	83. 
	5.3.7.5
	RRC CONNECTION RE-ESTABLISHMENT contents: RadioResourceConfiguration

It is FFS whether to use a specific version of the IE allowing only SRB1 configuration
	Partly resolved during RAN2#61bis (general principle is not to create separate versions of the IE)
	Resolved

	84. 
	5.3.7.6
	T301 functionality may be  moved to MAC
	Resolved as part of the TP on multi-layer RACH modelling
	Resolved

	85. 
	5.3.7.8
	It is FFS how to specify the use of backoff in case of RRC connection request retry i.e. MAC and/ or RRC
	See same issue for connection establishment (here we have the RRC retry upon cell re-selection)
	FFS

	86. 
	5.3.7.8/ 9
	2nd editors note concerns AS-NAS interaction details that can be left to UE implementation
	Some concerns were expressed regarding removal of the note. If it is agreed that, upon connection failure, NAS initiates the re-transmission of NAS- messages , an indication from AS may be needed  <source Alcatel-Lucent>
	FFS

	87. 
	5.3.8
	The model regarding the use/ release of EPS bearers is not correct <source Ericsson>
	Resolved based on a contribution to RAN2#61bis (Infineon)
	Resolved

	88. 
	5.3.8.1
	It is FFS if redirection can be done from E-UTRAN before security is activated.
	Although SA3 indicated there security activation is not required for inter RAT handover to E-UTRA, RAN2 assumes security needs to be activated for mobility within and from E-UTRA (primarily in order to simplify the handling). This still needs to be reflected
	To be done

	89. 
	5.3.8.2
	The UE moves to idle TBD ms after receiving the RRC CONNECTION RELEASE message
	A value of 25ms was considered to be on the low side <source Alcatel-Lucent>
	FFS

	90. 
	5.3.8.3
	The handling of idleModeMobilityControlInfo is missing
	Unclear what would need to be added i.e. why specification in 36.304 is insufficient
	FFS

	91. 
	5.3.9.1
	The section Introduction seems not needed, unless there is a specific need e.g. specify constraints regarding the use of default configurations
	Remove
	Resolved

	92. 
	5.3.9.2
	The default RLC configuration is missing in the procedural section while in the PDU section it is included for both SRB1 and SRB2
	Resolved based on proposals to RAN2#61bis 
	Resolved

	93. 
	5.3.9.2
	The radioResourceConfiguration does not yet cover all possible use cases: RRC connection setup,  handover, reconfiguration (setup/release of SRB2, setup/release of DRBs, setup/modification of physical configuration), etc <source Ericsson>
	Resolved based on proposals to RAN2#61bis 
	Resolved

	94. 
	5.3.9.2/3, 6.3.2
	RadioResourceConfiguration: does not include the option to modify/ release not the option to choose between ‘delta’ and ‘complete’ signalling
	Mostly resolved based on proposals to RAN2#61bis. Delta/ full signalling is still FFS but covered by earlier issue
	Resolved

	95. 
	5.3.9.2/3, 6.3.2
	The field rb-MappingInfo within the IE RadioResourceConfiguration is not needed <source: Broadcom>
	Resolved based on proposals to RAN2#61bis (dynamic mapping)
	Resolved

	96. 
	5.3.9.2/3, 6.3.2
	Is the field eps-BearerIdentity needed for each EPS bearer included within the IE RadioResourceConfiguration <source: Broadcom>
	Resolved based on proposals to RAN2#61bis (Id added)
	Resolved

	97. 
	5.3.10.1
	The criteria for detecting radio link problems are FFS
It is FFS if a counter will be used instead of timer T310
	Further discussion required, also covering MAC failure indications
	FFS

	98. 
	5.3.10.2
	The editors note includes information that should be kept
	Change into a regular note
	Resolved

	99. 
	5.3.10.2
	The criteria for detecting radio link recovery are FFS
	Further discussion required, also covering MAC failure recovery
	FFS

	100. 
	5.3.10.3
	The procedure for how to select the cell upon re-entry of service are is FFS - RRC should be able to refer to a procedure specified in 36.304
	A base-line text was agreed during RAN2#61bis. It is still FFS if constraints will be specified regarding how long the UE shall refrain from considering other RATs
	FFS

	101. 
	6
	Need OP is currently used for simple IEs for which there is no action required in case of absence
	For optional IEs, it seems beneficial to have a 3 digit need i.e. with the 2nd digit inticating the action upon absence and the 3rd digit indicating the action upon presence

1: O(to indicate optional)

2: D(discontinue), N(o action e.g. continue), P(rocedural specification)

3: N(o clarification other than possibly a simple comment or a reference), P(rocedural specification)
	FFS

	102. 
	6
	Assignment of the DRX cycle used in RRC_IDLE
	The following Paging DRX values have been agreed: 320, 640, 1280, 2560. It is FFS if other values may be signalled.

It has been agreed to use a UE specific paging DRX. It has been agreed to use a cell specific default e.g. for emergency call back.

It is assumed the UE specific value is NAS information, transparent to RRC (TBC)
	To be done


2.2 Selected PLMN identity

It is FFS when the UE shall include the IE ‘Selected PLMN identity’ and what the exact coding is i.e. whether a reference is used/ affects RRC CONNECTION SETUP COMPLETE contents

During the RAN2#61 meeting it was agreed to use the S-TMSI only in case the UE is registered in TA of the cell. In all other cases a random number will be used for contention resolution. If applicable, the UE includes the ‘Registered MME’: MMEGI + MMEC. FFS if MCC+MNC need to be included also

1>
set the content of RRC CONNECTION SETUP COMPLETE message as follows:

2>
set the IE “Selected PLMN identity” to the PLMN selected by upper layers [TS 23.122, TS 24.008] from the PLMNs included in the IE “Multiple PLMN list” broadcast in the cell where the RRC connection was established (it is FFS when the UE shall include this IE, possibly on whether the UE has a valid S-TMSI);

2>

if upper layers provide the ‘Registered MME’, set the "Registered MME" to the value received from upper layers;

2>
set the IE “NAS dedicated information” to include the information received from upper layers;

2> submit the RRC CONNECTION SETUP COMPLETE message to lower layers for transmission, upon which the procedure ends.

Considerations:

The ‘Selected PLMN identity’ applies whenever multiple PLMN identities are broadcast, regardless of the scenario’s (registered in cell’s TA, registered in another TA of the selected PLMN, registered in a PLMN other than indicated by the ‘Selected PLMN identity’)

Although the RRC connection setup complete is not very size critical, the use of an index for the ‘Selected PLMN identity’ has no drawbacks. Considering the limited size (3b), the index might as well be included always i.e. also when system information includes a single PLMN identity.

Proposal 1:
Always include the IE ‘Selected PLMN identity’ in the RRC connection setup complete, coded as an index pointing to the PLMN identity in System information.

3 Conclusion & recommendation
The overview of the open issues within the RRC connection control section is merely provided for information. However, for the issues marked as ‘to be done’ the intention is to reflect what is indicated in column ‘Proposal/ result’ in a following version of the rapporteurs CR. Hence, RAN2 is requested to endorse what is indicated for these issues.

Furthermore, RAN2 is requested to conclude the open issue regarding the signalling of the ‘Selected PLMN identity’  by agreeing the following proposal:

Proposal 1:
Always include the IE ‘Selected PLMN identity’ in the RRC connection setup complete, coded as an index pointing to the PLMN identity in System information.
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