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1 Introduction 

This document is a resubmission of [1], with some modifications. 

TS 36.331 [2] section 5.3.7.1 mentions a UE in connected state may initiate the RRC connection re-establishment procedure after having detected radio link failure in order to continue the RRC connection either in the source or in another cell. The connection re-establishment succeeds only if the concerned cell is prepared, ie the cell belongs to an eNB that has been involved in a handover preparation.
The typical use case where the UE reconnects to a cell of an eNB that does not have the UE context is quite frequent due to one of the following reasons:

· the UE context transfer between eNBs is an optional and complex procedure in the E-UTRAN/Core Network: in the case when X2 interface between eNB does not exist, the Core Network has to support the feature

· certain eNB (eg Home eNB) implementations or deployments may not allow this feature

· selectively preparing eNBs requires specific UE measurements, adding complexity to eNB implementations and overhead for reporting, while the radio link failure is expected to be infr
equent

· the UE may have moved fast (eg in trains) and the target eNB has not received the UE context in due time.

This paper proposes that a UE which is recovering from RLF does not move to idle state in the case the cell is not prepared. It proposes additional text for inclusion to TS 36.331 [1].

2 Discussion

2.1 Radio Link Failure – current behaviour

Figure 1 shows that further to radio link failure detection, the UE in RRC_connected state performs the connection re-establishment procedure and is requested to move to idle if the accessed cell belongs to an eNB which has not the UE context. 
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Figure 1: Radio Link Failure Recovery - current behaviour

The current behaviour implies the Random Access procedure to the same cell is performed twice: one prior to the RRC Connection Re-establishment Request and the other one prior to RRC Connection Request triggered by a subsequent NAS procedure, either Service Request or Tracking Area Update procedure. The second RA procedure may fail due to congestion reasons since the first RA attempt.

As the UE moves to idle, the ongoing services are released and the service continuity is not optimal.

Another drawback of the RRC connection resumption and new RRC connection request is the signalling overload over the RAN interface.

Also, the second attempt is most lilkely performed while T311 is still running in the source eNB, i.e. 

· the UE is still considered as RRC connected at the source eNB;

· at the MME all existing EPS bearer are still considered as established;

· downlink data are still transmitted to the source eNB.

2.2 Radio Link Failure – proposed behaviour

T311 is normally set to a value such that resuming data bearers is considered acceptable while not informing NAS. If the UE quickly selects a new cell and accesses a non-prepared eNB, it must go to idle and initiate a new RRC connection establishment triggered by NAS.

While there may be good chances that the idle to active transition is completed before T311 has expired in the source eNB, i.e. the interuption delay is limited, forcing a transition to idle causes additional data loss (PDCP/RLC/MAC are flushed in the UE) and also delay (second RA procedure). 

That’s why it is proposed that further to radio link failure detection, along with the RRC connection re-establishment phase, the UE in RRC_connected state gives the eNB the proper information for the latter to retrieve the UE context from the MME, thus permitting a faster RRC connection resumption without moving to idle. This is illustrated by Figure 2. Note that the proposed flow is only one possible example. 
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Figure 2: Radio Link Failure Recovery - proposed behaviour
The proposals thereof are described as follows:

Proposal 1: On RRC Connection Re-establishment Request reception from the UE, if the eNB does not have the UE context, the eNB will send a reject with special cause (“notPrepared”) indicating to the UE that it has to stay connected and wait for the new SRB1 configuration (or go to Idle if T311 expires before the SRB1 config is received). 

Proposal 2: On RRC Connection Setup reception from the E-UTRAN indicating a new SRB1 configuration, if the UE received the “wait” indication in the previous re-establishment reject message, it will respond with a RRC connection Setup complete including a NAS secured message (e.g. Service Request). to convey a "NAS MAC-I" information. RRC shall forward it with the PLMN identity so that the eNB can select the MME and forwards the NAS message to it.
The MME can then setup the S1 context and send the UE context to the eNB.

3 Conclusion

It is proposed that RAN2 discusses feasibility and the benefits of the proposals above, and if agreeable liaise with CT1 to design and specify a matching NAS procedure according to their preferences. A draft CR to 36.331 is also included as support for the discussion in RAN2. 
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----------------------------------- Text Proposal to TS 36.331 ---------------------------------------

5.3.7
RRC connection re-establishment

5.3.7.1
General
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Figure 5.3.7.1-1: RRC connection re-establishment, successful (prepared cell)








Figure 5.3.7.1-2: RRC connection re-establishment, successful (cell not prepared)
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Figure 5.3.7.1-3: RRC connection re-establishment, failure

The purpose of this procedure is re-establish the RRC connection, which involved resumption of SRB1 operation and re-activation of security. 

A UE in RRC_CONNECTED, for which security has been activated, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds if the concerned cell is prepared i.e. has a valid UE context. In case E-UTRAN accepts the re-establishment, SRB1 operation resumes while the operation of other radio bearers remains suspended. If the cell is not prepared i.e. the cell belongs to an eNB that does not have the UE context, a NAS message shall be sent further to SRB1 operation resumption
E-UTRAN applies the procedure as follows:

-
to reconfigure SRB1 and to resume data transfer only for this RB;

-
to re-activate security without changing algorithms.

5.3.7.2
Initiation

The UE shall only initiate the procedure when security has been activated. The UE initiates the procedure when one of the following conditions is met:

1> Upon re-entry of the service area after having detected radio link failure, in accordance with 5.3.10;

1> Upon handover failure, in accordance with 5.3.6.2;

1> When lower layers detect problems, as specified in TS 36.322 [7];

Upon initiation of the procedure, the UE shall:

1>
Set counter V301 to 1;
1>
Set the variable UE_CONTENTION_RESOLUTION_IDENTITY as follows:
2>
set the "C-RNTI" to the C-RNTI used in the source cell (FFS: handover failure case) or the cell in which the re-establishment was initiated (other cases);
2>
set the "Cell identity" to the Physical layer identity of the source cell (FFS: handover failure case) or the cell in which the re-establishment was initiated (other cases);
2>
set the "Authentication code" to a MAC-I calculated over FFS.
Editor's note::
Exact coding of the variable UE_CONTENTION_RESOLUTION_IDENTITY is FFS.
Editor's note::
The details about the calculation of the MAC-I and the size are FFS. Awaiting response from SA3 to the LS in R2-081369.
1>
Reset MAC and RLC for all SRBs;

Editor's note::
Whether or the corresponding reset applies for DRBs is FFS.

Editor's note::
It is FFS if, considering the different triggering conditions for this procedure,  the start of T311 as well as the cell selection aspects are best specified as part of the re-establishment procedure.

1>
Initiate transmission of the RRC CONNECTION RE-ESTABLISHMENT REQUEST message in accordance with 5.3.7.3;

1> Start timer T301 when the lower layers indicate success to transmit the message

The UE behaviour upon failure to transmit the message is FFS.

5.3.7.3
Actions related to transmission of RRC CONNECTION RE-ESTABLISHMENT REQUEST message

The UE shall set the contents of RRC CONNECTION RE-ESTABLISHMENT REQUEST message as follows:

1> set the IE "Re-establishment UE identity" to the value of variable UE_CONTENTION_RESOLUTION_IDENTITY;

The UE shall submit the RRC CONNECTION RE-ESTABLISHMENT REQUEST message to lower layers for transmission with indication of variable UE_CONTENTION_RESOLUTION_IDENTITY.

5.3.7.4
Contention resolution

Upon receiving a response message from E-UTRAN, the UE shall:

1> stop timer T301;

1>
If lower layer indicates that contention resolution is successful:

2>
stop timer T311;

2>
perform the actions as specified in 5.3.7.5 or 5.3.7.9 based on received RRC message type;

1>
else (contention resolution failure is informed from lower layer):

2> perform the RRC connection re-establishment request retry procedure as specified in 5.3.7.8.

5.3.7.5
Reception of the RRC CONNECTION RE-ESTABLISHMENT by the UE

Editor's note:
It is FFS if the RRC CONNECTION RE-ESTABLISHMENT message is integrity protected.

The UE shall:

1>
set the C-RNTI to the value of the Temporary C-RNTI received in the Random Access Response message, see TS 36.321 [6];

1> resume SRB1 after reconfiguring it in accordance with the received IE “Radio resource configuration” and as specified in xxx;

1>
configure lower layers to re-activate integrity protection using the previously configured algorithm immediately, i.e. integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply ciphering using the previously configured algorithm immediately, i.e. ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1> send the RRC CONNECTION RE-ESTABLISHMENT COMPLETE message as specified in 5.3.7.5;

1>
Resume the RRC connection with the restriction that the use of all radio bearers other than SRB1 is suspended until a subsequent RRC CONNECTION RECONGURATION message is received;

Editor's note:
The details of how the RBs are resumed are FFS. Also the handling of the measurement configuration is FFS.

5.3.7.6
Actions related to transmission of RRC CONNECTION RE-ESTABLISHMENT COMPLETE message

The UE shall set the contents of RRC CONNECTION RE-ESTABLISHMENT COMPLETE message as follows:

1>
FFS (To be specified)

5.3.7.7
Cell re-selection or T301 timeout

The UE shall:

1>
if cell re-selection occurs while timer T301 is running or

1> if timer T301 expires:

2> perform the RRC connection re-establishment request retry procedure as specified in 5.3.7.8;

5.3.7.8
RRC connection re-establishment request retry

The UE shall:

1>
if V301 is equal to or smaller than N301:

2>
transmit a new RRC CONNECTION RE-ESTABLISHMENT REQUEST message in accordance with 5.3.7.3;

2>
increment counter V301;

2>
restart timer T301 when the lower layers indicate success to transmit the message.

1>
else:

2>
stop timer T311;

2>
indicate the release of the signalling connection and the established EPS bearers to upper layers;

2> release all radio resources and move to RRC_IDLE.

Editor's note:
For MAC it has been agreed that a back off mechanism should be applied whenever a retry of the RACH access is initiated (see agreements on R2-080221). This also applies to retries initiated by RRC e.g. upon to losing contention or lack of response. Further details on how the back off are specified (in MAC and/ or RRC) are FFS.

Editor's note:
It is up to upper layers to take further action. To facilitate this, the cause of the release may need to be indicated to upper layers.

5.3.7.9
RRC re-establishment reject

Upon receiving the RRC CONNECTION RE-ESTABLISHMENT REJECT message, the UE shall:

1> If the IE “notPrepared” of the RRC CONNECTION RE-ESTABLISHMENT REJECT message is set to FALSE: 

2> stop timer T311;

2>  indicate the release of the signalling connection and the established EPS bearers to upper layers;
2> release all radio resources and move to RRC_IDLE.

1> Else:

      2> on reception of RRC Connection Setup, the UE shall:

           3> stop timer T311;

           3> request the upper layer for a NAS dedicated message;

           3> perform the actions as specified in 5.3.3.5 and send the requested NAS dedicated message in the RRC Connection Setup Complete.









[…]
6.2.2
Message definitions

[…]

- RRCConnectionReestablishmentReject
The RRCConnectionReestablishmentReject message is used to indicate the rejection of an RRC connection reestablishment request.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReestablishmentReject message
-- ASN1START

RRCConnectionReestablishmentReject ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReestablishmentReject-r8












RRCConnectionReestablishmentReject-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentReject-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS


notPrepared 




BOOLEAN,

...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionReestablishmentReject field descriptions

	%fieldIdentifier%




7.3
Timers

	Timer
	Start
	Stop
	At expiry

	T300
(Need is FFS)
	Transmission of RRC CONNECTION REQUEST
	Reception of RRC CONNECTION SETUP with the IE "Initial UE identity" equal to the IE that the UE included in the RRC CONNECTION REQUEST message
	Retransmit RRC CONNECTION REQUEST if V300 =< N300, else go to RRC_IDLE

	T301
(Need is FFS)
	Transmission of RRC CONNECTION RE-ESTABLISHMENT REQUEST
	Reception of RRC CONNECTION RE-ESTABLISHMENT with the IE "Re-establishment UE identity" equal to the IE that the UE included in the RRC CONNECTION RE-ESTABLISHMENT REQUEST message
	Retransmit RRC CONNECTION RE-ESTABLISHMENT REQUEST if V301 =< N301, else go to RRC_IDLE

	T302
	Reception of RRC CONNECTION REJECT including the IE ‘Wait time’
	Upon cell re-selection
	Perform RRC connection request retry

	T303
	Unsuccessful access barring check while UE is not performing an emergency call
	Upon entering RRC_CONNECTED, upon 

cell re-selection and upon receiving SIB type 2 including a value of the IE Access probability factor or the IE Access class barring time different from the stored value
	None

	T304
	Reception of RRC RECONFIGURATION message including the IE ‘Mobility control information’
	Criterion for successful handover completion is met
	Consider handover to have failed and perform re-establishment on the ‘best cell’ (details FFS)

	T310
	Upon detecting radio link problems
	Upon recovery from radio link problems
	Start T311

	T311
	Upon T310 expiry
	Reception of RRC CONNECTION RE-ESTABLISHMENT or RRC CONNECTION RE-ESTABLISHMENT REJECT with the IE "Re-establishment UE identity" equal to the IE that the UE included in the RRC CONNECTION RE-ESTABLISHMENT REQUEST message and IE “notPrepared” equal to FALSE. 
	Enter RRC_IDLE

	T320
	Upon receiving IE Cell re-selection priority expiry timer
	Upon entering RRC_CONNECTED
	Specified in [4] i.e. discard the Inter-frequency and inter-RAT priority information



























































RRC sends the small NAS MAC-I message in the RRC Connection Setup Complete message





The UE stays connected and waits for the RRC connection Setup message,  or goes to idle if T311 expires before. 





Special cause to be indicated in the Reject message to tell the UE to remain connected and wait for SRB1 configuration.





Security Mode Command





S1 AP Initial Context Setup





RRC requests NAS to prepare a small NAS MAC-I message to be further transmitted on S1





(NAS dedicated info)





MME





(PLMN identity, NAS dedicated info)





RRC Connection Setup  Complete








RRC Connection Setup (new SRB1 config)

















RRC Connection Re-establishment Reject (cause = NotPrepared)
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RA Response





RA Preamble
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eNB (not prepared)





UE
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RRC_connected
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MME





(NAS message)





RRC Connection Setup Complete





The subsequent attempt to resume the RRC connection is done using a NAS Service Request for eg UL data transfer  
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RRC Connection Re-establishment Reject








RRC Connection Re-establishment Request





RA Response





RA Preamble





RRC_connected





eNB (not prepared)





UE
























































RRC CONNECTION SETUP COMPLETE





RRC CONNECTION SETUP 








RRC CONNECTION REESTABLISHMENT 
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RRC CONNECTION re-establishment COMPLETE























RRC CONNECTION re-establishment REQUEST



























RRC CONNECTION re-establishment
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