3GPP TSG-RAN WG2 #61bis
 R2-081787
31st March – 4th April 2008
Shenzhen, China

Agenda item:
4.3.4
Source: 

Alcatel-Lucent, Alcatel Shanghai Bell
Title: 


UE id in RACH msg 3 and for contention resolution 
Document for:


Discussion and Decision
1 Introduction

Last RAN2 meeting agreed to move contention resolution for CCCH to MAC.  However, the exact UE id used for contention resolution was left FFS.
Another open issue was when to send the UE id over S1.

This document discusses both topics and makes recommendations.

2 Discussion

The UE id in RACH message for RRC connection request is used for two purposes:

1) It is used for contention resolution

2) For Service request is also serves as the UE id to be transferred over S1 Interface

For RRC Re-establishment request, it is used for 

1) For contention resolution

2) To identify the UE context

The document first looks at the contention resolution aspect and then at the S1 UE id.
2.1 Contention resolution

As seen above, the UE id in RACH CCCH messages are always used for contention resolution.  The UE id is sent as MAC control element in the downlink message 4.  The contention resolution id defined in MAC spec today is just a 40-48 (FFS) place holder for the UE id.  The exact UE id is still FFS.

As per the current agreements Contention resolution is done by the MAC by comparing the UE id made available to it by the higher layers with the UE id present in the Contention resolution MAC control element.  An exact match implies successful contention resolution.

The UE id can be one of the following:

1) S-TMSI for RRC connection request in the same TA

2) Random number for RRC connection request for access in a different TA

3) Combination of Phy_cell_id+C-RNTI+MAC-I for RRC connection re-establishment

Since all three are always 40 bits, it is not possible to differentiate between the three if only 40 bits are used for contention resolution.  In other words, the same 40 bits could be used by a UE making an RRC connection request in the same TA or a UE making an RRC connection re-establishment.  
If a wrong “successful” contention resolution is made by more than one UE, both will continue with message 5 with unpredictable results (although the situation will eventually recover thanks to the repetition mechanisms built into the higher layers).  So it is desirable to avoid such wrong “successful” resolution especially for time critical procedures such as Service Request.

If we have to differentiate at least the Service Request, then we would need at least one extra bit in MAC Contention resolution identity beyond the 40 bits of the UE id.   Since MAC control elements are byte aligned, one additional bit beyond 40 bits implies a 48 bit control element.

The following options are possible:

1) Use a 40 bit MAC control element and consider it acceptable to not have absolute contention resolution – also for the Service Request case.

2) Use 48 bit contention resolution MAC control element

3) Reducing the size of UE to 39 bits is not considered a viable option.

Proposal 1: Since message 4 is not that size critical, it is proposed to avoid unsuccessful contention resolution case by using 48 bit contention resolution MAC Control element.

If we decide to go with option 2, then the next topic to discuss is what to set the contention resolution contents to.  Rather than define rules on what the variable should be for the different UE id values the simplest solution would be to use entire MAC-SDU on CCCH for contention resolution.   This is possible because the MAC-SDU is expected to be either exactly 72 or smaller (depending on where any padding is done).   

This is simple and the Terminal does not need to differentiate between the different UE id – it simply uses the MAC-SDU passed on to it.  On the network, the MAC could add this control element entirely on its own (of course this is entirely an implementation issue).  

Proposal 2: Use the MAC-SDU as the MAC Contention resolution control element.
2.2 UE id over S1:

Another remaining issue from last meeting was on when to send the UE id in RACH msg 3 over S1.   Clearly, the UE id of type Random number should not be sent over S1.   However, for UE id of type S-TMSI, which is used for accesses in the same TA (or list of equivalent TA), it should be sent over S1 at least for the Service Request NAS message.  However, as per SA2 decision, it is not needed for other NAS messages such as Periodic TA update or Detach.  

The eNB cannot immediately differentiate between the different NAS messages and if we were to follow the above rule, we would need some additional information in the RRC messages to do so.  Cause value is one possibility.  However, for simplicity, it is proposed:

Proposal 3:Send the UE id over S1 whenever it is of type S-TMSI.

We can then leave it entirely to  CT1 to decide whether or not they want to include S-TMSI in these NAS messages.

Proposal 4: Inform RAN3, SA2 and CT1 about RAN2 decision. 

3 Conclusion and proposal
The document looked at possible UE id to be used for contention resolution for CCCH messages.  And it also discussed when the S-TMSI it to be sent over S1.

The following proposals are made:

Proposal 1: Since message 4 is not that size critical, it is proposed to avoid unsuccessful contention resolution case by using 48 bit contention resolution MAC Control element.

Proposal 2: Use the MAC-SDU as the MAC Contention resolution control element.

Proposal 3: Send the UE id over S1 whenever it is of type S-TMSI.

Proposal 4: Inform RAN3, SA2 and CT1 about RAN2 decision. 

4 Annex A Text proposal for RRC
	******First change*****


5.3.3 RRC connection establishment

5.3.3.1 5.3.3.1
General
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Figure 5.3.3.1-1: RRC connection establishment, successful
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Figure 5.3.3.1-2: RRC connection establishment, network reject
The purpose of this procedure is to establish an RRC connection. RRC connection establishment involves SRB1 establishment. The procedure is also used to transfer the initial NAS dedicated information/ message from the UE to E-UTRAN.

E-UTRAN applies the procedure as follows:

-
to establish SRB1 only.
5.3.3.2
Initiation

The UE initiates the procedure when upper layers request establishment of a signalling connection while the UE is in RRC_IDLE state.

Upon initiation of the procedure, the UE shall:

1>
if System Information Block Type 2 includes the IE Access barring related information:

2>
if the UE is establishing the RRC connection to perform an emergency call:

3>
if the IE ‘Access class barring’ for AC 10 is set to ‘not barred’:

4>
consider the Access barring check to be successful;

3>
else if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15 and

3>
for at least one of these Access Classes the IE ‘Access class barring’ is set to ‘not barred’ and, according to TS 22.011[10] and TS 23.122 [11], it is valid for the UE to use this Access Class:

NOTE:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN

4>
consider the Access barring check to be successful;

3>
else:

4>
consider the Access barring check to be unsuccessful;

2>
else 

3>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15 and

3>
for at least one of these Access Classes the IE ‘Access class barring’ is set to ‘not barred’ and, according to TS 22.011[10] and TS 23.122 [11], it is valid for the UE to use this Access Class:

4>
consider the Access barring check to be successful;

3> else if the Access barring for mobile terminating calls in SIB type 2’ is set to FALSE AND the UE is establishing the RRC connection to perform a mobile terminating call:
4>
consider the Access barring check to be successful;

3>
else:

4>
if T303 is running:
5>
consider the Access barring check to be unsuccessful;

4>
else:
5>
draw a random number, "rand", uniformly distributed in the range: 0 ≤ rand < 1

5>
if 'rand' is lower than the value indicated by the IE Access probability factor included in SIB type 2:

6>
consider the Access barring check to be successful;

5>
else:

6>
consider the Access barring check to be unsuccessful;

1>
else:

2>
consider the Access barring check to be successful;
1> If the access barring check, as specified above, is successful:

2> Stop acting on PAGING messages;

2>
Set the variable UE_CONTENTION_RESOLUTION_IDENTITY as follows:
3>
if upper layers provide an S-TMSI:
4>
set the "Identity type" to ‘S-TMSI’;
4>
set the "S-TMSI" to the value received from upper layers;
3>
else

4>
set the "Identity type" to ‘Random number’;

4>
draw a random value and set the "Random number" to the selected value;


NOTE 1
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.
2>
Set counter V300 to 1; and

2>
Initiate transmission of the RRC CONNECTION REQUEST message in accordance with 5.3.3.3;

2> Start timer T300 when the lower layers indicate success to transmit the message

NOTE
Upon initiating the connection establishment procedure, the UE is not required to ensure it maintains up to date system information applicable only for UEs in RRC_IDLE state. However, the UE needs to perform system information acquisition upon re-selection.
1> else:

2>
if the UE is not establishing the RRC connection to perform an emergency call:

3>
if T303 is not running:
4>
draw a random number rand that is uniformly distributed in the range 0 < rand < 1:

4>
Start timer T303 with a timer value calculated as follows, using the IE Access class barring time included in SIB type 2:

T303= (1- α+ 2α * rand) * Access class barring time

Editor's note:
In the above formula, α is constant with a value to be specified in the standard. Exact value is FFS (a value of 0.3 has been suggested).

2>
inform upper layers about the failure to establish the RRC connection, upon which the procedure ends.
The UE behaviour upon failure to transmit the message is FFS.

5.3.3.3
Actions related to transmission of RRC CONNECTION REQUEST message

The UE shall set the contents of RRC CONNECTION REQUEST message as follows:

1>
set the IE "Initial UE identity" to the value of variable UE_CONTENTION_RESOLUTION_IDENTITY;
1>
Set the IE “Establishment cause” in accordance with the information received from upper layers;

NOTE 1
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.

The UE shall submit the RRC CONNECTION REQUEST message to lower layers for transmission.

The UE shall continue cell re-selection related measurements as well as cell re-selection evaluation. If the conditions for cell re-selection are fulfilled, the UE shall perform cell re-selection as specified in 5.3.3.7 at the latest upon detecting a condition for triggering a RRC connection request retry e.g. due to T300 expiry or upon losing contention.
	******Next change*****


4.1.1 5.3.7
RRC connection re-establishment

4.1.1.1 5.3.7.1
General
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Figure 5.3.7.1-1: RRC connection e-establishment, successful
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Figure 5.3.7.1-2: RRC connection re-establishment, failure

The purpose of this procedure is re-establish the RRC connection, which involved resumption of SRB1 operation and re-activation of security. 

A UE in RRC_CONNECTED, for which security has been activated, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds only if the concerned cell is prepared i.e. has a valid UE context. In case E-UTRAN accepts the re-establishment, SRB1 operation resumes while the operation of other radio bearers remains suspended.
E-UTRAN applies the procedure as follows:

-
to reconfigure SRB1 and to resume data transfer only for this RB;

-
to re-activate security without changing algorithms.

4.1.1.2 5.3.7.2
Initiation

The UE shall only initiate the procedure when security has been activated. The UE initiates the procedure when one of the following conditions is met:

1> Upon re-entry of the service area after having detected radio link failure, in accordance with 5.3.10;

1> Upon handover failure, in accordance with 5.3.6.2;

1> When lower layers detect problems, as specified in TS 36.322 [7];

Upon initiation of the procedure, the UE shall:

1>
Set counter V301 to 1;
1>
Set the variable UE_CONTENTION_RESOLUTION_IDENTITY as follows:
2>
set the "C-RNTI" to the C-RNTI used in the source cell (FFS: handover failure case) or the cell in which the re-establishment was initiated (other cases);
2>
set the "Cell identity" to the Physical layer identity of the source cell (FFS: handover failure case) or the cell in which the re-establishment was initiated (other cases);
2>
set the "Authentication code" to a MAC-I calculated over FFS.
.
Editor's note:
The details about the calculation of the MAC-I and the size are FFS. Awaiting response from SA3 to the LS in R2-081369.
1>
Reset MAC and RLC for all SRBs;

Editor's note::
Whether or the corresponding reset applies for DRBs is FFS.

Editor's note::
It is FFS if, considering the different triggering conditions for this procedure,  the start of T311 as well as the cell selection aspects are best specified as part of the re-establishment procedure.

1>
Initiate transmission of the RRC CONNECTION RE-ESTABLISHMENT REQUEST message in accordance with 5.3.7.3;

1> Start timer T301 when the lower layers indicate success to transmit the message

The UE behaviour upon failure to transmit the message is FFS.

4.1.1.3 5.3.7.3
Actions related to transmission of RRC CONNECTION RE-ESTABLISHMENT REQUEST message

The UE shall set the contents of RRC CONNECTION RE-ESTABLISHMENT REQUEST message as follows:

1> set the IE "Re-establishment UE identity" to the value of variable UE_CONTENTION_RESOLUTION_IDENTITY;

The UE shall submit the RRC CONNECTION RE-ESTABLISHMENT REQUEST message to lower layers for transmission.
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