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1.  Introduction
In RAN2 #61, mobility control regarding CSG cells were discussed [1-3]. A conclusion was that prior to discussing any mobility control solutions for idle and connected modes, the mobility performance requirements for CSG cells must be clarified. A number of questions shall be answered:

· What is the time criticality of handover, e.g., always not time critical or are such cells also used for coverage extension (meaning the same requirements apply as for normal handovers)?

· How frequent could the physical cell identity (PCI) change? If the PCI would change, would it be acceptable to temporarily not support handovers or require user intervention?

· Can HeNB select their operating frequency, or is it fixed/ stable/ configured?

· What is the typical/ maximum size of a CSG whitelist?
This paper presents operators’ views on the above, in response to the email discussion that took place between RAN2 #61 and #61bis [7].

2. Discussion
2.1 Time criticality of handover
Q1:
What is the time criticality of handover for inbound mobility to a CSG cell?

For outbound mobility from a CSG cell, it has been agreed that normal procedures should apply. As such, this question only applies to inbound mobility to a CSG cell.

For inbound mobility, it has been agreed that the UE performs autonomous search of CSG cells. In connected mode, if the CSG cell is on a different frequency than the current serving cell, the UE (depending on the capability) needs measurement gaps to be allocated. As such, the UE shall be able to request measurement gaps. If the UE, depending on implementation, detects that a CSG cell should be close by, measurement gaps can be requested. After a measurement report, the UE would be commanded to handover to the CSG cell from the current serving cell, which can be another CSG cell or a non-CSG (normal macro) cell.
A problem identified was that the serving cell may not be able to uniquely identify the correct CSG cell from the PCI reported from the UE, since another CSG cell might be using the same PCI in the neighbourhood of the serving cell. The UE would also be unsure if the detected/ reported cell was indeed the intended CSG cell, until it checks the CSG identity (i.e., TAI) or the global cell identity (GCI) being broadcast. As such, there were proposals to make the UE receive SIB1 from the detected CSG cell and report the GCI [1, 2]. Note that it is also unclear reading of SIB1 requires gaps to be allocated, even if the CSG cell was on the same frequency as the serving (currently, the assumption is that the UE does not read neighbour cell MIB/ SIBs). In any case, such procedures will likely delay the handover.
The answer to Q1 possibly depends on whether charging prices would be different for CSG cells. If the subscription is such that CSG cells would provide a lower tariff, the user would naturally prefer being handed off to a CSG cell as soon as possible.

Note that related to this point, TS 36.300 states in Annex F [4]:

6. The handover procedures shall take into account whether a UE is part of the User Group of the target CSG Cell. The mobility procedures should allow for prioritisation of the CSG Cells in EMMECM-CONNECTED when the UE enters coverage of a CSG Cell and the UE is part of the User Group of this cell.
Moreover, Annex F states [4]:
The Home-eNBs will be deployed to improve network coverage, improve network capacity as well as offer differential billing models. As the User billing could be dependent on whether the UE is using the Home-eNB, it is important that the UE when it is range of the Home-eNB automatically camps on the Home-eNB.
For information, TR 25.913 [5] states the following requirements for non-CSG mobility:

· The interruption time during a handover of real-time services between E-UTRAN and UTRAN is less than 300 ms.

· The interruption time during a handover of non real-time services between E-UTRAN and UTRAN should be less than 500 ms.

· The interruption time during a handover of real-time services between E-UTRAN and GERAN is less than 300 ms.

· The interruption time during a handover of non real-time services between E-UTRAN and GERAN should be less than 500 ms.

It is expected that the above non-CSG mobility requirements would also apply to outbound mobility from a CSG cell.
Operators’ views:
In general, a non-delayed inbound handover is desirable, considering that different charging policies may be applicable to CSG. Nevertheless, the requirements must be set carefully considering the UE battery impact. It is thought that different requirements would apply for intra-frequency case and inter-frequency/RAT case:
· For a use case where the CSG cell is used to extend coverage (e.g. intra-frequency), the inbound mobility is time critical just as for normal handover, i.e., handover is expected to complete in the order of 1 s. For intra-frequency it is believed to be feasible as the mobility is intra-frequency, i.e., no measurement gaps are needed and the UE would naturally detect the PCIs of CSG cells. It should however be discussed whether CSG check (GCI reading) is required by the UE and if so, how this can be supported.
· For a use case where the CSG cell is likely used where there is already macro coverage available, the inbound mobility is not as time critical as for the coverage extension case. For this case, the time taken by the UE can be segregated into four factors:
(a) Time taken by the UE to start CSG search;
(b) CSG search time;
(c) CSG system information reading (with or without NW assistance);
(d) Handover procedure time.
This overall time seems to reflect the user experience, e.g., from the time the user arrives at home till the UE is connected to the CSG cell. Since UE autonomous search has been agreed for inbound mobility, the factor (a) would depend on UE implementation. Nevertheless, the factor (a) seems to be the dominant time, as it is expected that the UE will verify the location (to trigger CSG search, based e.g. on, “fingerprint” or GPS information) only at certain intervals to save battery. Therefore, for the sum (a)+(b)+(c)+(d), operators expect 10-30 s, whereas for (b)+(c)+(d), operators expect 2-3 s.
2.2  Time criticality of cell reselection

Q2:
What is the time criticality of cell reselection for inbound mobility to a CSG cell?

For outbound mobility from a CSG cell, it has been agreed that normal procedures should apply. As such, this question only applies to inbound mobility to a CSG cell.

For inbound mobility in idle mode, it has been agreed that the UE performs autonomous search of CSG cells. The UE should read SIB1 of the detected CSG cell, and determine if it belongs to the whitelist stored in USIM.

The answer to Q2 possibly depends on whether the fact that the UE is camping on a CSG cell is displayed on the terminal screen, e.g., by a mark/ text, and whether the billing would be different for CSG cells. Note that related to this point, TS 36.300 states in Annex F [4]:

The Home-eNBs will be deployed to improve network coverage, improve network capacity as well as offer differential billing models. As the User billing could be dependent on whether the UE is using the Home-eNB, it is important that the UE when it is range of the Home-eNB automatically camps on the Home-eNB.
4. It shall be possible to allow UEs which are allowed to access a given CSG cell, to prioritise their camping towards the CSG Cells when in coverage of the CSG cells. To achieve this it should be possible either to set the reselection parameters accordingly or other means should allow this.
In addition, SA1 has recently agreed to capture the following statements into TS 22.011 [6]:
X.1.2.1 CSG indicator

A UE camped in a cell belonging to a CSG may display a CSG indicator. The CSG indicator is configured by the network operator the format can be text and/or graphic  (e.g. home coverage). 

It shall be possible to associate each CSG indicator to each of the CSG identities contained in the CSG white list. 

X.1.2.2  HeNB identifier

It shall be possible for the HeNB to broadcast a HeNB identifier (HNBID) in free text format. The UE may display the HNBID when camping on the cell where it is broadcast. The HNBID shall be configurable by the administrator of the HeNB.

The HeNB identifier may be associated with the CSG Identities and stored in the UICC.
It can also be noted that for idle mode mobility to a higher priority frequency/RAT, RAN WG4 is currently discussing on the periodicity of measurement in the range of 30-60 s.
Operators’ views:

Similar observation applies to inbound cell reselection in idle mode, as for the inbound handover requirements.
· For cases where the CSG cell is used to extend coverage, the same requirements as for non-CSG reselection should apply also to inbound reselection to CSG cells.

· For cases the CSG cell is used where there is already macro coverage available, the inbound mobility is not as time critical as for the coverage extension case. However, considering applicability of different tariffs and the CSG/HeNB identifiers to be displayed on the terminal screen, it is desirable that the UE camps on the suitable CSG cell without too much delay. It is desirable that inbound cell reselection is possible within 20-60 s. If UE battery consumption becomes a critical issue even longer times could be considered for this case.
2.3  Physical cell identity of HeNB

Q3-1:
Would the PCI of a HeNB change or fixed/ static/ configured? If it changes, how often?
Q3-2:
If the PCI changes, would it be acceptable e.g., that handover is not supported for some time or user intervention is required?
It has been agreed that for inbound mobility to a CSG cell, the UE performs autonomous search of CSG cells. For the search to be battery efficient, it seems essential that the PCI of the CSG cell under subject is known to the UE. Although what information the UE uses to limit CSG search to be battery efficient is up to UE implementation, examples of such information would be the location information obtained from GPS (if the UE has GPS capability), PCIs being observed, and the RSRP levels of those PCIs. Hence, the stability of PCI would impact what information can be used reliably by the UE, when performing the autonomous search. If the UE is to rely on the PCI, a change of PCI would at least impact the UEs belonging to the CSG, and likely also those not belonging to the CSG but to some neighbour (because of the autonomous search function relying on the PCIs). When the PCI changes, the UEs being impacted can be updated with the fact, but such a mechanism might introduce considerable complexity.
The answer to Q3 would possibly depend on the expected user behaviour regarding HeNBs. An ecology conscious user can switch off the HeNB when leaving home, and switch back on when returning. A user might unplug/ replug the HeNB to move it around for better coverage at home. When booting up the HeNB, a self-configuration functionality can set a new PCI, e.g., based on radio scanning of which PCIs are being used in the neighbours. A key issue impacting such behaviours is whether HeNBs would be provided as part of operator property, or sold as a package to be owned by the user.
Operators’ views:

It is expected that the HeNB CSG ID is static and the UE can assume that its HeNB can be clearly identified by this identity.

The PCI might change at power up of the HeNB. The HeNB may use a radio scanner at boot up, and may be configured with a PCI unused by its neighbours. It is assumed that the neighbour environment is rescanned at every switch on and the same or a different PCI might be assigned. In most case it is likely that the HeNB will get the same PCI reassigned as the neighbour environment did not change.
During the operation of the HeNB it can also be expected that the HeNB changes the PCI in case interference measurements show high interference on a slow basis.
If the PCI changes, user intervention should be avoided. Nevertheless, mobility should still be supported. It should be discussed whether the change needs to be notified to the CSG UEs through network signalling or not.
2.4  Operating frequency of HeNB

Q4-1:
Would the frequency of a HeNB change or fixed/ static/ configured? If it changes, how often?

Q4-2:
If the frequency changes, would it be acceptable e.g., that handover is not supported for some time or user intervention is required?
Implications of a change in operating frequency would be similar to that for a PCI change described in 2.3.
Any radio transmissions must comply with the regional regulatory requirements. Hence, the operating frequency cannot be chosen freely by the HeNB. However, a scenario that can be assumed is where the operator sets some choices for the operating frequency, and each HeNB is allowed to choose within the set of allowed frequencies. The question is whether such scenario should be cosidered.
Operators’ views:

The frequency of a HeNB might only be changed during HeNB power up out of a preconfigured range of frequencies. Often the pre-configured frequency range would be limited to one. Otherwise, the same answers as for Q3-1 and Q3-2 apply.
2.5  Size of CSG whitelist

Q5:
What is the typical/ maximum size of a CSG whitelist?
A CSG whitelist is a list of CSG identities (TAI) that the user is allowed to access, and is stored in the USIM [6]. For example, the user can be registered to the CSG of his/ her home, relative’s home, offices, social group properties, and occasionally to some friend’s home, a local library, or a public house. One aspect that can be considered is when the office is part of a corporate. The entire CSG coverage for the corporate may consist of a number of CSG identities, and a worker can be registered to quite a few of these CSG identities. Note that SA WG1 has agreed that 125 million CSG IDs shall be supported within a PLMN [6].
Operators’ views:

This is an issue which shall be discussed in SA1 rather than in RAN2. However, just to give a preliminary view, 2-3 (home + office) CSG IDs are expected in a typical case, and up to about 64 can be expected considering campus/ enterprise scenarios.
3.  Conclusions
Operators’ views were presented regarding mobility performance requirements for CSG cells. These requirements should be taken into account when designing CSG mobility control.
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