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5.3.1.1
RRC connection control

RRC connection establishment involves the establishment of SRB1. E-UTRAN completes RRC connection establishment prior to completing the establishment of the S1 connection, i.e. prior to receiving the UE context information from the EPC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the E-UTRAN may configure the UE to perform measurement reporting. However, the UE only accepts a handover command when security is activated.

Upon receiving the UE context from the EPC, E-UTRAN activates security (both ciphering and integrity protection) using the initial security activation procedure. The RRC messages to activate security (command and response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate security is not ciphered, while the subsequent messages (e.g. used to establish radio bearers) are both integrity protected and ciphered.

After having initiated the procedure to activate security, E-UTRAN may initiate the establishment of the DRBs serving the EPS bearers. In fact, E-UTRAN may initiate the establishment of the DRBs prior to receiving the confirmation of the security activation from the UE. In any case, E-UTRAN will apply both ciphering and integrity protection for the RRC connection reconfiguration messages used to establish the DRBs. When using thisDRB establishment option, E-UTRAN should release the RRC connection if the DRB establishment fails (i.e. security activation and DRB establishment are triggered by a joint S1-procedure, which does not support partial success).

For SRB 2 and for radio bearers carrying user data (DRBs), security is always activated from the start, i.e. the E-UTRAN does not establish these bearers prior to activating security.

5.3.7.8
RRC connection re-establishment request retry

The UE shall:

1>
if V301 is equal to or smaller than N301:

2>
transmit a new RRC CONNECTION RE-ESTABLISHMENT REQUEST message in accordance with 5.3.7.3;

2>
increment counter V301;

2>
restart timer T301 when the lower layers indicate success to transmit the message.

1>
else:

2>
stop timer T311;

2>
indicate the release of the RRC connection to upper layers;

2> release all radio resources and move to RRC_IDLE.

Editor's note:
For MAC it has been agreed that a back off mechanism should be applied whenever a retry of the RACH access is initiated (see agreements on R2-080221). This also applies to retries initiated by RRC e.g. upon to losing contention or lack of response. Further details on how the back off are specified (in MAC and/ or RRC) are FFS.

Editor's note:
It is up to upper layers to take further action. To facilitate this, the cause of the release may need to be indicated to upper layers.

5.3.7.9
RRC re-establishment reject

Upon receiving the RRC CONNECTION RE-ESTABLISHMENT REJECT message, the UE shall:

1>
indicate the release of the RRC connection to upper layers;

1> release all radio resources and move to RRC_IDLE.

Editor's note:
It is up to upper layers to take further action. To facilitate this, the cause of the release may need to be indicated to upper layers.

5.3.8
RRC connection release

5.3.8.1
General
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Figure 5.3.8.1-1: RRC connection release, successful

The purpose of this procedure is to release the RRC connection, which includes the release of the signalling connection, the established DRBs as well as all radio resources.

5.3.8.2
Initiation

E-UTRAN initiates the RRC connection release procedure to a UE in RRC_CONNECTED. It is FFS if redirection can be done from E-UTRAN before security is activated.

Editor's note:
Awaiting reply from SA3 (in response to R2-080602)

5.3.8.3
Reception of the RRC CONNECTION RELEASE by the UE

The UE shall:

1>
indicate the release of the RRC connection to upper layers;

1>
release all radio resources no earlier than TBD ms from the moment the UE received the RRC CONNECTION RELEASE message;

NOTE
The time specified above enables lower layers to confirm successful reception of the release message

1> If the RRC CONNECTION release message includes the IE "Idle mode mobility control information ":

2>
store the "Idle mode mobility control information"

2>
If the Cell re-selection priority expiry timer is included:

3>
start timer T320;

1>
enter RRC_IDLE.

5.3.10.3
T310 expiry

Upon T310 expiry, the UE detects radio link failure and shall:

1> If security is not activated:

2>
Indicate the release of the RRC connection to upper layers;

2> Enter RRC_IDLE;
1> else:

2> Start timer T311;

2> Perform the cell selection process as specified in [4];

Editor's note:
For selecting the cell, we should be able to refer to a procedure specified in 36.304.

5.3.10.5
T311 expiry

Upon T311 expiry, the UE shall:

1> stop T301, if running;
1>
indicate the release of the RRC connection to upper layers;

1> enter RRC_IDLE.
Editor's note:
It is up to upper layers to take further action. To facilitate this, the cause of the release may need to be indicated to upper layers.

5.4.2.1
General

Editor's note:
It may be desirable to avoid, to some extend, duplication of specification for parts that are common for the regular RRC connection reconfiguration procedure and the inter RAT handover case.
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Figure 5.4.2.1-1: Handover to E-UTRA, successful

The purpose of this procedure is to, under the control of the network, transfer a connection between the UE and another Radio Access Network (e.g. GERAN or UTRAN) to E-UTRAN.

The handover to E-UTRA procedure applies when signalling radio bearers are established [RG: seems not correct for GERAN], possibly in combination with DRBs. In case only signalling radio bearers are established, it is FFS if the DRB for the default EPS bearer is established during handover. It is FFS if handover to E-UTRAN may be initiated while security is not activated in the other RAT.

5.4.3.1
General
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Figure 5.4.3.1-1: Mobility from E-UTRA, successful
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Figure 5.4.3.1-2: Mobility from E-UTRA, failure

The purpose of this procedure is to move a UE in RRC_CONNECTED to a cell using another Radio Access Technology (RAT), e.g. GERAN, UTRA or CDMA2000 systems. The mobility from E-UTRA procedure covers both:

-
handover, i.e. the MOBILITY FROM E-UTRA message includes radio resources that have been allocated for the UE in the target cell and

-
cell change order, i.e. the MOBILITY FROM E-UTRA message may include information facilitating access of and/ or connection establishment in the target cell, e.g. system information. Cell change order is applicable only to GERAN.

The mobility from E-UTRA procedure applies when signalling radio bearers are established, possibly in combination with DRBs. [RG: isn't it rather the question whether the procedure is allowed before security is activated?]
5.4.3.3
Reception of the MOBILITY FROM E-UTRA by the UE

The UE shall:

1>
If the inter RAT message included in the MOBILITY FROM E-UTRA message concerns a ‘handover command’:

2>
access the target cell indicated in the MOBILITY FROM E-UTRA message using the dedicated resources included in the inter RAT message in accordance with the specifications of the other RAT;

2>
If the MOBILITY FROM E-UTRA message does not include all DRBs for the the corresponding established EPS bearers (FFS):

3>
inform upper layers about the missing DRBs; 
[RG might be easier to indicate the established DRBs, respectively the related EPS bearer identities and let NAS (or more precise the RAB manager equivalent) decided how to deal with the missing DRBs? Anyhow its unclear why it isn't sufficient to relay on the assigned resources for the target RAT indicated in the encapsulated message and on the definitions in the target RAT protocol instead of indicating DRBs which are any implicitly release to to the inter RAT change.]
1>
else (inter RAT message does not concern a ‘handover command’):

2>
establish the connection to the target cell indicated in the MOBILITY FROM E-UTRA message in accordance with the specifications of the other RAT and the inter RAT message(s) included in the MOBILITY FROM E-UTRA message;

–
RadioResourceConfiguration
The IE RadioResourceConfiguration is used %

RadioResourceConfiguration information element
-- ASN1START

RadioResourceConfiguration ::=

SEQUENCE {


srb-List






SEQUENCE (SIZE (1..2)) OF SEQUENCE {



srb-Identity





INTEGER (1..2),




-- to be confirmed FFS


rlc-Configuration




CHOICE {




explicit






RLC-Configuration,




default







NULL



}

OPTIONAL,














 -- Cond Setup


rb-MappingInfo





SEQUENCE {}



OPTIONAL,



-- FFS


logicalChannelConfig



LogicalChannelConfig




   -- Need FFS

}

OPTIONAL,


drb-List





SEQUENCE (SIZE (1..maxDRB)) OF SEQUENCE {



rb-Identity






INTEGER (1),


 -- to be confirmed, range FFS


pdcp-Configuration




PDCP-Configuration

OPTIONAL,

 -- Cond Setup



rlc-Configuration




RLC-Configuration

OPTIONAL,

 -- Cond Setup


rb-MappingInfo





SEQUENCE {}



OPTIONAL,



-- FFS


logicalChannelConfig



LogicalChannelConfig




   -- Need FFS

}

OPTIONAL,


mac-Configuration




MAC-Configuration,






   -- Need FFS

transportChannelConfig



SEQUENCE {}




OPTIONAL,



-- FFS

physicalChConfiguration



PhysicalChConfiguration

OPTIONAL


-- Need OC

}

-- ASN1STOP

Editor's note:
The RB reconfiguration and RB release cases may require further consideration (FFS).

	RadioResourceConfiguration field descriptions

	rlc-Configuration

SRB choice indicates whether the RLC configuration is set to the values signalled explicitly or to the values defined in the default RLC configuration table for SRB1. The default choice is only applicable for SRB1.


	Conditional presence
	Explanation

	Setup
	The IE is mandatory present if the corresponding SRB/DRB is being setup; otherwise the IE is optionally present, continue.


*** TS 23.401 references ***
4.6.3
Definition of EPS Connection Management states

4.6.3.1
ECM-IDLE

A UE is in ECM-IDLE state when no NAS signalling connection between UE and network exists. In ECM-IDLE state, a UE performs cell selection/reselection according to TS 36.304 [34] and PLMN selection according to TS 23.122 [10].

There exists no UE context in E-UTRAN for the UE in the ECM-IDLE state. There is no S1_MME and no S1_U connection for the UE in the ECM-IDLE state.

The UE and the MME shall enter the ECM-CONNECTED state when the signalling connection is established between the UE and the MME.

The UE in the ECM-IDLE state performs the tracking area update procedure when TAI in the EMM system information is not in the list of TA's that the UE is registered with the network.

4.6.3.2
ECM-CONNECTED

The UE location is known in the MME with an accuracy of a serving eNodeB ID. The mobility of UE is handled by the handover procedure. The UE performs the tracking area update procedure when TAI in the EMM system information is not in the list of TA's that the UE is registered with the network.

For a UE in the ECM-CONNECTED state, there exists a signalling connection between the UE and the MME. The signalling connection is made up of two parts: an RRC connection and an S1_MME connection.

The S1 release procedure changes the state at both UE and MME from ECM-CONNECTED to ECM-IDLE.

NOTE:
The UE may not receive the indication for the S1 release, e.g. due to radio link error or out of coverage. In this case, there can be temporal mismatch between the ECM-state in the UE and the ECM-state in the MME.

After a signalling procedure (e.g. tracking area update), the MME may decide to release the signalling connection to the UE, after which the state at both the UE and the MME is changed to ECM-IDLE.

Editor's note:
There are some error cases where the UE also changes to EMM-IDLE. The details are FFS.

4.6.4
State transition and functions
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Figure 4.6.4-1: EMM state model in UE
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Figure 4.6.4-2: EMM state model in MME
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Figure 4.6.4-3: ECM state model in UE
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Figure 4.6.4-4: ECM state model in MME

4.7.2
The EPS bearer

4.7.2.1
The EPS bearer in general

For E-UTRAN access to the EPC the PDN connectivity service is provided by an EPS bearer in case of GTP-based S5/S8, and by an EPS bearer concatenated with IP connectivity between Serving GW and PDN GW in case of PMIP-based S5/S8.
An EPS bearer uniquely identifies an SDF aggregate between a UE and a PDN GW in case of GTP-based S5/S8, and between UE and Serving GW in case of PMIP-based S5/S8.

Editor's Note:
The term 'SDF aggregate' is defined in Annex B (to be moved to TS 23.203 Rel-8).

An EPS bearer is the level of granularity for bearer level QoS control in the EPC/E-UTRAN. That is, SDFs mapped to the same EPS bearer receive the same bearer level packet forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different bearer level QoS to two SDFs thus requires that a separate EPS bearer is established for each SDF.

NOTE:
In addition but independent to bearer level QoS control, the PCC framework allows an optional enforcement of service level QoS control on the granularity of SDFs independent of the mapping of SDFs to EPS bearers.

One EPS bearer is established when the UE connects to a PDN, and that remains established throughout the lifetime of the PDN connection to provide the UE with always-on IP connectivity to that PDN. That bearer is referred to as the default bearer. Any additional EPS bearer that is established to the same PDN is referred to as a dedicated bearer. The distinction between default and dedicated bearers should be transparent to the access network (e.g. E-UTRAN).

An UpLink Traffic Flow Template (UL TFT) is a set of uplink packet filters. A DownLink Traffic Flow Template (DL TFT) is a set of downlink packet filters. Every EPS bearer is associated with an UL TFT in the UE and a DL TFT in the PCEF.

NOTE:
The evaluation precedence order of the filters associated with the default bearer, in relation to those associated with the dedicated bearers, is up to operator configuration. It is possible to "force" certain SDFs onto the default bearer by setting the evaluation precedence order of the corresponding filters to a value that is lower than the values used for filters associated with the dedicated bearers. It is also possible use the default bearer for traffic that does not match any of the filters associated with the dedicated bearers. In this case, the evaluation precedence order of the corresponding filter(s) (e.g., a "match all filter") need to be set to a value that is higher than the values used for filters associated with dedicated bearers.

The initial bearer level QoS parameter values of the default bearer are assigned by the network, based on subscription data (in case of E-UTRAN the MME sets those initial values based on subscription data retrieved from HSS). The PCEF may change those values based in interaction with the PCRF or based on local configuration.

The decision to establish or modify a dedicated bearer can only be taken by the EPC, and the bearer level QoS parameter values are always assigned by the EPC. Therefore, the MME shall not modify the bearer level QoS parameter values received on the S11 reference point during establishment or modification of a dedicated bearer. Instead, the MME shall only transparently forwards those values to the E-UTRAN. Consequently, "QoS negotiation" between the E-UTRAN and the EPC during dedicated bearer establishment / modification is not supported. The MME may, however, reject the establishment or modification of a dedicated bearer (e.g. in case the bearer level QoS parameter values sent by the PCEF over a GTP based S8 roaming interface do not comply with a roaming agreement).

Editor's Note:
It is FFS in case of GTP based roaming how an MME in the VPLMN can enforce roaming restrictions on an 'EPS subscribed QoS profile' received from the HSS in the HPLMN during the Attach procedure.

The distinction between default and dedicated bearers should be transparent to the access network (e.g. E-UTRAN).

An EPS bearer is referred to as a GBR bearer if dedicated network resources related to a Guaranteed Bit Rate (GBR) value that is associated with the EPS bearer are permanently allocated (e.g. by an admission control function in the eNodeB) at bearer establishment/modification. Otherwise, an EPS bearer is referred to as a Non-GBR bearer.

NOTE:
Admission control can be performed at establishment / modification of a Non-GBR bearer even though a Non-GBR bearer is not associated with a GBR value.

A dedicated bearer can either be a GBR or a Non-GBR bearer. A default bearer shall be a Non-GBR bearer.

NOTE:
A default bearer remains permanently established to provide the UE with always-on IP connectivity to a certain PDN. That motivates the restriction of a default bearer to bearer type Non-GBR.

4.7.2.2
The EPS bearer with GTP-based S5/S8
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Figure 4.7.2.2-1: Two unicast EPS bearers (GTP-u based S5/S8)

An EPS bearer is realized by the following elements:

-
An UL TFT in the UE maps an SDF to an EPS bearer in the uplink direction. Multiple SDFs can be multiplexed onto the same EPS bearer by including multiple uplink packet filters in the UL TFT;

-
A DL TFT in the PDN GW maps an SDF to an EPS bearer in the downlink direction. Multiple SDFs can be multiplexed onto the same EPS bearer by including multiple downlink packet filters in the DL TFT;

-
A radio bearer (defined in TS 36.300 [5]) transports the packets of an EPS bearer between a UE and an eNodeB. There is a one-to-one mapping between an EPS bearer and a radio bearer;

-
An S1 bearer transports the packets of an EPS bearer between an eNodeB and a Serving GW;

-
An S5/S8 bearer transports the packets of an EPS bearer between a Serving GW and a PDN GW;

-
A UE stores a mapping between an uplink packet filter and a radio to create the mapping between an SDF and a radio bearer in the uplink;

-
A PDN GW stores a mapping between a downlink packet filter and an S5/S8 bearer to create the mapping between an SDF and an S5/S8 bearer in the downlink;

-
An eNodeB stores a one-to-one mapping between a radio bearer and an S1 to create the mapping between a radio bearer and an S1 bearer in both the uplink and downlink;

-
A Serving GW stores a one-to-one mapping between an S1 bearer and an S5/S8 bearer to create the mapping between an S1 bearer and an S5/S8 bearer in both the uplink and downlink.

4.7.2.3
The EPS bearer with PMIP-based S5/S8

See clause 4.6 in TS 23.402 [2].

4.7.3
Bearer level QoS parameters

The bearer level (i.e. per bearer or per bearer aggregate) QoS parameters are QCI, ARP, GBR, MBR, and AMBR described in this section.

Each EPS bearer (GBR and Non-GBR) is associated with the following bearer level QoS parameters:

-
QoS Class Identifier (QCI);

-
Allocation and Retention Priority (ARP).

A QCI is a scalar that is used as a reference to access node-specific parameters that control bearer level packet forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.), and that have been pre-configured by the operator owning the access node (e.g. eNodeB). A one-to-one mapping of standardized QCI values to standardized characteristics is captured in Annex B.

NOTE 1:
On the radio interface and on S1, each PDU (e.g. RLC PDU or GTP-u PDU) is indirectly associated with one QCI via the bearer identifier carried in the PDU header. The same applies to the S5 and S8 interfaces if they are based on GTP-u.

The primary purpose of ARP is to decide whether a bearer establishment / modification request can be accepted or needs to be rejected in case of resource limitations (typically available radio capacity in case of GBR bearers). In addition, the ARP can be used (e.g. by the eNodeB) to decide which bearer(s) to drop during exceptional resource limitations (e.g. at handover). Once successfully established, a bearer's ARP shall not have any impact on the bearer level packet forwarding treatment (e.g. scheduling and rate control). Such packet forwarding treatment should be solely determined by the other bearer level QoS parameters: QCI, GBR, MBR, and AMBR.

NOTE 2:
The ARP should be understood as "Priority of Allocation and Retention"; not as "Allocation, Retention, and Priority".

NOTE 3:
Video telephony is one use case where it may be beneficial to use EPS bearers with different ARP values for the same UE. In this use case an operator could map voice to one bearer with a higher ARP, and video to another bearer with a lower ARP. In a congestion situation (e.g. cell edge) the eNB can then drop the "video bearer" without affecting the "voice bearer". This would improve service continuity.

NOTE 4:
The ARP may also be used to free up capacity in exceptional situations, e.g. a disaster situation. In such a case the eNB may drop "low ARP bearers" to free up capacity.

Each GBR bearer is additionally associated with the following bearer level QoS parameters:

-
Guaranteed Bit Rate (GBR);

-
Maximum Bit Rate (MBR).

The GBR denotes the bit rate that can be expected to be provided by a GBR bearer. The MBR limits the bit rate that can be expected to be provided by a GBR bearer (e.g. excess traffic may get discarded by a rate shaping function). See clause 4.7.4 for further details on GBR and MBR.

Each PDN connection (i.e. IP address) is associated with the following IP-CAN session level QoS parameter:

-
Aggregate Maximum Bit Rate (AMBR).

Multiple EPS bearers of the same PDN connection can share the same AMBR. That is, each of those EPS bearers could potentially utilize the entire AMBR, e.g. when the other EPS bearers do not carry any traffic. The AMBR limits the aggregate bit rate that can be expected to be provided by the EPS bearers sharing the AMBR (e.g. excess traffic may get discarded by a rate shaping function). AMBR applies to all Non-GBR bearers belonging to the same PDN connection. GBR bearers are outside the scope of AMBR.

The GBR and MBR denote bit rates of traffic per bearer while AMBR denotes a bit rate of traffic per group of bearers. Each of those three bearer level QoS parameters has an uplink and a downlink component. On S1_MME the values of the GBR, MBR, and AMBR refer to the bit stream excluding the GTP-u/IP header overhead of the tunnel on S1_U.

One 'EPS subscribed QoS profile' is defined for each APN permitted for the subscriber. It contains the bearer level QoS parameter values for that APN's default bearer (QCI and ARP) and that APN's AMBR.

NOTE:
Subscription data related to bearer level QoS parameter values for dedicated bearers is specified in TS 23.203 [6].

5.2.1
EPS bearer identity

An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN. The EPS Bearer Identity is allocated by the MME. There is one to one mapping between EPS RB and EPS Bearer, and the mapping between EPS RB Identity and EPS Bearer Identity is made by E-UTRAN.
Editor's Note:
One of use cases of this EPS bearer identity is in the dedicated bearer modification without Qos update procedure. In this procedure the MME needs to transfer the EPS bearer identity in NAS signalling to the UE to bind the updated TFT with related EPS bearer.

When there is a mapping between an EPS bearer and a PDP context, the same identity value is used for the EPS bearer ID and the NSAPI/RAB ID.

5.3.5
S1 release procedure

This procedure is used to release the logical S1-AP signalling connection (over S1-MME) and all S1 bearers (in S1-U) for a UE. The procedure will move the UE from ECM-CONNECTED to ECM-IDLE in both the UE and MME, and all UE related context information is deleted in the eNodeB.

The initiation of S1 Release procedure is either:

-
eNodeB-initiated with cause e.g. O&M Intervention, Unspecified Failure, User Inactivity, Repeated RRC signalling Integrity Check Failure, Release due to UE generated signalling connection release, etc.; or

-
MME-initiated with cause e.g. authentication failure, detach, etc.

Both eNodeB-initiated and MME-initiated S1 release procedures are shown in Figure 5.3.5-1.
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Figure 5.3.5-1: S1 Release Procedure

1.
If the eNodeB detects a need to release the UE's signalling connection and all radio bearers for the UE, the eNodeB sends an S1 UE Context Release Request (Cause) message to the MME. Cause indicates the reason for the release (e.g. O&M intervention, unspecified failure, user inactivity, repeated integrity checking failure, or release due to UE generated signalling connection release).

NOTE:
Step 1 is only performed when the eNodeB-initiated S1 release procedure is considered. Step 1 is not performed and the procedure starts with Step 2 when the MME-initiated S1 release procedure is considered.

2.
The MME sends an Update Bearer Request message to the S-GW that requests the release of all S1-U bearers for the UE. This message is triggered either by an S1 Release Request message from the eNodeB, or by another MME event.

3.
The S-GW releases all eNodeB related information (address and TEIDs) for the UE and responds with an Update Bearer Response message to the MME. Other elements of the UE's S-GW context are not affected. The S-GW retains the S1-U configuration that the S-GW allocated for the UE's bearers. The S-GW starts buffering downlink packets received for the UE and initiating the "Network Triggered Service Request" procedure, described in sub-clause 5.3.4.3, if downlink packets arrive for the UE.

4.
The MME releases S1 by sending the S1 UE Context Release Command (Cause) message to the eNodeB.

5a.
If the RRC connection is not already released, the eNodeB sends a Release RRC Connection message to the UE.

5b.
The UE returns a Release RRC Connection Acknowledge message to the eNodeB. In the situation that the RRC connection has not yet been successfully released, the eNodeB shall keep sufficient UE context information to complete the RRC connection release with the UE. When the RRC connection is released successfully, the eNodeB deletes the UE's context.

6.
This step shall be performed promptly after step 4, e.g. it shall not be delayed in situations where the eNodeB does not receive a Release RRC Connection Acknowledge from the UE.


The eNodeB confirms the S1 Release by returning an S1 UE Context Release Complete message to the MME. With this, the signalling connection between the MME and the eNodeB for that UE is released.


The MME deletes any eNodeB related information (address and TEIDs) from the UE's MME context, but, retains the rest of the UE's MME context including the S-GW's S1-U configuration information (address and TEIDs). All EPS bearers established for the UE are preserved in the MME and in the Serving GW.


If the cause of S1 release is different from User inactivity, e.g. loss of RRC connection, the MME shall trigger the MME Initiated Dedicated Bearer Deactivation procedure (sub-clause 5.4.4.2) for the GBR bearer(s) of the UE after the S1 Release procedure is completed.
Editor's note:
FFS: Other causes of S1 release (in addition to user inactivity) that should lead to the preservation of the GBR bearer(s).

*** TR 24.801 v.0.7.0 ***

10.2.1
EPS bearer concept

The overall EPS bearer concept is described in 3GPP TS 23.401 [2] and 3GPP TS 23.402 [12]. An EPS bearer is a logical aggregate of one or more service data flows (SDFs), described in 3GPP TS 23.203 [3], running between a UE and a PDN GW for S5/S8 based on GTP or running between a UE and a S-GW for S5/S8 based on PMIP. Basically, there are two types of EPS bearers:

-
dedicated bearers

-
default bearers.

A dedicated bearer can either be a GBR bearer or a non-GBR bearer. A default bearer can only be a non-GBR bearer.

The EPS bearer concept for E-UTRA is similar to the PS bearer concept from 3GPP Rel-7. Though, one exception is that the notion of a RAB (radio access bearer) does not exist any longer in case of E-UTRA. For S5/S8 based on GTP-u, there is a one-to-one mapping between a radio bearer (RB), an S1 bearer and an S5/S8 bearer for a specific EPS bearer. For S5/S8 based on PMIP, there is a one-to-one mapping between a radio bearer (RB) and a S1 bearer for a specific EPS bearer.

10.3
Session management and bearer control procedures

10.3.1
General

The session management cooperates with the bearer control for the handling of the EPS bearer context(s) and EPS bearer(s) between UE and MME. The procedures for the handling of EPS bearer context(s) and EPS bearer(s) include procedures for activation, deactivation and modification of bearer context(s) or bearer(s). The EPS bearer context can be either a default bearer context or a dedicated bearer context.

A default EPS bearer context is established when the UE connects to a PDN. The default EPS bearer context remains established throughout the lifetime of connection to this PDN. A UE can also request to setup a new default EPS bearer context with an additional PDN by invoking the UE requested PDN connectivity procedure (see subclause 10.3.3.7). This results in another default EPS bearer context being established between the UE and this other PDN.

Editor's note: It is FFS whether a default bearer context can be established (or selected) in other procedure such as handover procedure from legacy network.
A dedicated EPS bearer context can be established to a PDN after the default EPS bearer context has been established. The dedicated EPS bearer context can be modified or released at any time. The establishment of a dedicated EPS bearer context can be initiated by the network.

The UE can request the network to allocate additional EPS bearer resources. The network decides whether to fulfil this request by activating a new dedicated EPS bearer context(s) or EPS bearer(s) or modifying existing ones. The UE uses a linked bearer identity (LBI) to indicate the PDN connection for which the additional bearer resources are requested.

Figure 10.3.1.1 defines two sublayers for a UE supporting E-UTRAN and UTRAN/GERAN:

-
The CM sublayer includes the SM and ESM entities.

-
The MM sublayer includes the GMM and EMM entities.
A UE supporting both E-UTRAN and UTRAN/GERAN needs to support some coordination between the contexts maintained by ESM and SM, i.e. EPS bearer contexts and PDP contexts. For EPS bearer contexts the network provides GERAN/UTRAN specific information to support this coordination (see subclause 9.2.2.1).

'
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Figure 10.3.1.1: Protocol architecture of non-access-stratum supporting E-UTRAN and UTRAN/GERAN, UE side
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