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1 Introduction

This paper discusses a number of modelling related aspects regarding contention resolution, namely the further details of the contention resolution identity, the specification regarding dedicated/ contention preambles and the logical channel/ configuration used to transfer Msg4.

2 Discussion
2.1 Contention resolution identity
Current status

For Msg3, the UE identity is specified in RRC using the IEs

· InitialUE-Identity (choice between S-TMSI and Randomvalue, both 40b) for the RRCConnectionRequest message and

· ReestabUE-Identity (C-RNTI+ physCellIdentity+ shortMAC-I, 41b) for the RRCConnectionReestablishmentRequest message.

For Msg4, the UE identity is specified in MAC using the UE Contention Resolution Identity control element that is of fixed size.

· The actual size is either 40 or 48b (FFS)

· Currently the control element includes a single field. However, the detailed structure is FFS

Note that 36.331 suggests that in Msg3 the UE identity is signalled in the same manner as for Msg4 i.e. for Msg4 the same UE variable is used (see e.g. section 5.3.3.3). This level of detail is however assumed to be FFS though (as indicated elsewhere).

Discussion

There seem to be 2 possible ways to model the interaction between RRC and MAC:

a) The structure of the UE Contention Resolution Identity control element includes multiple fields i.e. identity type and one or more identity parameters . RRC provides the identity type and the applicable parameters to MAC

b) The UE Contention Resolution Identity control element remains a single field of 48b. RRC specifies how the bits are used :

Considerations

· Option a) has the advantage that the contents of the peer to peer interaction is clearly specified i.e. in option b the Uu signalling details follow from the layer to layer interaction

· Option b) has the advantage that only the essential functionality is reflected in MAC i.e. just comparing a 48b identity parameter

Proposal 1: In MAC, the UE Contention Resolution Identity control element remains a single field of 48b. RRC specifies the details of how the bits are used
Proposal 2: The following detailed structure is proposed for the CR identity:

· the first 2 bits are used for the identity type (S-TMSI, random or re- establishment ID),

· the next n bits are used for the identity (40 for S-TMSI/ random, 41 for re-establishment ID)

· the final 5 or 6 bits are padding
It may be desirable to use 1 additional bit for the identity type, to allow for future extension.
2.2 Handling of dedicated signature & associated expiry time

RRC currentlyspecifies the handling of dedicated pre-ambles for the case of handover i.e. as shown below:
5.3.6.1
Reception of the handover command

The UE shall:

1>
start timer T304;

1> synchronise to the DL of the target cell, as indicated in the RRC CONNECTION RECONFIGURATION message that triggered the handover;
Editor's note:
It is FFS if RL failure monitoring applies for the target cell’s radio link while T304 is running

1>
if no Dedicated preamble was provided (signalling details are FFS) OR

1> if a Dedicated preamble end time was provided and the indicated end time has elapsed (signalling details are FFS):

2> perform the initial access procedure as specified in [TS 36.321], using a randomly selected common preamble;

1>
else:

2> perform the initial access procedure as specified in [TS 36.321], using the indicated Dedicated preambles;
Editor's note:
It has been agreed that the UE is not required to determine the SFN of the target cell by acquiring system information from that cell

Editor's note:
In case the above is the only action upon expiry time of the Dedicated preamble, it seems preferable to specify this in 36.221. However, it is presently unclear how contention is handled after the expiry time.

Considerations

· It is more appropriate to include the handling of preambles in MAC

· No need has been identified for RRC actions upon expiry of the dedicated preamble end time 
Proposal 3: Remove the entire handling of dedicated signalling & the associated expiry time from RRC (and add whatever is not yet covered to MAC)
2.3 Msg4: use of logical channel & PDCP
In previous meetings, RAN2 agreed that the distinction between CCCH and DCCH is that when using CCCH the RRC message includes the identity of the UE that is addressed. The move of the contention resolution from RRC to MAC implied that for Msg4, the UE identity is moved from the RRC message to a MAC control element. Consequently, from an RRC perspective the concerned message is carried across a DCCH rather than a CCCH message. More specifically, SRB 0 could be mapped to a CCCH in uplink and a DCCH in downlink.

Proposal 4: Reflect that SRB0 is mapped to a CCCH in uplink and a DCCH in downlink.

Currently it is FFS if integrity protection is used for the RRC CONNECTION RE-ESTABLISHMENT/ ~REJECT message. It is important to note that that RRC connection re-establishment re-activates SRB1 operation as well as security using the same algorithms.

The RRC CONNECTION RE-ESTABLISHMENT/ ~REJECT message is sent via SRB0. Our assumption is that security does not apply for this RB. Correspondingly, our proposal is clarify that integrity protection is not used for the RRC CONNECTION RE-ESTABLISHMENT/ ~REJECT message:

Proposal 5: Integrity protection is not used for the RRC CONNECTION RE-ESTABLISHMENT/ ~REJECT message (not for any message sent on SRB0)

These two proposals can be reflected in subclause 9.1 (Specified configurations) as follows:

SRB0 configuration:

PDCP:
UL: N/A, DL: N/A
RLC:
TM

MAC: UL: CCCH, DL: DCCH. In both cases, normal MAC headers are used
In addition, the editors note at the start of 5.3.7.5 needs to be removed:
5.3.7.5
Reception of the RRC CONNECTION RE-ESTABLISHMENT by the UE

Editor's note:
It is FFS if the RRC CONNECTION RE-ESTABLISHMENT message is integrity protected.

Furthermore, stage 2 may need to be updated i.e. to remove the DL DCCH
3 Conclusion & recommendation
This paper discussed a number of open issues regarding contention resolution, namely the further details of the contention resolution identity and the logical channel/ configuration used to transfer Msg4. The paper includes the following proposals that RAN2 is requested to conclude on:

Proposal 1: The MAC control element remains a single 48b field i.e. the details of how the CR identity is used in the different scenarios is specified in RRC

Proposal 2: The following detailed structure is proposed for the CR identity:the first 2 bits are the identity type (S-TMSI, random or re- establishment ID), the next n bits are the actual identity (40 for S-TMSI/ random, 41 for re-establishment ID), the final 5 or 6 bits are (RRC) padding
Proposal 3: Remove the entire handling of dedicated signalling & the associated expiry time from RRC (and add whatever is not yet covered to MAC)

Proposal 4: Reflect (in section 9.1) that SRB0 is mapped to a CCCH in uplink and a DCCH in downlink. No other changes are needed in RRC (stage 2 may need to be updated i.e. removal of DL DCCH).
Proposal 5: Integrity protection is not used for the RRC CONNECTION RE-ESTABLISHMENT/ ~REJECT message (not for any message sent on SRB0)
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