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1. Introduction
In the RAN2 #61 meeting RAN2 took the following agreement for the DL CCCH (Message 4).
· RLC-TM is used 
· PDCP usage is FFS
In this document we will focus on the RRC Connection Re-establishment procedure in which RRC Connection Re-establishment message is used as message 4. The main motivation of this document is to allow the resuming of user-plane radio bearers with the RRC Connection Re-establishment procedure and propose related protocol behaviours.
2. Discussions

During the discussion in the last meeting we already expressed our opinion that;

· “Delta” configuration should be allowed in RRC Connection Re-establishment message
· The “delta” configuration has to include security reconfiguration (i.e. algorithm change)
· Therefore the RRC Connection Re-establishment message should be integrity protected (i.e. PDCP is used)
In the following sections we will explain why the “delta” configuration is essential in order to allow immediate data resuming in RRC Connection Re-establishment procedure.
2.1. Use of another DL message?
One could argue why not use another DL DCCH (SRB1) message transmitted possibly in the next TTI for user-plane data resuming.

In our view this is not even possible given the current agreement that the RRC Connection Re-establishment message is used for the establishment of SRB1. The network needs to ensure that SRB1 has been established by the UE and therefore should wait the layer 3 confirmation before sending further messages on SRB1.
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Figure-1:
The network waiting for L3 confirmation delays the procedure
2.2. What can be done with message 4?
It is our view that the most typical scenario is that re-configuration is limited pretty much on the physical channel configurations. Again given the current agreement that the RRC Connection Re-establishment message is used for the establishment of SRB1, physical layer configurations are already necessary in the RRC Connection Re-establishment message.

Some of higher layer parameters can be changed, for example in case of handover between eNBs from different vendors. Depending on the amount of resources allocated, they may or may not be fit into the message 4. The “delta” configuration can allow a simple reconfiguration to be done in a single shot with RRC Connection Re-establishment message.

In order to facilitate the immediate use of SRB1, the RRC Connection Re-establishment message has to inform the new security algorithm to the UE.

Additionally, in order to protect against “bid-down” attack, it is essential to use integrity protection for the RRC Connection Re-establishment message. Keeping this in mind, we believer the network behaviour to change the security algorithm to “dummy” and use the “dummy” integrity protection for the RRC Connection Re-establishment message should be disallowed.
Proposal 1:
“Delta” configuration is allowed in RRC Connection Re-establishment message

Proposal 2:
The “delta” configuration includes the security reconfiguration

Proposal 3:
RRC Connection Re-establishment message should be integrity protected (i.e. PDCP is used)
Proposal 4:
Prohibit the network operation to change the security algorithm to “dummy” in RRC Connection Re-establishment message
2.3. Allowing two-step reconfiguration

There is a certain size limitation for the message 4 due to the fact that it is using RLC-TM. Therefore we should not design the protocol assuming any re-configuration can be done with the RRC Connection Re-establishment message and should keep the possibility of the two-step reconfiguration captured in the figure-1 above.
The concept was already addressed in [1] before and the proposal therein was to have a flag in the RRC Connection Re-establishment message indicating whether the UE can go ahead resuming user-plane radio bearers. We think this indication can be implicitly conveyed by the existence of delta configuration.
Proposal 5:
Allow two-step reconfiguration by having a flag (could be implied from the existence of certain configuration IEs) indicating whether the UE can immediately resume user-plane radio bearers
3. Conclusion
In this document we have shown why “delta” configuration in the RRC Connection Re-establishment is beneficial. The current agreements already almost allow the most essential configurations to be included in the message. We proposed the following in order to enable immediate signalling / data resuming.

Proposal 1:
“Delta” configuration is allowed in RRC Connection Re-establishment message

Proposal 2:
The “delta” configuration includes the new security reconfiguration

Proposal 3:
RRC Connection Re-establishment message should be integrity protected (i.e. PDCP is used)
Proposal 4:
Prohibit the network operation to change the security algorithm to “dummy” in RRC Connection Re-establishment message
Additionally, we proposed to keep the two-step reconfiguration to address the case where all the parameters for the reconfiguration can not fit into the RRC Connection Re-establishment

Proposal 5:
Allow two-step reconfiguration by having a flag (could be implied from the existence of certain configuration IEs) indicating whether the UE can immediately resume user-plane radio bearers
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