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1
Introduction
The present document contains a text proposal for the definition of the E‑UTRA RRC PDU formats and parameters using an ASN.1 syntax definition. It is based on the existing clause 6 in TS 36.331, taking also the recent updates after the RAN2‑61bis meeting into account. The intention is to use this text proposal as a replacement of the existing clause 6, based on a tabular format. If this is agreed, the ASN.1 syntax definition should be used as the baseline for the further work on PDU definitions in the E‑UTRA RRC specification.
A few aspects of the present document are discussed in more detail in section 2 below. The Annex A provides some further editorial remark to the text proposal.

The text proposal as a whole is provided in the Annex B of the present document.
NOTE:
The radio information related interactions between network nodes in clause 10 of the TS have not been considered in the present document. It is expected that those shall also be converted into an ASN.1 syntax definition, but that is left FFS for the time being.
2
Issues for discussion and agreement

2.1
Overall structure

The text proposal in Annex B defines a single ASN.1 module for the definition of the RRC PDU syntax, including the message definitions, the separate information elements, and the constant definitions.
The ASN.1 code has been split into segments, where each segment typically contains a message at the top level, an information element or a set of closely related information elements. Each ASN.1 segment is placed under a headline, where the generic message or information element name is used as the title. Each segment is typically followed by a table, referring to the field identifiers used in the segment of the ASN.1 code, where semantic descriptions and other information regarding the particular ASN.1 fields may be provided.
Further more, the definitions have been split a sub-clause 6.2.1, general message structure, the sub-clause 6.2.2, 6.2.3 and onward, for each PDU definition, and 6.3.1 to 6.3.6, for IE definitions and 6.4 for the constants definition.

In the present document, the messages and information elements are far from complete, but that is merely a reflection of the current status of the TS.
2.2
Extension mechanisms

Certain assumptions were made regarding extension mechanism in the preparation of the ASN.1 code in the Annex B. In general, the inclusion of extension mechanisms are based on the ideas presented in [1] at the RRC ad-hoc meeting in December 2007. The main principles could be summarised:
–
For each logical channel and direction (DL/UL), a set of messages are defined in a CHOICE structure, where the choice tag serves as the message type identifier. If the number of messages is not an integer power of two, spare tags are defined up to the next integer power-of-two number of messages. In addition, an outer CHOICE is provided for message class extension. It is defined as an empty sequence in Rel-8, but can be used if additional message types need to be defined in future releases.

Exception: the set of messages on the BCCH-BCH logical channel is restricted to the MasterInformationBlock; no extension is possible.

–
Each message, both DL and UL, is provided with a CHOICE for critical message extension. It generates an overhead of one bit and is seen as a reasonable cost for some future flexibility, even in cases where this kind of extension is not expected. Exceptions are the SystemInformationMIB and the SystemInformationType1 messages, where this type of extension is not seen as useful and the means for it are not provided.

For message types where critical extension could be more frequently expected, an inner CHOICE is provided, with a number of spare extension paths. The choice tag serves as a message version identifier in this case. In general, three bits are allocated for the choice tag, providing seven spare extension paths, as the first path is used for the Re-8 version of the message.


In addition to the critical extension mechanisms, each message includes an ASN.1 extension marker, which allows for error correction and potential extension within a release. Exceptions also in this case are the SystemInformationMIB and the SystemInformationType1 messages, where this type of extension is not seen as useful (at the message level) and the means for it are not provided.

–
On IE level, a large number of the IEs introduced so far include the ASN.1 extension marker at the end. The extension marker is relatively inexpensive, as long as it is not used, but in order to prevent abuse of this mechanism, it should probably be removed in many (or even most) cases. However, in other cases it is needed and well justified. This is an area FFS, which need to be reviewed during the finalisation of the TS.
In general, the use of extension mechanism and the related error handling (of messages including unknown contents) is an area for further study [3].
2.3
Discrimination of UL‑CCCH and UL‑DCCH messages

RAN2 has agreed that the MAC layer shall be transparent on the UL‑CCCH and it does not provide a MAC header for the "Message3", sent on this logical channel. In order to separate the UL‑CCCH messages from UL‑DCCH messages, a predefined codeword is needed in the RRC definition of the UL‑CCCH messages. As a minimum, one bit is needed for this codeword.
In order to keep the flexibility in the ASN.1 syntax of these messages, it is assumed that the first bit (or bits) in the ASN.1 transfer syntax can be used for this purpose. In the proposed general structure of the UL-CCCH-Message in Annex B, this requirement has been taken into account by introducing the macDiscriminator CHOICE at the very beginning of these messages. With that design, the associated choice tag serves as the predefined codeword, necessary for the identification of the UL‑CCCH messages. The unused choice tag values are reserved and shall not be used in these messages. In fact, it is not possible to produce a correct UL‑CCCH message with an incorrect choice tag based on the proposed ASN.1 syntax definition.
In the present document, a binary choice is proposed for this purpose, providing a one bit codeword, but the number of bits could be extended if necessary.
An advantage with this design is that the number of bits required for the choice tag for the discrimination between the possible UL‑CCCH messages can be optimised for the Rel-8 requirements and the usual messageClassExtension mechanism can be used, if there is need to extend the set of messages on this logical channel in the future. There is no strict limit for the number of new UL‑CCCH messages that can be introduced in the future with this design.
How the actual discrimination is performed within the MAC layer, depending on the layout of the UL‑DCCH MAC header format is treated in [4].

2.4
Contention resolution on DL-CCCH

Another agreement in RAN2 is that the DL‑CCCH messages shall contain a UE identity in a fixed position in the transfer syntax. The UE identity is a copy of the UE identity received in the "Message3" on UL‑CCCH. The length and the bit pattern of the UE identity is known by the UE sending the "Message3". It is used in the UE MAC layer entity for contention resolution when the DL‑CCCH message is received.
Two different types of UE identities are used, one for initial access and the other one for connection reestablishment. This has been taken into account in the general structure of the DL‑CCCH‑Message proposed in Annex B. A CHOICE is placed at the very beginning, separating the initial access and the connection reestablishment cases. In each case, the choice tag is followed by the corresponding type of ue-Identity, followed by the CHOICE representing the message type and the remaining body of the respective DL‑CCCH messages.
In this way, the leading choice tag and the following ue-Identity constitutes the required unique identification of the UE needed for the contention resolution. Further more, it is proposed to include the ASN.1 extension marker in the definitions of the possible ue-identity fields (i.e., the InitialUE-Identity and the ReestabUE-Identity type definitions). In that way, it is possible to introduce new versions of these UE identities to be used for contention resolution in the future, if that would become necessary.
The length of the UE identity used for contention resolution is not fixed. It is only the starting position of the leading choice tag and the following UE identity that is fixed. Consequently, when sending the "Message3", the UE RRC entity should provide the UE MAC entity with information about the bit pattern to be used for contention resolution and the length of it, such that the appropriate number of bits in the DL‑CCCH message is used for contention resolution.

However, in the present document, no extension of the types of ue-Identity fields (i.e., InitialUE-Identity or ReestabUE-Identity) is possible on the DL‑CCCH. If that is needed is left FFS.
3
Conclusion and proposal

An overall structure for the definition of the E‑UTRA RRC PDU formats and parameters using an ASN.1 syntax definition is provided in the Annex B of the present document. It is proposed that the provided definition is agreed and used as the baseline for the work with the E‑UTRA RRC specification.
Certain use of extension mechanisms has been assumed in the definition of the ASN.1 syntax that is provided. It is proposed that these extension mechanisms are agreed as a starting point. This is however an area for further study [3]. It is proposed to progress these aspects of the ASN.1 definition in parallel with the finalisation of the actual information contents of the RRC messages and information elements.

Two mechanisms have been included in the Annex B of the present document to support the interaction between the RRC and MAC entities on the UL‑CCCH and the DL‑CCCH logical channels, respectively: the macDiscriminator CHOICE in the UL-CCCH-Message general structure; and the two types of ue-Identity field and the associated choice tag for contention resolution in the DL-CCCH-messsage general structure. It is proposed that these two mechanisms are agreed.
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Annex A
Editorial remark

A1
Message and IE templates

The following templates have been used as the basis for creating messages and IEs in the Annex B. Two templates are used for messages. The difference is that for messages wherein critical extension is expected, a number of spare entries for those are included, whereas for messages wherein critical extensions are not expected, only a basic escape bit for critical extension is included.

The proposal is to keep the basic escape bit for critical extension also in such message where critical extension is not expected. The overhead is very limited and it provides flexibility for the future. 
In general, the detailed extension mechanisms are FFS.

Each ASN.1 segment in text proposal (Annex B) starts with the ASN.1 start tag, which is placed in the first position of the first line. Each segment ends with the ASN.1 stop tag, which is placed in the first position of the last line. These tags can be used during code extraction from the specification. (Note: the start tags in the templates below have been slightly distorted, in order to prevent those from being included the ASN.1 code in Annex B is extracted from this document.)
The templates provided here could be captured in the ASN.1 coding guidelines, either as an annex to the TS 36.331 or in a separate TR, as suggested in [2].
A1.1
Message wherein critical extension is expected
–
%MessageName%
The %MessageName% message is used 
-- Add a brief description here.
Signalling radio bearer: %%

RLC-SAP: %%

Logical channel: %%

Direction: %% to %%

%MessageName% message
-- xx ASN1START

%MessageName% ::=




SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




%messageName%-r8




%MessageName%-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL


},



criticalExtensions




SEQUENCE {}


}

}

%MessageName%-r8-IEs ::=


SEQUENCE {


-- Enter the IEs here.


...

}

-- ASN1STOP

	%MessageName% field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


A1.2
Message wherein critical extension is not expected
–
%MessageName%
The %MessageName% message is used 
-- Add a brief description here.
Signalling radio bearer: %%

RLC-SAP: %%

Logical channel: %%

Direction: %% to %%

%MessageName% message
-- xx ASN1START

%MessageName% ::=




SEQUENCE {


criticalExtensions




CHOICE {



%messageName%-r8




%MessageName%-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

%MessageName%-r8-IEs ::=


SEQUENCE {


-- Enter the IEs here.


...

}

-- ASN1STOP

	%MessageName% field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


A1.3
Information Element

–
%IE-Name%
The IE %IE-Name% is used 
-- Add a brief description here.
%IE-Name% information element
-- xx ASN1START

%IE-Name% ::=





SEQUENCE {


-- Enter the IEs here.


...

}

-- ASN1STOP

	%IE-Name% field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


A2
Naming of identifiers and abbreviations

Regarding the naming of identifiers (i.e., field, type and value identifiers), the naming conventions proposed in [2] have been applied with some adaptation. The applied conventions are:

–
Message (PDU) identifiers should be ordinary mixed case without hyphenation. These identifiers, e.g., the RRCConnectionModificationCommand, should be used for reference in the procedure text. No abbreviations!

–
IE type identifiers should be ordinary mixed case, with hyphenation used to set off acronyms only where an adjacent letter is a capital, e.g., ThingOne, ThingTwoABC (not ThingTwo-ABC, since the “o” in “Two” is lowercase), ThingABC-Three, ThingABC-DEF-Four.
–
Field identifiers shall start with a lowercase letter and use mixed case thereafter, e.g., thingOne. If a field name begins with an acronym, the entire acronym is lowercase (abcThingOne, not aBCThingOne) and not set off with a hyphen (abcThingOne, not abc-ThingOne). Exception: a field identifier matching an IE type identifier with a hyphen separating an acronym in the beginning, a hyphen should be used also in the field identifier (e.g., field identifier: ue-Identity and type identifier: UE-Identity).
–
Identifiers that are likely to be keywords of some language, especially widely used languages, such as C++ or Java, should be avoided to the extent possible.

–
For future extension: where versions of an IE need to be distinguished by release, a suffix of the form "-rX" is used, e.g., Foo-r9 for the Rel-9 version of the IE Foo. If an IE provides only the "delta extension" of an earlier IE, a suffix of the form "-vXYZext" is used.
It is also proposed that too long identifiers should be avoided, because it causes editorial problems with the indentation of the identifiers in the ASN.1 code. Regarding the IE type and field identifiers, as a guiding principle, identifiers with more than 25 characters in the generic part of the identifier (i.e., excluding any suffix) should be avoided.
In order to keep the ASN.1 identifiers reasonably short, but still descriptive, abbreviation of a number of frequently used "key words" in the identifiers is useful. A list of abbreviations is provided below to start with. It is recommended that these abbreviations are used when needed, alternatively that the "key words" are fully spelled out in the identifier when abbreviation is not necessary. It is proposed that the list of abbreviations below is included in the ASN.1 coding guidelines for 36.331.
	Abbreviation
	Key word

	Conf
	Confirmation

	Config
	Configuration

	DL
	Downlink

	Freq
	Frequency

	Id
	Identity

	Ind
	Indication

	Info
	Information

	Meas
	Measurement

	Reestab
	Reestablishment

	Req
	Request

	Thresh
	Threshold

	UL
	Uplink


NOTE:
The list of abbreviations above is not complete; new abbreviations may be added when needed.
A3
Optional elements

At the RAN2-60bis meeting, it was agreed to attach need and conditional tags within the ASN.1 code for elements that are specified as OPTIONAL, cf. sub-clause 6.1 in the text proposal. This guideline has in principle been followed, but quite a number of these tags are still missing. However, some observation could be made:

–
The purpose of the need tags, as outlined in sub-clause 6.1 of the text proposal, is to provide requirements for the UE how to behave in case an IE is absent. There is no need for a specification of the network behaviour in the corresponding situation. Hence, the need tags are only required in case of optional elements where the UE is the receiver.
–
Regarding optional elements where the network is the receiver, UE requirements are needed when these shall be included in a message and not. It is assumed that this kind of requirements will be captured in procedure text, or be implied by the semantics information in the field descriptions following the ASN.1 segment. No need tags of this kind are needed in the ASN.1 code.
–
Regarding the conditional tags, those conditions may require a specification for both downlink and uplink optional elements. That is true, in particular regarding the conditional-on-value requirements, i.e., when the presence of an optional element is depending on the value of another element in the encoding (ultimately the message type or type of logical channel). However, some of the conditions included so far are not specified in that way. There are examples where the condition just refers to "handover", without specifying by which IE or value that is signalled.
–
In some cases where the conditional presence depends on a value, it is possible to take that into account in the ASN.1 encoding, such the value is used in a CHOICE structure, where the choice controls whether the presence is required or not. The conditional presence would then be controlled by the specified ASN.1 syntax and the conditional statement might not be required.

–
Although the intention with these tags is to provide a compact notation of certain aspects of the UE behaviour, it is somewhat questioned whether the gain is very large, compared to providing the same requirement in a sentence within the corresponding field description in the table following each ASN.1 segment.
–
Providing the information in text would be preferable also from an editorial point of view, because these tags, in particular the conditional tags, are sometimes difficult to fit into the ASN.1 code without splitting code lines in two, where the field and type identifiers are placed on one line, and the OPTIONAL statement together with the need or conditional tag has to be placed on the next line. It obscures the ASN.1 code and makes it more difficult to comprehend.
It is proposed that the use of these tags is evaluated at some point. If the gain cannot be proven, it is suggested that they are removed from the ASN.1 code and the corresponding information is placed in the corresponding field description in the table below the ASN.1 segment.
Annex B
Text proposal: TS 36.331 clause 6

The following text is proposed to replace the current clause 6 in TS 36.331:
6
Protocol data units, formats and parameters

6.1
General
The contents of each RRC message is specified in subclause 6.2 using ASN.1 to specify the message syntax and using tables when needed to provide further detailed information about the information elements specified in the syntax. The syntax of the information elements that are defined as stand-alone abstract types is further specified in a similar manner in subclause 6.3.

The need for the information elements, i.e., the ASN.1 fields, that are specified as OPTIONAL in the abstract (ASN.1) syntax to be present in a message or an abstract type is specified by means comment text tags attached to the OPTIONAL statement in the abstract syntax, which meaning is specified in table 10.1.

Table 10.1: Meaning of abbreviations used to specify the need for information elements to be present
	Abbreviation
	Meaning

	Cond conditionTag
	Conditional

An information element for which the need is specified by means of conditions. For each conditionTag, the need is specified in a tabular form following the ASN.1 segment.

	Need OP
	Optional

An information element that is optional to signal. If received by the UE, the UE behaviour that applies in case the information element is absent is either specified in a corresponding procedure specification or is implied by the semantics information provided in the field description table following the ASN.1 segment.

	Need OC
	Optional, Continue

An information element that is optional to signal. If received by the UE, and in case the information element is absent, the UE shall continue to use the existing value (and the associated functionality).

	Need OD
	Optional, Discontinue

An information element that is optional to signal. If received by the UE, and in case the information element is absent, the UE shall discontinue/stop using the existing value (and the associated functionality).


6.2
RRC messages

NOTE:
The messages included in this section reflect the current status of the discussions. Additional messages may be included at a later stage.

It is FFS whether or not the following messages should be introduced:

-
HANDOVER TO E-UTRA COMMAND (The RRC connection reconfiguration message is currently used, i.e. it is FFS if a specific message is needed)

-
UE CAPABILITY INFORMATION COMPACT (The need to introduce a message including a size optimised/ reduced version of the UE capabilities is FFS)

It is also FFS which messages are used to request and to transfer the UE radio access capabilities

6.2.1
General message structure
–
EUTRA-RRC-definitions
This ASN.1 segment is the start of the E‑UTRA RRC PDU definitions.
-- ASN1START

EUTRA-RRC-definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN
-- ASN1STOP
–
BCCH-BCH-Message
The BCCH-BCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE via BCH on the BCCH logical channel.
-- ASN1START

BCCH-BCH-Message ::= SEQUENCE {


message




BCCH-BCH-MessageType

}

BCCH-BCH-MessageType ::=





SystemInformationMIB

-- ASN1STOP

Editor:
The extension mechanisms at BCCH-BCH has been removed.
–
BCCH-SCH-Message
The BCCH-SCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE via SCH on the BCCH logical channel.
-- ASN1START

BCCH-SCH-Message ::= SEQUENCE {


message




BCCH-SCH-MessageType

}

BCCH-SCH-MessageType ::= CHOICE {


c1





CHOICE {



systemInformation





SystemInformation,



systemInformationType1




SystemInformationType1


},

messageClassExtension
SEQUENCE {}
}

-- ASN1STOP

Editor:
One bit reserved (c1 CHOICE) for possible message class extension.

–
PCCH-Message
The PCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the PCCH logical channel.
-- ASN1START

PCCH-Message ::= SEQUENCE {


message




PCCH-MessageType

}

PCCH-MessageType ::= CHOICE {


c1





CHOICE {



paging








Paging


},

messageClassExtension
SEQUENCE {}
}

-- ASN1STOP

Editor:
One bit reserved (c1 CHOICE) for possible message class extension.

–
DL-CCCH-Message
The DL-CCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the downlink CCCH logical channel.
-- ASN1START

DL-CCCH-Message ::= CHOICE {


initialAccess

DL-CCCH-I-IdAndMessageType,


reestablishment

DL-CCCH-R-IdAndMessageType
}

DL-CCCH-I-IdAndMessageType ::= SEQUENCE {


ue-Identity



InitialUE-Identity,


message




CHOICE {



c1





CHOICE {




rrcConnectionReject





RRCConnectionReject,




rrcConnectionSetup





RRCConnectionSetup


},


messageClassExtension
SEQUENCE {}

}

}

DL-CCCH-R-IdAndMessageType ::= SEQUENCE {


ue-Identity



ReestabUE-Identity,











-- FFS

message




CHOICE {



c1





CHOICE {




rrcConnectionReestablishment


RRCConnectionReestablishment,




rrcConnectionReestablishmentReject

RRCConnectionReestablishmentReject



},


messageClassExtension
SEQUENCE {}

}

}

-- ASN1STOP

Editor:
One bit reserved (c1 CHOICE) for possible message class extension.

	DL-CCCH-Message field descriptions

	ue-Identity
Information used at the MAC layer for contention resolution.


Editor:
The IE ue-Identity is included to facilitate contention resolution at the MAC layer. It should be placed before the "message type", in order to make MAC operations easier. A two way choice is proposed: "initial access" and " reestablishment". Different information (IE ue-Identity) is used for contention resolution in those two cases. The messages could also be divided in two groups based on that choice.
–
DL-DCCH-Message
The DL-DCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the downlink DCCH logical channel.
-- ASN1START

DL-DCCH-Message ::= SEQUENCE {


message




DL-DCCH-MessageType

}

DL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



dlInformationTransfer




DLInformationTransfer,


handoverFromEUTRAPreparationRequest

HandoverFromEUTRAPreparationRequest,



mobilityFromEUTRACommand



MobilityFromEUTRACommand,



rrcConnectionReconfiguration


RRCConnectionReconfiguration,



rrcConnectionRelease




RRCConnectionRelease,



securityModeCommand





SecurityModeCommand,



ueCapabilityEnquiry





UECapabilityEnquiry,



spare1 NULL


},

messageClassExtension
SEQUENCE {}
}

-- ASN1STOP

Editor:
One bit reserved (c1 CHOICE) for possible message class extension.

–
UL-CCCH-Message
The UL-CCCH-Message class is the set of RRC messages that may be sent from the UE to the E‑UTRAN on the uplink CCCH logical channel.
-- ASN1START

UL-CCCH-Message ::= SEQUENCE {


macDiscriminator

CHOICE {



message




UL-CCCH-MessageType,



reserved



NULL


-- Reserved









FFS

}
}

UL-CCCH-MessageType ::= CHOICE {


c1





CHOICE {



rrcConnectionReestablishmentRequest

RRCConnectionReestablishmentRequest,



rrcConnectionRequest




RRCConnectionRequest

},

messageClassExtension
SEQUENCE {}
}

-- ASN1STOP

Editor:
Leading CHOICE is used as CCCH/DCCH discriminator at the MAC layer.

Editor:
One bit reserved (c1 CHOICE) for possible message class extension.

	UL-CCCH-Message field descriptions

	macDiscriminator
The CHOICE tag = "0" (message) in the first bit of the transfer syntax is used at the MAC layer for the discrimination of UL-CCCH and UL-DCCH logical channels. The CHOICE tag = "1" (reserved) shall not be used.


–
UL-DCCH-Message
The UL-DCCH-Message class is the set of RRC messages that may be sent from the UE to the E‑UTRAN on the uplink DCCH logical channel.
-- ASN1START

UL-DCCH-Message ::= SEQUENCE {


message




UL-DCCH-MessageType

}

UL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



measurementReport





MeasurementReport,



rrcConnectionReconfigurationComplete
RRCConnectionReconfigurationComplete,



rrcConnectionReconfigurationFailure

RRCConnectionReconfigurationFailure,



rrcConnectionReestablishmentComplete
RRCConnectionReestablishmentComplete,



rrcConnectionSetupComplete



RRCConnectionSetupComplete,



rrcStatus







RRCStatus,



securityModeComplete




SecurityModeComplete,



securityModeFailure





SecurityModeFailure,



ueCapabilityInformation




UECapabilityInformation,


ulInformationTransfer




ULInformationTransfer,



spare6 NULL, spare5 NULL, spare4 NULL,


spare3 NULL, spare2 NULL, spare1 NULL


},

messageClassExtension
SEQUENCE {}
}

-- ASN1STOP

Editor:
One bit reserved (c1 CHOICE) for possible message class extension.

6.2.2
Message definitions

–
DLInformationTransfer
The DLInformationTransfer message is used for the downlink transfer of dedicated NAS information.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

DLInformationTransfer message
-- ASN1START

DLInformationTransfer ::=


SEQUENCE {


rrc-TransactioIdentifier


RRC-TransactionIdentifier,






-- FFS

criticalExtensions




CHOICE {



dlInformationTransfer-r8


DLInformationTransfer-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

DLInformationTransfer-r8-IEs ::=
SEQUENCE {


informationType





CHOICE {



nas3GPP







NAS-DedicatedInformation,



cdma2000






SEQUENCE {




cdma2000-Type





CDMA2000-Type,




cdma2000-MessageType



ENUMERATED {handover, other},




cdma2000-DedicatedInfo



OCTET STRING



}


},


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	DLInformationTransfer field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	nas3GPP
Dedicated NAS layer information in a 3GPP core network.

	cdma2000-Type
The type of CDMA2000 network.

	cdma2000-MessageType
Field description is FFS.

	cdma2000-DedicatedInfo
Dedicated upper layer information in a CDMA2000 core network.


	Conditional presence
	Explanation

	%conditionTag%
	


–
HandoverFromEUTRAPreparationRequest (CDMA2000)
The HandoverFromEUTRAPreparationRequest message is used to trigger the handover preparation procedure with a CDMA2000 RAT.
Signalling radio bearer: SRB1 or SRB2 (FFS)

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

HandoverFromEUTRAPreparationRequest message
-- ASN1START

HandoverFromEUTRAPreparationRequest ::= SEQUENCE {


rrc-TransactionIdentifier

RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




handoverFromEUTRAPreparationRequest-r8













HandoverFromEUTRAPreparationRequest-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL


},



criticalExtensions




SEQUENCE {}


}

}

HandoverFromEUTRAPreparationRequest-r8-IEs ::= SEQUENCE {


cdma2000-Type




CDMA2000-Type,


cdma2000-Message



OCTET STRING






OPTIONAL,
-- Need OP


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	HandoverFromEUTRAPreparationRequest field descriptions

	cdma2000-Type

Field description is FFS

	cdma2000-Message
Used to transparently carry message corresponding to specifications from CDMA2000 systems, e.g., "3G 1xRTT parameters" for mobility to 1xRTT.

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
MeasurementReport
The MeasurementReport message is used for the indication of measurement results.
Signalling radio bearer: SRB1 or SRB2 (FFS)

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

MeasurementReport message
-- ASN1START

MeasurementReport ::=



SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




measurementReport-r8



MeasurementReport-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL


},



criticalExtensions




SEQUENCE {}


}

}

MeasurementReport-r8-IEs ::=

SEQUENCE {


measuredResults





MeasuredResults,


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	MeasurementReport field descriptions

	measuredResults

Field description is FFS

	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
MobilityFromEUTRACommand
The MobilityFromEUTRACommand message is used to command an handover or cell change from E‑UTRA to another RAT (3GPP or non-3GPP).
Signalling radio bearer: SRB1 or SRB2 (FFS)

RLC-SAP: AM or UM

Logical channel: DCCH

Direction: E‑UTRAN to UE

MobilityFromEUTRACommand message
-- ASN1START

MobilityFromEUTRACommand ::=

SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




mobilityFromEUTRACommand-r8


MobilityFromEUTRACommand-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL


},



criticalExtensions




SEQUENCE {}


}

}

MobilityFromEUTRACommand-r8-IEs ::=
SEQUENCE {


interRAT-Target





InterRAT-Target,


interRAT-Message




InterRAT-Message,


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	MobilityFromEUTRACommand field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	interRAT-Target

Field description is FFS

	interRAT-Message

Used to transparently carry message corresponding to specifications from another RAT, e.g. a handover command, (Packet) System Information as used in case of Network assisted cell change, HRPD ‘TCA’ for mobility to HRPD.


	Conditional presence
	Explanation

	%conditionTag%
	


–
Paging
The Paging message is used for the notification of one or more UEs.
Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: PCCH

Direction: E‑UTRAN to UE

Paging message
-- ASN1START

Paging ::=






SEQUENCE {


criticalExtensions




CHOICE {



paging-r8






Paging-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

Paging-r8-IEs ::=




SEQUENCE {


pagingRecords





SEQUENCE (SIZE (1..maxPageRec)) OF SEQUENCE {



ue-Identity






PagingUE-Identity,



pagingCause






PagingCause


}

OPTIONAL,
















-- Need OP


sysInfoModification




ENUMERATED {true}




OPTIONAL,
-- Need OP


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	Paging field descriptions

	ue-Identity

Field description is FFS.

	pagingCause
Field description is FFS.

	sysInfoModification
If present: indication of a BCCH modification.


	Conditional presence
	Explanation

	%conditionTag%
	


Editors note
The following Paging DRX values have been agreed: 320, 640, 1280, 2560. It is FFS if other values may be signalled. It is also FFS if UE specific DRX value is needed. It is assumed the DRX value NAS information, transparent to RRC (to be confirmed)

Editors note
It has been agreed to use a UE specific paging DRX. It is FFS if there is still a cell specific default e.g. for emergency call back. It is also FFS is the DRX value(s) are signalled by NAS or AS parameters.
–
RRCConnectionReconfiguration
The RRCConnectionReconfiguration message is the command to establish or modify an RRC connection. It may convey information for UE and network identification, radio bearer configuration, measurement configuration and security configuration.
Signalling radio bearer: SRB1 or SRB2 (FFS)

RLC-SAP: AM or UM

Logical channel: DCCH

Direction: E‑UTRAN to UE

RRCConnectionReconfiguration message
-- ASN1START

RRCConnectionReconfiguration ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReconfiguration-r8

RRCConnectionReconfiguration-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL


},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReconfiguration-r8-IEs ::= SEQUENCE {


measurementConfiguration


MeasurementConfiguration


OPTIONAL,
-- Need OC

mobilityControlInformation


MobilityControlInformation


OPTIONAL,
-- Need OC

nas-DedicatedInformation


NAS-DedicatedInformation


OPTIONAL,
-- Need OP


radioResourceConfiguration


RadioResourceConfiguration


OPTIONAL,
-- Need OC

securityConfiguration



SecurityConfiguration


OPTIONAL,
-- Cond Handover


ue-RelatedInformation



UE-RelatedInforamtion



OPTIONAL,
-- Need OC

...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionReconfiguration field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	measurementConfiguration
Field description is FFS.

	mobilityControlInformation
Field description is FFS.

	nas-DedicatedInformation
Field description is FFS.

	radioResourceConfiguration
Field description is FFS.

	securityConfiguration
Field description is FFS.

	ue-RelatedInformation

Field description is FFS.


	Conditional presence
	Explanation

	Handover
	The IE is mandatory present in case of inter-RAT handover to E‑UTRA; it is optionally present in case of handover within E‑UTRA; otherwise it is not needed.


Editor:
The "SecConf" condition seems to be based on procedure requirements and should possibly not be specified here; rather a need "OP".

–
RRCConnectionReconfigurationComplete
The RRCConnectionReconfigurationComplete message is used to confirm the successful completion of an RRC connection reconfiguration.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionReconfigurationComplete message
-- ASN1START

RRCConnectionReconfigurationComplete ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReconfigurationComplete-r8












RRCConnectionReconfigurationComplete-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReconfigurationComplete-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionReconfigurationComplete field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


Editor's note:
(Temporary note, just for information, i.e. nothing to be captured) Also when this message is used to confirm a successful handover, the same transfer mechanism applies, i.e. SRB1, RLC AM, DCCH. Contention is handled at the MAC (control element including C-RNTI), while PDCP includes regular MAC-I. If segmentation is needed, the eNB may provide an additional allocation, e.g. in the sub-frame following Msg3 transmission.

–
RRCConnectionReconfigurationFailure
The RRCConnectionReconfigurationFailure message is used to indicate the unsuccessful completion of an RRC connection reconfiguration.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionReconfigurationFailure message
-- ASN1START

RRCConnectionReconfigurationFailure ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReconfigurationFailure-r8












RRCConnectionReconfigurationFailure-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReconfigurationFailure-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionReconfigurationFailure field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
RRCConnectionReestablishment
The RRCConnectionReestablishment message is used to resolve contention and to establish SRBs.
Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReestablishment message
-- ASN1START

RRCConnectionReestablishment ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReestablishment-r8
RRCConnectionReestablishment-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL


},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishment-r8-IEs ::= SEQUENCE {


radioResourceConfiguration


RadioResourceConfiguration,


...

}

-- ASN1STOP

Editor:
Contention resolution is performed at the MAC layer. The contention resolution information is the IE ReestabUE-Identity in the IE DL-CCCH-R-IdAndMessageType.
Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionReestablishment field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	radioResourceConfiguration

Only SRB1 configuration information is applicable (modification, i.e., delta signalling)


	Conditional presence
	Explanation

	%conditionTag%
	


Editor's note:
For this message specific HARQ operation applies, i.e., only UEs for which the Initial UE identity matches provide a HARQ acknowledgment. It is FFS if integrity protection is applied for this message.

–
RRCConnectionReestablishmentComplete
The RRCConnectionReestablishmentComplete message is used to confirm the successful completion of an RRC connection reestablishment.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionReestablishmentComplete message
-- ASN1START

RRCConnectionReestablishmentComplete ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReestablishmentComplete-r8












RRCConnectionReestablishmentComplete-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentComplete-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionReestablishmentComplete field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
RRCConnectionReestablishmentReject
The RRCConnectionReestablishmentReject message is used to indicate the rejection of an RRC connection reestablishment request.
Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReestablishmentReject message
-- ASN1START

RRCConnectionReestablishmentReject ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReestablishmentReject-r8












RRCConnectionReestablishmentReject-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentReject-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

Editor:
Contention resolution is performed at the MAC layer. The contention resolution information is the IE ReestabUE-Identity in the IE DL-CCCH-R-IdAndMessageType.
Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionReestablishmentReject field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
RRCConnectionReestablishmentRequest
The RRCConnectionReestablishmentRequest message is used to request the reestablishment of an RRC connection.
Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionReestablishmentRequest message
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReestablishmentRequest-r8












RRCConnectionReestablishmentRequest-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {


ue-Identity






ReestabUE-Identity,


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionReestablishmentRequest field descriptions

	ue-Identity
UE identity used for contention resolution at connection reestablishment.


	Conditional presence
	Explanation

	%conditionTag%
	


–
RRCConnectionReject
The RRCConnectionReject message is used to resolve contention and to reject the establishment of SRBs.
Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReject message
-- ASN1START

RRCConnectionReject ::=



SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReject-r8



RRCConnectionReject-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReject-r8-IEs ::=

SEQUENCE {


waitTime






WaitTime,










-- FFS

...

}

-- ASN1STOP

Editor:
Contention resolution is performed at the MAC layer. The contention resolution information is the IE InitialUE-Identity in the IE DL-CCCH-I-IdAndMessageType.
Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionReject field descriptions

	waitTime

Field description is FFS.

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


Editor's note:
For this message specific HARQ operation applies, i.e. only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

–
RRCConnectionRelease
The RRCConnectionRelease message is used to command the release of an RRC connection.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

RRCConnectionRelease message
-- ASN1START

RRCConnectionRelease ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionRelease-r8



RRCConnectionRelease-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionRelease-r8-IEs ::=

SEQUENCE {


idleModeMobilityControlInfo


IdleModeMobilityControlInfo


OPTIONAL,
-- Need OP


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionRelease field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	idleModeMobilityControlInfo

Field description is FFS.

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
RRCConnectionRequest
The RRCConnectionRequest message is used to request the establishment of an RRC connection.
Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionRequest message
-- ASN1START

RRCConnectionRequest ::=


SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionRequest-r8



RRCConnectionRequest-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionRequest-r8-IEs ::=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause




EstablishmentCause,








-- FFS

...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

Editor:
Separate field types for the UE identity could be used at RRC connection request and RRC connection re-establishment, rather than having the choice in the IE InitialUE-Identity. It might save a bit.

	RRCConnectionRequest field descriptions

	ue-Identity
UE identity used for contention resolution at connection reestablishment.

	establishmentCause

Field description is FFS.


	Conditional presence
	Explanation

	%conditionTag%
	


Editor's note:
The size of the RRC connection request message is fixed. It is FFS whether 72b is the most optimal size value.

Editor's note:
It has been concluded that there is no need to transfer UE capability info early (i.e. redirection may be performed after the UE context is transferred across S1)

–
RRCConnectionSetup
The RRCConnectionSetup message is used to resolve contention and to establish SRBs.
Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionSetup message
-- ASN1START

RRCConnectionSetup ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionSetup-r8



RRCConnectionSetup-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionSetup-r8-IEs ::=

SEQUENCE {


radioResourceConfiguration


RadioResourceConfiguration,


...

}

-- ASN1STOP

Editor:
Contention resolution is performed at the MAC layer. The contention resolution information is the IE InitialUE-Identity in the IE DL-CCCH-I-IdAndMessageType.
Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionSetup field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	radioResourceConfiguration

Only SRB1 configuration information is applicable (modification, i.e., delta signalling)


	Conditional presence
	Explanation

	%conditionTag%
	


Editor's note:
For this message specific HARQ operation applies, i.e. only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

–
RRCConnectionSetupComplete
The RRCConnectionSetupComplete message is used to confirm the successful completion of an RRC connection establishment.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionSetupComplete message
-- ASN1START

RRCConnectionSetupComplete ::=

SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionSetupComplete-r8

RRCConnectionSetupComplete-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCConnectionSetupComplete-r8-IEs ::= SEQUENCE {


selectedPLMN-Identity



SelectedPLMN-Identity,







-- FFS

nas-DedicatedInformation


NAS-DedicatedInformation,


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	RRCConnectionSetupComplete field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	selectedPLMN-Identity

Field description is FFS.

	nas-DedicatedInformation

Field description is FFS.


	Conditional presence
	Explanation

	%conditionTag%
	


–
RRCStatus
The RRCStatus message is used to indicate an RRC protocol error.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCStatus message
-- ASN1START

RRCStatus ::=





SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,






-- FFS

criticalExtensions




CHOICE {



rrcStatus-r8





RRCStatus-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

RRCStatus-r8-IEs ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	RRCStatus field descriptions

	rrc-TransactionIdentifier
Field description is FFS. The need may depend on the use of a response message.

	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
SecurityModeCommand
The SecurityModeCommand message is used to command the activation of AS security upon RRC connection establishment.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

SecurityModeCommand message
-- ASN1START

SecurityModeCommand ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




securityModeCommand-r8



SecurityModeCommand-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL


},



criticalExtensions




SEQUENCE {}


}

}

SecurityModeCommand-r8-IEs ::=

SEQUENCE {


securityConfiguration



SecurityConfiguration,


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	SecurityModeCommand field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	securityConfiguration

Field description is FFS.

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
SecurityModeComplete
The SecurityModeComplete message is used to confirm the successful completion of a security mode command.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

SecurityModeComplete message
-- ASN1START

SecurityModeComplete ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



securityModeComplete-r8



SecurityModeComplete-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

SecurityModeComplete-r8-IEs ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	SecurityModeComplete field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
SecurityModeFailure
The SecurityModeFailure message is used to indicate an unsuccessful completion of a security mode command.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

SecurityModeFailure message
-- ASN1START

SecurityModeFailure ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



securityModeFailure-r8



SecurityModeFailure-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

SecurityModeFailure-r8-IEs ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	SecurityModeFailure field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
SystemInformation
The SystemInformation message is used convey one or more System Information Blocks. All the SIBs included are transmitted with the same periodicity.
Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

SystemInformation message
-- ASN1START

SystemInformation ::=



SEQUENCE {


criticalExtensions




CHOICE {



systemInformation-r8



SystemInformation-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

SystemInformation-r8-IEs ::=

SEQUENCE (SIZE (1..maxSIB)) OF SEQUENCE {

-- Size is FFS

sib-Type






SIB-Type,










-- FFS

sib-Info






OCTET STRING,









-- FFS

...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	SystemInformation field descriptions

	sib-Type

Field description is FFS.

	sib-Info
Field description is FFS.


	Conditional presence
	Explanation

	%conditionTag%
	


Editor's note:
In order to support protocol extension, each SIB may be carried in a separate container e.g. an octet string 

–
SystemInformationMIB
The SystemInformationMIB message is used to convey the IE MasterInformationBlock.
Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

SystemInformationMIB message
-- ASN1START

SystemInformationMIB ::=


MasterInformationBlock
-- ASN1STOP

	SystemInformationMIB field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
SystemInformationType1
The SystemInformationType1 message is used to convey the IE SystemInformationBlockType1.
Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

SystemInformationType1 message
-- ASN1START

SystemInformationType1 ::=


SystemInformationBlockType1

-- ASN1STOP

	SystemInformationType1 field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
UECapabilityEnquiry
The UECapabilityEnquiry message is used to request the transfer of UE radio access capabilities for E‑UTRA as well as for other RATs.
Signalling radio bearer: SRB1 or SRB2 (FFS)

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

UECapabilityEnquiry message
-- ASN1START

UECapabilityEnquiry ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



ueCapabilityEnquiry-r8



UECapabilityEnquiry-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

UECapabilityEnquiry-r8-IEs ::=

SEQUENCE {


ue-RadioAccesCapRequest



UE-RadioAccessCapRequest,


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	UECapabilityEnquiry field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	ue-RadioAccesCapabilityReq

Used to request the UE to transfer UE radio access capabilities for other RATs, e.g., UTRAN or GERAN.

	%fieldIdentifier%




Editor:
Request for E‑UTRA capabilities?

	Conditional presence
	Explanation

	%conditionTag%
	


–
UECapabilityInformation
The UECapabilityInformation message is used to transfer of UE radio access capabilities requested by the E‑UTRAN.
Signalling radio bearer: SRB1 or SRB2 (FFS)

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

UECapabilityInformation message
-- ASN1START

UECapabilityInformation ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




ueCapabilityInformation-r8


UECapabilityInformation-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL


},



criticalExtensions




SEQUENCE {}


}

}

UECapabilityInformation-r8-IEs ::=
SEQUENCE {


ue-EUTRA-Capability




UE-EUTRA-Capability





OPTIONAL,


ue-UTRA-Capability




UE-UTRA-Capability





OPTIONAL,


ue-GERAN-Capability




UE-GERAN-Capability





OPTIONAL,


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

	UECapabilityInformation field descriptions

	rrc-TransactionIdentifier
Field description is FFS.

	ue-EUTRA-Capability

It is FFS if this includes all information relevant for E-UTRA, i.e., including inter-RAT information E-UTRAN needs to activate measurements.

	ue-UTRA-Capability

Field description is FFS.

	ue-GERAN-Capability

Field description is FFS.


	Conditional presence
	Explanation

	%conditionTag%
	


Editor's note:
The "UE radio access capabilities E-UTRA" does not include AS security capability information, since these are assumed to be the same as the NAS-security capabilities. Consequently it is also assumed that AS need not provide "man-in-the-middle" protection for the security capabilities, i.e., it is assumed that NAS provides this functionality.

–
ULInformationTransfer
The ULInformationTransfer message is used for the uplink transfer of dedicated NAS information.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

ULInformationTransfer message
-- ASN1START

ULInformationTransfer ::=


SEQUENCE {


criticalExtensions




CHOICE {



ulInformationTransfer-r8


ULInformationTransfer-r8-IEs,


criticalExtensions




SEQUENCE {}


}

}

ULInformationTransfer-r8-IEs ::=
SEQUENCE {


informationType





CHOICE {



nas3GPP







NAS-DedicatedInformation,



cdma2000






SEQUENCE {




cdma2000-Type





CDMA2000-Type,




cdma2000-DedicatedInfo



OCTET STRING



},



...


},


...

}

-- ASN1STOP

Editor:
The critical extension mechanisms in this message are FFS.

Editor:
The extension marker is included in the informationType CHOICE as an option for future extension with new information types (FFS).

	ULInformationTransfer field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


6.3
RRC information elements

Editors note
This section was intended for IEs purely related to system information transmission aspects e.g. scheduling, SIB mapping. The SIB types may actually disappear once the further details of the SIs are agreed.

It is FFS which SI indicates which sub-frames in the serving cell are used for MBSFN transmission and which ones are only used for non-MBSFN. This information is applicable for UEs in RRC_IDLE and in RRC_CONNECTED.

It is FFS which SI includes the (primary) MCCH configuration, e.g. information about when the MCCH is scheduled.

It is FFS if SYSTEM INFORMATION BLOCKS are introduced for the following:

- Dynamic common and shared channel configuration information, e.g. UL interference (FFS)

- Pre-defined configuration information

- Information for UE-based or UE-assisted positioning methods

6.3.1
System information blocks
–
MasterInformationBlock
The IE MasterInformationBlock defines the most essential physical layer information of the cell required to receive further system information.
MasterInformationBlock information element
-- ASN1START

MasterInformationBlock ::=


SEQUENCE {


dl-SystemBandwidth




BIT STRING (SIZE (4)),


numberOfTransmitAntennas


BIT STRING (SIZE (4)),

phich-Duration





ENUMERATED {short, long},


phich-ResourceSize




BIT STRING (SIZE (2)),

systemFrameNumber




BIT STRING (SIZE (8))
}

-- ASN1STOP

	MasterInformationBlock field descriptions

	dl-SystemBandwidth

  type and value range FFS

	numberOfTransmitAntennas

  need and type and value range FFS

	phich-Duration

Defines the duration of PHICH

	phich-ResourceSize

Defines the size of PHICH   type and value range FFS

	systemFrameNumber
Defines the 8 most significant bits of the SFN


	Conditional presence
	Explanation

	%conditionTag%
	


–
SIB-Type
The IE SIB-Type is used %%
SIB-Type information element
-- ASN1START

SIB-Type ::=





ENUMERATED {











sibType1,


-- FFS if SIB1 need explicit indication










sibType2, sibType3, sibType4, sibType5,











sibType6, sibType7, sibType8,











spare8, spare7, spare6, spare5,











spare4, spare3, spare2, spare1,











... }

-- ASN1STOP

Editor:
The extension marker is included, because the number of SIB types is expected to grow. The extension marker should provide a smooth extension path. The number of initial spare values is FFS (it is proposed to use a 5-bit field to start with – extension bit + 16 discrete values). The next 64 new SIB types after the extension marker will require an 8-bit field (replacing the original 5 bits), which is provided by the PER encoding in a backward compatible manner.

	SIB-Type field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
SystemInformationBlockType1
The IE SystemInformationBlock1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information blocks.

Editors note
RAN1 has agreed (R2-080475) that DL RX Tx power should be indicated on BCCH mapped to DL-SCH. FFS in which SIB and SI this should be provided

SystemInformationBlockType1 information element
-- ASN1START

SystemInformationBlockType1 ::=

SEQUENCE {


cellAccessRelatedInformation

SEQUENCE {



plmn-IdentityList




SEQUENCE (SIZE (1..6)) OF SEQUENCE {




plmn-Identity




PLMN-Identity,




cellReservedForOperatorUse

BOOLEAN



},



trackingAreaCode




TrackingAreaCode,



cellIdentity





CellIdentity,



cellBarred






BOOLEAN,



intraFrequencyCellReselection

BOOLEAN




OPTIONAL,
-- Cond CellBarred



cellReservationExtension


BOOLEAN,



csg-Indication





BOOLEAN


},


cellSelectionInfo




SEQUENCE {


q-Rxlevmin






INTEGER (-60..-28)




-- value range FFS

},



















   -- need FFS

frequencyBandIndicator



FrequencyBandIndicator,


schedulinInformation 



SEQUENCE (SIZE (1..maxSI-Message)) OF SEQUENCE {


si-MessageType





SEQUENCE {},








-- FFS


si-Periodicity





ENUMERATED {













ms80, ms160, ms320, ms640},

-- value range FFS


sib-MappingInfo





SEQUENCE {}









-- FFS

},


systemInformationValueTag


INTEGER (0),






-- value range FFS

...

}

-- ASN1STOP

	SystemInformationBlockType1 field descriptions

	plmn-Identity


	cellReservedForOperatorUse
TRUE means reserved

	trackingAreaCode
Common TAC for all the PLMNs listed

	cellIdentity


	cellBarred
TRUE means barred for all calls

	intraFrequencyCellReselection
FFS if needed

	cellReservationExtension
TRUE means reserved

	csg-Indication
If set to TRUE the UE is only allowed to access the cell if the tracking area identity matches an entry in the ‘white list’ that the UE has stored

	cellSelectionInfo


	q-Rxlevmin

Actual value Qrxlevmin = IE value * 2   

RSRP [dBm]
FFS within cellSelectionInfo

	frequencyBandIndicator


	schedulingInformation
Exact structure and whether additional IEs are needed is FFS e.g. (common) size of and/ or gap between SI messages.

	si-MessageType
  

	si-Periodicity
  

	sib-MappingInfo
List of the SIBs mapped to this SYSTEM INFORMATION MESSAGE (FFS)

	systemInformationValueTag
Common for all SIs other than SI-1


	Conditional presence
	Explanation

	CellBarred
	The IE is mandatory present if the IE cellBarred is set to TRUE; otherwise the IE is not needed.


–
SystemInformationBlockType2
The IE SystemInformationBlockType2 contains common and shared channel information.

NOTE 1:
UE timers and constants related to functionality for which parameters are provided in another SIB are included in the corresponding SIB.

NOTE 2:
It is FFS whether Uplink EARFCN should be moved to SIB 1. This relates to the discussion on UE capability for variable TX-RX frequency separation.

SystemInformationBlockType2 information element
-- ASN1START

SystemInformationBlockType2 ::=

SEQUENCE {


accessBarringInformation


SEQUENCE {



accessBarringForTerminatingCalls
BOOLEAN,


accessProbabilityFactor



INTEGER (0),



-- type and value range FFS


accessClassBarringTime



INTEGER (0),



-- type and value range FFS


accessClassBarringList



SEQUENCE (SIZE (6)) OF SEQUENCE {



accessClassBarring




BOOLEAN



}


},


semiStaticCommonChConfig

SemiStaticCommonChConfig,


semiStaticSharedChConfig

SemiStaticSharedChConfig,


ue-TimersAndConstants


UE-TimersAndConstants,

frequencyInformation


SEQUENCE {



ul-EARFCN





INTEGER (0..maxUL-EARFCN)


OPTIONAL,
-- Need OP


additionalSpectrumEmission

INTEGER (0..31)


},

...

}

-- ASN1STOP

	SystemInformationBlockType2 field descriptions

	accessBarringForTerminatingCalls

TRUE means barred

	accessProbabilityFactor

  type and value range is  FFS

	accessClassBarringTime

  type and value range is FFS

	accessClassBarringList
Access class barring for AC 10-15. First in the list is for AC 10, second in the list is for AC 11, and so on

	semiStaticCommonChConfig 


	semiStaticSharedChConfig 


	ue-TimersAndConstants



	ul-EARFCN

Default value determined from default TX-RX frequency separation defined in [36.101]

	additionalSpectrumEmission

Defined in [36.101]


	Conditional presence
	Explanation

	%conditionTag%
	


–
SystemInformationBlockType3
The IE SystemInformationBlockType3 contains cell re-selection information, mainly related to the serving cell.
SystemInformationBlockType3 information element
-- ASN1START

SystemInformationBlockType3 ::=

SEQUENCE {


cellReselectionInfoServingCell

CellReselectionInfoServingCell,

cellReselectionInfoCommon


CellReselectionInfoCommon,

q-Hyst







INTEGER (0..8),






-- value range FFS

t-Reselection





INTEGER (0..7),

s-IntraSearch





INTEGER (-60..-28)



OPTIONAL,-- value range FFS

speedDependentReselection


SEQUENCE {}





OPTIONAL,


-- FFS

...

}

-- ASN1STOP

	SystemInformationBlockType3 field descriptions

	cellReselectionInfoServingCell
Cell re-selection information of serving cell

	cellReselectionInfoCommon
Cell re-selection information common for cells, e.g. Ssearch

	q-Hyst
Actual value q-Hyst = IE value * 2 

In dB

	t-Reselection
In seconds

	s-IntraSearch 
Actual value s-IntraSearch = IE value * 2  

In dB

	speedDependentReselection 



	Conditional presence
	Explanation

	%conditionTag%
	


–
SystemInformationBlockType4
The IE SystemInformationBlockType4 contains information about the serving neighbouring frequencies and intra-frequency neighbouring cells relevant for cell re-selection, covering both E-UTRA and other RATs. The IE includes cell re-selection parameters common for a frequency as well as cell specific re-selection parameters.
SystemInformationBlockType4 information element
-- ASN1START

SystemInformationBlockType4 ::=

SEQUENCE {


servingFreqCellReselectionInfo

SEQUENCE {


s-NonIntraSearch




INTEGER (-60..-28)



OPTIONAL,





















-- value range FFS


threshServingLow




INTEGER (-60..-28),




-- value range FFS


cellReselcetionPriority



INTEGER (0..7)




OPTIONAL

},




















-- need FFS

intraFreqNeighbouringCellList

SEQUENCE (SIZE (1..maxCellIntra)) OF SEQUENCE {


physicalCellIdentity



PhysicalCellIdentity,



q-OffsetCell





INTEGER (-15..15)



DEFAULT 0

}

OPTIONAL,

intraFreqBlacklistedCellList

SEQUENCE (SIZE (1..maxCellBlack)) OF SEQUENCE {


physicalCellIdentity



PhysicalCellIdentity


}

OPTIONAL,

...

}

-- ASN1STOP

	SystemInformationBlockType4 field descriptions

	servingFreqCellReselectionInfo 


	s-NonIntraSearch 
Actual value s-NonIntraSearch = IE value * 2

In dB

	threshServingLow 
Actual value threshServingLow = IE value * 2

In dB

	cellReselcetionPriority 
Absolute priority of the serving layer (0 means: highest priority)

	intraFreqNeighbouringCellList 
List of neighbouring cells with specific cell re-selection parameters. Location of this IE is FFS, i.e. it may also be in SIB3

	physicalCellIdentity 


	q-OffsetCell 
Actual value q-OffsetCell = IE value * 2. Default value is 0.

In dB

	intraFreqBlacklistedCellList 
List of blacklisted intra-frequency neighbouring cells

	physicalCellIdentity 



	Conditional presence
	Explanation

	%conditionTag%
	


–
SystemInformationBlockType5
The IE SystemInformationBlockType5 contains information about other E-UTRA frequencies and inter-frequency neighbouring cells relevant for cell re-selection. The IE includes cell re-selection parameters common for a frequency as well as cell specific re-selection parameters.
SystemInformationBlockType5 information element
-- ASN1START

SystemInformationBlockType5 ::=

SEQUENCE {

interFreqCarrierFreqList


SEQUENCE (SIZE (1..maxFreq)) OF SEQUENCE {


eutra-CarrierFreq




EUTRA-CarrierFreq,



threshHigh






INTEGER (-60..-28),




-- value range FFS


threshLow






INTEGER (-60..-28),




-- value range FFS


cellReselcetionPriority



INTEGER (0..7)





OPTIONAL,





















-- value range FFS


q-OffsetFreq





INTEGER (-15..15)




DEFAULT 0,



interFreqNeighbouringCellList

SEQUENCE (SIZE (1..maxCellInter)) OF SEQUENCE {



physicalCellIdentity



PhysicalCellIdentity,




q-OffsetCell





INTEGER (-15..15)



DEFAULT 0


}
OPTIONAL,


interFreqBlacklistedCellList

SEQUENCE (SIZE (1..maxCellBlack)) OF SEQUENCE {



physicalCellIdentity



PhysicalCellIdentity



}
OPTIONAL

},


...
}

-- ASN1STOP

	SystemInformationBlockType5 field descriptions

	interFreqCarrierFreqList 


	eutra-CarrierFreq 


	threshHigh 
Actual value threshHigh = IE value * 2

In dBm

	threshLow 
Actual value threshLow = IE value * 2

In dBm

	cellReselcetionPriority 
Absolute priority of the serving layer (0 means: highest priority) 

	q-OffsetFreq 
Actual value q-OffsetFreq = IE value * 2. Default value is 0.

In dB

	intraFreqNeighbouringCellList 
List of inter-frequency neighbouring cells with specific cell re-selection parameters. 

	physicalCellIdentity 


	q-OffsetCell 
Actual value q-OffsetCell = IE value * 2. Default value is 0.

In dB

	interFreqBlacklistedCellList 
List of blacklisted inter-frequency neighbouring cells

	physicalCellIdentity 



	Conditional presence
	Explanation

	%conditionTag%
	


–
SystemInformationBlockType6
The IE SystemInformationBlockType6 contains information about UTRA frequencies and UTRA neighbouring cells relevant for cell re-selection. The IE includes cell re-selection parameters common for a frequency as well as cell specific re-selection parameters.

Editors note:
In accordance with TS 36.300, cell specific parameters are not included in this SIB.
SystemInformationBlockType6 information element
-- ASN1START

SystemInformationBlockType6 ::=

SEQUENCE {

utra-CellReselectionPriority

INTEGER (0..7)





OPTIONAL,


utra-CarrierFreqList



SEQUENCE (SIZE (1..maxUTRA-Carrier)) OF SEQUENCE {


utra-CarrierFreq




UTRA-CarrierFreq,



threshHigh






INTEGER (-60..-28),




-- value range FFS


threshLow






INTEGER (-60..-28),




-- value range FFS


q-OffsetFreq





INTEGER (-15..15)



DEFAULT 0

}
OPTIONAL,


...
}

-- ASN1STOP

	SystemInformationBlockType6 field descriptions

	utra-CellReselectionPriority 
Absolute priority of the RAT (0 means: highest priority). FFS if priority should be given per frequency

	utra-CarrierFreqList 
List of carrier frequencies

	utra-CarrierFreq 


	threshHigh 
Actual value threshHigh = IE value * 2

In dBm

	threshLow 
Actual value threshLow = IE value * 2

In dBm

	q-OffsetFreq 
Actual value q-OffsetFreq = IE value * 2. Default value is 0.

In dB


	Conditional presence
	Explanation

	FDD
	The IE is mandatory with default value (default duplex distance defined for the concerned band) in case of “FDD”; otherwise the IE is not needed.


–
SystemInformationBlockType7
The IE SystemInformationBlockType7 contains information about GERAN frequencies and GERAN neighbouring cells relevant for cell re-selection. The IE includes cell re-selection parameters common for a frequency as well as cell specific re-selection parameters.

SystemInformationBlockType7 information element
-- ASN1START

SystemInformationBlockType7 ::=

SEQUENCE {

geran-CellReselectionPriority

INTEGER (0..7) 





OPTIONAL,


geran-CarrierFreqList



SEQUENCE (SIZE (1..maxGERAN-Carrier)) OF SEQUENCE {


geran-CarrierFreq




GERAN-CarrierFreq,



q-Rxlevmin






INTEGER (-60..-28),




-- value range FFS


threshHigh






INTEGER (-60..-28),




-- value range FFS


threshLow






INTEGER (-60..-28),




-- value range FFS


q-OffsetFreq





INTEGER (-15..15)



DEFAULT 0

}

OPTIONAL,


...
}

-- ASN1STOP

Editors note
RAN2 has agreed not to provide cell specific re-selection parameters for GSM/ GERAN neighbours. To be confirmed by GERAN/ RAN4
	SystemInformationBlockType7 field descriptions

	geran-CellReselectionPriority 
Absolute priority of the RAT (0 means: highest priority). FFS if priority should be given per frequency

	geran-carrierFreqList 
List of carrier frequencies

It is FFS if other frequency specific information may be provided, e.g. "NCC permitted" for country borders

	GERAN-carrierFreq 


	q-Rxlevmin 
Actual value q-Rxlevmin = IE value * 2

In dBm

	threshHigh 
Actual value threshHigh = IE value * 2

In dBm

	threshLow 
Actual value threshLow = IE value * 2

In dBm

	q-OffsetFreq 
Actual value q-OffsetFreq = IE value * 2. Default value is 0.

In dB


	Conditional presence
	Explanation

	%conditionTag%
	


–
SystemInformationBlockType8
The IE SystemInformationBlockType8 contains information about CDMA2000 frequencies and CDMA2000 neighbouring cells relevant for cell re-selection. The IE includes cell re-selection parameters common for a frequency as well as cell specific re-selection parameters.
SystemInformationBlockType8 information element
-- ASN1START

SystemInformationBlockType8 ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}
-- ASN1STOP

	SystemInformationBlockType8 field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


6.3.2
Radio resource control information elements

–
PDCP-Configuration
The IE PDCP-Configuration is used % 
PDCP-Configuration information element
-- ASN1START

PDCP-Configuration ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	PDCP-Configuration field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
RadioResourceConfiguration
The IE RadioResourceConfiguration is used %
RadioResourceConfiguration information element
-- ASN1START

RadioResourceConfiguration ::=

SEQUENCE {


srb-List






SEQUENCE (SIZE (1..2)) OF SEQUENCE {


pdcp-ConfigFor-SRB




PDCP-Configuration

OPTIONAL,



-- FFS


rlc-ConfigFor-SRB




RLC-Configuration

OPTIONAL,



-- FFS


rb-MappingInfo





SEQUENCE {}



OPTIONAL



-- FFS

}

OPTIONAL,


sae-BearerList





SEQUENCE (SIZE (1..maxDRB)) OF SEQUENCE {


pdcp-ConfigFor-DRB




PDCP-Configuration

OPTIONAL,



-- FFS


rlc-ConfigFor-DRB




RLC-Configuration

OPTIONAL,



-- FFS


rb-MappingInfo





SEQUENCE {}



OPTIONAL



-- FFS

}

OPTIONAL,


transportChannelConfig




SEQUENCE {}



OPTIONAL,



-- FFS

physicalChannelConfig




SEQUENCE {},








-- FFS

...

}

-- ASN1STOP

	RadioResourceConfiguration field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
RLC-Configuration
The IE RLC-Configuration is used %%
RLC-Configuration information element
-- ASN1START

RLC-Configuration ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	RLC-Configuration field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
SemiStaticCommonChConfig
The IE SemiStaticCommonChConfig is used %% 
SemiStaticCommonChConfig information element
-- ASN1START

SemiStaticCommonChConfig ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	SemiStaticCommonChConfig field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%



	Conditional presence
	Explanation

	%conditionTag%
	


–
SemiStaticSharedChConfig
The IE SemiStaticSharedChConfig is used %% 
SemiStaticSharedChConfig information element
-- ASN1START

SemiStaticSharedChConfig ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	SemiStaticSharedChConfig field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%



	Conditional presence
	Explanation

	%conditionTag%
	


6.3.3
Security control information elements

–
CipheringAlgorithm
The IE CipheringAlgorithm is used %%
CipheringAlgorithm information element
-- ASN1START

CipheringAlgorithm ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	CipheringAlgorithm field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
IntegrityCheckInfo
The IE IntegrityCheckInfo is used %%
IntegrityCheckInfo information element
-- ASN1START

IntegrityCheckInfo ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	IntegrityCheckInfo field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
IntegrityProtAlgorithm
The IE IntegrityProtAlgorithm is used %%
IntegrityProtAlgorithm information element
-- ASN1START

IntegrityProtAlgorithm ::=


SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	IntegrityProtAlgorithm field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
KeyIndicator
The IE KeyIndicator is used %%
KeyIndicator information element
-- ASN1START

KeyIndicator ::=




SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	KeyIndicator field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
SecurityConfiguration
The IE SecurityConfiguration is used to configure AS integrity protection (CP) and AS ciphering (CP and UP).
SecurityConfiguration information element
-- ASN1START

SecurityConfiguration ::=


SEQUENCE {


integrityProtAlgorithm



IntegrityProtAlgorithm,


cipheringAlgorithm




CipheringAlgorithm,


keyIndicator





KeyIndicator




OPTIONAL,
-- Cond Handover


...

}

-- ASN1STOP

	SecurityConfiguration field descriptions

	integrityProtAlgorithm

Field description is FFS.

	cipheringAlgorithm
The same ciphering algorithm is assumed to be used for SRBs and DRBs

	keyIndicator

Indicates whether the UE should use the keys associated with latest available Kasme (details FFS).

Included upon handover (within E-UTRA)


	Conditional presence
	Explanation

	Handover
	The IE is mandatory present in case of "handover"; otherwise the IE is not needed.


Editor:
The term "handover" is not very clearly defined. The condition here seems to be a procedure requirement and it might be better to classify the field as "Need OP" and further specified in the procedure text. – The need is mentioned in the field description too.

6.3.4
Mobility control information elements

–
CDMA2000-RelatedInfo
Editor:
This IE is not referenced anywhere.

The IE CDMA2000-RelatedInfo is %%

NOTE
The UE needs the CDMA system time with a certain level of accuracy for performing measurements as well as for communicating with the CDMA network (HRPD or 1xRTT).

Editors note
Changes of CDMA system time should neither result in system information change notifications nor in a modification of the value tag in SI-1.

CDMA2000-RelatedInfo information element
-- ASN1START

CDMA2000-RelatedInfo ::=


SEQUENCE {


cdma-EUTRAN-Synchronisation


BOOLEAN






OPTIONAL,


cdma-SystemTime





SEQUENCE {}





OPTIONAL


-- FFS
}

-- ASN1STOP

	CDMA2000-RelatedInfo field descriptions

	cdma-EUTRAN-Synchronisation

TRUE indicates that the networks are synchronised i.e. there is no drift in the timing between E-UTRAN and CDMA.

	cdma-SystemTime
CDMA system time corresponding to the starting boundary of the radio frame with SFN = 0 in the current SFN period


	Conditional presence
	Explanation

	%conditionTag%
	


–
CDMA2000-Type
The IE CDMA2000-Type is used to describe the type of CDMA2000 network.
CDMA2000-Type information element
-- ASN1START

CDMA2000-Type ::=




ENUMERATED {type1XRTT, typeHRPD, ...}

-- ASN1STOP

Editor:
The use of extension marker is FFS.

	CDMA2000-Type field descriptions

	cdma2000-Type
Type of CDMA2000 network: 1xRTT or HRPD.

	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
CellIdentity
The IE CellIdentity is used %% 
CellIdentity information element
-- ASN1START

CellIdentity ::=




SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	CellIdentity field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%



	Conditional presence
	Explanation

	%conditionTag%
	


–
CellReselectionInfoCommon
The IE CellReselectionInfoCommon is used %% 
CellReselectionInfoCommon information element
-- ASN1START

CellReselectionInfoCommon ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	CellReselectionInfoCommon field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
CellReselectionInfoServingCell
The IE CellReselectionInfoServingCell is used %% 
CellReselectionInfoServingCell information element
-- ASN1START

CellReselectionInfoServingCell ::=
SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	CellReselectionInfoServingCell field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
EUTRA-CarrierFreq
The IE EUTRA-CarrierFreq is used %% 
EUTRA-CarrierFreq information element
-- ASN1START

EUTRA-CarrierFreq ::=



SEQUENCE {

earfcn-DL






INTEGER (0..maxFreq),


earfcn-UL






INTEGER (0..maxFreq)



OPTIONAL

}

-- ASN1STOP

	EUTRA-CarrierFreq field descriptions

	earfcn-DL
Defined in [36.101]

	earfcn-UL
Default value determined from TX-RX frequency specification specified in [36.101]


	Conditional presence
	Explanation

	%conditionTag%
	


–
FrequencyBandIndicator
The IE FrequencyBandIndicator specifies the EUTRA frequency band of the cell. 
FrequencyBandIndicator information element
-- ASN1START

FrequencyBandIndicator ::=


SEQUENCE {

frequencyBandNumber




INTEGER (0..63)
}

-- ASN1STOP

Editor:
Extension marker should be considered.
	FrequencyBandIndicator field descriptions

	frequencyBandNumber

Defined in [36.101].


	Conditional presence
	Explanation

	%conditionTag%
	


–
GERAN-CarrierFreq
The IE GERAN-CarrierFreq is used %% 
GERAN-CarrierFreq information element
-- ASN1START

GERAN-CarrierFreq ::=



SEQUENCE {

bcch-ARFCN






INTEGER (0..1023),


bandIndicator





ENUMERATED {dcs1800, pcs1900}

}

-- ASN1STOP

	GERAN-CarrierFreq field descriptions

	bcch-ARFCN 
GERAN ARFCN of BCCH carrier

	bandIndicator 
Indicates how to interpret the ARFCN of BCCH carrier


	Conditional presence
	Explanation

	%conditionTag%
	


–
GERAN-CellIdentity
The IE GERAN-CellIdentity is used %% 
GERAN-CellIdentity information element
-- ASN1START

GERAN-CellIdentity ::=



SEQUENCE {


-- Enter other IEs here.















   FFS

...

}

-- ASN1STOP

	GERAN-CellIdentity field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
IdleModeMobilityControlInfo
The IE IdleModeMobilityControlInfo is used %%
IdleModeMobilityControlInfo information element
-- ASN1START

IdleModeMobilityControlInfo ::=

SEQUENCE {


interFreqPriorityInfoList


SEQUENCE (SIZE (1..maxFreq)) OF SEQUENCE {


eutra-CarrierFreq




EUTRA-CarrierFreq,



cellReselectionPriority



INTEGER (0..7)





-- value range FFS

}

OPTIONAL,


geran-CarrierFreqList



SEQUENCE (SIZE (1..maxGERAN-Carrier)) OF SEQUENCE {


geran-CarrierFreq




GERAN-CarrierFreq,



geran-CellReselectionPriority

INTEGER (0..7)





-- value range FFS

}

OPTIONAL,


utra-CarrierFreqList



SEQUENCE (SIZE (1..maxUTRA-Carrier)) OF SEQUENCE {


utra-CarrierFreq




UTRA-CarrierFreq,



utra-CellReselectionPriority

INTEGER (0..7) 





-- value range FFS

}

OPTIONAL,


cellReselectionPriorityExpiryTimer
SEQUENCE {










-- FFS

}

OPTIONAL
}

-- ASN1STOP

	IdleModeMobilityControlInfo field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	cellReselectionPriorityExpiryTimer

Upon expiry, the UE discards the inter-frequency and inter-RAT priority information


	Conditional presence
	Explanation

	%conditionTag%
	


–
InterRAT-Message
The IE InterRAT-Message is used %%
InterRAT-Message information element
-- ASN1START

InterRAT-Message ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	InterRAT-Message field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
InterRAT-Target
The IE InterRAT-Target is used %%
InterRAT-Target information element
-- ASN1START

InterRAT-Target ::=




SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	InterRAT-Target field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
MobilityControlInformation
The IE MobilityControlInformation includes parameters relevant for network controlled mobility to/within E-UTRA.

Editors note
The UE is not aware if the handover involves a change of eNB, i.e. no UE behaviour is defined specific for the intra-eNB and the inter-eNB cases

Editors note
It is FFS if other system information may be provided in the message used to trigger handover, e.g. Semi-static shared channel configuration information, UE timers and constants

MobilityControlInformation information element
-- ASN1START

MobilityControlInformation ::=

SEQUENCE {


targetCellIdentity




PhysicalCellIdentity,


eutra-CarrierFreq




EUTRA-CarrierFreq




OPTIONAL,
-- Need OC


additionalSpectrumEmission


INTEGER (0..31)





OPTIONAL,
-- Need OC

semiStaticCommonChConfig


SemiStaticCommonChConfig


OPTIONAL,


endTimeDedicatedPreamble


SEQUENCE {}






OPTIONAL,

-- FFS

...

}

-- ASN1STOP

	MobilityControlInformation field descriptions

	targetCellIdentity


	eutra-CarrierFreq


	additionalSpectrumEmission
Defined in [36.101]

	SemiStaticCommonChConfig
E.g. RACH parameters. May include dedicated preamble. If so, the split between dedicated and common preambles is also indicated (FFS if always included)

	endTimeDedicatedPreamble



	Conditional presence
	Explanation

	%conditionTag%
	%


–
PhysicalCellIdentity
The IE PhysicalCellIdentity is used %% 
PhysicalCellIdentity information element
-- ASN1START

PhysicalCellIdentity ::=


SEQUENCE {


-- Enter other IEs here.















   FFS

...

}

-- ASN1STOP

	PhysicalCellIdentity field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
PLMN-Identity
The IE PLMN-Identity covers %%.

PLMN-Identity information element
-- ASN1START

PLMN-Identity ::=




SEQUENCE {


-- Enter other IEs here.















   FFS

...

}

-- ASN1STOP

	PLMN-Identity field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
SelectedPLMN-Identity
The IE SelectedPLMN-Identity is used to select the NAS node when the S-TMSI is not valid in the TA of the cell. Applicable in case of an “Initial Direct Transfer”.

SelectedPLMN-Identity information element
-- ASN1START

SelectedPLMN-Identity ::=


SEQUENCE {


-- Enter other IEs here.















   FFS

...

}

-- ASN1STOP

	SelectedPLMN-Identity field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
TrackingAreaCode
The IE TrackingAreaCode is %%

TrackingAreaCode information element
-- ASN1START

TrackingAreaCode ::=



SEQUENCE {


-- Enter other IEs here.















   FFS

...

}

-- ASN1STOP

	TrackingAreaCode field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
UTRA-CarrierFreq
The IE UTRA-CarrierFreq is used %% 
UTRA-CarrierFreq information element
-- ASN1START

UTRA-CarrierFreq ::=



SEQUENCE {

uarfcn-DL






INTEGER (0..16383),


uarfcn-UL






INTEGER (0..16383)



OPTIONAL
-- Cond FDD

}

-- ASN1STOP

	UTRA-CarrierFreq field descriptions

	uarfcn-DL 
If FDD: the IE contains the downlink frequency (Nd)

If TDD: the IE contains the (Nt)

	uarfcn-UL 
Contains the uplink frequency (Nu)


	Conditional presence
	Explanation

	FDD
	The IE is mandatory with default value (default duplex distance defined for the concerned band) in case of “FDD”; otherwise the IE is not needed.


–
UTRA-CellIdentity
The IE UTRA-CellIdentity is %%

UTRA-CellIdentity information element
-- ASN1START

UTRA-CellIdentity ::=



SEQUENCE {


-- Enter other IEs here.















   FFS

...

}

-- ASN1STOP

	UTRA-CellIdentity field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


6.3.5
Measurement information elements

–
EUTRAN-MeasurementResults
The IE EUTRAN-MeasurementResults contains results from the maximum number of reported best cells and from events for intra-frequency measurement and inter-frequency measurements.
EUTRAN-MeasurementResults information element
-- ASN1START

EUTRAN-MeasurementResults ::=

SEQUENCE {

eutranCellResultList



SEQUENCE (SIZE (1..maxCellReport)) OF SEQUENCE {



physicalCellIdentity



PhysicalCellIdentity,



measurementResult




SEQUENCE {}









-- FFS

}

}

-- ASN1STOP

	EUTRAN-MeasurementResults field descriptions

	eutranCellResultList



	physicalCellIdentity



	measurementResult 
Measurement result of the reported cell 


	Conditional presence
	Explanation

	%conditionTag%
	


–
InterFreqMeasConfig
The IE InterFreqMeasConfig is FFS 
InterFreqMeasConfig information element
-- ASN1START

InterFreqMeasConfig ::=



SEQUENCE {

-- Measurement identities

interFreqMeasIdToRemoveList


SEQUENCE (SIZE (1..maxMeasID)) OF SEQUENCE {


measurementId





MeasurementId

}

OPTIONAL,


interFreqMeasIdToAddModifyList

SEQUENCE (SIZE (1..maxMeasID)) OF SEQUENCE {


measurementId





MeasurementId,



interFreqMeasObjectId



MeasObjectId,



interFreqReportConfigId



ReportConfigId

}

OPTIONAL,


-- Measurement objects


interFreqMeasObjectToRemoveList

SEQUENCE (SIZE (1..maxObjectID)) OF SEQUENCE {


interFreqMeasObjectId



MeasObjectId

}

OPTIONAL,


interFreqObjectToAddModifyList

SEQUENCE (SIZE (1..maxObjectID)) OF SEQUENCE {


interFreqMeasObjectId



MeasObjectId,



interFreqMeasObject




InterFreqMeasObject


}

OPTIONAL,


-- Reporting configurations


interFreqReportConfigToRemoveList
SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {


interFreqReportConfigId



ReportConfigId

}

OPTIONAL,


interFreqReportConfigToAddModifyList










SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {


interFreqReportConfigId



ReportConfigId,



interFreqreportingCriteria


CHOICE {




eventBased






InterFreqMeasReportCriteria,



periodical







InterFreqMeasReportCriteriaPeriodical


}


}

OPTIONAL,


-- Quantity configuration


interFreqQuantityConfig



SEQUENCE {


measQuantity





SEQUENCE {},








-- FFS


filterCoefficient




SEQUENCE {}









-- FFS

}

OPTIONAL

}

-- ASN1STOP

	InterFreqMeasConfig field descriptions

	 interFreqMeasIdToRemoveList


	measurementId


	interFreqMeasIdToAddModifyList
Linking objects and reporting configurations

	measurementId


	interFreqMeasObjectId 


	interFreqReportConfigId 


	interFreqMeasObjectToRemoveList 


	interFreqMeasObjectId 


	interFreqMeasObjectToAddModifyList


	interFreqMeasObjectId 


	interFreqMeasObject


	interFreqReportConfigToRemoveList 


	interFreqReportConfigId 


	interFreqReportConfigToAddModifyList 


	interFreqReportConfigId 


	interFreqReportConfig 


	interFreqReportingCriteria


	interFreqQuantityConfig 


	measQuantity 


	filterCoefficient 



	Conditional presence
	Explanation

	%conditionTag%
	


–
InterFreqMeasObject
The IE InterFreqMeasObject specifies information applicable for specific inter-frequency neighbouring cells. The IE may also specify information applicable for all inter-frequency neighbouring cells (FFS). The UE reports all inter-frequency neighbouring cells i.e. not just the ones included in this IE. 
InterFreqMeasObject information element
-- ASN1START

InterFreqMeasObject ::=


SEQUENCE {


eutra-CarrierInfo


SEQUENCE {},











-- FFS

cellsToRemoveList


SEQUENCE (SIZE (1..maxCellMeas)) OF SEQUENCE {


cellIndex




SEQUENCE {}











-- FFS

}

OPTIONAL,


cellsToAddOrModifyList

SEQUENCE (SIZE (1..maxCellMeas)) OF SEQUENCE {


cellIndex




SEQUENCE {},










-- FFS


cellIndividualOffset

SEQUENCE {}











-- FFS

}

OPTIONAL

}

-- ASN1STOP

	InterFreqMeasObject field descriptions

	eutra-CarrierInfo 
Identifies carrier frequency for which this configuration is valid.

	cellsToRemoveList 


	cellIndex 
It is FFS if a short index is used to refer to a cell (as in UTRA)

	cellsToAddOrModifyList 
It is FFS if other information may be provided

	cellIndex 


	cellIndividualOffset 



	Conditional presence
	Explanation

	%conditionTag%
	


–
InterFreqMeasReportCriteria
The IE InterFreqMeasReportCriteria specifies criteria that affect the triggering of an inter-frequency measurement event. The inter-frequency measurement are labelled bN with N equal to 1, 2, ...

Event b1: Neighbour becomes better than absolute threshold1
Event b2: Serving becomes worse than absolute threshold1 AND Neighbour becomes better than another absolute threshold2 
Event b3: Neighbour becomes amount of hysteresis better than serving. 
InterFreqMeasReportCriteria information element
-- ASN1START

InterFreqMeasReportCriteria ::=

SEQUENCE {


eventID







ENUMERATED {b1, b2, b3},

threshold1






SEQUENCE {}




OPTIONAL,
-- Cond b1-2   FFS

threshold2






SEQUENCE {}




OPTIONAL,
-- Cond b2
   FFS

hysteresis






SEQUENCE {}




OPTIONAL,
-- Cond b3
   FFS

timeToTrigger





SEQUENCE {},









-- FFS

maxReportedCells




SEQUENCE {},









-- FFS

reportingInterval




SEQUENCE {}




OPTIONAL,



-- FFS

reportingAmount





SEQUENCE {}




OPTIONAL



-- FFS
}

-- ASN1STOP

	InterFreqMeasReportCriteria field descriptions

	eventID 


	threshold1 


	threshold2 


	hysteresis 


	timeToTrigger 


	maxReportedCells 


	reportingInterval 
If included, the event triggers the UE to perform periodical reporting with the indicated interval

	reportingAmount 
Number of reports in case of periodical reporting triggered by event (if limited)


	Conditional presence
	Explanation

	b1-2
	The IE is mandatory if the IE eventID is set to b1 or b2; otherwise the IE is not needed.

	b2
	The IE is mandatory if the IE eventID is set to b2; otherwise the IE is not needed.

	b3
	The IE is mandatory if the IE eventID is set to b3; otherwise the IE is not needed.


–
InterFreqMeasReportCriteriaPeriodical
The IE InterFreqMeasReportCriteriaPeriodical specifies 
InterFreqMeasReportCriteriaPeriodical information element
-- ASN1START

InterFreqMeasReportCriteriaPeriodical ::= SEQUENCE {


-- Enter other IEs here.















   FFS

...

}

-- ASN1STOP

	InterFreqMeasReportCriteriaPeriodical field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
InterRAT-GERAN-MeasConfig
The IE InterRAT-GERAN-MeasConfig is FFS 
InterRAT-GERAN-MeasConfig information element
-- ASN1START

InterRAT-GERAN-MeasConfig ::=

SEQUENCE {

-- Measurement identities

geran-MeasIdToRemoveList


SEQUENCE (SIZE (1..maxMeasID)) OF SEQUENCE {


measurementId





MeasurementId

}

OPTIONAL,


geran-MeasIdToAddModifyList


SEQUENCE (SIZE (1..maxMeasID)) OF SEQUENCE {


measurementId





MeasurementId,



geran-MeasObjectId




MeasObjectId,



geran-ReportConfigId



ReportConfigId

}

OPTIONAL,


-- Measurement objects


geran-MeasObjectToRemoveList

SEQUENCE (SIZE (1..maxObjectID)) OF SEQUENCE {


geran-MeasObjectId




MeasObjectId

}

OPTIONAL,


geran-ObjectToAddModifyList


SEQUENCE (SIZE (1..maxObjectID)) OF SEQUENCE {


geran-MeasObjectId




MeasObjectId,



geran-MeasObject




InterRAT-GERAN-MeasObject


}

OPTIONAL,


-- Reporting configurations


geran-ReportConfigToRemoveList

SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {


geran-ReportConfigId



ReportConfigId

}

OPTIONAL,


geran-ReportConfigToAddModifyList
SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {


geran-ReportConfigId



ReportConfigId,



geran-reportingCriteria



CHOICE {




eventBased






InterRAT-MeasReportCriteria,



periodical






InterRAT-MeasReportCriteriaPeriodical


}


}

OPTIONAL,


-- Quantity configuration


geran-QuantityConfig



SEQUENCE {


measQuantity





SEQUENCE {},








-- FFS


filterCoefficient




SEQUENCE {}









-- FFS

}

OPTIONAL

}

-- ASN1STOP

	InterRAT-GERAN-MeasConfig field descriptions

	 interRAT-GERAN-MeasIdToRemoveList


	measurementId


	geran-MeasIdToAddModifyList
Linking objects and reporting configurations

	measurementId


	geran-MeasObjectId 


	geran-ReportConfigId 


	geran-MeasObjectToRemoveList 


	geran-MeasObjectId 


	geran-MeasObjectToAddModifyList


	geran-MeasObjectId 


	geran-MeasObject


	geran-ReportConfigToRemoveList 


	geran-ReportConfigId 


	geran-ReportConfigToAddModifyList 


	geran-ReportConfigId 


	geran-ReportConfig 


	geran-ReportingCriteria


	geran-QuantityConfig 


	measQuantity 


	filterCoefficient 



	Conditional presence
	Explanation

	%conditionTag%
	


–
InterRAT-GERAN-MeasObject
The IE InterRAT-GERAN-MeasObject specifies information applicable for specific inter-RAT GERAN neighbouring cells. The UE reports all inter-RAT GERAN neighbouring cells i.e. not just the ones included in this IE.

InterRAT-GERAN-MeasObject information element
-- ASN1START

InterRAT-GERAN-MeasObject ::=

SEQUENCE {


cellsToRemoveList




SEQUENCE (SIZE (1..maxCellMeas)) OF SEQUENCE {


cellIndex






SEQUENCE {}









-- FFS

}

OPTIONAL,


geran-CarrierInfoList



SEQUENCE (SIZE (1..maxNN)) OF SEQUENCE {



geran-CarrierInfo




SEQUENCE {}









-- FFS

}

OPTIONAL,


cellsToAddOrModifyList



SEQUENCE (SIZE (1..maxCellMeas)) OF SEQUENCE {


cellIndex






SEQUENCE {},








-- FFS


cellIndividualOffset



SEQUENCE {}









-- FFS

}

OPTIONAL

}

-- ASN1STOP

	InterRAT-GERAN-MeasObject field descriptions

	cellsToRemoveList 


	cellIndex 
It is FFS if a short index is used to refer to a cell (as in UTRA)

	GERAN-CarrierInfoList 


	GERAN-CarrierInfo 
Identifies GERAN carrier frequency for which this configuration is valid.

	cellsToAddOrModifyList 
It is FFS if other information may be provided

	cellIndex 


	cellIndividualOffset 



	Conditional presence
	Explanation

	%conditionTag%
	


–
InterRAT-GERAN-MeasurementResults
The IE InterRAT-GERAN-MeasurementResults covers results from the maximum number of reported best cells and from inter-RAT measurement events concerning GERAN.
InterRAT-GERAN-MeasurementResults information element
-- ASN1START

InterRAT-GERAN-MeasurementResults ::= SEQUENCE {

geranCellResultList




SEQUENCE (SIZE (1..maxCellReport)) OF SEQUENCE {



cellIdentity





GERAN-CellIdentity,



measurementResult




SEQUENCE {}









-- FFS

}

}

-- ASN1STOP

	InterRAT-GERAN-MeasurementResults field descriptions

	geranCellResultList



	cellIdentity



	measurementResult 
Measurement result of the reported cell 


	Conditional presence
	Explanation

	%conditionTag%
	


–
InterRAT-MeasReportCriteria
The IE InterRAT-MeasReportCriteria specifies criteria that affect the triggering of an inter-RAT measurement event. The inter-RAT measurement events are labelled cN with N equal to 1, 2, ...

Event c1: Neighbour becomes better than absolute threshold

Event c2: Serving becomes worse than absolute threshold1 AND Neighbour becomes better than another absolute threshold2 
InterRAT-MeasReportCriteria information element
-- ASN1START

InterRAT-MeasReportCriteria ::=

SEQUENCE {


eventID







ENUMERATED {c1, c2},

threshold1






SEQUENCE {}




OPTIONAL,
-- Cond c1-2   FFS

threshold2






SEQUENCE {}




OPTIONAL,
-- Cond c2
   FFS

timeToTrigger





SEQUENCE {},









-- FFS

maxReportedCells




SEQUENCE {},









-- FFS

reportingInterval




SEQUENCE {}





OPTIONAL,


-- FFS

reportingAmount





SEQUENCE {}





OPTIONAL,


-- FFS

reportingQuantity




SEQUENCE {}





OPTIONAL


-- FFS
}

-- ASN1STOP

	InterRAT-MeasReportCriteria field descriptions

	eventID 


	threshold1 


	threshold2 


	timeToTrigger 


	maxReportedCells 


	reportingInterval 
If included, the event triggers the UE to perform periodical reporting with the indicated interval

	reportingAmount 
Number of reports in case of periodical reporting triggered by event (if limited)

	reportingQuantity 
Need is FFS


	Conditional presence
	Explanation

	Threshold1
	The IE is mandatory if the IE eventID is set to c1 or c2; otherwise the IE is not needed.

	Threshold2
	The IE is mandatory if the IE eventID is set to c2; otherwise the IE is not needed.


–
InterRAT-MeasReportCriteriaPeriodical
The IE InterRAT-MeasReportCriteriaPeriodical specifies 
InterRAT-MeasReportCriteriaPeriodical information element
-- ASN1START

InterRAT-MeasReportCriteriaPeriodical ::= SEQUENCE {


-- Enter other IEs here.















   FFS

...

}

-- ASN1STOP

	InterRAT-MeasReportCriteriaPeriodical field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
InterRAT-UTRA-MeasConfig
The IE InterRAT-UTRA-MeasConfig is FFS 
InterRAT-UTRA-MeasConfig information element
-- ASN1START

InterRAT-UTRA-MeasConfig ::=

SEQUENCE {

-- Measurement identities

utra-MeasIdToRemoveList



SEQUENCE (SIZE (1..maxMeasID)) OF SEQUENCE {


measurementId





MeasurementId

}

OPTIONAL,


utra-MeasIdToAddModifyList


SEQUENCE (SIZE (1..maxMeasID)) OF SEQUENCE {


measurementId





MeasurementId,



utra-MeasObjectId




MeasObjectId,



utra-ReportConfigId




ReportConfigId

}

OPTIONAL,


-- Measurement objects


utra-MeasObjectToRemoveList


SEQUENCE (SIZE (1..maxObjectID)) OF SEQUENCE {


utra-MeasObjectId




MeasObjectId

}

OPTIONAL,


utra-ObjectToAddModifyList


SEQUENCE (SIZE (1..maxObjectID)) OF SEQUENCE {


utra-MeasObjectId




MeasObjectId,



utra-MeasObject





InterRAT-UTRA-MeasObject


}

OPTIONAL,


-- Reporting configurations


utra-ReportConfigToRemoveList

SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {


utra-ReportConfigId




ReportConfigId

}

OPTIONAL,


utra-ReportConfigToAddModifyList
SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {


utra-ReportConfigId




ReportConfigId,



utra-reportingCriteria



CHOICE {




eventBased






InterRAT-MeasReportCriteria,



periodical






InterRAT-MeasReportCriteriaPeriodical


}


}

OPTIONAL,


-- Quantity configuration


utra-QuantityConfig




SEQUENCE {


measQuantity





SEQUENCE {},








-- FFS


filterCoefficient




SEQUENCE {}









-- FFS

}

OPTIONAL

}

-- ASN1STOP

	InterRAT-UTRA-MeasConfig field descriptions

	 interRAT-UTRA-MeasIdToRemoveList


	measurementId


	utra-MeasIdToAddModifyList
Linking objects and reporting configurations

	measurementId


	utra-MeasObjectId 


	utra-ReportConfigId 


	utra-MeasObjectToRemoveList 


	utra-MeasObjectId 


	utra-MeasObjectToAddModifyList


	utra-MeasObjectId 


	utra-MeasObject


	utra-ReportConfigToRemoveList 


	utra-ReportConfigId 


	utra-ReportConfigToAddModifyList 


	utra-ReportConfigId 


	utra-ReportConfig 


	utra-ReportingCriteria


	utra-QuantityConfig 


	measQuantity 


	filterCoefficient 



	Conditional presence
	Explanation

	%conditionTag%
	


–
InterRAT-UTRA-MeasObject
The IE InterRAT-UTRA-MeasObject specifies information applicable for specific inter-RAT UTRAN neighbouring cells. 
InterRAT-UTRA-MeasObject information element
-- ASN1START

InterRAT-UTRA-MeasObject ::=

SEQUENCE {


cellsToRemoveList




SEQUENCE (SIZE (1..maxCellMeas)) OF SEQUENCE {


cellIndex






SEQUENCE {}









-- FFS

}

OPTIONAL,


utra-CarrierInfo




SEQUENCE {},









-- FFS

cellsToAddOrModifyList



SEQUENCE (SIZE (1..maxCellMeas)) OF SEQUENCE {


cellIndex






SEQUENCE {},








-- FFS


cellIndividualOffset



SEQUENCE {}









-- FFS

}

OPTIONAL

}

-- ASN1STOP

	InterRAT-UTRA-MeasObject field descriptions

	cellsToRemoveList 


	cellIndex 
It is FFS if a short index is used to refer to a cell (as in UTRA)

	cellsToAddOrModifyList 
It is FFS if other information may be provided

	cellIndex 


	cellIndividualOffset 


	utra-CarrierInfo 
Identifies UTRA carrier frequency for which this configuration is valid.


	Conditional presence
	Explanation

	%conditionTag%
	


–
InterRAT-UTRA-MeasurementResults
The IE InterRAT-UTRA-MeasurementResults covers results from the maximum number of reported best cells and from inter-RAT measurement events concerning UTRAN.
InterRAT-UTRA-MeasurementResults information element
-- ASN1START

InterRAT-UTRA-MeasurementResults ::= SEQUENCE {

utranCellResultList




SEQUENCE (SIZE (1..maxCellReport)) OF SEQUENCE {



cellIdentity





UTRA-CellIdentity,



measurementResult




SEQUENCE {}









-- FFS

}

}

-- ASN1STOP

	InterRAT-UTRA-MeasurementResults field descriptions

	utranCellResultList



	cellIdentity



	measurementResult 
Measurement result of the reported cell 


	Conditional presence
	Explanation

	%conditionTag%
	


–
IntraFreqMeasConfig
The IE IntraFreqMeasConfig is FFS 
IntraFreqMeasConfig information element
-- ASN1START

IntraFreqMeasConfig ::=



SEQUENCE {

-- Measurement identities

intraFreqMeasIdToRemoveList


SEQUENCE (SIZE (1..maxMeasID)) OF SEQUENCE {


measurementId





MeasurementId

}

OPTIONAL,


intraFreqMeasIdToAddModifyList

SEQUENCE (SIZE (1..maxMeasID)) OF SEQUENCE {


measurementId





MeasurementId,



intraFreqMeasObjectId



MeasObjectId,



intraFreqReportConfigId



ReportConfigId

}

OPTIONAL,


-- Measurement objects


intraFreqMeasObjectToRemoveList

SEQUENCE (SIZE (1..maxObjectID)) OF SEQUENCE {


intraFreqMeasObjectId



MeasObjectId

}

OPTIONAL,


intraFreqObjectToAddModifyList

SEQUENCE (SIZE (1..maxObjectID)) OF SEQUENCE {


intraFreqMeasObjectId



MeasObjectId,



intraFreqMeasObject




IntraFreqMeasObject


}

OPTIONAL,


-- Reporting configurations


intraFreqReportConfigToRemoveList
SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {


intraFreqReportConfigId



ReportConfigId

}

OPTIONAL,


intraFreqReportConfigToAddModifyList
SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE{


intraFreqReportConfigId




ReportConfigId,



intraFreqreportingCriteria



CHOICE {




eventBased







IntraFreqMeasReportCriteria,



periodical







IntraFreqMeasReportCriteriaPeriodical


}


}

OPTIONAL,


-- Quantity configuration


intraFreqQuantityConfig



SEQUENCE {


measQuantity





SEQUENCE {},








-- FFS


filterCoefficient




SEQUENCE {}









-- FFS

}

OPTIONAL

}

-- ASN1STOP

	IntraFreqMeasConfig field descriptions

	 intraFreqMeasIdToRemoveList


	measurementId


	intraFreqMeasIdToAddModifyList
Linking objects and reporting configurations

	measurementId


	intraFreqMeasObjectId 


	intraFreqReportConfigId 


	intraFreqMeasObjectToRemoveList 


	intraFreqMeasObjectId 


	intraFreqMeasObjectToAddModifyList


	intraFreqMeasObjectId 


	intraFreqMeasObject


	intraFreqReportConfigToRemoveList 


	intraFreqReportConfigId 


	intraFreqReportConfigToAddModifyList 


	intraFreqReportConfigId 


	intraFreqReportConfig 


	intraFreqReportingCriteria


	intraFreqQuantityConfig 


	measQuantity 


	filterCoefficient 



	Conditional presence
	Explanation

	%conditionTag%
	


–
IntraFreqMeasObject
The IE IntraFreqMeasObject specifies information applicable for specific intra-frequency neighbouring cells. The IE may also specify information applicable for all intra-frequency neighbouring cells (FFS). The UE reports all intra-frequency neighbouring cells i.e. not just the ones included in this IE. 
IntraFreqMeasObject information element
-- ASN1START

IntraFreqMeasObject ::=



SEQUENCE {


cellsToRemoveList




SEQUENCE (SIZE (1..maxCellMeas)) OF SEQUENCE {


cellIndex






SEQUENCE {}









-- FFS

}

OPTIONAL,


cellsToAddOrModifyList



SEQUENCE (SIZE (1..maxCellMeas)) OF SEQUENCE {


cellIndex






SEQUENCE {},








-- FFS


cellIndividualOffset



SEQUENCE {}









-- FFS

}

OPTIONAL

}

-- ASN1STOP

	IntraFreqMeasObject field descriptions

	cellsToRemoveList 


	cellIndex 
It is FFS if a short index is used to refer to a cell (as in UTRA)

	cellsToAddOrModifyList 
It is FFS if other information may be provided

	cellIndex 


	cellIndividualOffset 



	Conditional presence
	Explanation

	%conditionTag%
	


–
IntraFreqMeasReportCriteria
The IE IntraFreqMeasReportCriteria specifies criteria that affect the triggering an intra-frequency measurement event. The intra-frequency measurement are labelled aN with N equal to 1, 2, ...

Event a1: Serving becomes better than absolute threshold

Event a2: Serving becomes worse than absolute threshold

Event a3: Neighbour becomes threshold amount of hysteresis better than serving. 
IntraFreqMeasReportCriteria information element
-- ASN1START

IntraFreqMeasReportCriteria ::=

SEQUENCE {


eventID







ENUMERATED {a1, a2, a3},

threshold






SEQUENCE {}




OPTIONAL,
-- Cond a1-2   FFS

hysteresis






SEQUENCE {}




OPTIONAL,
-- Cond a3 
   FFS

timeToTrigger





SEQUENCE {},









-- FFS

maxReportedCells




SEQUENCE {},









-- FFS

reportingInterval




SEQUENCE {}





OPTIONAL,


-- FFS

reportingAmount





SEQUENCE {}





OPTIONAL


-- FFS
}

-- ASN1STOP

	IntraFreqMeasReportCriteria field descriptions

	eventID 


	threshold 


	hysteresis 


	timeToTrigger 


	maxReportedCells 


	reportingInterval 
If included, the event triggers the UE to perform periodical reporting with the indicated interval

	reportingAmount 
Number of reports in case of periodical reporting triggered by event (if limited)


	Conditional presence
	Explanation

	a1-2
	The IE is mandatory if the IE eventID is set to a1 or a2; otherwise the IE is not needed.

	a3
	The IE is mandatory if the IE eventID is set to a3; otherwise the IE is not needed.


–
IntraFreqMeasReportCriteriaPeriodical
The IE IntraFreqMeasReportCriteriaPeriodical specifies 
IntraFreqMeasReportCriteriaPeriodical information element
-- ASN1START

IntraFreqMeasReportCriteriaPeriodical ::= SEQUENCE {


-- Enter other IEs here.















   FFS

...

}

-- ASN1STOP

	IntraFreqMeasReportCriteriaPeriodical field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
MeasObjectId
The IE MeasObjectId used to identify a measurement object configuration.

MeasObjectId information element
-- ASN1START

MeasObjectId ::=




INTEGER (1..maxObjectID)

-- ASN1STOP

	MeasObjectId field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
MeasuredResults
The IE MeasuredResults covers measured results for intra-frequency, inter-frequency and inter- RAT mobility, quality, traffic volume, UE internal and positioning measurements.

Editors note
The content below provides a first overview of the Measured results reported within Connected mode.

Editors note
It has been agreed to identify intra- and inter-frequency neighbours by their physical layer identity
MeasuredResults information element
-- ASN1START

MeasuredResults ::=




SEQUENCE {


measurementId





MeasurementId,


mobilityMeasurementResults


CHOICE {



eutran







EUTRAN-MeasurementResults,



utran







InterRAT-UTRA-MeasurementResults,



geran







InterRAT-GERAN-MeasurementResults


}

OPTIONAL
}

-- ASN1STOP

	MeasuredResults field descriptions

	measurementId


	mobilityMeasurementResults



	Conditional presence
	Explanation

	%conditionTag%
	


–
MeasurementConfiguration
The IE MeasurementConfiguration covers intra-frequency, inter-frequency and inter-RAT mobility, quality, traffic volume, UE internal and positioning measurements as well as configuration of measurement gaps.

Editors note
It has been agreed that the signalling shall support the addition, modification and removal (i.e. delta configuration) of individual measurement objects, reporting configurations and measurement identities.

Editors note
It has been agreed to introduce a mechanism by which E-UTRAN can request the UE to report the CGI corresponding to a E-UTRA L1 identity (FFS for inter RAT) reported by the UE. The UE is only required to report the GCI if it is provided with sufficient “inactive time”. Further details are FFS.
MeasurementConfiguration information element
-- ASN1START

MeasurementConfiguration ::=

SEQUENCE {


intraFreqMeasConfig




IntraFreqMeasConfig



OPTIONAL,


interFreqMeasConfig




InterFreqMeasConfig



OPTIONAL,


interRAT-UTRA-MeasConfig


InterRAT-UTRA-MeasConfig

OPTIONAL,


interRAT-GERAN-MeasConfig


InterRAT-GERAN-MeasConfig

OPTIONAL,


measurementGapConfig



SEQUENCE {



gapPattern






INTEGER (0)




OPTIONAL,-- value range FFS


measurementGapActivation


BOOLEAN





OPTIONAL,



startSubFrameNumber




INTEGER (0)




OPTIONAL

















-- Cond Activation
value range FFS

}

OPTIONAL,


s-Measure






SEQUENCE {}





OPTIONAL,
-- FFS

...

}

-- ASN1STOP

	MeasurementConfiguration field descriptions

	intraFreqMeasConfig


	interRAT-UTRA-MeasConfig


	interRAT-UTRA-MeasConfig


	interRAT-GERAN-MeasConfig


	measurementGapConfig


	gapPattern
Reference to a pattern specified by RAN4

Further details regarding the use of measurement gaps and idle periods due to DRX are specified in [6]

	measurementGapActivation
This parameter is used to start/stop a measurement gap configuration. TRUE means activated.

	startSubFrameNumber-


	s-Measure
Serving cell quality threshold controlling whether or not the UE is required to perform measurements.

    


	Conditional presence
	Explanation

	Activation
	The IE is mandatory if the IE measurementGapActivation is included and set to TRUE; otherwise the IE is not needed.


–
MeasurementId
The IE MeasurementId is used to identify a measurement configuration, i.e. linking of an object configuration and a reporting configuration.
MeasurementId information element
-- ASN1START

MeasurementId ::=




INTEGER (1..maxMeasID)





-- FFS value range
-- ASN1STOP

	MeasurementId field descriptions

	MeasurementId



	Conditional presence
	Explanation

	%conditionTag%
	


–
ReportConfigId
The IE ReportConfigId is used to identify a measurement reporting configuration.

ReportConfigId information element
-- ASN1START

ReportConfigId ::=




INTEGER (1..maxReportConfigId)

-- ASN1STOP

	ReportConfigId field descriptions

	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


6.3.6
Other information elements
–
C-RNTI
The IE C-RNTI is used %%
C-RNTI information element
-- ASN1START

C-RNTI ::=






SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	C-RNTI field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
EstablishmentCause
The IE EstablishmentCause is used %%
EstablishmentCause information element
-- ASN1START

EstablishmentCause ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	EstablishmentCause field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
IMSI
The IE IMSI is used %%
IMSI information element
-- ASN1START

IMSI ::=






SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	IMSI field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
InitialUE-Identity
The IE InitialUE-Identity is used to identify the UE in the contention based access at RRC connection establishment.
InitialUE-Identity information element
-- ASN1START

InitialUE-Identity ::=



CHOICE {


s-TMSI







SEQUENCE {



s-TMSI







S-TMSI,



oldTA-Code






TrackingAreaCode,







-- FFS


randomValue






INTEGER (0)









-- FFS

},


...

}

-- ASN1STOP

	InitialUE-Identity field descriptions

	s-TMSI

Field description is FFS.

	oldTA-Code

Field description is FFS.

	randomValue

Field description is FFS.


	Conditional presence
	Explanation

	%conditionTag%
	


–
NAS-DedicatedInformation
The IE NAS-DedicatedInformation is used to transfer NAS layer information between network and UE NAS entities. The RRC layer is transparent for this information.
NAS-DedicatedInformation information element
-- ASN1START

NAS-DedicatedInformation ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

Editor:
The extension marker is included as an option for extension of this IE.

	NAS-DedicatedInformation field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
PagingCause
The IE PagingCause is used %%
PagingCause information element
-- ASN1START

PagingCause ::=





ENUMERATED {











-- Enter paging cause values here.




   FFS










causeValue, ... }

-- ASN1STOP

	PagingCause field descriptions

	pagingCause
Field description is FFS.

	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
ReestabUE-Identity
The IE ReestabUE-Identity is used to identify the UE in the contention based access at RRC connection re-establishment.
ReestabUE-Identity information element
-- ASN1START

ReestabUE-Identity ::=



CHOICE {


c-RNTI







SEQUENCE {



c-RNTI







C-RNTI,



physCellIdentity




SEQUENCE {},








-- FFS


integrityCheckInfo




IntegrityCheckInfo


},


...

}

-- ASN1STOP

	ReestabUE-Identity field descriptions

	c-RNTI
C-RNTI used in the cell where radio link failure was detected + physical layer identity of that cell.

	physicalCellIdentity
Field description is FFS.

	integrityCheckInfo

The shared secret included in the RRC connection re-establishment request message. Included if used for contention resolution (FFS).


	Conditional presence
	Explanation

	%conditionTag%
	


–
RRC-TransactionIdentifier
The IE RRC-TransactionIdentifier is used, together with the message type, for the identification of an RRC procedure (transaction).
RRC-TransactionIdentifier information element
-- ASN1START

RRC-TransactionIdentifier ::=

INTEGER (0..3)

-- ASN1STOP

	RRC-TransactionIdentifier field descriptions

	RRC-TransactionIdentifier




–
S-TMSI
The IE S-TMSI is used %%
S-TMSI information element
-- ASN1START

S-TMSI ::=






SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	S-TMSI field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
TMSI
The IE TMSI is used %%
TMSI information element
-- ASN1START

TMSI ::=






SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	TMSI field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
UE-EUTRA-Capability
The IE UE-EUTRA-Capability is used %%
UE-EUTRA-Capability information element
-- ASN1START

UE-EUTRA-Capability ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	UE-EUTRA-Capability field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
UE-GERAN-Capability
The IE UE-GERAN-Capability is used %%
UE-GERAN-Capability information element
-- ASN1START

UE-GERAN-Capability ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	UE-GERAN-Capability field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
PagingUE-Identity
The IE PagingUE-Identity is used %%
PagingUE-Identity information element
-- ASN1START

PagingUE-Identity ::=



CHOICE {


s-TMSI







S-TMSI,


imsi







IMSI,


tmsi







TMSI,

...

}

-- ASN1STOP

	PagingUE-Identity field descriptions

	s-TMSI
Field description is FFS.

	imsi
Field description is FFS.

	tmsi
Field description is FFS.


	Conditional presence
	Explanation

	%conditionTag%
	


–
UE-RadioAccessCapRequest
The IE UE-RadioAccessCapRequest is used %%
UE-RadioAccessCapRequest information element
-- ASN1START

UE-RadioAccessCapRequest ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	UE-RadioAccessCapRequest field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
UE-RelatedInforamtion
The IE UE-RelatedInforamtion is used %%
UE-RelatedInforamtion information element
-- ASN1START

UE-RelatedInforamtion ::=


SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	UE-RelatedInforamtion field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
UE-TimersAndConstants
The IE UE-TimersAndConstants contains %%
UE-TimersAndConstants information element
-- ASN1START

UE-TimersAndConstants ::=


SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	UE-TimersAndConstants field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
UE-UTRA-Capability
The IE UE-UTRA-Capability is used %%
UE-UTRA-Capability information element
-- ASN1START

UE-UTRA-Capability ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	UE-UTRA-Capability field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


–
WaitTime
The IE WaitTime is used %%
WaitTime information element
-- ASN1START

WaitTime ::=





SEQUENCE {


-- Enter the IEs here.
















   FFS

...

}

-- ASN1STOP

	WaitTime field descriptions

	%fieldIdentifier%



	%fieldIdentifier%



	%fieldIdentifier%




	Conditional presence
	Explanation

	%conditionTag%
	


6.4
RRC multiplicity and type constraints values
-- ASN1START

maxAC





INTEGER ::= 1
-- 












FFS
maxMeasID




INTEGER ::= 1
-- 












FFS
maxObjectID




INTEGER ::= 1
-- 












FFS
maxReportConfigId


INTEGER ::= 1
-- 












FFS
maxCellBlack



INTEGER ::= 1
-- Maximum number of blacklisted cells



FFS
maxCellInter



INTEGER ::= 1
-- Maximum number of neighbouring inter-frequency












-- cells listed in SIB type 5





FFS
maxCellIntra



INTEGER ::= 1
-- Maximum number of neighbouring intra-frequency












-- cells listed in SIB type 4





FFS
maxCellMeas




INTEGER ::= 1
-- Maximum number of neighbouring cells within a












-- measurement object







FFS
maxCellReport



INTEGER ::= 1
-- Maximum number of reported cells




FFS
maxDRB





INTEGER ::= 1
-- Maximum number of Data Radio Bearers



FFS
maxCellUTRA




INTEGER ::= 1
-- Maximum number of neighbouring UTRA cells

FFS
maxFreq





INTEGER ::= 1
-- Maximum number of EUTRA carrier frequencies

FFS
maxGERAN-Carrier


INTEGER ::= 1
-- Maximum number of GERAN carrier fequencies

FFS
maxNN





INTEGER ::= 1
-- 












FFS
maxPageRec




INTEGER ::= 1
-- 












FFS
maxSIB





INTEGER ::= 1
-- Maximum number of SIBs






FFS
maxSI-Message



INTEGER ::= 1
-- Maximum number of SI messages




FFS
maxUL-EARFCN



INTEGER ::= 1
-- Maximum value of UL EUTRA carrier fequency

FFS
maxUTRA-Carrier



INTEGER ::= 1
-- Maximum number of UTRA carrier fequencies

FFS
-- ASN1STOP

-- ASN1START

END

-- ASN1STOP

