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Discussion and decision
1 Introduction

This paper discusses the specification of access checking. The proposal is that RRC only specifies the access class barring related checking that is performed upon connection establishment.
2 Discussion
Considering that:

· The UE should only initiate connection establishment on a cell it is allowed to camp on.

The proposal is that:

· RRC only specifies the access class barring related checking that is performed upon connection establishment

· Idle mode specifies the general access checking i.e. related to cell reservation status
Attached is a text proposal of the access class barring checking for 36.331.

NOTE
In case SA1 agrees that AC barring may be service specific, some further discussion may be needed regarding which parts are to be capture in 36.331

3 Conclusion & recommendation
This paper discussed the access class barring. The proposal is that RRC only specifies the access class barring related checking that is performed upon connection establishment.
4 References

[1] 
TS 36.300 E-UTRA RRC specification v800

Text proposal




1>
if the UE is establishing the RRC connection to perform an emergency call:
2>
if the IE ‘Access class barring’ for AC 10 is set to ‘not barred’:
3>
consider the Access barring check to be successful;

2>
else if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15 and
2>
for at least one of these Access Classes the IE ‘Access class barring’ is set to ‘not barred’ and, according to TS 22.011[x] and TS 23.122 [y], it is valid for the UE to use this Access Class:
NOTE:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN
3>
consider the Access barring check to be successful;

2>
else:

3>
consider the Access barring check to be unsuccessful;

1>
else 
2>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15 and
2>
for at least one of these Access Classes the IE ‘Access class barring’ is set to ‘not barred’ and, according to TS 22.011[x] and TS 23.122 [y], it is valid for the UE to use this Access Class:
3>
consider the Access barring check to be successful;



2> else if the Access barring for mobile terminating calls in SIB type 1’ is set to FALSE AND the UE is establishing the RRC connection to perform a mobile terminating call:
3>
consider the Access barring check to be successful;
2>
else:

3>
draw a random number, "rand", uniformly distributed in the range: 0 ≤ rand < 1

3>
if 'rand' is lower than the value indicated by the IE Access probability factor included in SIB type 1:

4>
consider the Access barring check to be successful;

3>
else:

4>
consider the Access barring check to be unsuccessful;



<Extracts from 22.011, for information>
4
Access control

4.1
Purpose

Under certain circumstances, it will be desirable to prevent UE users from making access attempts (including emergency call attempts) or responding to pages in specified areas of a  PLMN. Such situations may arise during states of emergency, or where 1 of 2 or more co-located PLMNs has failed.

Broadcast messages should be available on a cell by cell basis indicating the class(es) of subscribers barred from network access.

The use of this facility allows the network operator to prevent overload of the access channel under critical conditions.

It is not intended that access control be used under normal operating conditions.

4.2
Allocation

All UEs are members of one out of ten randomly allocated mobile populations, defined as Access Classes 0 to 9. The population number is stored in the SIM/USIM. In addition, mobiles may be members of one or more out of 5 special categories (Access Classes 11 to 15), also held in the SIM/USIM. These are allocated to specific high priority users as follows. (The enumeration is not meant as a priority sequence):


Class
15
-
PLMN Staff;


  -"-
14
-
Emergency Services;


  -"-
13
-
Public Utilities (e.g. water/gas suppliers);


  -"-
12
-
Security Services;


  -"-
11
-
For PLMN Use.

4.3
Operation

If the UE is a member of at least one Access Class which corresponds to the permitted classes as signalled over the air interface, and the Access Class is applicable in the serving network, access attempts are allowed. Otherwise access attempts are not allowed.

Access Classes are applicable as follows:

Classes 0 - 9


-
Home and Visited PLMNs;

Classes 11 and 15
-
Home PLMN only if the EHPLMN list is not presentor any EHPLMN;

Classes 12, 13, 14
-
Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.

Any number of these classes may be barred at any one time.

4.4
Emergency Calls

An additional control bit known as "Access Class 10" is also signalled over the air interface to the UE. This indicates whether or not network access for Emergency Calls is allowed for UEs with access classes 0 to 9 or without an IMSI. For UEs with access classes 11 to 15, Emergency Calls are not allowed if both "Access class 10" and the relevant Access Class (11 to 15) are barred. Otherwise, Emergency Calls are allowed.

4.5
Control of UE Capabilities

To protect the user from the effects of a misbehaving UE (e.g causing additional charges, degraded performance) and to protect the network operator's network capacity, including radio resources and network signaling and processing, means shall be provided for the HPLMN/EHPLMN and the VPLMN to provide an indication to the UE as to which network provided services or functions it is not allowed to use.

The Selective UE Capabilities list, shall be maintained in the UE and the UE shall not request any services indicated as disabled. At registration the HPLMN/EHPLMN or VPLMN may interrogate the status of the list and provide a new list.

The Selective UE Capabilities list shall not be deleted at switch off and will remain valid until a new list is provided by the network. The Selective UE Capabilities list relates to the ME and not to the subscription.

It should be ensured that UEs are not maliciously disabled, including malicious disabling by a VPLMN, or accidentally disabled, or kept disabled, and there shall be a mechanism for restoring disabled UEs in all situations (e.g. in the case that the serving network does not support the control of UE Capabilities).

The UE should use the indications given in the Selective UE Capabilities list to inform the user of the non-availability of services or functions. 

There shall be a means for the network to provide an optional customer service number(s) which can be used, by the user, to assist in determining the cause of non-availability of specific services. The specifications should also provide the capability for the network to include an optional text string that will be displayed by the UE. 

The UE Capabilities list shall take precedence over subscribed services.

The services to be included in the list are: 

-
Call Control functions

-
Supplementary Services

-
Emergency Calls (including the (U)SIM-less case and subject to regional regulatory requirements, i.e. emergency calls shall not be disabled in regions where support of them is required)

-
SMS, via CS and PS

-
LCS, via CS and PS

-
GPRS based services

-
MBMS

-
IMS

<Extracts from 25.304, for information>

5.3.1.2
Access Control

Information on cell access restrictions associated with the Access Classes is broadcast as system information, [4].

The UE shall ignore Access Class related cell access restrictions when selecting a cell to camp on, i.e. it shall not reject a cell for camping on because access on that cell is not allowed for any of the Access Classes of the UE. A change of the indicated access restriction shall not trigger cell re-selection by the UE.

Access Class related cell access restrictions shall be checked by the UE before sending an RRC connection request message when entering Connected Mode from UTRAN Idle mode. Access Class related cell access restrictions, if it is sent as a part of Domain Specific Access Restriction parameters, shall also be checked by the UE before sending INITIAL DIRECT TRANSFER message. Otherwise, cell access restrictions associated with the Access Classes shall not apply for a UE which already is in Connected Mode.

5.3.1.3
Emergency Call

A restriction on emergency calls, if needed, shall be indicated in the "Access class barred list" IE [4]. If access class 10 is indicated as barred in a cell, UEs with access class 0 to 9 or without an IMSI are not allowed to initiate emergency calls in this cell. For UEs with access classes 11 to 15, emergency calls are not allowed if both access class 10 and the relevant access class (11 to 15) are barred. Otherwise, emergency calls are allowed for those UEs.
Full details of operation under "Access class barred list" are described in [9].
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