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1 Introduction 
In this document, we discuss the UE handling of "message 4" from the random access, especially the contention resolution, and the RRC/MAC format of this message. 

This "message 4" is used at:

· RRC connection establishment

· RRC connection re-establishment
We first propose to simplify UE implementations while keeping the same collision resolution behaviour. Independently of this proposal, we also discuss the MAC PDU format for "message 4".

2 RRC connection establishment

The RRC connection establishment as specified in [1] and [2] is illustrated in the figures below, for the cases where:
1. there is not collision, and the establishment is accepted by the eNB

2. there is a collision

3. there is no collision, and the establishment is rejected by the eNB
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Figure 1: RRC connection establishment, no collision case
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Figure 2: RRC connection establishment, collision case
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Figure 3: RRC connection establishment, reject case
There is a special HARQ UE behaviour in these procedures, i.e. the UE shall not send HARQ feedback unless the received message is not intended for the UE, using "initial UE identity" from the RRC message.

As it is specified today, 

· the UE MAC layer delivers the received SDU to the RRC layer before sending HARQ feedback
· the UE RRC layer decodes the message, and then RRC informs MAC whether to send HARQ feedback or not

This RRC/MAC interaction may bring significant complexity for UE implementations, because

· HARQ is typically realised in firmware

· ASN.1 decoding needs large code and memory normally not available in firmware

· Timing between reception of HARQ data and sending of HARQ feedback is very short

3 RRC connection re-establishment
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Figure 4: RRC connection re-establishment, normal case
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Figure 5: RRC connection re-establishment, collision case

This case is very similar to RRC connection establishment but:

· UE ID is old C-RNTI + old cell physical layer ID

· Integrity Check Info ("shared secret") may also be used to detect the collision
From contention resolution point of view, the semantics of UE ID/Integrity check info is not important, only the length is needed.

4 Proposal
4.1 UE ID in MAC header or in RRC PDU

We propose to keep the "selective HARQ feedback" behaviour but allow MAC to check the "initial UE identity" (or the ID used at RRC connection re-establishment)  directly in order to decide whether to send HARQ feedback, so that processing of RRC message can be decoupled from HARQ.
The following options can be considered:

1. RRC DL CCCH messages include ID at a well defined position, and of a well defined length, i.e.

· RRC CONNECTION SETUP and RRC CONNECTION REJECT include UE ID in the same bit position and with the same length; and

· RRC CONNECTION RE-ESTABLISH and RRC CONNECTION RE-ESTABLISH FAILURE include UE ID in the same bit position and with the same length
2. MAC header includes UE ID for RRC DL CCCH messages
In option 1, one straightforward possibility is to include the information to be checked by MAC in the definition of DL-CCCH-message, as illustrated below (based on [3]).
DL-CCCH-Message ::= SEQUENCE {

contentionResolutionInfo
CHOICE {



initialUeIdentity

STMSI,



-- This value is used for RRC CONNECTION SETUP and REJECT messages



integrityCheckInfo

IntegrityCheckInfo



-- This value is used for RRC CONNECTION REESTABLISHMENT and REJECT messages



}


message




DL-CCCH-MessageType

}

DL-CCCH-MessageType ::= CHOICE {


rrc rrcConnectionReject




RRCConnectionReject,


rrc rrcConnectionSetup




RRCConnectionSetup,


rrcConnectionReestablishment


RRCConnectionReestablishment,


rrcConnectionReestablishmentReject

RRCConnectionReestablishmentReject,


spare4







NULL,


spare3







NULL,


spare2







NULL,


spare1







NULL

}

RRCConnectionSetup::=

CHOICE {


r8








RRCConnectionSetup-r8-IEs,


-- Critical extension is possible if another CHOICE is introduced here. Alternatively, the


-- extension marker "..." could be placed here and used for the critical extensions.


criticalExtension




SEQUENCE {}

}

RRCConnectionSetup-r8-IEs ::= SEQUENCE {



transactionIdentifier



TransactionIdentity,












-- Need may depend on the use of a response message



initialUEIdentity




InitialUEIdentity,



radioResourceConfiguration


RadioResourceConfiguration

OPTIONAL,












-- Only SRB 1 configuration information is applicable


...



-- Extension and/or replacement IEs may be introduced here.

}
Figure 6: ASN.1 example for DL CCCH messages

In the example, the most complex case is assumed where two different identities are used for the establishment and the re-establishment procedure. Provided no extension markers ("…") are added at the end of the DL-CCCH-Message SEQUENCE, in the PER encoded message, the first bit identifies the type of ID, so checking by MAC is really straightforward.
In option 2, the MAC header includes a sub header that identifies the ID used for contention resolution, i.e. using a reserved value of the LCID that identifies a new MAC control element. In order to accommodate for two different types of identities used for contention resolution, one reserved bit of the new MAC sub header could be used.

There is no strong difference between the two options: in the worst case, the additional bit in the RRC message may cause 7 bits padding added, while with a new MAC sub header, the is always one byte overhead.

Since the contention resolution function was placed in RRC until now, we prefer to stick to this assumption.
Proposal 1: In order to allow the MAC layer to easily check he identities used for contention resolution by RRC are included as the first IE in the DL-CCCH-Message ASN.1 SEQUENCE. 
4.2 MAC header for DL CCCH messages

Now, we consider the MAC header format for the DL CCCH messages messages. We note that:

· - no indication in MAC header or L1/L2 control explicitly identifies DL CCCH messages compared with DL DCCH/DTCH messages (according to [3])
· - at RRC connection establishment, MAC can only receive PDUs from SRB 0
· - at RRC connection re-establishment,
· either MAC can only receive PDUs from SRB 0 because e.g

· RRC stops reception from all RBs upon radio link failure; or

· radio link failure detection means that physical layer does not decode any DCCH/DTCH data

· or UE is still listening to the same cell and UE L1 is still decoding PDCCH looking for UE C-RNTI. In this case, it could be possible to differentiate SRB 0 from other Radio Bearers using C-RNTI value in PDCCH e.g.

· T-CRNTI is used for SRB 0

· old C-RNTI is used for other Radio Bearers

· RRC connected UEs which have not detected Radio Link Failure are not listening to any T-CRNTI value, so they can not receive any DL CCCH message
So there is no strict need for an explicit MAC-level indication to distinguish DL CCCH from other channels.
We illustrate below two MAC header examples for DL CCCH messages:

1. with the "normal" MAC sub header format and a reserved LCID value for DL CCCH,

2. without any MAC header.
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Figure 7: Possible MAC PDU formats for DL CCCH messages
If judged acceptable from overhead point of view and more convenient for UE/eNB implementations, it is possible to adopt a format similar to the generic MAC PDU format for DL-CCCH (example 1). Otherwise, an optimised header format could be preferred (example 2).
Proposal 2: Normal MAC header is included for DL CCCH PDUs, with a reserved LCID value for CCCH.
5 Conclusion
We discuss handling of "message 4" in the UE as well as its format, and propose that:
· in order to simplify UE implementation (especially HARQ feedback), identities used for contention resolution are included as the first RRC IE in the DL-CCCH-Message ASN.1 SEQUENCE
· normal MAC header format is used for DL CCCH messages, with a reserved LCID value for CCCH
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