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1. Introduction

This contribution proposes some additions/corrections for 36.323. Many changes are of editorial and terminology nature, while others are proposed to increase consistency and clarity. Among the changes whose reasons may not be directly obvious:
1. The construct “handover occurs” is ambiguous in the sense that it can be reasonably mapped to the moment of the reception of the HO Command, or HO Complete or anytime in between. The intention of the text is to describe the behaviour of the UE once it is in communication with the target eNB, rather than with the source. That is why the construct has been replaced by “handover has just occurred”.

2. In section 5.5.1.3, covering retransmission of PDCP PDUs for AM radio bearers, the header compression and ciphering with the new key should precede the re-transmission, therefore the text requiring re-transmission should be placed at the end of the section. Additionally, RLC AM mode means confirmation of reception by the destination, rather than of transmission by the source.

3. In section 5.5.3.1, the last sentence prescribing integrity and ciphering after HO for signalling bearers is unnecessary, since it describes “normal” behaviour, rather than HO-specific behaviour. 

2 Proposed text for 36.323

 […]
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AM
Acknowledged Mode

CID
Context Identifier

eNB
Evolved Node B

EPC
Evolved Packet Core

E-UTRA
Evolved UMTS Terrestrial Radio Access

E-UTRAN
Evolved UMTS Terrestrial Radio Access Network
HFN
Hyper Frame Number
HO
Handover
IETF
Internet Engineering Task Force

IP
Internet Protocol

L2
Layer 2 (data link layer)

L3
Layer 3 (network layer)

LIS
Last in sequence received PDCP Sequence Number

MAC
Message Authentication Code
NAS
Non-Access Stratum
PDCP
Packet Data Convergence Protocol

PDU
Protocol Data Unit

R
Reserved

RB
Radio Bearer

RFC
Request For Comments

RLC
Radio Link Control
ROHC
RObust Header Compression
RRC
Radio Resource Control
RTP
Real Time Protocol

SDU
Service Data Unit

SN
Sequence Number

TCP
Transmission Control Protocol

UDP
User Datagram Protocol

UE
User Equipment
UM
Un-acknowledged Mode

[…]
4.2.2
PDCP Entities

The PDCP entities are located in the PDCP sublayer. Several PDCP entities may be defined for a UE. Each PDCP entity carrying user plane data may be configured to use header compression.

Each PDCP entity is carrying the data of one radio bearer and has its own set of associated variables (subclause 7). In this version of the specification, only the robust header compression protocol (RoHC), is supported. Every PDCP entity uses at most one RoHC instance.
A PDCP Entity is either associated to the c-plane or the u-plane depending on which radio bearer they are carrying data from.
Figure 4.2.2.1 represents the functional view of the PDCP entity for the PDCP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in [2].
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Figure 4.2.2.1 - PDCP Layer, Functional View
4.3
Services

4.3.1
Services provided to upper layers

The following service is provided by the PDCP to upper layers:
-
transfer of user data;

-
transfer of control data

-
header compression for user data
-
ciphering

-
integrity protection for control data
4.3.2
Services expected from lower layers
For a detailed description of the following functions see [5].

 -
transparent data transfer service (FFS);

-
acknowledged data transfer service;

-
unacknowledged data transfer service.
[…]
5.5.1.1
Actions at handover
When higher layers indicate that a handover has just occurred, for each radio bearer that is mapped on RLC AM mode, the UE shall:

-
perform maintenance of PDCP sequence numbers, header decompression and deciphering as indicated in subclauses 5.1.1.1, 5.2 and 5.3 for all PDCP PDUs received from lower layers;
-
if PDCP status report is configured by upper layers, compile a status report as indicated in subclause 6.2.6 and submit it to lower layers as the first PDCP PDU for transmission on the radio bearer;
-
reset the header compression protocol in the transmitting and receiving entity;
-
perform in-order delivery in the downlink as specified in subclause 5.5.1.2 (details are FFS);
-
perform re-transmission of PDCP SDUs in the uplink as specified in subclause 5.5.1.3.
[…]
5.5.1.3
Re-transmission of PDCP SDUs in the uplink
When higher layers indicate that a handover has just occurred, for radio bearers that are mapped on RLC AM mode, the UE shall:

-
for all uplink PDCP SDUs starting from the first PDCP SDU for which the reception by the eNB or discard (FFS whether we have RLC discard) of the corresponding PDCP PDU has not been confirmed by lower layers;

-
perform header compression, if applicable, and ciphering as specified in subclauses 5.2 and 5.3., and
-
submit the corresponding PDCP PDU to the lower layers for re-transmission.
5.5.1.4
Reception of a PDCP status report in the downlink

When a PDCP status report is received in the downlink, for radio bearers that are mapped on RLC AM mode, the UE shall:

-
discard the  PDCP PDU and SDUs indicated as received, and indicate to RLC to discard the corresponding PDCP PDUs.
Editors note:
How PDCP SDUs are re-transmitted is FFS, description of actions upon reception of a PDCP Status report should be described here. 

5.5.2
User plane radio bearers mapped on RLC UM
5.5.2.1
Actions at handover
When higher layers indicate that a handover has just occurred, for user plane radio bearers mapped on RLC UM mode, the UE shall:

-
perform maintenance of PDCP sequence numbers, header decompression and deciphering as indicated in subclauses 5.1.1.1, 5.2 and 5.3 for PDCP PDUs received from lower layers;
-
reset the header compression protocol;

-
set the variables Next_PDCP_TX_SN, Next_PDCP_RX_SN, TX_HFN and RX_HFN to 0.

5.5.3
Signalling plane radio bearers
5.5.3.1
Actions at handover
When higher layers indicate that a handover has just occurred, for signalling plane radio bearers, the UE shall:

-
set the variables Next_PDCP_TX_SN, Next_PDCP_RX_SN, TX_HFN and RX_HFN to 0;
-
release all stored PDCP SDUs and PDCP PDUs and instruct RLC to discard all associated data.


[…]
6.2
Formats

6.2.1
General
A PDCP PDU shall be a multiple of 8 bits long. In the figures in this clause and its subclauses, bit strings are represented as follows: the first bit is the leftmost one on the first line of the table, the last bit is the rightmost on the last line of the table, and more generally the bit string is to be read from left to right and then in the reading order of the lines.

SDUs are bit strings, with any non-null length. If not compressed within PDCP an SDU is included from the first bit onward in the data field.
[…]
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