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4.2.3.2
MAC-d entity – UE Side

Figure 4.2.3.2.1 shows the UE side MAC-d entity.

The following functionality is covered:

-
Transport Channel type switching

-
Transport Channel type switching is performed by this entity, based on decision taken by RRC. This is related to a change of radio resources. If requested by RRC, MAC shall switch the mapping of one designated logical channel between common and dedicated transport channels.
-
C/T MUX:
-
The C/T MUX is used when multiplexing of several dedicated logical channels onto one transport channel (other than HS-DSCH) or one MAC-d flow (HS-DSCH) is used. An unambiguous identification of the logical channel is included. If MAC-ehs is configured, C/T MUX toward MAC-ehs is not used.
-
Ciphering:

-
Ciphering for transparent mode data to be ciphered is performed in MAC-d. Details about ciphering can be found in [10].

-
Deciphering:

-
Deciphering for ciphered transparent mode data is performed in MAC-d. Details about ciphering can be found in [10].

-
UL TFC selection:

-
Transport format and transport format combination selection according to the transport format combination set (or transport format combination subset) configured by RRC is performed.

The MAC-d entity is responsible for mapping dedicated logical channels for the uplink either onto dedicated transport channels or to transfer data to MAC-c/sh/m to be transmitted via common channels.
One dedicated logical channel can be mapped simultaneously onto DCH and DSCH in TDD mode.
One dedicated logical channel can be simultaneously mapped onto DCH and HS-DSCH.

The MAC-d entity has a connection to the MAC-c/sh/m entity. This connection is used to transfer data to the MAC-c/sh/m to transmit data on transport channels that are handled by MAC-c/sh/m (uplink) or to receive data from transport channels that are handled by MAC-c/sh/m (downlink).

The MAC-d entity has a connection to the MAC-hs or MAC-ehs entity. This connection is used to receive data from the HS-DSCH transport channel which is handled by MAC-hs or MAC-ehs (downlink).

The MAC-d entity has a connection to the MAC-e/es entity. This connection is used to transmit data on the E-DCH transport channel which is handled by the MAC-e/es (uplink).
The MAC-d entity transfers a MAC-d SDU to upper layer at the timining boundaries of CFN, where a MAC-d SDU is from MAC-hs/ehs or MAC-e/es for transparent mode 
There is one MAC-d entity in the UE.
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Figure 4.2.3.2.1: UE side MAC architecture / MAC-d details

4.2.3.3
MAC-hs entity – UE Side

In the model below the MAC-hs comprises the following entities:

-
HARQ:
The HARQ entity is responsible for handling the MAC functions relating to the HARQ protocol. The HARQ functional entity handles all the tasks that are required for hybrid ARQ. It is responsible for generating ACKs or NACKs. The detailed configuration of the hybrid ARQ protocol is provided by RRC over the MAC-Control SAP. Depending on the HS-DSCH physical layer category, the maximum number of HARQ process per HS-DSCH per TTI on which an HS-DSCH transmission can be received may be one or two. The HS-DSCH physical layer categories for which the maximum number of HARQ process per HS-DSCH per TTI on which an HS-DSCH transmission can be received is two require the MAC-hs entity to be configured with the enhanced MAC-hs format which is FFS.

-
Reordering Queue distribution:
The reordering queue distribution function routes the MAC-hs PDUs to the correct reordering buffer based on the Queue ID.

-
Reordering:
The reordering entity reorders received MAC-hs PDUs according to the received TSN. MAC-hs PDUs with consecutive TSNs are delivered to the disassembly function upon reception. MAC-hs PDUs are not delivered to the disassembly function if MAC-hs PDUs with lower TSN are missing. There is one reordering entity for each Queue ID configured at the UE.

-
Disassembly:
The disassembly entity is responsible for the disassembly of MAC-hs PDUs. When a MAC-hs PDU is disassembled the MAC-hs header is removed, the MAC-d PDUs are extracted and any present padding bits are removed. Then the MAC-d PDUs are delivered to higher layer.

The associated signalling shown in the figure illustrates the exchange of information between layer 1 and layer 2 provided by primitives shown in [3].
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Figure 4.2.3.3.1: UE side MAC architecture / MAC-hs details

[image: image4.emf]Next Section


4.2.4.2
MAC-d entity – UTRAN Side

Figure 4.2.4.2.1 shows the UTRAN side MAC-d entity.

The following functionality is covered:

-
Transport Channel type switching:
-
Transport Channel type switching is performed by this entity, based on decision taken by RRC; this is related to a change of radio resources. If requested by RRC, MAC shall switch the mapping of one designated logical channel between common and dedicated transport channels.
-
C/T MUX box;

-
the function includes the C/T field when multiplexing of several dedicated logical channels onto one transport channel (other than HS-DSCH) or one MAC-d flow (HS-DSCH) is used. If MAC-ehs is configured, C/T MUX toward MAC-ehs is not used.
-
Priority setting;

-
This function is responsible for priority setting on data received from DCCH / DTCH;

-
Ciphering;

-
Ciphering for transparent mode data to be ciphered is performed in MAC-d. Details about ciphering can be found in [10].
-
Deciphering;
-
Deciphering for ciphered transparent mode data is performed in MAC-d. Details about ciphering can be found in [10].

-
DL Scheduling/Priority handling;
-
in the downlink, scheduling and priority handling of transport channels is performed within the allowed transport format combinations of the TFCS assigned by the RRC.

-
Flow Control;
-
a flow control function exists toward MAC-c/sh/m to limit buffering between MAC-d and MAC-c/sh/m entities. This function is intended to limit layer 2 signalling latency and reduce discarded and retransmitted data as a result of FACH or for TDD DSCH congestion. For the Iur interface this is specified in [11]. A flow control function also exists towards MAC-hs/ehs in case of configuration without MAC-c/sh/m, see subclause 4.2.4.2.

A MAC-d entity using common channels other than the high speed downlink shared channel is connected to a MAC-c/sh/m entity that handles the scheduling of the common channels to which the UE is assigned and DL (FACH) priority identification to MAC-c/sh/m;

A MAC-d entity using downlink shared channel is connected to a MAC-c/sh/m entity that handles the shared channels to which the UE is assigned and indicates the level of priority of each PDU to MAC-c/sh/m;

A MAC-d entity using the high speed downlink shared channel may be connected to a MAC-c/sh/m entity that in turn is connected to the MAC-hs/ehs entity in the Node B (configuration with MAC-c/sh/m); alternately, a MAC-d entity using the high speed downlink shared channel may be connected to the MAC-hs/ehs entity in the Node B in case of configuration without MAC-c/sh/m.

A MAC-d entity using the enhanced dedicated transport channel (Uplink only) is connected to a MAC-es entity that handles the re-ordering and combining of data received from different Node Bs. Given that the MAC-es is collocated in the SRNC, it is not necessary to flow control this connection. The MAC-es indicates the logical channel for which the data is intended, to allow the MAC-d to route it appropriately.

A MAC-d entity is responsible for mapping dedicated logical channels onto the available dedicated transport channels or routing the data received on a DCCH or DTCH to MAC-c/sh/m or to MAC-hs/ehs.

One dedicated logical channel can be mapped simultaneously on DCH and DSCH in TDD mode. Different scheduling mechanisms apply for DCH and DSCH. One dedicated logical channel can be mapped simultaneously on DCH and HS-DSCH.

There is one MAC-d entity in the UTRAN for each UE that has one or more dedicated logical channels to or from the UTRAN.
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Figure 4.2.4.2.1: UTRAN side MAC architecture / MAC-d details
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5
Services provided to upper layers

This clause describes the different services provided by the MAC to higher layers. For a detailed description of the following functions see [2].
5.1
Description of Services provided to upper layers

-
Data transfer: This service provides unacknowledged transfer of MAC SDUs between peer MAC entities without data segmentation. 
-
Reallocation of radio resources and MAC parameters: This service performs on request of RRC execution of radio resource reallocation and change of MAC parameters.
-
Reporting of measurements: Local measurements are reported to RRC. 
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9
Elements for peer-to-peer communication

9.1
Protocol data units

9.1.1
General

A MAC PDU is a bit string, with a length not necessarily a multiple of 8 bits. In the drawings in clause 9.1, bit strings are represented by tables in which the first bit is the leftmost one on the first line of the table, the last bit is the rightmost on the last line of the table, and more generally the bit string is to be read from left to right and then in the reading order of the lines.

Depending on the provided service, MAC SDUs are bit strings with any non-null length, or bit strings with an integer number of octets in length. An SDU is included into a MAC PDU from first bit onward.

In the UE for the uplink, all MAC PDUs delivered to the physical layer within one TTI are defined as Transport Block Set (TBS). It consists of one or several Transport Blocks, each containing one MAC PDU. The Transport Blocks, shall be transmitted in the order as delivered from RLC. When multiplexing of RLC PDUs from different logical channels is performed on MAC, the order of all Transport Blocks originating from the same logical channel shall be the same as the order of the sequence delivered from RLC. The order of the different logical channels in a TBS is set by the MAC protocol.

9.1.2
MAC PDU (not HS-DSCH or E-DCH)

A MAC PDU consists of an optional MAC header and a MAC Service Data Unit (MAC SDU), see figure 9.1.2.1. Both the MAC header and the MAC SDU are of variable size.

The content and the size of the MAC header depends on the type of the logical channel, and in some cases none of the parameters in the MAC header are needed.

The size of the MAC-SDU depends on the size of the RLC-PDU, which is defined during the setup procedure.
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Figure 9.1.2.1: MAC PDU
9.1.3
MAC-d PDU (HS-DSCH or E-DCH)

For HS-DSCH the MAC-d PDU format equals the MAC PDU format for the non HS-DSCH case for the case of RLC AM / UM mode.
In the case of RLC TM mode the MAC-d PDU format is shown in figure 9.1.3.1.
A MAC-d PDU consists of an MAC header and a MAC Service Data Unit (MAC SDU), as seen in figure 9.1.3.1. The MAC SDU has a variable size. The size of the MAC-SDU depends on the size of the RLC-PDU, which is defined during the setup procedure.
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Figure 9.1.3.1: MAC-d PDU
9.1.4
MAC PDU (HS-DSCH)

There are two different MAC PDU formats for HS-DSCH. Depending on configuration by higher layers the format is either MAC-hs or MAC-ehs. The MAC PDU format is determined by upper layer signalling [7].

When MAC-hs is configured, a MAC PDU for HS-DSCH consists of one MAC-hs header and one or more MAC-hs SDUs where each MAC-hs SDU equals a MAC-d PDU. A maximum of one MAC-hs PDU can be transmitted in a TTI per UE. The MAC-hs header is of variable size. The MAC-hs SDUs in one TTI belongs to the same reordering queue.
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Figure 9.1.4.1: MAC-hs PDU
When MAC-ehs is configured, a MAC PDU for HS-DSCH consists of one MAC-ehs header and one or more reordering PDUs where each reordering PDU consists of one or more MAC-ehs SDUs or segments of a MAC-ehs SDUs belonging to the same priority queue. Each MAC-ehs SDU equals a MAC-d PDU or a MAC-c PDU (FDD only). The LCH-ID and L fields are repeated per MAC-ehs SDU or segment of MAC-ehs SDU. The TSN and SI fields are repeated per reordering PDU.

The presence of the TSNi and SIi fields is based on the value of the LCH-IDi; if the LCH-IDi is mapped to the same reordering queue as LCH-IDi-1, there is no TSNi or SIi field. The mapping of the LCH-ID to the reordering queue is provided by upper layers [7]. The TSN1 and SI1 fields are always present.

A maximum of one MAC-ehs PDU can be transmitted in a TTI per UE. 

The MAC-ehs SDUs in one TTI can belong to different reordering queues. The MAC-ehs SDUs in one TTI can belong to at most 3 priority queues. If MAC-ehs SDUs in one TTI belong to more than 3 priority queues, the UE behaviour is unspecified. The MAC-ehs header is of variable size. 
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Figure 9.1.4.2: MAC-ehs PDU
9.1.5
MAC PDU (E-DCH)

In the case of E-DCH there are two MAC sublayers, MAC-e and MAC-es. MAC-es sits on top of MAC-e and receives PDUs directly from MAC-d. MAC-es SDUs (i.e. MAC-d PDUs) of the same size, coming from a particular logical channel are multiplexed together into a single MAC-es payload. There is one and only one MAC-es PDU per logical channel per TTI (since only one MAC-d PDU size is allowed per logical channel per TTI). To this payload is prepended the MAC-es header (see subclause 9.2.4.1). The number of PDUs, as well as the one DDI value identifying the logical channel, the MAC-d flow and the MAC-es SDU size are included as part of the MAC-e header. In case sufficient space is left in the E-DCH transport block or if Scheduling Information needs to be transmitted, an SI will be included at the end of the MAC-e PDU (see subclause 9.2.4.2). Multiple MAC-es PDUs from multiple logical channels, but only one MAC-e PDU can be transmitted in a TTI.

In the example MAC-e PDU shown in figure 9.1.5.2a, the field DDI0 is referring to the specific DDI value that indicates that there is an SI included in the MAC-e PDU (see subclause 9.2.4.2). This header will not be associated with a new MAC-es payload. Figure 9.1.5.2b shows the MAC-e PDU format when SI is sent alone. In this case DDI0 is not included in the MAC-e PDU and E-TFCI value 0 is used.
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Figure 9.1.5.1 MAC-es PDU
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Figure 9.1.5.2a: MAC-e PDU


[image: image15.wmf] 

MAC

-

e PDU

 

SI

 


Figure 9.1.5.2b: MAC-e PDU (SI is sent alone)
9.2
Formats and parameters

NOTE:
MAC header field encodings as specified in this clause with designation "Reserved" are forbidden to be used by a sender in this version of the protocol.

9.2.1
MAC PDU: Parameters of the MAC PDU header (not HS-DSCH or E-DCH) and MAC-d PDU header (HS-DSCH and E-DCH)

The following fields are defined for the MAC header for transport channels other than HS-DSCH and for the MAC-d PDU header for HS-DSCH:

-
Target Channel Type Field
The TCTF field is a flag that provides identification of the logical channel class on FACH, USCH (TDD only), DSCH (TDD only) and RACH transport channels, i.e. whether it carries BCCH, CCCH, CTCH, SHCCH, MCCH, MTCH, MSCH or dedicated logical channel information. The size and coding of TCTF for FDD and TDD are shown in tables 9.2.1.1, 9.2.1.2, 9.2.1.3, 9.2.1.4 and 9.2.1.5. Note that the size of the TCTF field of FACH for FDD is 2,4 or 8 bits and for TDD is either 3 or 5 bits depending on the value of the 3 most significant bits. The TCTF of the RACH for TDD is either 2 or 4 bits depending on the value of the 2 most significant bits.
Table 9.2.1.1: Coding of the Target Channel Type Field on FACH for TDD

	TCTF 
	Designation

	000
	BCCH

	001
	CCCH

	010
	CTCH

	01100
	DCCH or DTCH

over FACH

	01101
	MCCH

	01110
	MTCH

	01111
	MSCH

	100
	SHCCH

	101-111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)


Table 9.2.1.2: Coding of the Target Channel Type Field on FACH for FDD

	TCTF 
	Designation

	00
	BCCH

	01000000
	CCCH

	01000001-01001111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	01010000
	MCCH

	01010001-01011110
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	01011111
	MSCH

	0110
	MTCH

	0111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	10000000
	CTCH

	10000001-

10111111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	11
	DCCH or DTCH

over FACH


Table 9.2.1.3: Coding of the Target Channel Type Field on USCH or DSCH (TDD only)

	TCTF 
	Designation

	0
	SHCCH

	1
	DCCH or DTCH over USCH or DSCH


Table 9.2.1.4: Coding of the Target Channel Type Field on RACH for FDD

	TCTF 
	Designation

	00
	CCCH

	01
	DCCH or DTCH

over RACH

	10-11
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)


Table 9.2.1.5: Coding of the Target Channel Type Field on RACH for TDD

	TCTF 
	Designation

	00
	CCCH

	0100
	DCCH or DTCH

Over RACH

	0101-

0111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	10
	SHCCH

	11
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)


-
C/T field
The C/T field provides identification of the logical channel instance when multiple logical channels are carried on the same transport channel (other than HS-DSCH) or same MAC-d flow (HS-DSCH). The C/T field is used also to provide identification of the logical channel type on dedicated transport channels and on FACH and RACH when used for user data transmission. The size of the C/T field is fixed to 4 bits for both common transport channels and dedicated transport channels. Table 9.2.1.5a shows the 4-bit C/T field.

Table 9.2.1.5a: Structure of the C/T field

	C/T field
	Designation

	0000
	Logical channel 1

	0001
	Logical channel 2

	...
	... 

	1110
	Logical channel 15

	1111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)


-
UE-Id
The UE-Id field provides an identifier of the UE on common transport channels. The following types of UE-Id used on MAC are defined:

-
UTRAN Radio Network Temporary Identity (U-RNTI) may be used in the MAC header of DCCH using RLC UM (SRB1), when mapped onto common transport channels in downlink direction; the U-RNTI is never used in uplink direction;

-
Cell Radio Network Temporary Identity (C-RNTI) is used on DTCH and DCCH in uplink, and may be used on DCCH in downlink and is used on DTCH in downlink when mapped onto common transport channels, except when mapped onto DSCH transport channel in TDD;
Table 9.2.1.6: Lengths of UE Id field

	UE Id type 
	Length of UE Id field

	U-RNTI
	32 bits

	C-RNTI
	16 bits


-
UE-Id Type
The UE-Id Type field is needed to ensure correct decoding of the UE-Id field in MAC Headers.
Table 9.2.1.7: UE-Id Type field definition

	UE-Id Type field 2 bits
	UE-Id Type

	00
	U-RNTI

	01
	C-RNTI

	10
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	11
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)


· MBMS-Id
The MBMS-Id field provides an identifier of MTCH for an MBMS service carried on FACH. The MBMS-Id is used in the MAC header of MTCH mapped onto FACH in downlink direction; the MBMS-Id is never used in uplink direction. The MBMS Id to be used by MAC is configured through the MAC control SAP. The length of the MBMS-Id field is 4 bits. Table 9.2.1.7a shows the 4-bit MBMS-Id field.
Table 9.2.1.8: Structure of the MBMS-Id field

	MBMS-Id field
	MBMS logical channel identity [7]

	0000
	1

	0001
	2

	...
	... 

	1110
	15

	1111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)


· CFN
The CFN field indicates the CFN at which the TM RLC PDU has been handled by the MAC and is used for ciphering in the transmitting entity and for the timely delivery and the deciphering in the receiver
9.2.1.1
MAC header for DTCH and DCCH (not mapped on HS-DSCH or E-DCH)

a)
DTCH or DCCH mapped to DCH, no multiplexing of dedicated channels on MAC:

-
no MAC header is required.

b)
DTCH or DCCH mapped to DCH, with multiplexing of dedicated channels on MAC:

-
C/T field is included in MAC header.

c)
DTCH or DCCH mapped to RACH/FACH:

-
TCTF field, C/T field, UE-Id type field and UE-Id are included in the MAC header. For FACH, the UE-Id type field used is the C-RNTI or U-RNTI. For RACH, the UE-Id type field used is the C-RNTI.

d)
DTCH or DCCH mapped to DSCH or USCH:

-
the TCTF field is included in the MAC header. The C/T field is included if multiplexing on MAC is applied.

e)
DTCH or DCCH mapped to DSCH or USCH where DTCH or DCCH are the only logical channels:

-
The C/T field is included in the MAC header if multiplexing on MAC is applied.
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Figure 9.2.1.1.1: MAC PDU formats for DTCH and DCCH

9.2.1.1a
MAC-d Header for DTCH and DCCH (mapped on HS-DSCH)

In CELL_DCH state, the MAC-d PDU header for DTCH and DCCH mapped on HS-DSCH for PS domain from the upper layer is as shown in figure 9.2.1.1a.1.

-
C/T field is included in the MAC-d PDU header if multiplexing on MAC is applied. 

-
If MAC-ehs is configured by upper layers [7], no MAC-d PDU header is required.
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Figure 9.2.1.1a.1 MAC-d PDU format for DTCH and DCCH mapped on HS-DSCH (PS domain)
9.2.1.1b
MAC-d Header for DTCH and DCCH (mapped on E-DCH)

For DTCH and DCCH mapped on E-DCH for PS domain there is no need for a MAC-d header. Therefore, the MAC-d PDU is as shown in figure 9.2.1.1b.1.
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Figure 9.2.1.1b.1 MAC-d PDU format for DTCH and DCCH mapped on E-DCH

9.2.1.1c
MAC Headers for DTCH and DCCH (mapped on HS-DSCH, FDD only)

In FDD, the MAC PDU header for DTCH and DCCH mapped on HS-DSCH CELL_FACH, CELL_PCH state is as shown in figure 9.2.1.1c-1.

-
there is no MAC-d header included for DTCH and DCCH.

-
there is no MAC-c header included for DTCH and DCCH when UE dedicated H-RNTI is used.

-
the U-RNTI is only included as MAC-c header to MAC-d PDU for DCCH (SRB#1 only)when common H-RNTI is used
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Figure 9.2.1.1c-1: MAC PDU format for DTCH and DCCH mapped on HS-DSCH (FDD only)
9.2.1.1ca MAC-d Header for DTCH (mapped on HS-DSCH or E-DCH, for CS domain)
The MAC-d PDU header for DTCH mapped on HS-DSCH or E-DCH when a radio bearer is configured with transparent mode RLC is as shown in figure 9.2.1.1c-1.
- CFN field is included in the MAC-d PDU header.
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Figure 9.2.1.1ca-1: MAC-d PDU format for DTCH mapped on HS-DSCH or E-DCH (CS domain only)
9.2.1.2
MAC header for BCCH

a)
BCCH mapped to BCH:

-
no MAC header is included.

b)
BCCH mapped to FACH:

-
the TCTF field is included in MAC header. 

c)
in FDD, when BCCH mapped to HS-DSCH 
-
the MAC-ehs header is included.
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Figure 9.2.1.2.1: MAC PDU formats for BCCH

9.2.1.3
MAC header for PCCH
There is no MAC header for PCCH when mapped on PCH. 

In FDD when PCCH is mapped on HS-DSCH:

-
the MAC-ehs header is included as depicted in Figure 9.2.1.3-1. 
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Figure 9.2.1.3-1: MAC PDU format for PCCH (FDD only)

9.2.1.4
MAC header for CCCH

CCCH mapped to RACH/FACH:

-
TCTF field is included in MAC header. . 

In FDD, CCCH mapped to HS-DSCH

-
no MAC-c header is included.
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Figure 9.2.1.4.1: MAC PDU formats for CCCH

9.2.1.5
MAC Header for CTCH
The TCTF field is included as MAC header for CTCH as shown in figure 9.2.1.5.1.
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Figure 9.2.1.5.1: MAC PDU format for CTCH

9.2.1.6
MAC Header for SHCCH

The MAC header for SHCCH is as shown in figure 9.2.1.6.1.

a)
SHCCH mapped to RACH and USCH/FACH and DSCH:

-
TCTF has to be included.

b)
SHCCH mapped to RACH and USCH/FACH and DSCH, where SHCCH is the only channel.
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Figure 9.2.1.6.1: MAC PDU format for SHCCH
9.2.1.7
MAC Header for MCCH

The MAC PDU format for MCCH is as shown in figure 9.2.1.7.1.

a)
If the MAC header for MCCH is not configured through the MAC control SAP:


-
there is no MAC header for MCCH.

b)
If the MAC header for MCCH is configured through the MAC control SAP:


-
TCTF field is included in the MAC header for MCCH.

NOTE:
If MCCH is not the only channel on the FACH, the MAC header shall be configured for the MCCH.
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Figure 9.2.1.7.1: MAC PDU format for MCCH

9.2.1.8
MAC Header for MTCH

The TCTF field and MBMS-Id field are included in the MAC header for MTCH as shown in figure 9.2.1.8.1.
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Figure 9.2.1.8.1: MAC PDU format for MTCH
9.2.1.9
MAC Header for MSCH

The MAC PDU format for MSCH is as shown in figure 9.2.1.9.1.

a)
If the MAC header for MSCH is not configured through the MAC control SAP:


-
there is no MAC header for MSCH.

b)
If the MAC header for MSCH is configured through the MAC control SAP:


-
TCTF field is included in the MAC header for MSCH.

NOTE:
If MSCH is not the only channel on the FACH, the MAC header shall be configured for the MSCH.
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Figure 9.2.1.9.1: MAC PDU format for MSCH

9.2.2
MAC PDU: Parameters of the MAC header (HS-DSCH)

If MAC-hs is configured by upper layers [7], the parameters for the MAC header are:

-
Version Flag (VF):
The VF field is a one bit flag providing extension capabilities of the MAC-hs PDU format. The VF field shall be set to zero and the value one is reserved in this version of the protocol.

-
Queue identifier (Queue ID):
The Queue ID field provides identification of the reordering queue in the receiver, in order to support independent buffer handling of data belonging to different reordering queues. The length of the Queue ID field is 3 bit.

-
Transmission Sequence Number (TSN):
The TSN field provides an identifier for the transmission sequence number on the HS-DSCH. The TSN field is used for reordering purposes to support in-sequence delivery to higher layers. The length of the TSN field is 6 bit.

-
Size index identifier (SID):
The SID fields identifies the size of a set of consecutive MAC-d PDUs. The MAC-d PDU size for a given SID is configured by higher layers and is independent for each Queue ID. The length of the SID field is 3 bit.

-
Number of MAC-D PDUs (N):
The number of consecutive MAC-d PDUs with equal size is identified with the N field. The length of the N field is 7 bits. In FDD mode, the maximum number of PDUs transmitted in a single TTI shall be assumed to be 70. In 1.28 Mcps TDD mode, the maximum number of PDUs transmitted in a single TTI shall be assumed to be 45. In 3.84 Mcps TDD mode, the maximum number of PDUs transmitted in a single TTI shall be assumed to be 318. In 7.68 Mcps TDD mode, the maximum number of PDUs transmitted in a single TTI shall be assumed to be 636. If more PDUs than the defined maximum number of PDUs for the corresponding mode are received, the UE behaviour is unspecified.
-
Flag (F):
The F field is a flag indicating if more fields are present in the MAC-hs header or not. If the F field is set to "0" the F field is followed by an additional set of SID, N and F fields. If the F field is set to "1" the F field is followed by a MAC-d PDU. The maximum number of MAC-hs header extensions, i.e. number of fields F set to "0", in a single TTI shall be assumed to be 7. If more extensions than the maximum defined for the corresponding mode are included in a TTI, the UE behaviour is unspecified.

If MAC-ehs is configured by upper layers [7], the parameters for the MAC header are:

-
Logical channel identifier (LCH-ID): 

The LCH-ID field provides identification of the logical channel at the receiver and the re-ordering buffer destination of a MAC-ehs SDU or segments of MAC-ehs SDUs. 
The length of the LCH-ID is 4 bits. 

In FDD, when SDU from BCCH or PCCH logical channel is transmitted on HS-DSCH the LCH-ID field in MAC-ehs header is set to 1111. The identification of the logical channel is done based on H-RNTI value used for broadcast information in or for paging in HS-SCCH.

-
Transmission Sequence Number (TSN):

The TSN field provides an identifier for the transmission sequence number on the HS-DSCH. The TSN field is used for reordering purposes to support in-sequence delivery to higher layers. 
The length of the TSN field is 6 bit.

-
Segmentation Indication (SI)

The SI field indicates if the MAC-ehs SDU has been segmented. Table 9.2.2-1 shows the 2 bit SI field.

Table 9.2.2-1: Structure of the SI field

	SI Field
	Segmentation indication

	00
	The first MAC-ehs SDU of the reordering PDU is a complete MAC-d or MAC-c PDU.

The last MAC-ehs SDU of the reordering PDU is a complete MAC-d or MAC-c PDU.

	01
	If there is more than one MAC-ehs SDU in the reordering PDU, the last MAC-ehs SDU of the reordering PDU is a complete MAC-d or MAC-c PDU. 

The first MAC-ehs SDU of the reordering PDU is a segment of a MAC-d or MAC-c PDU.

	10
	If there is more than one MAC-ehs SDU in the reordering PDU, the first MAC-ehs SDU of the reordering PDU is a complete MAC-d or MAC-c PDU.

The last MAC-ehs SDU of the reordering PDU is a segment of a MAC-d or MAC-c PDU.

	11
	The first MAC-ehs SDU of the reordering PDU is a segment of a MAC-d or MAC-c PDU.

The last MAC-ehs SDU of reordering PDU is a segment of a MAC-d or MAC-c PDU.


-
Length (L)

The L field provides the length of the reordering PDU in octets. The reordering PDU size can vary for each MAC-ehs SDU in the MAC-ehs PDU, and is set for each MAC-ehs SDU individually. 

If the reordering PDU contains an unsegmented MAC-d or MAC-c PDU, the L field is set to the length of the MAC-d PDU. If the reordering PDU contains a segment of the MAC-d or MAC-c PDU, the L field is set to the length of the segment. The length of the Length field is 11 bits. 

-
Flag (F)


The F field is a flag indicating if more fields are present in the MAC-ehs header or not. If the F field is set to "0" the F field is followed by an additional set of LCH-ID and L fields and optionally (as described in section 9.1.4) TSN and SI fields. If the F field is set to "1" the F field is followed by a reordering PDU. Each header extension corresponds to one MAC-ehs SDU or segment of MAC-ehs SDU.

9.2.2.1
MAC header for DTCH and DCCH

If MAC-hs is configured by upper layers [7]:

a)
DTCH or DCCH mapped to HS-DSCH:

-
The Queue ID field and TSN field are always included in the MAC-hs header. One SID field, N field and F field is included for each MAC-d PDU size included in the MAC-hs PDU. Padding is not explicitly indicated but is included in the end of the MAC-hs PDU if the total size of the MAC-hs payload plus the MAC-hs header is smaller than the transport block set size.

If MAC-ehs is configured by upper layers [7]:

a)
DTCH or DCCH mapped to HS-DSCH:

-
There is always one LCH ID field and L field for each MAC-ehs SDU included in the MAC-ehs PDU and one TSN and SI field for each reordering PDU included in the MAC-ehs PDU. Padding is not explicitly indicated but is included in the end of the MAC-ehs PDU if the total size of the MAC-ehs payload plus the MAC-ehs header is smaller than the transport block set size.
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11.5
Ciphering

The ciphering function is performed in MAC (i.e. only in MAC-d) if a radio bearer is using the transparent RLC mode. The part of the MAC PDU that is ciphered is the MAC SDU and this is shown in Figure 11.5.1 below for the case of radio bearers mapped to DCH type of transport channels.

.
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Figure 11.5.1: Ciphered part unit for a MAC PDU
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When a radio bearer using RLC transparent mode is mapped on other transport channels than DCH type of transport channels, the ciphering function is performed in MAC-d for a radio bearer which is mapped on HS-DSCH or E-DCH. The part of the MAC-d PDU that is ciphered is the MAC SDU and this is shown in Figure 11.5.2 below.

Figure 11.5.2: Ciphered part unit for a MAC-d PDU when HS-DSCH/E-DCH is configured
In case a TTI contains multiple MAC PDUs for a given Transparent mode RB, the ciphering unit for this RB is the bitstring concatenation of all the MAC SDUs, resulting in the PLAINTEXT BLOCK, as defined in [15]. In case there is only one MAC PDU for a given Transparent mode RB, the ciphering unit is the MAC SDU, resulting in the PLAINTEXT BLOCK. The concatenation order is the same as the order of transmission of the Transport Blocks between MAC and Physical layer.

The KEYSTREAM BLOCK as defined in [10] is applied to the PLAINTEXT BLOCK, and the end result, CIPHERTEXT BLOCK, becomes the ciphered part for the MAC PDU, in case there is only one MAC PDU per RB. In case there is more than one MAC PDU per RB, the CIPHERTEXT BLOCK is split into the corresponding ciphered parts for each MAC PDU. The split order is the same as the order of transmission of the Transport Blocks between MAC and Physical layer.

The ciphering algorithm and key to be used are configured by upper layers [7] and the ciphering method shall be applied as specified in [10].

The parameters that are required by MAC for ciphering are defined in [10] and are input to the ciphering algorithm. The parameters required by MAC which are provided by upper layers [7] are listed below:

-
MAC-d HFN (Hyper frame number for radio bearers that are mapped onto transparent mode RLC)

-
BEARER defined as the radio bearer identifier in [10]. It will use the value RB identity –1 as in [7])

-
CK (Ciphering Key)
If the TTI consists of more than one 10 ms radio frame, the CFN of the first radio frame in the TTI shall be used as input to the ciphering algorithm for all the data in the TTI.
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4
General

4.1
Objective

The present document describes the functionality of the PDCP.

4.2
Overview on sublayer architecture

Figure 1 shows the model of the PDCP within the radio interface protocol architecture. The radio interface protocol architecture is defined in [3]..

Every PS domain RAB is associated with one RB, which in turn is associated with one PDCP entity. Each PDCP entity is associated with one or two (one for each direction) RLC entities depending on the RB characteristic (i.e.uni-directional or bi-directional) and RLC mode. The PDCP entities are located in the PDCP sublayer.
When configured, CS domain RAB can be associated with one PDCP entity. The PDCP entity is associated with a number of RLC entities with transparent mode corresponding to the number of subflows of the RAB. The PDCP entity serving CS service does not use header compression.
Every PDCP entity uses zero, one or several different header compression protocols. Each individual PDCP entity uses at most one instance of each header compression protocol. Several PDCP entities may be defined for a UE with each using the same or a different set of header compression protocols. In this version of the specification, only two header compression protocols, RFC 2507 [6] and RFC 3095 [8], are supported.

The PDCP sublayer is configured by upper layer [2] through the PDCP-C-SAP.
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Figure 1: PDCP structure (PS domain)
Figure 1 represents one possible structure for the PDCP sublayer and should not restrict implementation. A PDCP entity is mapped to either one AM RLC entity or one or two UM or TM RLC entities. When a PDCP entity is mapped to two UM or TM RLC entities each RLC entity is used for a different direction.
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Figure 1.1a: PDCP structure (CS domain)

Figure 1.1a represents structure for the PDCP sublayer for CS domain. A PDCP entity is mapped to three TM RLC entities. The PDCP entity multiplexes all data for CS domain and sends the multiplexed PDCP PDU to the first RB when multiplexing functionality is configured to be used as described in subclause 5.8.
The PDCP entity transfers the data from RAB subflows to each TM RLC entities transparently when the multiplexing functionality is not configured to be used.
5
Functions

PDCP provides its services to the NAS at the UE or the relay at the Radio Network Controller (RNC).
The Packet Data Convergence Protocol shall perform the following functions:

-
header compression and decompression of IP data streams (e.g., TCP/IP and RTP/UDP/IP headers for IPv4 and IPv6) at the transmitting and receiving entity, respectively.

-
transfer of user data. This function is used for conveyance of data between users of PDCP services.

-
maintenance of PDCP sequence numbers for radio bearers that are configured to support lossless SRNS Relocation or lossless DL RLC PDU size change. 
-
multiplexing of data of subflows for CS domain
PDCP uses the services provided by the Radio Link Control (RLC) sublayer.

5.8 Multiplexing of data for CS domain

When multiplexing functionality is configured to be used, the PDCP entity in the Sender multiplexes the data of each subflow into one PDCP PDU and deliveres the PDCP PDU to first TM RLC entity. When multiplexing functionality is configured to be used, the PDCP entity in the receiver de-multiplexes the received PDCP PDU into subflows based on the mapping list of subflow and PDCP PDU sizes.

When multiplexing functionality is not configured to be used, the PDCP entity does not mutiplexes the data of each subflow. In this case, PDCP in Sender transmits the received PDCP SDU to the lower layers transparently.


[image: image33.emf]Next Section


7
Elements for layer-to-layer communication

The interaction between the PDCP layer and other layers are described in terms of primitives where the primitives represent the logical exchange of information and control between the PDCP layer and other layers. The primitives shall not specify or constrain implementations.

7.1
Primitives between PDCP and upper layers

The primitives between PDCP and upper layers are shown in Table 5.

Table 5: Primitives between PDCP and upper layers

	Generic Name
	Parameter

	
	Req.
	Ind.
	Resp.
	Conf.

	PDCP-DATA
	Data
	Data
	Not Defined
	Not Defined

	CPDCP-CONFIG
	PDCP-Info, RLC-SAP SN_Sync, R/I/C/RS, Context-Info, PDCP multiplexing info
	Not Defined
	Not Defined
	Not Defined

	CPDCP-CONTEXT
	None
	Not Defined
	Not Defined
	Context-Info

	CPDCP-RELEASE
	RLC-SAP
	Not Defined
	Not Defined
	Not Defined

	CPDCP-SN
	PDCP SN
	Not Defined
	Not Defined
	Not Defined

	CPDCP-RELOC
	Next_Receive_SN
	Not Defined
	Not Defined
	Next_Receive_SN, Next_Send_SN


Each Primitive is defined as follows:
a)
PDCP-DATA-Req./Ind.

-
PDCP-DATA-Req is used by upper user-plane protocol layers to request a transmission of upper layer PDU. PDCP-DATA-Ind is used to deliver PDCP SDU that has been received to upper user plane protocol layers.

b)
CPDCP-CONFIG-Req.

-
CPDCP-CONFIG-Req is used to configure and – in case of already existing PDCP entity – to reconfigure a PDCP entity and to assign it to the radio bearer associated with that entity.

c)
CPDCP-RELEASE-Req.

-
CPDCP-RELEASE-Req is used by upper layers to release a PDCP entity.
d)
CPDCP-SN-Req.

-
This primitive is used at the UTRAN. CPDCP-SN-Req is used to transfer the PDCP SN to PDCP.
e)
CPDCP-RELOC-Req/Conf.

-
CPDCP-RELOC-Req initiates the SRNS Relocation procedure in PDCP for those radio bearers that are configured to support lossless SRNS Relocation. The Next_Receive_SN is only included at the UE side.
-
CPDCP-RELOC-Conf is used to transfer the Next_Receive_SN and/or Next_Send_SN to upper layers for lossless SRNS Relocation. The Next_Send_SN is only included at the source RNC.
f)
CPDCP-CONTEXT-Req./Conf.

-
CPDCP-CONTEXT-Req initiates specific actions in the source RNC in order to perform context relocation as a part of the SRNS relocation. The primitive is applicable only in the source RNC.

-
CPDCP-CONTEXT-Conf is used to transfer the header compression context information from PDCP to upper layer in order to perform context relocation as a part of the SRNS relocation. The primitive is applicable only in the source RNC.

The following parameters are used in the primitives:

1)
PDCP-Info:

-
Contains the parameters for each of the header compression protocols configured to be used by one PDCP entity.

2)
RLC-SAP:

-
The RLC-SAP (TM/UM/AM) used by PDCP entity when communicating with RLC sublayer.
3)
SN_Sync:

-
Indicates that PDCP should start PDCP SN synchronisation procedure.
4)
Next_Send_SN:

-
The Send PDCP SN of the next PDCP SDU to be sent. There is one in the uplink (UL_Send PDCP SN) and one in the downlink (DL_Send PDCP SN). Refer to subclause 5.4.1.
5)
Next_Receive_SN:

-
The Receive PDCP SN of the next PDCP SDU expected to be received. There is one in the uplink (UL_Receive PDCP SN) and one in the downlink (DL_Receive PDCP SN). Refer to subclause 5.4.1.

6)
PDCP SN:

-
This includes a PDCP sequence number.
7)
R/I/C/RS
-
Indicates that PDCP should Re-initialise (R)/Initialise (I) the header compression protocols. Alternatively (Context-relocation, C) it indicates that UE PDCP shall perform specific actions related to context relocation during SRNS relocation. (RS) indicates to Re-initialise while keeping the static part of the header compression (only for RFC 3095). R/I/C/RS indication is given separately for each of the configured header compression protocol, if several exist for a given radio bearer.

8)
Context-Info:

-
Contains the header compression context information of each of the header compression protocols that are subject to the context relocation during SRNS relocation.
9) PDCP multiplexing info
- 
Contains a list of a mapping between the PDCP PDU size and the size of data in each RAB subflow. This information is used when PDCP is configured for CS domain. This information also includes whether multiplexing functionality is used or not.
8
Elements for peer-to-peer communication

8.1
Protocol data units

Different PDU formats are defined for the PDCP protocol, one not introducing any overhead to the (compressed) PDCP SDU, others introducing such overhead.

8.2
Formats

A PDCP PDU shall be a multiple of 8 bits, if the RLC entity is configured for unacknowledged or acknowledged mode. Otherwise, if the RLC entity is configured for transparent mode, it is bit-aligned. If the multiplexing functionality is configured to be used, the data in the different subflows is ordered in ascending order of the subflows. In Tables 6, 7 and 8, bit strings are represented as follows: the first bit is the leftmost one on the first line of the table, the last bit is the rightmost on the last line of the table, and more generally the bit string is to be read from left to right and then in the reading order of the lines.

SDUs are bit strings, with any non-null length. If not compressed within PDCP an SDU is included from first bit onward.

8.2.1
PDCP-No-Header PDU (PS domain)
The PDCP-No-Header PDU does not introduce any overhead to the PDCP SDU. The use of the PDCP-No-Header PDU is configured by the upper layer.

The format of the PDCP-No-Header PDU is shown in Table 6.

Table 6: PDCP-No-Header PDU

	Data

	


8.2.2
PDCP Data PDU

The PDCP Data PDU is used to convey:
· -
data containing an uncompressed PDCP SDU; or
· -
header compression related control signalling; or
· -
data that has been obtained from PDCP SDU after header compression.

The format of the PDCP Data PDU is shown in Table 7.

Table 7: PDCP Data PDU format
	PDU type
	PID

	Data 

	


8.2.3
PDCP SeqNum PDU
The PDCP SeqNum PDU is used to convey a PDCP SDU sequence number and:
· -
data containing an uncompressed PDCP SDU; or
· -
data that has been obtained from PDCP SDU after header compression.

The format of the PDCP SeqNum PDU is shown in Table 8.

Table 8: PDCP SeqNum PDU format
	PDU type
	PID

	Sequence number 

	

	Data 

	


8.2.3
PDCP SeqNum PDU

The PDCP SeqNum PDU is used to convey a PDCP SDU sequence number and:
-
data containing an uncompressed PDCP SDU; or
-
data that has been obtained from PDCP SDU after header compression.

The format of the PDCP SeqNum PDU is shown in Table 8.

Table 8: PDCP SeqNum PDU format
	PDU type
	PID

	Sequence number 

	

	Data 

	


8.2.4 PDCP PDU for CS domain

If multiplexing functionality is configured to be used, the data from the different subflows is encoded in the ascending order for each subflow into one PDCP PDU. The PDCP PDU for CS domain does not have PDCP header. Figure 8.2.3 shows the PDCP PDU format when multiplexing functionality is configured to be used.
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Figure 8.2.3: PDCP PDU format when multiplexing functionality is used
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8.6.4
Radio bearer information elements

8.6.4.3
RB information to setup

If the IE "RB information to setup" is included, the UE shall apply the following actions on the radio bearer identified with the value of the IE "RB identity". The UE shall:

1>
use the same START value to initialise the hyper frame number components of COUNT-C variables for all the new radio bearers to setup;

1>
perform the actions for the IE "PDCP info", if present, according to subclause 8.6.4.10, applied for the radio bearer;

1>
perform the actions for the IE "RLC info", according to subclause 8.6.4.9, applied for the radio bearer;

1>
perform the actions for the IE "RB mapping info", according to subclause 8.6.4.8, applied for the radio bearer;

1>
if the IE "Downlink RLC mode" either in the IE "RLC info" or referenced by the RB identity in the IE "Same as RB" is set to "TM RLC" and the radio bearer is mapped to DCH type of transport channel:
2>
configure delivery of erroneous SDUs in lower layers according to indication from upper layer [5].

1>
perform the actions for the IE “PDCP multiplexing info”, if present, according to subclause 8.6.4.16, applied for the radio bearers;
1>
if the IE "RB information to setup" was received in a message other than HANDOVER TO UTRAN COMMAND; and
1>
if the IE "Uplink RLC mode" or the IE "Downlink RLC mode" either in the IE "RLC info" or referenced by the RB identity in the IE "Same as RB" is set to "AM RLC" or "UM RLC":

2>
initialise the 20 MSB of the hyper frame number component of COUNT-C for this radio bearer with the START value in the variable START_VALUE_TO_TRANSMIT;

2>
set the remaining LSB of the hyper frame number component of COUNT-C for this radio bearer to zero;

2>
start incrementing the COUNT-C values.

1>
if the IE "RB information to setup" was received in a message other than HANDOVER TO UTRAN COMMAND; and
1>
if the IE "Uplink RLC mode" and the IE "Downlink RLC mode" either in the IE "RLC info" or referenced by the RB identity in the IE "Same as RB" is set to "TM RLC":

2>
if prior to this procedure there exists no transparent mode radio bearer for the CN domain included in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS and at least one transparent mode radio bearer is included in the IE "RB information to setup":

3>
if the IE "Status" in the variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to "Not Started":

4>
at the activation time as specified in the IE "Ciphering activation time for DPCH" if included in the IE "Ciphering mode info" in the command message or, if this IE is not included, as specified in the IE "COUNT-C activation time" included in the response message:

5>
initialise the 20 most significant bits of the hyper frame number component of COUNT-C common for all transparent mode radio bearers of this CN domain with the START value in the variable START_VALUE_TO_TRANSMIT;

5>
set the remaining LSB of the hyper frame number component of COUNT-C to zero;

5>
do not increment the COUNT-C value common for all transparent mode radio bearers for this CN domain.

3>
if the IE "Status" in the variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to " Started":

4>
at the activation time as specified in the IE "Activation Time" in the RADIO BEARER SETUP message:

5>
initialise the 20 most significant bits of the HFN component of COUNT-C common for all transparent mode RLC radio bearer to the value of the latest transmitted START for this CN domain, while not incrementing the value of the HFN component of COUNT-C at each CFN cycle; and

5>
set the remaining LSB of the HFN component of COUNT-C to zero;

5>
start to perform ciphering on the radio bearer in lower layers while not incrementing the HFN.

4>
at the activation time as specified in the IE "Ciphering activation time for DPCH" if included in the IE "Ciphering mode info" in the command message or, if this IE is not included, as specified in the IE "COUNT-C activation time" included in the response message:
5>
initialise the 20 most significant bits of the HFN component of COUNT-C common for all transparent mode radio bearers of this CN domain with the START value in the variable START_VALUE_TO_TRANSMIT;

5>
set the remaining LSB of the HFN component of COUNT-C to zero;

5>
if the received message is used to perform a Timing re-initialised hard handover:


6>
increment the HFN component of the COUNT-C variable by one even if the "COUNT-C 

activation time" is set to zero.

5>
start incrementing the COUNT-C value common for all transparent mode radio bearers of this CN domain as normal, at each CFN value, i.e. the HFN component is no longer fixed in value but incremented at each CFN cycle.

2>
if prior to this procedure there exists at least one transparent mode radio bearer for the CN domain included in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS:

3>
if the IE "Status" in the variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to "Not Started":

4>
do not increment the COUNT-C value common for all transparent mode radio bearers for this CN domain.
3>
if the IE "Status" in the variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to "Started":

4>
use the COUNT-C value common for all transparent mode radio bearers of this CN domain.

1>
if the IE "Status" in the variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to "Started":

2>
start to perform ciphering on the radio bearer in lower layers, using the value of the IE "RB identity" minus one as the value of BEARER in the ciphering algorithm.

NOTE:
UTRAN should not use the IE "RB information to setup" to setup radio bearers with RB identity in the range 1-4.

8.6.4.5
RB information to reconfigure

If the IE "RB information to reconfigure" is included, the UE shall apply the following actions on the radio bearer identified with the value of the IE "RB identity". The UE shall:

1>
perform the actions for the IE "PDCP info", if present, according to subclause 8.6.4.10, applied for the radio bearer;

1>
if the IE "RLC info" is present:

2>
perform the actions for the IE "RLC info", according to subclause 8.6.4.9, applied for the radio bearer.

1>
else:

2>
continue using the current RLC configuration for the radio bearer.

1>
perform the actions for the IE "RB mapping info", according to subclause 8.6.4.8, applied for the radio bearer;

1>
if the IE "Downlink RLC mode" in the IE "RLC info" is set to "TM RLC" and the radio bearer is mapped to DCH type of transport channel:
2>
configure delivery of erroneous SDUs in lower layers according to indication from upper layer [5].
1>
if the IE "PDCP SN info" is included:

2>
perform the actions as specified in subclause 8.6.4.11 applied for the radio bearer.

1>
if the IE "RB stop/continue" is included; and

2>
if the "RB identity" has a value greater than 2; and

3>
if the value of the IE "RB stop/continue" is "stop":

4>
configure the RLC entity for the radio bearer to stop;

4>
set the IE "RB started" in the variable ESTABLISHED_RABS to "stopped" for that radio bearer.

3>
if the value of the IE "RB stop/continue" is "continue":

4>
configure the RLC entity for the radio bearer to continue;

4>
set the IE "RB started" in the variable ESTABLISHED_RABS to "started" for that radio bearer.

2>
if the IE "RB identity" is set to a value less than or equal to 2:

3>
set the variable INVALID_CONFIGURATION to TRUE.
1>
if the IE "PDCP multiplexing info" is included;
2>
perform the actions as specified in subclause 8.6.4.16 applied for the radio bearers.
8.6.4.8
RB mapping info

If the IE "RB mapping info" is included, the UE shall:

1>
for each multiplexing option of the RB:

2>
if a multiplexing option that maps a logical channel corresponding to a TM-RLC entity onto RACH, FACH, USCH, DSCH (only for TDD) is included:

3>
set the variable INVALID_CONFIGURATION to TRUE.
2>
if a multiplexing option that maps a logical channel corresponding to a TM-RLC entity onto HS-DSCH or E-DCH is included for PS domain:

3>
set the variable INVALID_CONFIGURATION to TRUE.
2>
if the multiplexing option realises the radio bearer on the uplink (resp. on the downlink) using two logical channels with different values of the IE "Uplink transport channel type" (resp. of the IE "Downlink transport channel type"):

3>
set the variable INVALID_CONFIGURATION to TRUE.

2>
if that RB is using TM and the IE "Segmentation indication" is set to TRUE and, based on the multiplexing configuration resulting from this message, the logical channel corresponding to it is mapped onto the same transport channel as another logical channel:

3>
set the variable INVALID_CONFIGURATION to TRUE.

2>
if the transport channel considered in that multiplexing option is different from RACH and if that RB is using AM and the set of RLC sizes applicable to the uplink logical channel transferring data PDUs has more than one element not equal to zero:

3>
set the variable INVALID_CONFIGURATION to TRUE.

2>
if that RB is using UM or TM and the multiplexing option realises it using two logical channels:

3>
set the variable INVALID_CONFIGURATION to TRUE.

2>
for each logical channel in that multiplexing option:

3>
if the value of the IE "RLC size list" is set to "Explicit list":

4>
if a "Transport format set" for the transport channel this logical channel is mapped on in this multiplexing option is included in the same message, and the value (index) of any IE "RLC size index" in the IE "Explicit list" does not correspond to an "RLC size" in the IE transport format set of that transport channel given in the message; or

4>
if the transport channel this logical channel is mapped on in this multiplexing option is different from RACH, and if a "Transport format set" for that transport channel is not included in the same message, and the value (index) of any IE "RLC size index" in the IE "Explicit list" does not correspond to an "RLC size" in the stored transport format set of that transport channel; or

4>
if a "Transport format set" for the transport channel this logical channel is mapped on in this multiplexing option is included in the same message, and the value of any IE "Logical channel list" in the transport format set is not set to "Configured"; or

4>
if a "Transport format set" for the transport channel this logical channel is mapped on in this multiplexing option is not included in the same message, and the value of any IE "Logical channel list" in the stored transport format set of that transport channel is not set to "Configured":

5>
set the variable INVALID_CONFIGURATION to TRUE.

3>
if the value of the IE "RLC size list" is set to "All":

4>
if the transport channel this logical channel is mapped on is RACH; or

4>
if a "Transport format set" for the transport channel this logical channel is mapped on in this multiplexing option is included in the same message, and the value of any IE "Logical channel list" in the transport format set is not set to "Configured"; or

4>
if a "Transport format set" for the transport channel this logical channel is mapped on in this multiplexing option is not included in the same message, and the value of any IE "Logical channel list" in the stored transport format set of that transport channel is not set to "Configured":

5>
set the variable INVALID_CONFIGURATION to TRUE.

3>
if the value of the IE "RLC size list" is set to "Configured":

4>
if the transport channel this logical channel is mapped on is RACH; or

4>
if a "Transport format set" for the transport channel this logical channel is mapped on in this multiplexing option is included in the same message, and for none of the RLC sizes defined for that transport channel in the "Transport format set", the "Logical Channel List" is set to "All" or given as an "Explicit List" which contains this logical channel; or

4>
if a "Transport format set" for the transport channel this logical channel is mapped on in this multiplexing option is not included in the same message, and for none of the RLC sizes defined in the transport format set stored for that transport channel, the "Logical Channel List" is set to "All" or given as an "Explicit List" which contains this logical channel:

5>
set the variable INVALID_CONFIGURATION to TRUE.

1>
if, as a result of the message this IE is included in, several radio bearers can be mapped onto the same transport channel, and the IE "Logical Channel Identity" was not included in the RB mapping info of any of those radio bearers for a multiplexing option on that transport channel or the same "Logical Channel Identity" was used more than once in the RB mapping info of those radio bearers for the multiplexing options on that transport channel:

2>
set the variable INVALID_CONFIGURATION to TRUE.

1>
if, as a result of the message this IE is included in, there are several radio bearers configured with a multiplexing option mapped on "HS-DSCH", i.e., a downlink transport channel of type "HS-DSCH" or "DCH + HS-DSCH", and there is at least one radio bearer with a multiplexing option configured with the DL MAC header type set to "MAC-hs" and at least one radio bearer with a multiplexing option configured with the DL MAC header type set to "MAC-ehs":

2>
set the variable INVALID_CONFIGURATION to TRUE.
1>
if the "RB mapping info" is considered as valid according to the rules above:

2>
delete all previously stored multiplexing options for that radio bearer;

2>
store each new multiplexing option for that radio bearer;

2>
perform the actions as specified in subclause 8.5.21;

2>
determine the value for the HS_DSCH_RECEPTION variable and take the corresponding actions as described in subclause 8.5.25;

2>
determine the value for the E_DCH_TRANSMISSION variable and take the corresponding actions as described in subclause 8.5.28.

1>
if the IE "Uplink transport channel type" is set to the value "RACH":

2>
in FDD:

3>
refer the IE "RLC size index" to the RACH Transport Format Set of the first PRACH received in the IE "PRACH system information list" received in System Information Block 5, System Information Block 5bis or System Information Block 6.
2>
in TDD:

3>
use the first Transport Format of the PRACH of the IE "PRACH system information list" at the position equal to the value in the IE "RLC size index".
1>
if the IE "Downlink transport channel type" is set to the value "HS-DSCH" and the DL MAC header type is set to "MAC-ehs":

2>
if the IE "Logical channel identity" is present:

3>
configure the receiving MAC-ehs entity with the value of the IE "Logical channel identity" to be used in the "LCH-ID" field of the MAC-ehs header [15] associated with the MAC-ehs reordering queue identified by the value of the IE "DL HS-DSCH MAC-ehs Queue Id".

2>
else:

3>
set the variable INVALID_CONFIGURATION to TRUE.
In case IE "RLC info" includes IE "Downlink RLC mode" ("DL RLC logical channel info" is mandatory present) but IE "Number of downlink RLC logical channels" is absent in the corresponding IE "RB mapping info", the parameter values are exactly the same as for the corresponding UL logical channels. In case two multiplexing options are specified for the UL, the first options shall be used as default for the DL. As regards the IE "Channel type", the following rule should be applied to derive the DL channel type from the UL channel included in the IE:

	Channel used in UL
	DL channel type implied by "same as"

	DCH
	DCH

	RACH
	FACH

	USCH
	DSCH


If ciphering is applied, UTRAN should not map Transparent Mode RBs of different CN domains on the same transport channel and it should not map transparent mode SRBs and RBs onto the same transport channel. In such cases the UE behaviour is not specified.

For FDD the list of multiplexing options configured in the UE for each RB and SRB should comply with the following rules otherwise the UE behaviour is not specified:

-
at most one multiplexing option can contain the combination "FACH" for the DL and "RACH" for the UL;

-
for FDD, at most one multiplexing option can contain the combination "HS-DSCH" mapped on MAC-ehs for the DL and "RACH" for the UL;
-
at most one multiplexing option can contain the combination "DCH" or "DCH + HS-DSCH" for the DL together with "DCH" for he UL;

-
at most one multiplexing option can contain the combination "HS-DSCH" or "DCH + HS-DSCH" for the DL together with "DCH" for the UL;

-
at most one multiplexing option can contain the combination "DCH" or "DCH + HS-DSCH" for the DL together with "E-DCH" for the UL; and

-
at most one multiplexing option can contain the combination "HS-DSCH" or "DCH + HS-DSCH" for the DL together with "E-DCH" for the UL.

8.6.4.16
PDCP multiplexing info
If the IE "PDCP multiplexing Info" is included then the UE shall:

1>
If the radio bearer is mapped to HS-DSCH or E-DCH;

2>
configure the corresponding PDCP entity to use PDCP multiplexing functionality according to the list of PDCP PDU size Info and RAB subflow size information.

1>
If the radio bearer is mapped DCH transport channel;

2>
configure the corresponding PDCP entity not to use PDCP multiplexing functionality.
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10.3.4.20
RB information to setup

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RB identity
	MP
	
	RB identity 10.3.4.16
	

	PDCP info
	OP
	
	PDCP info 10.3.4.2
	

	CHOICE RLC info type
	MP
	
	
	

	>RLC info
	
	
	RLC info 10.3.4.23
	

	>Same as RB
	
	
	RB identity 10.3.4.16
	Identity of RB with exactly the same RLC info IE values

	RB mapping info
	MP
	
	RB mapping info 10.3.4.21
	

	PDCP multiplexing Info
	CV-CSdomain
	
	PDCP multiplexing info 10.x.x.x
	


NOTE:

This information element is included within IE "Predefined RB configuration".
	Condition
	Explanation

	CSdomain
	If IE “CN domain identity” is equal to “CS domain” then PDCP multiplexing info is Optional otherwise it is not needed.


10.x.x.x
PDCP multiplexing info

The purpose of PDCP multiplexing info IE is to configure the mapping between PDCP PDU size and the sizes of RAB subflows when a multiplexing option for HS-DSCH or E-DCH is configured.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Information for PDCP mux option 
	
	<1 to maxAMRmode>
	
	

	>PDCP PDU size
	MP
	
	Integer(0..511)
	Unit is bits.

	>Subflow list
	MP
	<0 to maxSubflowcount >
	
	

	>>subflow
	MP
	
	Integer(0..511)
	Unit is bits.
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10.3.10
Multiplicity values and type constraint values

The following table includes constants that are either used as multi bounds (name starting with "max") or as high or low value in a type specification (name starting with "lo" or "hi"). Constants are specified only for values appearing more than once in the RRC specification. In case a constant is related to one or more other constants, an expression is included in the "value" column instead of the actual value.

	Constant
	Explanation
	Value
	Version

	CN information
	
	
	

	maxCNdomains
	Maximum number of CN domains
	4
	

	UTRAN mobility information
	
	
	

	maxRAT
	Maximum number or Radio Access Technologies
	maxOtherRAT + 1
	

	maxOtherRAT
	Maximum number or other Radio Access Technologies
	15
	

	maxURA
	Maximum number of URAs in a cell
	8
	

	maxInterSysMessages
	Maximum number of Inter System Messages
	4
	

	maxRABsetup
	Maximum number of RABs to be established
	16
	

	UE information
	
	
	

	maxtransactions
	Maximum number of parallel RRC transactions in downlink
	25
	

	maxPDCPalgoType
	Maximum number of PDCP algorithm types
	8
	

	maxFreqBandsFDD
	Maximum number of frequency bands supported by the UE as defined in [21]
	8
	

	maxFreqBandsFDD-ext
	Maximum number of frequency bands as defined in [21] and treated by RRC
	22
	REL-6

	maxFreqBandsTDD
	Maximum number of frequency bands supported by the UE as defined in [22]
	4
	

	maxFreqBandsGSM
	Maximum number of frequency bands supported by the UE as defined in [45]
	16
	

	maxPage1
	Number of UEs paged in the Paging Type 1 message
	8
	

	maxSystemCapability
	Maximum number of system specific capabilities that can be requested in one message.
	16
	

	MaxURNTIgroup
	Maximum number of U-RNTI groups in one message
	8
	REL-5

	maxCommonHRNTI
	Maximum number of common H-RNTI per cell
	4
	REL-7

	RB information
	
	
	

	maxPredefConfig
	Maximum number of predefined configurations
	16
	

	maxRB
	Maximum number of RBs
	32
	

	maxSRBsetup
	Maximum number of signalling RBs to be established 
	8
	

	maxRBperRAB
	Maximum number of RBs per RAB
	8
	

	maxRBallRABs
	Maximum number of non signalling RBs
	27
	

	maxRBperTrCh
	Maximum number of RB per TrCh
	16
	REL-6

	maxRBMuxOptions
	Maximum number of RB multiplexing options
	8
	

	maxLoCHperRLC
	Maximum number of logical channels per RLC entity
	2
	

	maxRLCPDUsizePerLogChan
	Maximum number of RLC PDU sizes per logical channel mapped on E-DCH
	32
	REL-6

	MaxROHC-PacketSizes
	Maximum number of packet sizes that are allowed to be produced by ROHC.
	16
	

	MaxROHC-Profiles
	Maximum number of profiles supported by ROHC on a given RB.
	8
	

	maxRFC 3095-CID
	Maximum number of available CID values per radio bearer
	16384
	REL-5

	maxNumAMRmode
	Maximum number of AMR mode
	16
	

	TrCH information
	
	
	

	maxCommonQueueID
	Maximum number of common Mac-ehs queues
	2
	REL-7

	maxE-DCHMACdFlow
	Maximum number of E-DCH MAC-d flows
	8
	REL-6

	MaxHProcesses
	Maximum number of H-ARQ processes
	8
	REL-5

	MaxHSDSCH_TB_index
	Maximum number of TB set size configurations for the HS-DSCH.
	64 (FDD and 1.28 MCPS TDD); 512 (3.84 Mcps TDD);

1024 (7.68 Mcps TDD)
	REL-5

	maxMACdPDUSizes
	Maximum number of MAC-d PDU sizes per queue permitted for MAC-hs
	8
	REL-5

	maxTrCH
	Maximum number of transport channels used in one direction (UL or DL)
	32
	

	maxTrCHpreconf
	Maximum number of preconfigured Transport channels, per direction
	16
	

	maxCCTrCH
	Maximum number of CCTrCHs
	8
	

	maxQueueID
	Maximum number of Mac-hs queues
	8
	REL-5

	MaxTF
	Maximum number of different transport formats that can be included in the Transport format set for one transport channel
	32
	

	maxTFC
	Maximum number of Transport Format Combinations
	1024
	

	maxTFCsub
	Maximum number of Transport Format Combinations Subset
	1024
	

	maxSIBperMsg
	Maximum number of complete system information blocks per SYSTEM INFORMATION message
	16
	

	maxSIB
	Maximum number of references to other system information blocks.
	32
	

	maxSIB-FACH
	Maximum number of references to system information blocks on the FACH
	8
	

	PhyCH information
	
	
	

	maxHSSCCHs
	Maximum number of HSSCCH codes that can be assigned to a UE
	4
	REL-5

	maxHS-SCCHLessTrBlk
	Maximum number of HS-DSCH Transport Block Sizes used for HS-SCCH-less operation
	[4]
	REL-7

	maxAC
	Maximum number of access classes
	16
	

	maxASC
	Maximum number of access service classes
	8
	

	maxASCmap
	Maximum number of access class to access service classes mappings
	7
	

	maxASCpersist
	Maximum number of access service classes for which persistence scaling factors are specified
	6
	

	maxPRACH
	Maximum number of PRACHs in a cell
	16
	

	MaxPRACH_FPACH
	Maximum number of PRACH / FPACH pairs in a cell (1.28 Mcps TDD)
	8
	REL-4

	maxFACHPCH
	Maximum number of FACHs and PCHs mapped onto one secondary CCPCHs
	8
	

	maxRL
	Maximum number of radio links
	8
	

	maxEDCHRL
	Maximum number of E-DCH radio links
	4
	REL-6

	maxSCCPCH
	Maximum number of secondary CCPCHs per cell
	16
	

	maxDPDCH-UL
	Maximum number of DPDCHs per cell
	6
	

	maxDPCH-DLchan
	Maximum number of channelisation codes used for DL DPCH


	8
	

	maxPUSCH
	Maximum number of PUSCHs
	(8)
	

	maxPDSCH
	Maximum number of PDSCHs
	8
	

	maxTS
	Maximum number of timeslots used in one direction (UL or DL)
	14 (3.84 Mcps TDD and 7.68 Mcps TDD)
	

	
	
	6 (1.28 Mcps TDD)
	REL-4

	hiPUSCHidentities
	Maximum number of PUSCH Identities
	64
	

	hiPDSCHidentities
	Maximum number of PDSCH Identities
	64
	

	maxNumE-AGCH
	Maximum number of E-AGCHs (TDD)
	4
	REL-7

	maxNumE-HICH
	Maximum number of E-HICHs (1.28 Mcps TDD)
	4
	REL-7

	Measurement information
	
	
	

	maxTGPS
	Maximum number of transmission gap pattern sequences 
	6
	

	maxAdditionalMeas
	Maximum number of additional measurements for a given measurement identity
	4
	

	maxMeasEvent
	Maximum number of events that can be listed in measurement reporting criteria
	8
	

	maxMeasParEvent
	Maximum number of measurement parameters (e.g. thresholds) per event
	2
	

	maxMeasIntervals
	Maximum number of intervals that define the mapping function between the measurements for the cell quality Q of a cell and the representing quality value
	1
	

	maxCellMeas
	Maximum number of cells to measure
	32
	

	maxReportedGSMCells
	Maximum number of GSM cells to be reported
	8
	

	maxFreq
	Maximum number of frequencies to measure
	8
	

	maxSat
	Maximum number of satellites to measure
	16
	

	maxGANSSSat
	Maximum number of GANSS satellites to measure
	32
	REL-7

	maxGANSS
	Maximum number of GANSS supported
	8
	REL-7

	maxSgnType
	Maximum number of additional signals in GANSS to measure
	4
	REL-7

	maxSatAlmanacStorage
	Maximum number of satellites for which to store GPS Almanac information
	32
	

	HiRM
	Maximum number that could be set as rate matching attribute for a transport channel
	256
	

	Frequency information
	
	
	

	MaxFDDFreqList
	Maximum number of FDD carrier frequencies to be stored in USIM
	4 
	

	MaxTDDFreqList
	Maximum number of TDD carrier frequencies to be stored in USIM
	4
	

	MaxFDDFreqCellList
	Maximum number of neighbouring FDD cells to be stored in USIM
	32
	

	MaxTDDFreqCellList
	Maximum number of neighbouring TDD cells to be stored in USIM
	32
	

	MaxGSMCellList
	Maximum number of GSM cells to be stored in USIM
	32
	

	Other information
	
	
	

	MaxGERANSI
	Maximum number of GERAN SI blocks that can be provided as part of NACC information
	8
	REL-5

	maxNumGSMFreqRanges
	Maximum number of GSM Frequency Ranges to store
	32
	

	MaxNumFDDFreqs
	Maximum number of FDD centre frequencies to store
	8
	

	MaxNumTDDFreqs
	Maximum number of TDD centre frequencies to store
	8
	

	maxNumCDMA200Freqs
	Maximum number of CDMA2000 centre frequencies to store
	8
	

	maxGSMTargetCells
	Maximum number of GSM target cells
	32
	REL-6

	MBMS information
	
	
	

	maxMBMS-CommonCCTrCh
	Maximum number of CCTrCh configurations included in the MBMS COMMON P-T-M RB Information message
	32
	REL-6

	maxMBMS-CommonPhyCh
	Maximum number of PhyCh configurations included in the MBMS COMMON P-T-M RB Information message
	32
	REL-6

	maxMBMS-CommonRB
	Maximum number of RB configurations included in the MBMS COMMON P-T-M RB Information message
	32
	REL-6

	maxMBMS-CommonTrCh
	Maximum number of TrCh configurations included in the MBMS COMMON P-T-M RB Information message
	32
	REL-6

	maxMBMS-Freq
	Maximum number of MBMS preferred frequencies
	4
	REL-6

	maxMBMS-L1CP
	Maximum number of periods in which layer 1 combining applies
	4
	REL-6

	maxMBMSservCount
	Maximum number of MBMS services in a Access Info message
	8
	REL-6

	maxMBMSservModif
	Maximum number of MBMS services in a MBMS Modified Services Information message
	32
	REL-6

	maxMBMSservSched
	Maximum number of MBMS services in a MBMS Scheduling Information message
	16
	REL-6

	maxMBMSservSelect
	Maximum number of MBMS Selected Services in a CELL UPDATE or RRC CONNECTION REQUEST message
	8
	REL-6

	maxMBMSservUnmodif
	Maximum number of MBMS services in a MBMS Unmodified Services Information message
	64
	REL-6

	maxMBMSTransmis
	Maximum number of transmissions for which scheduling information is provided within a scheduling period
	4
	REL-6

	maxMBMS-Services
	Maximum number of MBMS services the UE stores in the variable MBMS_ACTIVATED_SERVICES
	64
	REL-6

	maxMBSFNclusters
	Maximum number of MBSFN clusters indicated in system information
	16
	REL-7
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Figure 4.2.3.2.1: UE side MAC architecture / MAC-d details
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Figure 4.2.3.2.1: UE side MAC architecture / MAC-d details
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