3GPP TSG-RAN WG2 #60




R2-075094
5th – 9th November 2007





Jeju, Korea
Agenda item:
7.4.3
Source: 
LG Electronics Inc.
Title: 
Support for CS over HSPA
Document for:

Discussion, Decision
1.
Introduction
In RAN2 #59bis meeting, a mechanism of CS services over HSPA was proposed by several companies modifying PDCP and RLC UM mode. In this document, we propose a mechanism of CS service over HSPA using RLC TM mode and compare the mechanism.
2.
Discussion
In RAN2 #59bis meeting, the mechanism of CS over HSPA was discussed. [2],[3],[4] show mechanisms where mapping of CS U-plane data to RLC UM is presented, and the use of RLC SN and TS concept (AMR counter [1]) is introduced as a method for handling de-jitter buffer.
In brief, the main differences compared to the proposals in RAN2#59 is to use RLC TM mode for CS over HSPA, and the inclusion of CFN in the MAC header. The overall proposed mechanism for CS over HSPA can be seen in Figure 1.
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Figure 1: Overall mechanism of CS over HSPA

The reasoning for our proposal is highlighted below: 

1. Mobility
When the UE moves from non-HSPA cell into HSPA cell, if CS UP data is mapped to RLC UM, Radio Bearer reconfiguration from RLC TM to RLC UM is necessary. The RB reconfiguration could be done by using RB release and RB setup message, and the RNC needs to wait until it receives the Radio Bearer Setup Complete message to acquire the START value for ciphering. 

We propose to map CS UP data to RLC TM instead of RLC UM. Then there is no need to switch RLC mode with the procedures such as RB release and RB setup. Instead of switching RLC mode, RRC can reconfigure transport channel type. By this way, the handover procedure from non-HSPA cell to HSPA cell could be shortened.
This also allows a seamless switching between DCH and HSPA, since the same time reference is used.
2. Ciphering
[3] propose to use RLC UM because U-plane data ciphering is not possible when RLC TM is used. By including CFN in the MAC TM header mapped on HSPA (HS-DSCH or E-DCH), however, CS U-plane data ciphering/deciphering for RLC TM could be done at MAC. This also avoids HFN de-synchronization problem that had previously been identified when using the RLC UM mode due to lost packets or especially non detected errors (i.e. residual error in RLC SN).
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Figure 2: MAC-d PDU format for DTCH  mapped on HS-DSCH or E-DCH

3. De-jitter buffer
For concealment of error and bad frame handling, the need of de-jitter buffer has been discussed. [1] proposes to add an AMR counter in the PDCP header to provide timing information to de-jitter buffer. 
This problem also could be solved by including CFN in MAC TM header. Since CFN is incremented according to SFN, CFN could be used as a time stamp of AMR speech data. By reading CFN in MAC TM header, receiver can get the timing information of the frame. Depending on the size of the de-jitter buffer, the UE / RNC can thus decide whether an arriving frame has to be discarded, or whether it can be sent to the speech codec.
4. Error detection
[3] and [4] also indicate the use of SN and TS. This allows an intelligent de-jitter buffer to generate “dummy frames” i.e. indications to the speech decoder that a frame has been lost. But using RLC UM SN at de-jitter buffer means a layering violation, because the SN is used in RLC and de-jittering buffer exists in upper layer. Furthermore, using RLC UM as an input to the de-jittering buffer implies that the transmitter is not allowed to concatenate several speech packets together. During the studies on the efficiency gains, the concatenation of several speech packets has been one of the arguments to explain the gain from HSPA. We therefore believe that we should not use the RLC SN as an input to the de-jittering buffer.
5. Handling at MAC
The size of MAC-d PDU can be configured by RRC when transport channel reconfiguration is done. The size could be indicated by SID or L field for DL and by DDI field for UL.

6. Multiplexing of AMR PDUs in PDCP
Similar to [2], [3], [4] we propose that the AMR data is multiplexed together and transmitted using EEP over HSPA. It is also our understanding that this functionality could be located anywhere, and that PDCP may be a suitable place.
We have noted that there are two different alternatives for the multiplexing:
A. Use of a type field (RAB SubFlow Combination Index) in the PDCP header
This allows to have a “flexible” adaptation to any used codec on the Iu, even if different types would end up into a same total size. This implies a certain overhead.
B. Detect the Subflow Combination by analyzing the total size
This method is suitable for the combinations that are envisaged today, and it should be noted that for the case that RLC TM is used where the CFN is included as a MAC header to the DTCH PDU this allows that PDCP does not add any header. Thus, by using RLC TM we can in total save one octet per packet, and still benefit from a 256 CFN for the synchronization.
It is our understanding that it might be beneficial to have the possibility to not include any PDCP header if the total size allows to identify the sub-flow index. This would allow to save one octet, and to optionally allow that RRC configure the use of an explicit sub flow index in PDCP.
3.
Conclusion

In this document, we propose a mechanism to support CS services over HSPA using RLC TM mode and CFN in MAC header as discussed in section 2.
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