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1.
Introduction
In this document, we discuss a discard procedure.
2.
Discussion
2.1 Decision Criterion for Discard

The reason for performing discard procedure is to prevent buffer overflow. The buffer overflow can be caused by memory limitation, continuous transmission failure in lower layer, lower priority in scheduling, etc. In UMTS, two mechanisms are defined for the trigger of discard procedure to prevent buffer overflow:

· Timer-based discard.

When a data block has not been successfully transmitted to the receiving side for a certain amount of time, it may help to give up the data block. In fact, because QoS parameter defines a maximum allowable delay, to transmit data block beyond the allowable delay will be useless. In this sense, time can be a good criterion for discard trigger.
· Discard after MaxDAT number of transmissions.

In WCDMA, MAX_DAT is set to limit the maximum number of ARQ re-transmission. When the ACK is not received after maximum number of transmission, the data block is discarded.

But with re-segmentation functionality in LTE, it may be difficult to count how many transmissions have been performed. Moreover, in terms of QoS, whether the data block can be delivered to receiver within time boundary seems to be more important than how many times the transmitter has tried to send. And due to dynamic scheduling in LTE, the time that it takes to complete MaxDAT number of re-transmission is un-predictable.
Conclusion:

It is proposed to adopt timer-based approach to trigger discard procedure.

2.2. Discard Decision Entity
The next point for discussion is which entity should decide the discard procedure.
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Fig  1 Data Flow
In figure 1, simple flow of data is shown. Because there are buffers in PDCP and RLC, each entity will contribute some delays. The allowable delay in E-UTRAN’s point of view may be defined between the time between point 1 and point 6. For discarding that occurs in transmitting side, the time value set for discard procedure can be either:

· Option 1: The maximum time difference between 1 and 3. I.e, the time that a packet can spend in both PDCP and RLC.

· Option 2: The maximum time difference between 2 and 3. I.e, the time that a packet can spend in RLC only.

If there is no buffering delay in PDCP, i.e., if the PDCP should immediately deliver a PDCP PDU to RLC as soon as PDCP SDU arrives in PDCP, both option 1 and option 2 will produce the same result. 
But, to perform memory management or to perform flow-control between upper-layer and Layer 2, there will be a buffering in PDCP. And, for a header compression entity to generate appropriate packet according to the latest status at the decoding side, the PDCP entity will not header-compress or assign SN to PDCP SDU immediately upon arrival from upper layer. Furthermore, a mass discarding in RLC can bring impact on ciphering such as HFN SN wrap-around. To prevent this, PDCP may hold a packet as long as possible in its buffer. Also, the concept of allowable delay in e-UTRAN between eNB and UE fits better with option 1. 
Accordingly, the discard timer should be designed considering both PDCP and RLC entity as option 1. I.e., the discarding should be decided by PDCP.
Specifically, a discard timer can be run for each PDCP SDU as soon as the PDCP SDU arrives from upper layer. And when the discard timer expires, PDCP entity decides to discard the related PDCP SDU. If the PDCP PDU related to the PDCP SDU has been already delivered to RLC, PDCP notifies RLC. Then, RLC UM entity will just discard the related RLC SDU and RLC AM entity will perform MRW procedure. But if PDCP SDU is not yet delivered to RLC, this means that the PDCP SDU is not compressed, is not ciphered. Then, the PDCP SDU is removed from buffer without any signalling or notification.
Conclusion:
In PDCP, discard timer is started for each PDCP SDU as it arrives from upper layer. If the related PDCP PDU is already delivered to RLC, PDCP indicates RLC to discard the related RLC PDU. RLC performs discard procedure for the indicated RLC SDUs. If the related PDCP PDU is not delivered to RLC, i.e., if header compression and ciphering is not applied to the PDCP SDU, the PDCP removes the PDCP SDU from buffer.
Following figure 2 shows a simple example according to the conclusion above.
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Fig  2 Data Flow in TX side
Data management in figure 2 is as follows:
1. Packet A and B are delivered from upper layer to PDCP. Packet A and B are stored in the PDCP buffer. Discard_timer is started for these packets.
2. MAC layer requests RLC layer to deliver new MAC SDUs(RLC PDUs). 
3. When RLC layer has nothing to send in its buffer, it request PDCP layer to deliver new RLC SDUs(PDCP PDUs).

4. PDCP layer generates new PDCP PDUs from the stored PDCP SDUs.

5. PDCP layer delivers the new PDCP PDUs to RLC layer. This new PDCP PDU(RLC SDU) is stored in the RLC buffer.

6. The new RLC SDU is formatted and delivered to MAC layer. MAC/PHY layer performs transmission.
7. When Discard_timer expires for packet A and B, PDCP layer decides to remove packet A and B from its buffer. Because packet B was not assigned with SN, was not compressed and was not ciphered, packet B is implicitly removed without any further signalling.
8. On the other hand, packet A was assigned with SN, compressed and ciphered. And because it was already delivered to RLC layer, PDCP layer notifies RLC layer to discard the RLC SDU of the packet A. With this indication, RLC layer performs appropriate procedure.
3.
Conclusion
It is proposed to discuss and agree conclusions in above section 2. And it is proposed to update TS and TR according to the decision.
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