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1 Introduction

In the CP session at RAN2 meeting #59bis, it was discussed how to send Handover Complete in case of contention based HO ‎[1]. It was suggested that if Handover Complete contains C-RNTI it can not be encrypted. It was clarified that this is not a problem when the C-RNTI is handled on MAC level. There was no conclusion but to discuss the matter further with the UP group.

This contribution aims to clarify the current state of Random Access in RRC_CONNECTED and answer the following questions as posed on the agenda for RAN2 meeting #60:

How do we handle Msg3 in case of handover (HANDOVER COMPLETE)?
1. How is contention resolution handled in Msg4?

2. What will happen at handover at the “end-time” (e.g. will the RRC message change or will a MAC header be included)?
3. Will it be fixed size or variable size?
4. Is it ciphered?
2 Handling of HANDOVER COMPLETE in target cell
Two of the primary objectives for the Random Access procedure are to provide a possibility for the UE to request resources for accessing the system and to provide a means for aligning UL transmission timing to minimise intra-cell interference.  
Since a UE at HO is in RRC_CONNECTED and has a valid C-RNTI for the target cell, there is no reason to handle the random access when the UE arrives to the target cell differently than random accesses in the serving cell. This holds for both contention-free (with dedicated preamble) and contention-based (with randomly selected preamble) access in the target cell.
Contention resolution in RRC_CONNECTED is performed on MAC level, by providing the C-RNTI to the eNB. The eNB informs the UE winning the contention with a grant or assignment on PDCCH.
Answer 1: Contention Resolution at handover arrival in target cell follows normal RRC_CONNECTED procedure and is handled by MAC.
Answer 2: At contention-free access with dedicated preamble, contention resolution is not performed. Handling of preamble expiry is further discussed in ‎[2].
This valid C-RNTI enables the eNB to identify the UE context and associate higher layer data with this context. Thus, the HANDOVER COMPLETE message can and shall be sent on UL DCCH. As messages on DCCH can be segmented there appears to be little reason to put restrictions on its size. User plane can be resumed in parallel.
Answer 3: HANDOVER COMPLETE is sent on DCCH and can be variable size. User plane can be resumed in parallel.
Since full UE context is available there is no need for special treatment of the HANDOVER COMPLETE message. That is, the HO Complete can and should be ciphered and integrity protected.
Answer 4: HANDOVER COMPLETE is ciphered and integrity protected.
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Figure 1: Handling of contention resolution and HANDOVER COMPLETE in target cell after HO.
3 Proposals
It is proposed to discuss the questions and answers above and to capture the agreeable parts of the following proposals in TS 36.331 and/or TS 36.300:
Proposal 1: Contention Resolution at handover arrival in target cell follows normal RRC_CONNECTED procedure and is handled by MAC.
Proposal 2: HANDOVER COMPLETE is sent on DCCH and can be variable size. User plane can be resumed in parallel.
Proposal 3: HANDOVER COMPLETE is ciphered and integrity protected.
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