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1 Introduction
This contribution deals with the handling of the integrity protection of the UE AS security capability.

2 Discussion
The network must have the "UE security capability" information before the integrity protection can start, i.e. the "UE security capability" must be sent to the network in an non integrity protected message.

In order to verify that the correct "UE security capability" has reached the network, in UMTS there is the principle that the SRNC echoes back "UE security capability" in a protected message to the UE in the Security Mode Command message.

Then, at reception of the Security mode command message, the UE controls that the "UE security capability" received is equal to the "UE security capability" sent in the initial message.

We believed that a similar mechanism is applicable to E-UTRAN, the difference being that in E-UTRA the UE AS security capability may be stored in the MME and therefore it can be discussed whether the E-UTRA should echo back the UE AS security capability in every RRC CONNECTION RECONFIGURATION activating AS security or whether it needs to do it only once after the UE has transmitted its UE AS security capability.
The decision is also dependent on how much it is trusted that information stored in the MME and transfer over S1 will never get corrupted. This last point being out of the scope of RAN3 but to be discuss in SA3.
3 Conclusion

We propose to discuss the subject and conclude from a RAN2 point of view if we believes that the "UE security capability" should always been echoed back or only once after they had been sent and liaises with SA3 as required.
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