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1. Introduction
In RAN#59 meeting it is decided that back-off is needed in overloaded situation. But the detail back off mechanism is still FFS. In this contribution we propose to use persistent test scheme similar to what in UMTS . Document mainly focus on how to set persistent value based on the cause of random access request.
1.1. Back off mechanism 
In UMTS before UE start to send random preamble in physical layer a persistent test is run to decide whether physical layer will really send random preamble or not. And if no ACK is received or NACK is received UE will run the same persistent test after T2 or T2+TB01 respectively. The persistent test will not stop until maximum number of random retransmission reaches. The persistence value Pi is consist of two parts: cell specific persistence level in SIB7 and scale factor si which is based on access service class i.e. ASC. ASC is mapped from AC in case of initial access or related to MLP (MAC logical priority) of RB within current TB in case of non-initial access. 
In LTE something is changed. No AC to ASC mapping is preferred by the RAN2 group. And no RB will be transferred directly on RACH channel. So to compare MAC logical priority before sending on RACH seems meaningless. But still the differentiation on random access cause still exist because their delay budgets are not the same. 
For initial access the delay budget does not rely on access class but on the random access cause. This is because access class is mainly used for access control and no priority is related to the access class itself. But the random access cause does matter. For example if UE1 want to make a emergency call the natural way is to let the UE1 to try every access opportunity i.e. Pi for this case is equal to 1. For other scenario e.g. tracking area update if one UE is delayed due to lower Pi configuration it still seems acceptable because there is no serious consequence except for missing paging which will occur rarely. For originating call RT service require less CP and UP delay compared to NRT service.
For non-initial access case random access cause is also useful. So far mainly 4 random access causes are captured in stage 2 specification i.e. handover, uplink/downlink data arrival and radio link failure. For handover case and radio link failure due to handover UE always hope to try access the target eNB as soon as possible otherwise more service interruption is introduced and more radio resource is suspended whatever current service is. And for UL/DL data arrival UE will not send random preamble unless it is out of uplink synchronization. That means the activity level before sending random preamble is low and most likely non real time service is running because real time service e.g. VoIP will require short DRX and seems impossible to lose uplink synchronization. In this case UE can also tolerate a bit more delay i.e.no high Pi is required. 
Based on the discussion random access causes and their respective persistence value Pi is listed in table 1. The Pi value in the table 1 is just for example and we have no strong opinion on the detail figure. These value may be configured through signaling or even fixed in specification.
	Access cause
	Example services
	Pi

	initial access
	emergency call
	1

	Inter-ENB handover
	(note1)
	1

	radio link failure
	Handover failure
	0.95

	Arrival of DL data
	(note1)
	0.9

	Arrival of UL data
	
	0.9

	initial access
	RT MO
	0.85

	initial access
	NRT MO
	0.8

	initial access
	paging response
	0.75

	radio link failure
	Normal radio link failure
	0.7

	initial access
	tracking area update
	0.6

	initial access
	initial attach
	0.5


Table 1

Note1: if network fails to assign dedicated signature
when UE start to send random preamble UE really know the access causes. MAC layer can get these causes either from upper layer e.g. RRC or NAS or from lower layer e.g. radio link failure. Of course MAC layer can generate also by itself for e.g. data arrival. when UE start retransmit random preamble UE can run persistence test based on the Pi which is mapped from current access cause according to the predefined parameter such as in table 1.
If same Pi is set for all cases UE will experience the “average access delay”. And compared to the “average access delay” those random access with higher Pi will get access faster while those with lower Pi will do it slower. So the gain to differentiate between access causes mainly is to improve the performance of the service such as emergency call , handover etc. even in overloaded situation. 
2. Conclusion
In this contribution we suggest to use persistence test for random access back off after 1st transmission and propose:

Proposal : to configure different persistence value Pi based on random access causes
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