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1. Introduction
This contribution addresses a number of editor’s notes in TS 36.323 (v.1.1.2), and proposes additional text for inclusion to the TS 36.323 specifications for section 5.2 related to header compression.
2. Open issues in TS 36.323 v1.1.2
2.1. Editors Notes
Editors note: If applicable the reconfiguration of header compression has to be specified

RFC 4995 ‎[2] states that the configuration of the ROHC parameters that defines the ROHC channel (and eventually listed in section 5.2.3), which are configured by RRC, must remain static during the lifetime of the ROHC channel. A modification of any one of the parameters of this configuration requires that header compression be reconfigured by RRC; all contexts must be reset and compression restarted.
This is because these parameters (e.g. small/large_CIDs, Max CID, Profiles, etc) directly impact the general RoHC packet format (i.e. the ”channel” part of the RoHC header); if any of these parameter change, then the decompressor looses the ability to correctly parse the RoHC headers that it receives.
We do not expect that there will be any need to modify the RoHC configuration once the radio bearer is already setup, configured and active. Reconfiguration of the header compression parameters for the PDCP should therefore not be possible; instead, it is assumed that the RRC would release the PDCP instance (and thus possibly the entire radio bearer) and then setup up a new one in the case where the RRC would need to reconfigure header compression (for some reason).
Therefore, reconfiguration of header compression is not applicable within the scope of the PDCP specifications and the editor’s note can thus be removed. 

Proposal 1: We propose to remove the editor’s note as quoted above
Editors note: How is a decompression failure handled? Does the decompression protocol generate an indication that a compressed packets associated with a PDCP SDU was not able to be decompressed?
The implementation of robustness mechanisms, including how to handle a decompression failure, is described in the definition of the ROHC profiles themselves. ROHC defines messages and logic to propagate feedback from the decompressor back to the compressor, and thus there is no need for additional PDCP mechanisms to convey such information between two PDCP peers.

It is unclear from the editor’s note what indication and to what other entity this indication would be directed, in case the indication is to be intra-node; in any cases, this is an implementation issue and should not be subject to specification text.

We do not expect any decompression failures specifically introduced as a result of the current handover procedure, either from missing packets or from possible reordering. At handover, header compression is restarted, and it is expected that the receving PDCP entity will get at least one IR packet after the handover before any compressed header would reach the decompressor, for a specific context. Otherwise, for any other unexpected case, the built-in robustness mechanisms of ROHC will handle the recovery. 
Failure to compress will simply lead to the ROHC compressor generating an IR header, or directing the IP packet towards the CID associated to the UNCOMPRESSED profile ‎[2]. Failure to compress a header can only occur due to a faulty implementation, and such event is not expected to occur.

Proposal 2: We propose to remove the editor’s note as quoted above.
Editors note: It has to be discussed what is ciphered, e.g. is the MAC ciphered?
There is little motivation with respect to security advantages in ciphering the MAC-I. In addition, leaving the MAC-I unciphered allows the receiver to verify integrity before attempting to decipher; there is also less information for the sender to cipher for each message.
Proposal 3: We propose that the only the data part of the PDU be ciphered, i.e. the MAC-I is not ciphered.
2.2. Proposal for Protocol Parameters for ROHC
Proposal 4: 
Add framework-related parameters in section 5.2.3 “Protocol Parameters”, as extracted from RFC 4995. See text proposal below.
Note that any possible profile-specific parameters should not be included in the same section.
3. Conclusion
It is proposed that RAN2 discusses the proposals listed in this contribution as well as the proposed text below, and agrees on the proposed text which can be found at the end of this contribution.
4. References

[1] 3GPP TR 36.323 v1.1.2, “PDCP Specifications (Release 8)”, October 2007.

[2] “The RObust Header Compression (ROHC) Framework”, IETF RFC 4995, July 2007. http://www.ietf.org/rfc/rfc4995.txt
----------------------------------- Text Proposal to TS 36.323 ---------------------------------------

5.2.3
Protocol Parameters

Editors note: Protocol Parameters are FFS
RFC 4995 has configuration parameters that are mandatory and that must be configured by upper layers between compressor and decompressor peers [7]; these parameters define the ROHC channel. The ROHC channel is a unidirectional channel, i.e. there is one channel for the downlink, and one for the uplink. There is thus one set of parameters for each channel, and the same values shall be used for both channels belonging to the same PDCP.
These parameters are categorized in two different groups, as defined below:

-
M:
Mandatory and configured by upper layers.

-
N/A: 
These are not used in RFC 4995.

The usage and definition of the parameters shall be as specified below.

-
MAX_CID (M): This is the maximum CID value that can be used. One CID value shall always be reserved for uncompressed flows.

-
LARGE_CIDS: This value is not configured by upper layers, but rather it is inferred from the configured value of MAX_CID according to the following rule:


If MAX_CID > 15 then LARGE_CIDS = TRUE else LARGE_CIDS = FALSE.

-
PROFILES (M): Profiles are used to define which profiles are allowed to be used by the UE in uplink. The list of supported profiles is described in section 5.2.1.
-
FEEDBACK_FOR (N/A): This is a reference to the channel in the opposite direction between two compression endpoints and indicates to what channel any feedback sent refers to. Feedback received on one ROHC channel for this PDCP shall always refer to the ROHC channel in the opposite direction for this same PDCP.
-
MRRU (N/A): ROHC segmentation is not used.

5.2.4
Header Compression

PDCP entities associated with user plane radio bearers can be configured by higher layers to use header compression. PDCP SDUs are associated with a PDCP sequence number according to 5.1.2 and are compressed by the compression protocol.

The header compression protocol generates two types of output packets that are distinguished:

-
compressed packets associated with PDCP SDUs

-
standalone packets not associated with a PDCP SDU, i.e. ROHC feedback packets

Compressed packets associated with a PDCP SDU are associated with the same COUNT values as the related PDCP SDU and are ciphered as explained in subclause 5.3.

ROHC feedback packets are not associated with a PDCP SDU are not associated with a PDCP sequence number and are not ciphered.

Editors note: If applicable the reconfiguration of header compression has to be specified

5.2.5
Header Decompression

If header compression is configured by upper layers for PDCP entities associated with u-plane data the PDCP PDUs are de-compressed by the header compression protocol possibly after performing deciphering as explained in subclause 5.4.
Editors note: How is a decompression failure handled? Does the decompression protocol generate an indication that a compressed packets associated with a PDCP SDU was not able to be decompressed?

















































































































































































