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1. Introduction
In order to minimize amount of overhead due to the measurements of CSG cells, UE should be able to efficiently identify CSG cells to which it is authorized to access so that it can perform and report measurements only on those cells. Previous contributions on this topic [4-7] suggest identifying such cells by checking their system broadcast information:  PLMN identity, tracking area code (TAC) and cell identity (CI), which are currently carried over SU-1 [2]. However, when there are a large number of CSG cells, acquiring and checking SU-1 of all of the cells, in order to identify suitable ones, would affect the UE and system performance, and may result in unacceptable overhead and latency. An example scenario is described in Figure 1: A UE that is connected with the macro cell 1 has to pass a densely populated area with a large number of CSG cells during its handover to the macro cell 2. The detection and identification of all of these CSG cells could adversely affect the handover performance.  Thus it is necessary to simplify the CSG cell identification process as much as possible, especially for active-mode UEs.
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Figure 1   A scenario where the CSG cell identification may introduce large overhead and performance degradation: UE handing over from macro-cell 1 to macro-cell 2 while passing through an area with a large number of CSG cells
In this paper, we suggest that CSG cells should be identified mainly through the detection of their SCH identities.  

2. SCH Identity Assignment of CSG cells
For the purpose of SCH identity assignments to CSG cells the following options can be considered:
· Static SCH identity assignment In this case network (e.g. MME or O&M) statically assigns SCH ID to the CSG cell. This approach is relatively simple and collision of CSG SCH identities can be controlled by taking into account the location of CSG cells. 

However static assignment of SCH identities has a drawback when there is a large number of CSG cells in a particular area where a reuse of SCH identities can not be avoided. Although the total number of CSG cells in the area could be more than the number of possible SCH IDs - the number of simultaneously active CSG cells might be less than that. Because of this, in the case of static assignment scheme there could be several CSG cells transmitting the same SCH ID, and potentially colliding if they happen to be synchronized, while at the same time the total number of active CSG cells in the area is less than the maximum number of available SCH IDs (currently 510). This situation can be avoided if dynamic assignment of SCH identities is used.
· Dynamic SCH identity assignment In general case it can be assumed that the number of CSG cells in the area can be very large, e.g. downtown areas, where, as already mentioned, static configuration of SCH identities for CSG cells does not seem to be the best solution. Also, it can be assumed that CSG cells may not be powered-up at all times, but rather only when needed - for example, a CSG cell can be turned off when there is no activity. In this case dynamic SCH identity assignment would be appropriate. 
 

CSG cells should also be able to assist the network in the assignment of their SCH identities. CSG cell can, for example, upon power-up scan and report to the network the list of SCH identities it is detecting, so that the network knows not to assign those ones. For the same purpose CSG cell can also provide the network with its location, for example, by reporting the macro cell identities it is detecting.

In order to limit the detection and measurements to only the authorized set of CSG cells, the UE can be provided with the ‘allowed’ list of CSG cell SCH identities. The ‘allowed’ list can also be UE location specific and can be provided either by UE requesting it from the network, or the network can provide such a list to the UE. 
For example, UE can store location information of the authorized CSG cells and once the UE is in their vicinity, it can request the allowed list from the network. The UE can estimate its own location, and the location of authorized CSG cells, based on for example signal strength measurements of surrounding macro eNodeBs - which can be left for implementation. Similarly, if the UE is in active state the network knows the UE location at the cell level, and can notify the UE about any nearby CSG cells that the UE is allowed to access.
Note that the SCH identity in a particular area may not be locally unique. Because of that the UE would still need to verify if it is authorized to access the cell by further acquiring the cell’s identity transmitted over BCCH.
To avoid sharing of SCH identities with macro cells it would be beneficial to partition SCH ID space, and reserve a set of SCH identities exclusively for CSG cell use. The benefit of such partitioning can be seen from figure 1, where UE can distinguish macro cell 2 from other CSG cells only based on the SCH identity. Otherwise in order to find out if any of the cells it can detect is a macro cell, UE would have to read the SU-1 of all the cells. Partitioning of SCH ID space as already proposed in [3] can be indicated through BCCH information, or defined in specification. 
3. Conclusion
Based on the discussion in document we are proposing the following:
· SCH identity space can be partitioned so that some SCH identities are used only by the CSG cells
· SCH identity of the CSG cell is dynamically assigned to the CSG cell by the network (e.g. MME, O&M). 
· CSG cell should provide information to the network in order to assist the network in determining CSG cell’s SCH identity 
· e.g. upon power-up CSG cell can scan and report to the network SCH identities it has detected; it can also report quantities which can assist in determining the location of CSG cell - such as signal strength of neighbouring macro cells
· In order to minimize overhead related to CSG cell identification the UE should be provided with the allowed list of CSG SCH identities. 
· The UE verifies if it is authorized to access the CSG cell by further acquiring the CSG cell’s BCCH identity only if the SCH identity of the CSG cell matches the one provided in the allowed list
· The allowed list can be UE location specific.    
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