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Discussion/Decision
1 Introduction

RLC provides both in sequence and out of sequence delivery in UMTS, which is a configuration option for a radio bearer. It has not been discussed yet whether or not to allow out of sequence delivery in LTE. It should be noted that allowing it leads to introducing a new function in PDCP layer to deliver the right HFN for a given PDCP PDU.
Ciphering/De-ciphering is performed in PDCP. With out-of-sequence delivery from RLC allowed, any late arrived PDCP PDU cause HFN to be wrapped around, therefore HFN need to be smartly delivered before the deciphering block. On the other hand, if out-of-sequence delivery is not allowed, HFN can be updated based on the conventional rule by detecting wraparound.    

This contribution discusses whether out-of-sequence delivery is essential feature, and asks RAN2’s opinion on it.
2 Discussion
Out-of-sequence delivery might be useful in following cases.
· SRB
· BCCH if RLC UM is applied

· MCCH if RLC UM is applied

· Application layer control messages like SIP
· anything else?
Out-of-sequence delivery for BCCH and MCCH is necessary, because otherwise system information acquisition will take much longer time. 
Observation 1: Allowing out-of-sequence delivery for BCCH and for MCCH is essential

It has been agreed to have two SRBs, one with high priority and the other with low priority. The main reason to have a separate SRB per priority is to prevent the lower priority SDU blocking the higher priority SDU. The main benefit of out-of-sequence delivery in SRB is also to reduce the blocking delay that later RRC message is not blocked by the earlier RRC messasge which is not reassembled yet. It is our opinion that the blocking delay within a SRB will be negligible considering the high data rate of LTE.

Holding later SIP messages because of the earlier SIP message not completely received makes little sense. However, SIP message exchange is based on request-response, meaning that two request messages or two response messages are in usual not on the fly simultaneously. 
Observation 2: Out-of-sequence delivery brings some gain to SRBs and to the MTCH running ceratin applications, but the gain is not essential.

The cost of out-of-sequence delivery is the additional complexity in delivering the right HFN. This can be done in two steps.
Step 1. Comparing the received PDCP SN with the reference PDCP SN to judge which one is higher.

Step 2. Deducing the HFN by adding or subtracting one from the reference HFN based on the comparison above. 

One example is presented in the annex. 
3 Proposal
BCCH and MCCH does not involve ciphering, so allowing out-of-sequence delivery for BCCH and for MCCH does not require the HFN re-generation function in PDCP, thus there is no cost in this case.

Proposal 1: To allow out of sequence delivery for MCCH and BCCH if RLC UM is applied for those logical channels.
The gain of out of sequence delivery for SRBs and MTCHs is not significant, and there is a certain cost. 
Proposal 2: To discuss whether or not to allow out of sequence delivery for the logical channels where ciphering can be applied.  
Annex. HFN delivery procedure
At the bottom of the PDCP layer, HFN delivery function regenerates the HFN of the received PDCP PDU based on the received PDCP SN, reference PDCP SN and the reference HFN.
HFN delivery function maintains followings.

· Reference PDCP SN : The highest SN of any received PDCP PDUs.
· Reference HFN : The HFN of the reference PDCP PDU

· HFN delivery window : Window to judge whether a received PDCP SN is higher than the reference PDCP SN or not. The upper edge is the reference PDCP SN and the lower edge is [reference PDCP SN – window size]. If the received PDCP SN is within the window, the SN is lower than the reference PDCP SN. Otherwise, the received PDCP SN is higher than the reference PDCP SN.
When a PDCP PDU is received from the lower layer, HFN delivery function judges whether the received PDCP PDU’s SN is higher than the reference PDCP SN. 

· If the received PDCP SN is higher than the reference PDCP SN and the received PDCP SN is beyond the next wraparound point. (This is indicated as CASE 1 in the figure 1)
· Update reference PDCP SN and the reference HFN

· deliver the received PDCP PDU to the upper block with the new reference HFN as the HFN of the PDCP PDU
· If the received PDCP SN is higher than the reference PDCP SN and the received PDCP SN is not beyond the next wraparound point. (This is indicated as CASE 2 in the figure 1)
· Update reference PDCP SN 

· deliver the received PDCP PDU to the upper block with the reference HFN as the HFN of the PDCP PDU

· If the received PDCP SN is lower than the reference PDCP SN and the received PDCP SN is beyond the previous wraparound point. (This is indicated as CASE 3 in the figure 1)
· deliver the received PDCP PDU to the upper block with the reference HFN as the HFN of the PDCP PDU

· If the received PDCP SN is lower than the reference PDCP SN and the received PDCP SN is beyond the previous wraparound point. (This is indicated as CASE 3 in the figure 1)
· deliver the received PDCP PDU to the upper block with the [reference HFN -1] as the HFN of the PDCP PDU
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Fig 1. HFN delivery
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