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1 Introduction
The introduction of self-configuring and self-optimising mechanisms in RAN Long Term Evolution may increase network performance and quality. One example of this is the automatic adjustment of the neighbour cell list. 

The current working assumption in RAN2 is to use a list which identifies cells that are not suitable neighbours, and optionally include a list of neighbour cells with specific offset parameters assigned to it.

This paper illustrates one solution for detecting bad neighbour cells with a centralised SON functionality in the OMC. This solution is applicable to LTE intra-frequency mobility.
2 A SON solution for detecting bad neighbours
In this paper, the SON functionality is located in the OMC and communicates with the eNodeB through the Itf-s. The eNodeB collects statistics (cell counters) and sends these periodically to SON in the OMC. The SON functionality controls the cell counters (measurement control).
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2.1 Unsuccessful HO

Each eNodeB is capable of determining if an unsuccessful handover occurred. It is also suggested to add a counter for the successful handovers to this cell in order to be able to determine the rate of failures.
Table 1. Cell counter: Unsuccessful HO 

	Target Cell ID
	The identity of the cell to which an HO was attempted but interrupted

	#interrupted HO
	The number of interrupted HO to this cell

	#total HO
	Total number of successful HO to this cell


2.2 Causing link failure shortly after HO

When a radio link failure occurs, the received quality of the currently serving cell has decreased and the network has not managed to find an alternative serving cell. If this occurs shortly after handover, this may indicate that the target cell is not a suitable neighbour to the source cell.
Table 2. Cell counter: RLF after HO

	Source Cell ID
	The identity of the cell from which the UE was coming

	#interrupted HO
	The number of RLF failure occurring within a specified time after a handover.

	#total HO
	Total number of successful HO from this cell


Table 3. Measurement control: RLF after HO

	MaxTime
	Maximum time after handover where an RLF shall be considered as a neighbour cell list problem


2.3 Causing fast sequence of handovers

An example scenario (see Figure 1) of this is if there are frequent handovers from one cell (A) to another cell (B) and after that quickly to yet another cell (C). This scenario could be detected by the intermediate cell (cell B). This might be resolved by adding Cell B to the black list of cell A.
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Figure 1. A fast sequence of handovers.

It is therefore suggested that each eNodeB keeps a counters in each cell and counts the number of handovers involving more than two cells within a certain time. In this counter, the Source cell corresponds to Cell A, and the Target cell to cell C in the example above. Since this counter would include combinations of cells, the number of required counters may be very large if the reporting criterion is set too low.

Table 4. Cell counter: Fast HO sequence

	Source Cell ID
	The identity of the cell where the UE was before being in the current cell

	Target Cell ID
	The identity of the cell to where the network will move a UE 

	#detected activities
	Counter of how many times the second handover is performed within a specified time after the first handover


Table 5. Measurement control: Fast HO sequence

	MaxTime
	The maximum time between handovers that shall result in that this handover is considered to be a part of a too fast sequence of handovers.


A fast sequence of handovers can also be the result of a UE moving with high speed. Therefore, it may be required to distinguish between this and the situation outlined above. One way to do this is too look at how many normal handovers were performed involving the same cells. However, if all these normal handovers where to be counted and reported all the time it may result in too many counters. Therefore, it is suggested that there is a possibility to include a separate cell counter, counting all handovers performed in this specific sequence.

Table 6. Cell counter: Normal HO sequence

	#detected activities
	Counter


Table 7. Measurement control: Normal HO sequence

	Source Cell ID
	The identity of the cell where the UE was before 

	Target Cell ID
	The identity of the cell to where the network will move the UE

	MinTime
	The minimum time between handovers that shall result in that this handover is considered to be a part of a normal sequence of handovers.


2.4 Reconsideration of a bad neighbour cells
There is also a need to reconsider the cells previously classified as bad neighbours. In this case, we have no measurable indication on if it is still to be considered as bad or not, since we have no indication on the performance if it is never used as a neighbour cell. 
One possible solution is therefore to have a scheme which randomly or periodically removes reconsiders bad cells as suitable and thereafter closely monitor the performance of handovers to this cell to decide whether it still should be classified as a bad cell again or not. 

3 Summary

This document describes one simple SON solution to identify cells not suitable as neighbours.

We suggest using a set of five different counters, managed by the eNodeB and reported periodically to SON in OMC.
Cell A























Cell C












































Cell B


























_1252758097.vsd
Text



