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Introduction
This paper proposes a rationale for the stage 3 PDCP specifications and tries to capture an initial list of open issues that should be captured in the PDCP specification.

Header Compression

Urgent issues for progress

	
	Description
	Status

	1
	Reordering and duplicate detection at handover

Currently it is not clear how in sequence delivery will be performed, and to which extent PDCP performs re-ordering based on the PDCP sequence numbers.

If necessary Reordering and duplicate detection should be captured for the following scenarios:

-
Reordering of the downlink RLC SDUs at least during inter-eNB mobility;

-
In-sequence delivery of upper layer PDUs at handover in the downlink;

-
Duplicate detection of lower layer SDUs;
For the uplink it is not yet clear whether only the UE behaviour should be described, i.e. the retransmission of the PDCP PDUs that have at least partially not been transmitted or also the reordering, duplication detection and in-sequence delivery should be described in the PDCP specification. The uplink behaviour of PDCP, as well as the behaviour for the DL data forwarding may be better captured in RAN3 specifications since they are the reference for ENodeB interoperability.
	Open

	2
	Handling of ROHC feedback

It has to be decided how to handle the ROHC feedback, e.g. PDCP control PDU or other alternative
	Open


Issues depending on other decisions
	
	Description
	Status

	3
	Header compression reconfiguration

Is it necessary to reconfigure header compression during the lifetime of a radio bearer?

How can a reconfiguration of header compression be sychronized – depends on the general decision on how to synchronize reconfigurations.
	Open

	4
	Case of handover when the earlier handover out-of order function has not been completed

The UE can not rely on the fact that a PDCP PDU containing a SDU is acknowledged, because it might not be able to be decompressed – depends on the general handling of handover.
	Open


Other issues to be decided
	
	Description
	Status

	5
	PDCP Control PDU

It should be discussed whether to use PDCP Control PDUs, e.g. for the transmission of ROHC feedback, in the case that  PDCP SDUs are numbered.
	Open

	6
	Case of handover when the earlier handover out-of order function has not been completed

The UE can not rely on the fact that a PDCP PDU containing a SDU is acknowledged, because it might not be able to be decompressed – depends on the general handling of handover.
	Open

	7
	Profiles to be supported:

The current PDCP specification provides support for the following header compression protocols:

“RObust Header Compression (ROHC)” IETF RFC 3095, http://www.ietf.org/rfc/rfc3095.txt
“IP Header Compression”, IETF rfc2507, http://www.ietf.org/rfc/rfc2507.txt
Those are two separate header compression protocols, and therefore PID values needed.

The contribution [9] suggests to support the following profiles:

Profile Identifier

Profile Name

Compression of

0x0000

Uncompressed

any

0x0001

RoHC RTP

RTP/UDP/IP

0x0002

RoHC UDP

UDP/IP

0x0003

RoHC ESP

ESP/IP

0x0004

RoHC IP

IP

0x0006

RoHC-TCP

TCP/IP

0x0007

N/A

RTP/UDP-Lite/IP

0x0008

N/A

UPD-Lite/IP

0x0101

RoHCv2 RTP

RTP/UDP/IP

0x0102

RoHCv2 UDP

UDP/IP

0x0103

RoHCv2 ESP

ESP/IP

0x0104

RoHCv2 IP

IP

0x0107

N/A

RTP/UDP-Lite/IP

0x0108

N/A

UDP-Lite/IP

It should be discussed which protocols should be supported in PDCP.
	Open

	8
	Need for test cases

25.323 has included test cases in order to allow performance testing. It should be discussed whether performance tests should be captured in 23.323 or in another place.
	Open

	9
	Context relocation:

Context relocation of PDCP contexts has been discussed, and it has been concluded so far that it may only be used in the case of an intra-ENodeB handover where the same context would be used before and after the handover.
	Open

	10
	PDCP SN length

The current stage 2 text states that two different PDCP SN lengths are to be used:

· 8bits PDCP SN

· 16bits PDCP SN
This analysis has been based on interruption times and data rates in the case of handover when PDCP was located in the aGW. Due to the move of PDCP to the ENodeB it is proposed to at least re-confirm this agreement.

However the same reasoning, i.e. for the delay of a radio link failure is still valid.
	Open

	10
	UE behaviour at inter rat handover

The UE behaviour at inter rat handover needs to be specified.
	Open


Resolved issues
	
	Description
	Status

	11
	Need for PID values:
Only ROHC will be used in LTE, so there is no need for PID values
	Resolved

	12
	ROHC context relocation:
It has been decided that ROHC context relocation will not be supported.


	Resolved

	13
	Sequence Numbering

PDCP SDUs will be numbered


	Resolved

	14
	PDCP SN

Ciphering is supposed to be performed based on a COUNT-C similarly to the way this is done in UMTS. Current stage 2 text states that integrity and ciphering should be based on the same sequence number which does not seem to be in line with the assumption that integrity protection is performed in the RRC specification. Agreed in RAN2#58bis
It is proposed that the PDCP SN is defined as the LSBs of the COUNT-C value. Agreed in RAN2#58bis


	Resolved


Security

Other issues to be decided

	
	Description
	Status

	15
	Order of ciphering / Integrity:

It is currently not clear whether integrity protection is performed on the ciphered PDCP PDU or vice versa. The impact is that either the transmitter can calculate the integrity protection and perform the ciphering simultaneously instead of having to do this in a consecutive way, or the receiver can check the integrity perform deciphering simultaneously instead of having to do this in a consecutive way.
	Open

	16
	Ciphering input

The input for the ciphering is to a great extent FFS and dependant on SA3 decisions. 

	Open


Issues depending on other decisions
	
	Description
	Status

	17
	Presence of Sequence Numbers

It should be discussed whether PDCP SNs are always necessary – depends on the activation and general handling of security.
	Open


Resolved issues
	
	Description
	Status

	18
	Resolved - Ciphering unit
Ciphering unit should be the payload part of the PDCP PDU that contains data from the PDCP SDU. ROHC feedback is not supposed to be associated to a COUNT-C value, and thus is not supposed to be ciphered.
	Resolved


Conclusion
It is proposed that RAN2 discusses and decides the open issues listed above such that the discussion on PDCP can be progressed.
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