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1. Introduction
In this contribution, we discuss the issues with the current handover mechanism in PDCP and RLC. We propose a solution to simplify the protocol stack and improve the efficiency of the LTE system as a whole.
2. Discussion

2.1. Current Status of Handover

The following is a list of agreement of handover procedures.
· PDCP delivers PDCP packets in order during handover
· RLC delivers in order the rest of time but not during handover
· Synchronization mechanism where the receiver (either UE or eNB) gives status on PDCP receiving buffer
· This is used at handover only

· This is used to avoid duplicating bits (duplicating PDCP PDUs) over the air

· A continuous PDCP SN is needed at handoff
· The source eNB selects the “next PDCP SN to use in the target” and sends it to the target eNB
· Selective forwarding of PDCP SDU on DL and UL is supported. The source needs to forward plain IP packets (those never processed by PDCP) and PDCP SDUs to target eNB
2.2. Issues with the Current Handover Procedures

We will discuss the issues with the current proposal in this section.

PDCP and RLC in-order Delivery

The current agreement requires both PDCP and RLC to perform re-ordering function albeit at different times. This creates duplicated functionalities and complicates PDCP since RLC already supports this function.

UL Data Interruption

In the current agreement, there is only one path for the UL PDCP PDUs to reach the SAE Gateway – from the UE to the target eNB. Therefore, During the time the new S1-u between the target eNB and the SAE Gateway is being setup, any UL PDCP PDUs received at the target eNB will have to be buffered, which creates extra delay in case the S1-u setup is slow.
Synchronization Mechanism in PDCP

Even though RLC context transfer was disallowed due to complexity, PDCP is required to support synchronization procedures during handover (e.g., exchanging PDCP Status Report, sending the “next PDCP SN to use”). So in the end we are just duplicating the functionalities that are already supported by RLC (e.g., RLC Status Report, in-order delivery with continuous SN, lost PDU recovery). This means the overall complexity of the system is not reduced.
Continuous PDCP SN at Handover
This is supported to ensure in-order delivery during handover and proper crypto-sync for ciphering. However, during handover the source eNB needs to select the “next SN to use” and send it to the target eNB. Before the target eNB could send any PDCP PDUs to the UE, the target eNB needs to ensure it has served all the forwarded packets from the source eNB first. As a result any new packets that are received by the target eNB from the SAE Gateway on the new S1-u must be buffered at the target eNB. This results in potential under-utilization of air-link resources available for the UE in question. 
Also, to ensure correct deciphering of a received PDCP PDU, any key change has to be associated with a specific PDCP SN similar to “action time” of Security Mode Command in UMTS. There could be race conditions that lead to deciphering using the wrong key (and go undetected). One example is if handover “action time” happens during the middle of a key update at the source eNB and a new key has to be used in the target eNB, there could be ambiguity to which key was used to cipher the PDCP PDU if the PDCP SN is not managed very carefully or the rules are not set very carefully.
Selective forwarding of PDCP SDU
Selective forwarding is trying to avoid the already received PDCP PDUs being retransmitted again over-the-air by the target eNB after the handover. However, any partial PDCP PDU received before handover will trigger a complete PDCP PDU retransmission. As an example, if the receiver has already received 900 bytes of a 1000-byte PDCP PDU before handover, the whole 1000 bytes have to be retransmitted after handover leading to waste of precious air-link resources especially for power limited UEs on the uplink. 
2.3. Design Goals

The following lists the design goals which also address the issues in section 2.2.
· Robust design 

· Avoid duplication of IP packets over air-interface as a result of handover

· Enable selective RLC PDU re-transmission following a handover

· Minimize air-link underutilization 

· Allow in-order delivery to the PDCP and IP (per stage 2 requirement in [1])
· Avoid any impact to PDCP (RoHC and Ciphering) 

· All fragments of a given PDCP PDU directed to the same eNB

· No PDCP sequence number nor RLC context transfer from source to target eNB

· Handle rapid ping-pong effect (serving cell changes)

· Seamless re-keying (ciphering) 

2.4. Hi-level Description of the Proposal
2.4.1. Uplink

· Proposal applies to inter-eNB handovers only 

· PDCP sequence number not transferred from source eNB to target eNB (simplified PDCP operation)

· Selective RLC transmission

· Selective transmission of RLC packets (IP fragments) to source eNB via target eNB using X2 interface

· Transmit all fragments of an IP packet to the same eNB

· 1-bit (Destination Indicator) included in RLC header indicating desired destination (source eNB or target eNB) for packet 
· In order IP packet delivery 

· UE transmits “RLC flush” packet to source eNB RLC when it has transmitted all packets intended for source eNB

· Source eNB sends “Handover Complete” indication to target eNB if it has received RLC flush from UE AND it does not have any RLC holes OR RLC has timed out waiting for the UE to fill any RLC holes

· IP packets directed to the target eNB may be buffered at the target eNB until S1 setup is complete AND Handover complete indication from source eNB is received OR tunneled via source eNB until S1 setup is complete 
· State Reset at UE (Applies to RLC and PDCP)
· Upon completion of transmission of RLC fragments of IP packets (PDCP PDUs) that were being transmitted to source eNB when handover was performed OR upon receipt of “Target eNB setup complete” message from target eNB 
· Handle rapid ping-ponging (serving cell changes)

· If duplicate RLC packets (determined using [C-RNTI, DestInd, Seq#] triple) from UE are received then the RLC flushes state and passes up to PDCP previous RLC packets
2.4.2. Downlink 

· RLC State 

· UE maintains 2 RLC streams during handover (packets received directly from target eNB and packets received from source eNB in different RLC streams) 

· RLC state not transferred from source eNB to target eNB
· Full utilization of the available air-link resources (subject to scheduling constraints) 

· Target eNB maintains 2 RLC buffers to serve UE

· RLC stream from source eNB prioritized over that from target eNB
· Selective forwarding at RLC layer 

· Source eNB transfers all fragments of compressed and ciphered IP packets (non ACKed or not transmitted by source eNB) received from Gateway to UE via target eNB (L2 RLC tunneling) over the X2 interface (including RLC packets not successfully received at the PHY/MAC layer) 

· 1-bit (Source Indicator) included in RLC header indicating packet source (Source eNB or Target eNB)

· In-order IP packet delivery 

· Source eNB sends last RLC packet [a flush packet] to UE (via target eNB in case of handovers) 

· Flush packet could be a special RLC packet 

· When UE receives a RLC flush packet AND there are no RLC holes for packets received from the source eNB (SourceIndicator = Source) OR RLC has timed out waiting for RLC holes to be filled in UE flushes existing RLC (SourceIndicator = Source) queue to PDCP

2.5. Detailed Description of Uplink Proposal
2.5.1. An Example
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Figure 1. New RLC/PDCP Handover Procedure
We explain the scheme using an example in Figure 1. The idea is to keep the received PDCP PDUs or segments of PDCP PDUs at the source eNB and not forward them to the target eNB. When the UE retransmits the missing PDCP PDUs or segments to the target eNB, those will be routed back to the source eNB for reassembling, de-compressing (if RoHC is enabled) and deciphering.
In this example, there are 3 PDCP PDUs. The first two in red are ciphered with source eNB’s key and the third one in black is ciphered with the target eNB’s key. The numbers inside the PDCP PDUs show the RLC PDU SNs.
Suppose RLC PDUs 1, 2, 3, and 5 were received by the source eNB before the handover and only RLC PDU 4 was lost. After the handover, the UE resends RLC PDU 4 (but not 5), which is then routed back to the source for reassembling and deciphering. At the same time, the UE may also use the RLC instance corresponding to the target eNB to send the 3rd PDCP PDU in parallel (with RLC PDUs 1’ and 2’). Note that in the current design, the second PDCP PDU will need to be reciphered with the key in the target eNB and the whole PDCP PDU will need to be retransmitted over the air.

To achieve this scheme, the UE maintains two RLC instances temporarily during handover – one for the source eNB and one for the target eNB. Further suppose the source eNB RLC communicates with its peer at the UE via a tunnel between the source eNB and the target eNB (a layer 2 tunnel that tunnels the RLC PDUs from the UE to the source eNB via the target eNB).

Upon handover, the RLC at the source eNB is not reset and it remains active until termination after handover (see 2.5.3 for termination of this RLC). When the UE acquires the target eNB, a new RLC instance (the one between UE and target eNB) is created. So any lost RLC PDUs before the handover will be retransmitted to the target eNB and routed back to the source eNB for processing (deciphered by the key at the source eNB as well).
Proposal
· Require the UE to maintain two RLC instances temporarily during handover - one with the source eNB and one with the target eNB

· Add a 1-bit “Source/Destination bit” carried in each RLC header to indicate the destination of the RLC PDU

· Allow layer 2 tunnelling of RLC PDUs (including RLC Control PDUs) from the UE to the source eNB via the target eNB

2.5.2. UL In-order Delivery

To guarantee in-order IP packet delivery, we propose the following steps: 

· UE sends a “RLC Flush” message to the source eNB RLC (relayed by the target eNB) when it has transmitted all packets intended for source eNB (see step 13.1 in Figure 2)
· The source eNB sends a “RLC Handover Complete” indication to target eNB under the following conditions (see step 13.2 in Figure 2)
· It has received the “RLC Flush” message from the UE AND

· It does not have any RLC holes OR RLC has timed out waiting for the UE to fill any RLC holes

· IP packets directed to the target eNB may be buffered at the target eNB until S1 setup is complete AND “RLC Handover Complete” indication from source eNB is received OR IP tunneled via source eNB until S1 setup is complete.
· Since the S1 setup is not initiated until the air-link setup between the UE and the target eNB is complete the target eNB sends a “Target eNB Setup Complete” message to the UE upon reception of the “Handover Complete Ack” from the SAE Gateway (see step 12.1 in Figure 2). This allows for the possibility that if the S1-u setup is taking a long time, the UE could keep sending the PDCP PDUs to the source eNB until the S1-u setup is complete and thereby reduces UL data interruption during handover.
Figure 2 shows the above messages in the handover call flow.
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Figure 2 How to Terminate the source eNB RLC

Legend for the figure: The Red lines show over the air messages. The magenta shows the message on X2 and the green lines show the message over S1-u.
Proposal 
· Require the UE to send a “RLC Flush” message to the source eNB when it has finished transmitting all RLC PDUs destined for the source eNB

· Require the source eNB to send a “RLC HO Complete” indication to the target eNB to inform the target eNB that it is ok to deliver any PDCP PDUs destined for the eNB to the SAE Gateway
· Require the target eNB to send a “Target eNB Setup Complete” message to inform the UE that the UE may terminate the RLC with the source eNB
2.5.3. Termination of the RLC between the UE and the Source eNB
The RLC with the source eNB will be terminated when:

· Upon completion of transmission of RLC fragments of IP packets (PDCP PDUs) that were being transmitted to source eNB when handover was performed OR

· Upon receipt of “Target eNB setup complete” message from target eNB.
2.5.4. Handling Ping-Ponging (Rapid eNB changes)

To handle rapid eNB changes, if duplicate RLC packets (determined using [C-RNTI, DestInd, Seq#] triple) from UE are received then the RLC flushes state and passes up to PDCP previous RLC packets. The reason is the triple is unique and detection of this unique triple suggests a rapid handover, the old RLC buffer must be flushed.
2.6. Detailed Description of Downlink Proposal

Similar proposal applies to the DL. No RLC or PDCP context transfer is needed. In this case, the “Source/Destination bit” will indicate whether the RLC PDU came originally from the source eNB or it’s generated locally by the target eNB.

Similarly, the UE maintains two DL RLC instances during handover. The source eNB transfers all fragments of compressed and ciphered IP packets (non ACKed or not transmitted by source eNB) received from SAE Gateway to the UE via the target eNB (L2 RLC tunneling) over the X2 interface. This includes all RLC PDUs that were not successfully received at the PHY/MAC layer. The target eNB serves all the forwarded RLC PDUs and IP packets from the source eNB before serving the ones it receives from the SAE Gateway.
Proposal
· Similar to UL, require the UE to maintain two RLC instances temporarily during handover - one with the source eNB and one with the target eNB

· Similar to UL, add a 1-bit “Source/Destination bit” carried in each RLC header to indicate the origin of the RLC PDU

· Similar to UL, allow layer 2 tunnelling of RLC PDUs (including RLC Control PDUs) from the source eNB to the UE via the target eNB

2.6.1. DL In-order Delivery and Termination of the RLC

To guarantee in-order IP packet delivery, we propose the following steps: 

· The source eNB sends a “RLC Flush” message to the UE when it has finished transmitting all RLC PDUs destined for the UE
· Source eNB sends last RLC packet [a flush packet] to UE (via target eNB in case of handovers) 

· Flush packet could be a special RLC packet

· When UE receives a RLC flush packet AND there are no RLC holes for packets received from the source eNB (SourceIndicator = Source) OR RLC has timed out waiting for RLC holes to be filled in UE flushes existing RLC (SourceIndicator = Source) queue to PDCP
Proposal 
· The source eNB sends a “RLC Flush” message to the UE when it has finished transmitting all RLC PDUs destined for the UE.
2.6.2. Termination of the RLC between the UE and the Source eNB

The RLC between the UE and the source eNB will terminate when:

· The UE receives a “RLC Flush” message AND

· There are no RLC holes for packets received from the source eNB (SourceIndicator = Source) OR RLC has timed out waiting for RLC holes to be filled in UE flushes existing RLC (SourceIndicator = Source) queue to PDCP

2.7. Advantages of the Proposal
The following lists the advantages of this proposal over the current handover procedures:

1) PDCP simplified: No more reordering, SN transferring (allow static ROHC context transfer from source to target eNB), and SN reporting in PDCP

2) UL data interruption during handover reduced: The UE could keep using the source eNB route to transfer UL data while waiting for the new S1-u to be set up in the network

3) Stateless RLC: This scheme is less than RLC context transfer and it requires no RLC context or PDCP context transfer

4) Key change at handover simplified thanks to stateless ciphering key change: With the 1-bit “Source/Destination bit” combined with the KEYID proposed in [2], it indicates which key to use to decipher each PDCP PDU

5) Air-link full utilization: 2 RLC streams and IP tunnelling(if needed) on the DL/UL allow the air-link to be fully utilized

6) The source eNB could recover any partially received PDCP SDU before handover hence reducing capacity waste

7) Any received UL PDCP SDUs (or fragments) at the source eNB PDCP buffer do not need to be forwarded to the target eNB

8) Handle rapid ping-ponging (serving cell changes) - If duplicate RLC packets (determined using [C-RNTI, DestInd, Seq#] triple) from UE are received then the RLC flushes state and passes up to PDCP previous RLC packets

3. Conclusion
In this contribution, we present the current RLC/PDCP handover status and the issues associated with it. Due to all those potential issues, we took a step back and try to see if we could simplify the LTE protocol stack overall. We list all the designing goals including those that are used to address the current issues. Then, we present a complete proposal that meets the goals. Please see the proposals in sections 2.5and 2.6 for details.
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