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Introduction
This paper proposes a rationale for the stage 3 PDCP specifications and tries to capture an initial list of open issues that should be captured in the PDCP specification.

Header Compression

Profiles to be supported:

The current PDCP specification provides support for the following header compression protocols:

“RObust Header Compression (ROHC)” IETF RFC 3095, http://www.ietf.org/rfc/rfc3095.txt
“IP Header Compression”, IETF rfc2507, http://www.ietf.org/rfc/rfc2507.txt
Those are two separate header compression protocols, and therefore PID values needed.
The contribution [9] suggests to support the following profiles:

	Profile Identifier
	Profile Name
	Compression of
	Maximum Reordering Depth

	Maximum Consecutive Losses

	Proposed Support

	Ref

	0x0000
	Uncompressed
	any
	any
	any
	M
	[1]


	0x0001
	RoHC RTP
	RTP/UDP/IP
	1
	14
	N/A
	[4][4]

	0x0002
	RoHC UDP
	UDP/IP
	0
	15
	N/A
	[4]

	0x0003
	RoHC ESP
	ESP/IP
	1
	14
	N/A
	[4]

	0x0004
	RoHC IP
	IP
	0
	15
	N/A
	[4]

	0x0006
	RoHC-TCP
	TCP/IP
	4
	11
	M
	[2]

	0x0007
	N/A
	RTP/UDP-Lite/IP
	1
	14
	N/A
	[6]

	0x0008
	N/A
	UPD-Lite/IP
	1
	15
	N/A
	[6]

	0x0101
	RoHCv2 RTP
	RTP/UDP/IP
	Dynamically configurable:

[max reordering, max losses]

[1, 15]

[4, 12]

[8,   8]

[12, 4]
	M
	[3]

	0x0102
	RoHCv2 UDP
	UDP/IP
	
	M
	[3]

	0x0103
	RoHCv2 ESP
	ESP/IP
	
	M
	[3]

	0x0104
	RoHCv2 IP
	IP
	
	M
	[3]

	0x0107
	N/A
	RTP/UDP-Lite/IP
	
	O
	[3]

	0x0108
	N/A
	UDP-Lite/IP
	
	O
	[3]


It should be discussed which protocols should be supported in PDCP.

Need for PID values:

In 25.323 PID values are used in order to distinguish different header compression protocols. It is assumed that those will still be needed for LTE in the case that more than one protocol is supported. 
Context relocation:

Context relocation of PDCP contexts has been discussed, and it has been concluded so far that it may only be used in the case of an intra-ENodeB handover where the same context would be used before and after the handover.
For inter-ENodeB handover only the PDCP SNs would be maintained according to the current assumptions, so no special behaviour for context relocation should be foreseen..
Need for test cases
25.323 has included test cases in order to allow performance testing. It should be discussed whether performance tests should be captured in 23.323 or in another place.
Reordering and duplicate detection
Currently it is not clear how in sequence delivery will be performed, and to which extent PDCP performs re-ordering based on the PDCP sequence numbers.

If necessary Reordering and duplicate detection should be captured for the following scenarios:
-
Reordering of the downlink RLC SDUs at least during inter-eNB mobility;

-
In-sequence delivery of upper layer PDUs at handover in the downlink;

-
Duplicate detection of lower layer SDUs;
For the uplink it is not yet clear whether only the UE behaviour should be described, i.e. the retransmission of the PDCP PDUs that have at least partially not been transmitted or also the reordering, duplication detection and in-sequence delivery should be described in the PDCP specification. The uplink behaviour of PDCP, as well as the behaviour for the DL data forwarding may be better captured in RAN3 specifications since they are the reference for ENodeB interoperability.
PDCP SN length

The current stage 2 text states that two different PDCP SN lengths are to be used:
· 8bits PDCP SN

· 16bits PDCP SN
This analysis has been based on interruption times and data rates in the case of handover when PDCP was located in the aGW. Due to the move of PDCP to the ENodeB it is proposed to at least re-confirm this agreement.
Sequence Numbering

There are two choices for the sequence numbering:

· Either number the PDCP SDUs
For each PDCP SDU a sequence number is attached. Thus the SNs can be maintained during the handover. In the case that the GTP SNs are maintained on X2 interface this would enable the target NodeB to know already the PDCP PDU SN to apply upon reception of the first PDCP SN PDU received over X2 interface. PDCP control PDUs and ROHC feedback can then not be ciphered.
· Number the PDCP PDUs
In this case also PDCP control PDUs will be numbered, e.g. ROHC feedback and the ROHC feedback can be ciphered. This implies that there will be holes in the PDCP SN. Furthermore in the case that the target ENodeB creates ROHC feedback or PDCP control PDUs it will be necessary to change the already allocated PDCP SNs.

PDCP SN

Ciphering is supposed to be performed based on a COUNT-C similarly to the way this is done in UMTS. Current stage 2 text states that integrity and ciphering should be based on the same sequence number which does not seem to be in line with the assumption that integrity protection is performed in the RRC specification. 

It is proposed that the PDCP SN is defined as the LSBs of the COUNT-C value.
PDCP Control PDU

It should be discussed whether to use PDCP Control PDUs, e.g. for the transmission of ROHC feedback, in the case that  PDCP SDUs are numbered.
Security

Ciphering input

The input for the ciphering is to a great extent FFS and dependant on SA3 decisions. 
Ciphering unit

Ciphering unit should be the payload part of the PDCP PDU that contains data from the PDCP SDU. ROHC feedback is not supposed to be associated to a COUNT-C value, and thus is not supposed to be ciphered.Conclusion
It is proposed that RAN2 discusses and decides the open issues listed above such that the discussion on PDCP can be progressed.
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� Reordering with respect to other packets of the same IP flow, i.e. independently of other compressed flows.


� Losses with respect to one single IP flow, i.e. not the combined losses for the entire RoHC channel. 


� It is proposed that some profiles be mandatory to support (M), optional (O) or not supported (N/A).


� Both RFC3095 � REF _Ref153352869 \r \h ��[4]‎[7]� and � REF _Ref153017648 \r \h ��[1]‎[3]� defines the Uncompressed profile, but the definition in � REF _Ref153017648 \r \h ��[1]‎[3]� is preferred.


  Both definitions are entirely equivalent and compatible with each other. 
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