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1
Introduction

As a result of discussion in the RAN2 reflector, the access control and mobility requirements for home eNodeB have been agreed and documented in [1]. Unlike home cells in legacy networks, these requirements imply the support of coordinated NAS and AS procedures. In this contribution we address the access control mechanism for home eNodeB cells with the vision that same principles can be applied to other types of CSG cell deployment such as corporate networks. This contribution shares some views given in [4] but discusses in addition the element identity arrangements for macro and CSG case and dimensioning aspects.

2
Access control for CSG cells
There is a common view that handling of different user subscriptions to CSG cells in E-UTRAN should not be only restricted to NAS but should be supported by radio access procedures so as to support efficient mobility in terms of signalling load and network availability.
The most important issue at this stage of the standardization is to define the identifier, unique per PLMN, which will be used by the UE from a user group to distinguish its CSG cell from other cells. TAC [3] and cell ID, the cell identity broadcasted in the air interface via D-BCH (28 bits in UTRAN), appears as the best candidates used by the access control mechanism inside a PLMN. A comparison of access control using both identifiers is shown in the table below. 
	
	Access control based on Cell ID
	Access control based on TA ID

	Concept
	An UE that belongs to a specific CSG is given a while list of cell IDs that identify the CSG cells that UE is able to access. The white list is stored in UE’s memory and used by the UE to access its CSG network. UE should not access CSG cells which cell IDs are not included in the UE’s while list.
	An UE that belongs to a specific CSG is given a white list of CSG TAs. The white list is stored in UE’s memory and used by the UE to access its CSG network. When the UE is camping on a macro layer, UE is reachable via the macro TA. When UE camps on its CSG cell/network, UE is reachable via its CSG TA. UE should not access CSG cells which CSG TAs are not included in the UE’s white list.

	NAS signalling load
	The only reason for this approach is the saving in signalling load (TA update) that can be achieved if the CSG cell uses the same TA as the macro layer. However, this would require operator’s to maintain a database of the CSG cell locations and paging is always directed to all the cells under the same TA. 
	Multiple TA allocation (CSG TA and macro TA) can be used intelligently to find the best tradeoff between paging load (which mutitple TA increases) and TA Update signalling (which multiple TA reduces).

	Scalability
	Addition of CSG cells to the CSG network (e.g. in corporate networks case) requires updating the “Cell ID white list” of the relevant UEs.  In addition, the size of the white list will be too large for large CSG networks.
	Addition of new CSG cells to the CSG does not require updating the white list of the UEs. For large CSG networks, the same TA is used.

	Impact on CN
	- Some updates to NAS procedures required to grant the white list to the UEs.

- Handling of cell ID by the MME is needed for differentiating between CSG cells and macro cells.


	- Some updates to NAS procedures required to grant the white list to the UEs.

- TA handling for CSG cells does not defer from the macro layer case.

	Planning aspects
	Planning and maintenance is required to keep track of the CSG TA in case the location of the cell changes (e.g. home eNB).
	TA identities allocated for CSG cells (CSG TA) and macro TA does not need to be coordinated as long as the TA space is divided into two separate pools. 



Table 1: Cell ID vs. TA based access control
NOTE: 
In this contribution, the term “CSG TA” refer to the identifier used in a CSG cell/network for subscription and location purpose while the term “macro TA” is used to refer to the location identifier usually used in the macro network.

Regarding planning aspects, we see as a strong requirement that macro and CSG TA implementation do not need to be coordinated as otherwise CSG network deployments may impact the macro network configuration. Therefore, the structure of the macro TA field should not impose constraints to the structure of the CSG TA field and viceversa. 
3
TA and cell ID dimensioning in E-UTRAN
Considering the TA based approach, as the identifier required for the access control, the TA ID and cell ID length should respond to different requirements from the E-UTRAN macro layer and CSG perspective. From the macro layer perspective, the cell ID length should be large enough (28 bits in release 6) in order to cope with large amount of cells deployed in the network while the TA length (16 bits in release 6) does not need to be extended. On the other hand, the TA ID and cell ID dimensioning for CSG case is quite the opposite: the TA ID length should be extended in order to meet operator’s expectations of supporting a high number of home eNodeB cells. The cell ID length for CSG cells is not required to be as long as for the macro case because the cell can be completely identified by the TA in most of the cases (one CSG cell per CSG TA). However, considering the case of corporate networks or more complex home eNodeB networks, several CSG cells can be allocated per CSG TA; in this case the cell ID could be used in association with the TA to identify the cell inside a PLMN. 
In [2], a set of possible solutions are provided for the TA ID length for macro and CSG scenarios. As deducted from above, it is possible to keep the TA ID+ cell ID length constant while assigning different borders between the TA and cell ID, depending on the cell type (CSG or macro cell).  This approach will allow using the TA/Cell ID fields more efficiently without the need to extend the length of the identifiers. 
Figure 2 describes the two different TA ID and cell ID length distribution for macro (a) and CSG (b) case. In b), the length of the cell ID determines the maximum number of cells that can be allocated to a CSG with a single TA after which a new TA can be added to the white list of the CSG UEs if required, i.e., multiple CSG TAs can be used to scale up the number of cells per CSG. 
For a) and b) the lengths x and y should be defined. An UE is able to identify the position of the TA/cell ID border by identifying the type of cell being measured (e.g. 0=macro cell; 1= CSG cell). As in GERAN and UTRAN, where the cell ID and LAC length is fixed, together with all network identities, we do not see necessary to support flexible borders between TA ID and cell ID in E-UTRAN. A possible example is given below:

-
Macro layer: 16 bits TA + 28 bits for cell ID (as in Release 6);

-
CSG layer: 36 bits TA + 8 bits cell ID.

Feedback from operators is welcome for defining x and y.
a) TA and Cell ID in macro layer


[image: image1]
b) TA and Cell ID in CSG layer


[image: image2]
Figure 2: TA ID and cell ID lengths for macro and CSG case
Example of x and y
 x=14
-
TA length is smaller compared to UTRAN so as to allow a maximum number of macro cells per PLMN equal to 1 billion approximately. 

y=37

-
The maximum number of CSG networks (including home eNodeB) that can be allocated in a PLMN is about 140 billions.
-
The largest amount of cells in a CSG network that can be implemented with one TA is 128 cells. Larger networks would require the allocation of new TAs as much as necessary. 
4
Conclusion
In this contribution we discussed how access control for home eNodeB and other types of CSG cell deployment can be handled in E-UTRAN. As a summary of this contribution, we propose the Tracking Area identity as the identifier used to grant access to CSG cells for UEs from a specific User Group. The tracking area identity of a CSG network (in this contribution called CSG TA) or a collection of them is stored in the UE’s memory and used during the mobility procedures.
We also conclude that, with a proper arrangement, it is possible to apply fixed borders to the cell ID+TA ID field, which position depends on the type of cell (CSG or macro cell), and surpass the dimensioning requirements for CSG network deployment ( 1 home eNodeBs per 5 subscribers in a PLMN). As a consequence of this structure the unique cell identifier inside a PLMN will be the Cell ID (for macro cells) and TA+Cell ID (for CSG cells).
In addition, we also ask RAN2 to dicuss about the cell ID and TAC dimensioning requirements for the macro and CSG case. Finally, we propose that RAN2 inform RAN3 and SA2, that in order to support the TA concept, MME should handle specific tracking areas for CSG networks (CSG TA).
References
[1] R2-072139, “Report of email discussion on Home-eNodeB Requirement (point 8)”, Vodafone
[2] R2-072070, ” Discussion of Access Control for Home-eNodeB”, Vodafone
[3] TS-23401, “General Packet Radio Service (GPRS) enhancements for Long Term Evolution (LTE) access”, v.0.5.0.
[4] R2-071349, “Use of tracking area- and cell identity for private networks/home cells”, Samsung.















































































































y





TA ID+Cell ID





Cell ID





TA ID





x





Cell ID





TA ID





TA ID+Cell ID








